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MEMORANDUM FOR MARIANNA PETERSON
FROM: DEBRA IVY, TCJ1-C
SUBJECT: USTRANSCOM FOIA 10-97 (Tasker 1019632346)

This packet includes all of the position descriptions for Information Technology
positions (2210 Series) within the United States Transportation Command, fulfilling the
current FOIA request. There are 23 total position descriptions to include: 9SN1234,
0543097, 9542718, 9543031, 9541515, 9542872, 95985205, 95199, 9542148, 9542621,
9542881, 9543034, 9SN1441, 9542876, 9542160, 9595155, 9542560, 9542880,
9SNG917, 9595196, 95159, 9542587, and 9S43038. Please contact me with any
questions at (618) 229-8181.

DEBRA IVY é/
Chief, Training and Civilian Personnel Division
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CORE PERSONNEL DOCUMENT Number:

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: To serve as the HQ AMC/DOY Ge’;pgef Specialist %%%ﬁl AN 7:)
Amnalyst) responsible for all aspects of the division's Management Information System (MIS) to include

computer data, database management, programs, telecommunications, networking and program interfaces in

support of COINS, SPS and other related systems. '

The organizational location of this position is: See cover page

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are: Mission and function statements are
contained in AMCR 23-11.

DUTY 1: X Critical Non-Critical

Provides technical expertise in the application of database management systems (DBMS) and MIS. Provides
technical analysis and resolution of all problems encountered by functional area users when accessing data through the
DBMS and user data access languages to obtain reports and other information provided by applications systems. Provides
guidance to functional area users in the use of various systems and procedures. Provides technical guidance on data storage
structures, techniques, and interfaces between databases to assist analysts, developers and functional users. Evaluates
applications programs and existing databases to identify and resolve access and performance problems. As office leading
technical authority, independently plans and carriers out projects and analysis of organization’s automation requirements.
Interprets policies and regulations and coordinates with DOD and Air Staff experts to support mission objectives. May lead
groups to resolve complex database administration problems. Evaluates and determines enhancements and changes to
DBMS and MIS. Develops programs for DBMS enhancements unique to the needs of the command; e.g., special security
requirements and ensures compatibility.

STANDARDS:

A. Promptly and courteously provides technical expertise which is substantive and timely.
B. Effectively contributes to resolution of problerﬁs.

C. Appropriately assists functional area users.

D. Accurately determines changes for DBMS/MIS.

KSA: 1, 2,3,4,5 6,7

o

DUTY 2: X Critical Non-Critical

Performs studies and prepares reports on data and database utilization. These include both recurring and special
studies/reports. Recurring studies/reports are performed on items such as entitlement, awards, data distribution, database
performance, and disk utilizations. Special studies/reports are required to provide response to directorate, command and
audit requests for information and to provide justification for hardware and/or software acquisition; to investigate
application system data and database problems; to evaluate the results of applying new methods and techniques to existing
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databases; and to evaluate the impacts of hardware configuration changes to databases. Performs quality control of
computer produced reports.

STANDARDS:

A. Reports and studies are prepared in a timely manner.

B. Provides valuable and timely input to the development of studies and reports.

C. Regularly performs quality checks on the accuracy of data in management reports.

D. Reports, papers, briefings, and correspondence are techmcally accurate and effectively presented whether writien or
oral.

KSA:'1, 2, 3, 4,5, 6,7

DUTY 3: X Critical Non-Critical

Performs general systems administration functions. This includes physical database design; technical assistance during
logical database design; DBMS resource requirement evaluation; database backup recovery, and restart procedures;
database load procedures; database integrity and maintenance; access control and “user view” maintenance; database
performance management; database machine management; and database standards, documentation composition and
review, and MIS evaluations. Tests and debugs programs to satisfy requirements. Maintains system logs and other records
of computer operations such as documentation of equipment and software licenses, training, system malfunctions and
corrective action taken. Maintains inventory of computer supplies necessary to keep systems functioning smoothly. Plans
for future system enhancements. Makes recommendations for acquisition, possible leasing or modernization of equipment
and/or systems in order to provide management the services and advice requxred

STANDARDS:

"A. Accurately identifies processing requirements.

B. Documentation is prepared in an accurately and timely manner.
C. Thoroughly conducts routine maintenance of the system.
D. Recommendations are well researched and prepared.

KSA:1,2,3,4,5 6, 7,8 9

DUTY 4: » Critical X Non-Critical

Maintains liaison within the agency, with other DOD commands, confractors, vendors, database specialists, and
other government agencies for the purpose of mutual exchange of information and assistance concerning the use and
implementation of Management Information System, database and data access systems. Interacts daily with the
organization’s specialists and managers as well as other personnel in the directorates and executive offices. Keeps abreast
of new developments in database and data processing technology for both mainframe and PC environments. Reviews
database systems and various types, makes and models of equipment, evaluating and analyzing their capabilities for
possible adaptation to current or new systems. Represents the interests of division in meetings. Establishes effective
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( professional working relationships with coworkers, contractors, and other government personnel. Promotes a cooperative
working environment which contributes to the successful accomplishment of the mission. Uses tact and diplomacy in oral
and written communications with others and presents a good image as a representative of HQ AMC.

STANDARDS:
A. Actively develops professional working relationships.
B. Knowledge of technology is current and relevant.

C. Actively participates in meetings and conferences.

KSA:1,2,3, 4,5

DUTY 3; X Critical Non-Critical

Accomplishes state-of-the-art, on-the-job technical training, guidance, and direction to other personnel, as well as the
- training of user personnel. Instructs on specific tasks and job techniques. Identifies, develops and conducts remedial
Q training based on system changes, update procedures, quality review and specific requests. Reviews changes to system,
- regulations, policies and procedures and provides guidance to employees based on review of changes. Also develops all
r i documentation required relevant to the implementation and operation of the MIS, DBMS, Office Information System (OIS)
S and/or other user or in-house developed data access methodologies. Provides a wide variety of record keeping, reporting
and informational duties in support of organization’s programs, functions and projects. Develops all documentation
required relevant to the implementation and operation of DOY Information systems, computer hardware, databases,

equipment and interfaces. Develops operating instructions or techniques to cover new or unanticipated problems.

STANDARDS: .
A. Guidance and assistance provided is sound and technically accurate.

B. Appropriately identifies, develops and conducts training that producgs desired results.

C. Prepares appropriate and accurate documentation.

D. Provides valuable and timely input to the development of operating instructions or techniques.

KSA: 1, 2,3, 4,5, 6,7

DUTY 6: X Critical Non-Critical

o corrective action and performs periodic or scheduled preventive maintenance for a variety of complex systems and
equipment. Troubleshoots and maintains equipment to include PCs, LaserJet Printers, fax machines, servers, laptops, and
disk drives. Loads, maintains and troubleshoots software to include: Windows, Windows NT, MS Office, Form Flow, and
other software. Identifies system problems and determines solutions along with ways to improve system performance.

N | ’

(' R Analyzes and determines cause of malfunctions related to hardware, software, or environment and initiates
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Arranges for base technical expertise when needed; coordinates with the 375CG Help Desk and other support personnel to

resolve problems beyond personal capabilities/scope.  Attempts to restart jobs that terminate abnormally or cause the
computer system to hang. Works with vendor representatives, computer hardware specialists, and system software
specialists, if required, to determine the cause of problems resistant to standard problem solving techniques. Runs
diagnostic and reliability tests and corrects conditions. Periodically cleans highly sensitive hardware such as
electromagnetic, photoelectric, laser, mechanical highspeed computer peripheral or processing equipment. Applies
emergency procedures in case of natural or man-made disasters and security risk situations. Reconfigures computer
systems to take failing peripherals or system components out of action. Performs computer systems, hardware and
software installation and on going support for entire division.

STANDARDS:

A. Promptly and accurately performs analyses and determines cause of malfunctions,

B. Expediently initiates corrective actions.

C. Effectively maintains database inteériw,

D. Corrects conditions which respond to standardized control procedures or precedent options in a prompt manner.

KSA: 1,2,3,4,5,6,7,8, 9

RECRUITMENT -KNOWLEDGES, SKILLS AND ABILITIES (KSA)

1. Knowledge of a wide range of computer techniques, methods, sources and procedures.

2. Knowledge of systems software and systems development life cycle, including systems documentation, design,
development, configuration management, cost analysis, data administration, DBMS, systems integration and testing,

trouble-shooting techniques and implementation procedures.

3. Knowledge of data processing techniques and procedures, both manual and automated, including work processes,
terminology and management information requirements.

4. Knowledge of computer policies, practices and data processing standards.

5. Knowledge of computer operating systems, systems interrelationships and interfaces and their relationships and
involvement with other applications systems interfaces.

6. Knowledge of applications systems and programming to recommend initiation of refinement of procedures and
processing techniques. '

7. Knowledge of programming languages and techniques, systems design and efficiency.

8. Knowledge of ADP hardware capabilities, mcludmg operating systems, productivity tools, and peripheral equipment

available on command installed machines.

9. Knowledge of the installation and maintenance of current software versions to include MS-DOS, MS Windows,
NETSCAPE, MS Outlook, Laplink file transfer and other software currently utilized.
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Factor 1, Knowledge Required ' Level 1-7 1250 PTS

Knowledge of a wide range of computer techniques, methods, sources and procedures, including familiarity with
approaches used by ADP organizations in other agencies as well as the private sector. Knowledge of systems software and
systems development life cycle, including systems documentation, design, development, configuration management, cost
analysis, data administration, DBMS, systems integration and testing, trouble-shooting techniques and implementation
procedures. Knowledge of the Command’s existing data processing techniques and procedures, both manual and
automated, including work processes, terminology and management information requirements. Knowledge of DoD and
Command policies and data processing standards. The ability to modify standard practices and adapt computer systems to
solve a variety of computer software problems, and 1o adapt precedents or make significant departures from previous
approaches to similar projects to provide for the specialized requirements of some projects, and the ability to apply the
standard practices of related scientific disciplines, such as software engineering techniques, as they relate to software
design, development and implementation. Knowledge of computer operating systems, systems interrelationships and
interfaces and their relationships and involvement with other applications systems interfaces, and the ability to decide
which operating mode and/or equipment configuration is most appropriate for the implementation of a particular
application. Knowledge of the subject matter area to recommend initiation of refinement of procedures and processing
techniques to improve utilization of resources and/or coverage of management needs. Knowledge of programming
languages and techniques sufficient to provide efficient program code and guidance to other specialists in the dreas of (1)
nonfunctional/functional software interfaces; (2) use of object oriented and event driven programming; and (3) overall
applications systems design and efficiency. Knowledge of ADP hardware capabilities, including operating systems,
productivity tools, and peripheral equipment available on command installed machines. Knowledge of the installation and
maintenance of current software versions to include MS-DOS, MS Windows, NETSCAPE, MS OQutlook, Laplink file
transfer and other software currently utilized. Knowledge of standard policies and practices employed by other specialists
is essential to expedite the total operational effort. '

Factor 2, Supervisory Controls ' Level 2-4 450 PTS

The supervisor sets the overall objectives, and in consultation with the employee, determines time frames and possible
shifts in staff or other resources required. The employee, having developed expertise in the assignment, independently
plans and carries out projects and analyses of the organization’s requirements; interprets policies, procedures, and
regulations in conformance with established mission objectives; integrates and coordinates the work of others as necessary;
and resolves most conflicts that arise. The employee informs the supervisor about the progress, potentially controversial
matters, or far-reaching implications. Completed work is reviewed from an overall standpoint in terms of feasibility,
compatibility with other work, or effectiveness in meeting requirements or achieving expected results. :

Factof 3, Guiaeiines Level 3-4 450 PTS‘

Policies and precedents provide guidance which is general in nature with little specificity regarding the approach to
be followed in accomplishing the work. Typically, the primary constraints are those imposed by the need for
compatibility with existing systems or processes. Performance of the assigned studies, design projects, equipment
or system software evaluations usually requires deviating from traditional methods of researching trends and
patterns to develop improved methods or formulate criteria. The employee uses initiative and resourcefulness in
researching and implementing state-of-the-art techniques and technologies to develop new and improved methods to
cope with particular projects. :

Factor 4, Complexity ‘ " Level4-5 325 PTS

The assignments consist of various projects, studies or evaluations characterized by the need for significant
departures from established practice. They typically involve a number of stages in an automation project to include
studies preliminary to the decision to automate, or an unusual depth of analysis of system software, computer
equipment, or a similar broad specialty area. Deciding what has to be done typically is complicated by the novel or
obscure nature of the problems and special requirements for organization and coordination. Technical difficulty is
exceptional where numerous conditions, options, and machine characteristics must be considered including the
evaluation and installation of both COTS DBMS and computer operating systems, redesigning both the physical and

6
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logical database structure, porting of historical computer data to both a new environment and database structure,
reengineering a mainframe application to a client/server environment, specifying computer hardware and operating
system required to support the system, specifying and implementing solutions for remote access to the system,
studying and resolving database and operating system performance issues, and developing specifications for the
interrelationship and integration of the Standard Procurement System (SPS) and several database systems to include
Commercial Operations Integrated System (COINS), Bulletin Board, GDSS and GOPAX.

Factor 5, Scope and Effect : Level 5-4 225 PTS

The scope of the work involves investigating and analyzing a variety of unusual problems, questions, and conditions
associated with downsizing a geographical separated mainframe system to a local client/server environment,
establishing criteria for the interrelationship of the SPS system and COINS database systems including
communications, method, and frequency of data exchange between systems, developing and implenenting database .
design specifications, and establishing remote access to the system. The work affects activities and functions of
contractors as well as others including MTMC, HQ AMC/TACC, and HQ AMC/DO.

Factor 6, Persona_l Contacts and Factor 7, Purpose of Contacts Level 3-B 110PTS

Personal contacts include daily interaction with the organization’s specialists and managers as weli as other
personnel in the directorates and executive offices. Additionally, there is frequent contact with representatives of
computer manufacturers and contractors and computer personnel from other government agencies. Most contacts
are to resolve problems, plan activities, coordinate efforts, and to schedule system tests with other government
agencies to assure the reliability and accuracy of operational programs for the command.

. e L2
Factor 8, Physical Demand : Level 8-¥ /5 PTS

Work includes physical movement of computer hardware and electrical hazards associated with internal components
and computer power sources. The work requires regular and recurring periods of caring for or performing minor
repairs on equipment and carrying or loading paper, carrying PCs, or printers that weigh less than 40 pounds.

Factor 9, Work Environment Level 9-1 5PTS

Work is performed in a stressful environment with frequent interruptions. The work is performed in a typical office
setting. .

Other significant facts pertaining to this position are:

1. The employee may be required to work other than normal duty hours, which may include evenings,
weekends, and/or holidays.

2. The employee may be required to travel by regularly scheduled passenger military or commercial aircraft
in the performance of officially assigned duties. Subject to call back on mght shift, holidays, weekends or

irregular shift changes as occasion demands.

CLASSIFICATION SUMMARY: 1-7 1250

2-4 450
3-4 450
4-5 325
S-4 225
3-B 110
8-1  B40

9-1 5
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Total Points: 2854/ nd

CLASSIFICATION STANDARD(S) USED: US OPM PCS for Computer Specialist Series, GS-334, TS- 106  dated
July 1991,

CLASSIFICATION REMARKS:
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

s iy
The primary purpose of this position is: To per fm mechmeabwork, studies, zmd analysis relative to acquisition
selection, disposition, and reutilization of- systems. The work of this position involves
coordinating and integrating technical aspects of ea%:mﬂeﬁ work with administrative matters.

The organizational location of this position is: U.S. Transportation Command, Directorate of C4 Systems, CF o S, fpe- # D v

~Resourees-and-Contracting=Division, Scott AFB IL.
}yw_k\k lv\.b-\. -+ “‘{"\x(HLv-}k PO Py et -

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational gp:a:!s or objectives of this pesition are: To provide authoritative guidance and support

in the areas of ¢ F systems resource acquisition policy and procedures, availability,

and use. Recommends development of and implements policy and procedures for the management of
= ¢ system resources of USTRANSCOM,

DUTY 1: Plans and coordinates the acquisition of information technology assets and services (i.e., computer
hardware/software, network, reuse assets for major systems, and related technical studies and services). Controls and
manages the issuance of Communications-Computer Systems Equipment Orders to vendors or Statements of Work

(SOWs) and equipment specifications to contracting activities to acquire F system
equipment and services. Monitors delivery of this equipment and services to ensure it meets programmed
requirements. Performs Contracting Officer Technical Representative (COTR) and Task Manager duties for the
contracting officer to ensure contract adherence and enforcement and to provide technical interpretations for the
contracting officer in contract negotiations or arbitration. 40% Critical

STANDARDS:

A. Effectively plans and coordinates all phases of the acquisition, implementation, and integration of the assets
involved with a project/service.

B. Consistently conducts research and develops specifications, justifications, and economic analyses in support of -
selection and acquisition actions.

C. Properly prepares solicitation packages (to include Statements of Work, Technical Evaluation Criteria, bid
schedules, etc.) for contract. Initiates, receives, analyzes, coordinates, and incorporates recommended modifications
to the solicitation package to ensure technical accuracy.

D. Thoroughly reviews the solicitation package and coordinates with the Contracting Office to ensure completeness
and legal sufficiency.

E. Properly serves as an authorized representative of the Contracting Officer and is responsible for providing
technical information for the procurement of information technology assets and service. Reviews technical

specifications for bid solicitations.

F. Ensures vendor compliance with contract provisions. Provides proper interpretation of technical provisions of
contracts and informally discusses technical differences between vendors.

G. Thoroughly reviews proposals to continue, expand, or delete assets and recommends appropriate disposition.

DATE: August 1996
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H. Assists with preparation of appropriate supporting justification for long-range funding requirements and
submissions.

KSA: 1,2,3,4,5.6.7

DUTY 2: Assists with the conduct of analyses and studies te facilitate recommendations and staff actions in
regard to the appropriate sources, acquisition methods, and financial programmatic actions required for
e@mmum&uﬁiw system programs, equipment, software, and contractual services. This includes
assignments related to program planning, monitoring, and coordination of the systems life cycle functions.

Assignments involve specialized services or accomplishing projects which require application of a variety of
techniques and methods to determine the best approach. 20% Critical

STANDARDS:

A. Provides appropriate advice or assistance to decision makers in setling program goals and establishing priorities
to support the organizational mission.

B. Effectively monitars, evaluates. and coordinates assigned [unctions and briefs management officials of program
status. Documents program putrposes, methods. assumptions. and conclusions.

C. Properiy directs preparation or prepares a variety of program reports. Assists higher-level management -
official(s) in the evaluation of fiscal requirements for validity and sufficiency.

D. Properly reviews and controls the allocation of organizational funds associated with major itiatives. Controls
funding allocations as required and recommends redistribution of allocations as needed.

E. Effectively evaluates impacts of new technologies on current systems and policies. Assesses performance and
effectiveness of new or substantially modified systems.

KSA: 1.2,3,5.7.8

DUTY 3: Receives and processes mﬁ}w requirements from the USTRANSCOM
staff. Evaluates requirements for validity and need within the context of command policy, architectures and
concepts of operation for all Command, Control. Communications and Computer Systems (C4S). Helps to
determine the feasibility of information systems requirements and assists with development of program procurement
strategies specifically tailored to support the required = TS acquisition actions.

15% Critical

STANDARDS:

A. Actively and effectively participates in team meetings to identify and validate requests for changes to technical
systems and evaluate proposed solutions.

B. Executes defined projects through to completion with minimal supervisory intervention. Resolves project
-management problems accurately and makes adjustments to project plans and maintains professional qualities at alt
times.

C. Effectively represents the organization at conferences, planning meetings, and other functions concerning the
long-range strategic plans of DOD C4 systems, USTRANSCOM strategic plans and other plans affecting C43
requirements.

s

DATE: August 1996
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KSA: 1,2,3,4,5.6.7

DUTY 4: Assists program managers with performing programming and planning duties as required to
maintain the long-term programmatic health of ongoing and planned»eﬁaﬁ&%ﬂﬁm systems and
programs. This includes maintaining close coordination with technical project and program managers within
USTRANSCOM as needed to-ensure Lthat program requirements are properly considered during the established
Planning, Programming, Budgeting System (PPBS) cycles. Identifies and analyzes both long and short range
procurement requirements for network C4 operations and maintenance needs so as to provide uninterrupted service
for all mission requirernents. 15% Critical

STANDARDS:

A. Accurately projects cost of satisfying C4 needs and provides inputs for required budget submissions for inclusion
in the USTRANSCOM Program Objective Memorandum (POM) process.

B. Effectively researches government capabilities and contractual options to determine the best value approach (o
satisfy C4 needs. Accurately documents findings and recommends approach to management.

C. Inputs to budget submissions will be provided to the technical staff for review and be available for inclusion in' the
final Budget Estimate Submission in sufficient time to meet suspense deadlines.

KSA: [,2.3,5.8

DUTY 35: Maintains !xaneon with internal USTRANSCOM organizations in order to anticipate the future

direction of systems technology and rocurement policies. This includes
representing the TCJ6 Directorate in matters relating t()mystems policy and procedures. It

will also require the incumbent to review technical and contractual literature, attend hardware/software
demonstrations, and visit other government agencies o keep abreast with the current trends in commuieativns LT
compates4ystems technologies and current vendor services. 10% Non-Critical

STANDARDS:

A. Consistently maintains technical proficiency by attending symposia, expositions, and meetings and reviewing
current communications and computer literature.

B. Actively maintains liaison with internal USTRANSCOM organizations (o anticipate direction of
communications-computer systems technology required to support the mission,

KSA:1,4,56.7

Other significant facts pertaining to this position are: Work occasionally requires TDY travel away from the
normal duty station. A Top Secret clearance is required.

RECRUITMENT KNOWLEDGES, SKILLS. AND ABILITIES (KSA):
1. Knowledge of comspumoatioreompter systems acquisition regulations, practices, and procedures.

2. Skill in effecitive oral communication.

DATE: August 1996 : 4
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»

Skillin effective written communication techniques.

4. Knowledge of infesmuatieproressing standards and procedures.
5. Skill in applying knowledge of current automation technology and practices.

6. Knowledge of configuration management regulations, principles. and techniques.

7. Knowledge of acquisition requirements und guidelines at a sufficient level to serve as a Contracting Officer's
Technical Representative (COTR)).

8. Knowledge of Planning, Progranuming, Budgeting Sysiem (PPBS) and Program Objective Memorandum (POM)
processes.

CLASSIFICATION FACTORS:

Factor 1, Knowledge Required By The Position Level 1.7 1250 Points
L

-- Knowledge of agency 4 : HHHHI ¢ standards, policies. and procedures to analyze and advise managers
on systems matters and evaluate the need for uh‘mﬂes in existing policies and procedures.

-- General knowledge of the mission, ohjectives, terminology, and management practices in the agency in order to
recognize probable areas of inieraction and overlap between proposed and existing systems.

-- Knowledge of the principles, policies, and practices of acquisition and program management. Uses this

knowledge to serve as a technical specialist involved in the planning. organization, and managing of systems

acquisition. Ability to ensure overall compliance with contractual requirements and hardware specifications.
T Pc\:\c—wg\.g 5, C_oe\up‘hs h-«;}re..uo)\.s xT

-- Knowledge of indermmatomrsysems Tt rbertmit RproeesstrrTympnTent characteristics, eempﬁ{ehtec hniques.

requirements, methods, and procedures to include familiarity with approaches used by organizations in other

agencies and/or the private sector in order o evaluate alternatives and provide assistance to managers.

-- Knowledge of department, agency, command. and mstaliation procedures and standards as they relate to
himitations on design approaches, coordination requirements, progranuning specifications, and documentation related
1o networks.

-- Knowledge of systems design and development techniques and agency policies and procedures. Skill in relating
aspects and parts of a project to the overall needs of the organizations served. Knowledge of new or revised policies,
practices, and technical management guidelines to provide advisory services, consultation, technical assistance,
and/or training.

-- Knowledge and skill in adapting analytical techniques and evaluation criteria to determine program effectiveness,
to develop new or modified work methods and ability to analyze and resolve complex problems.

iii{x_owledge of the large variety of programuming and planning documents associated with all phases of the assigned
&msperer syslems or information technotogy programs. This includes knowledge of GSA, DOD, USTRANSCOM.
and AF directives concerning procurement of ADP resources.

-- Knowledge of the acquisition and program management cycle which includes acquisition, development and
implementation of new or modified information systems, subsystems, or equipment items to meet cost schedule
performance, and supportability criteria. This includes knowledge of life cycle costs and the factors that must be
included when determining the cost effectiveness of introducing new technology.
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Factor 2, Supervisory Controls ' . Level 2-4 450 Points

The supervisor provides general guidance, as to scope and priorities of projects in the assigned area and, in
consultation with the employee, determines time-frames and possible shifts in staff assignments. Emplovee plans,
organizes, and carries oul assignments, coordinates work with others, determines the approach and methodology to
be used. and keeps the supcrvisor apprised of potential problems. The employee clears with the supervisor
approaches that may have potential policy impact. Completed work is reviewed for its effectiveness i meeting user
requirements, accuracy of estimated time frames and projected problem areas, and effectwer;es:, in coordmating the
project with other groups.

Factor 3, Guidelines Level 3-3 275 Points

Guidelines primarily consist of Federal, AF, and GSA procurement regulations, plus general C4S-related DOD and
USTRANSCOM regulations, legislation, and policy. Broadly stated technical specifications equipment regulations.
precedent contracts, procurement procedures, and previous studies are available as general guidance. but are not
compietely apphcable or gaps may exist in significant areas. The employee is required 10 adapt guides and
precedents for application to the assigned project to supplement gaps or lack of specificity to particular problems or
situations. Established guidelines often must be interpreted. as in the case of advising contractor personnel or other
vendors on the application of USTRANSCOM acquisition policy and regulations.

Factor 4, Complexity Level 4-4 225 Points

Assignments consist of projects. studies. or evaluations characterized by the need for substantial problem analysis.
Deciding what needs 1o be done typically involves assessment of situations complicated by conflicting or insufficient
data that must be analyzed to determine the applicability of established methods. Different technical approaches
often must be considered or tested and projections made from these results. Computer equipment or system software
evaluation and modification at this level primarily concern items available from vendors already in use in other

Government or private AP operations.
e |
Factor 5, Scope and Effect Level 5-3 150 Points

The work involves resolving a variety of conventional problems. guest Kmm situations such as typica lly is the case
where responsibility has been assigned For maintenance of a set of ¢ r Systems or programs.
Accomplishments of the work affect the operation of C4 systems thr oucrhou{ Heddquartets USTRANSCOM. This
includes responsibility for contracts and projects that, although affecting activities or individuals throughout the
agency, are primarily to facilitate the operation of C4 systems in support of the Headquarters staff. The employee
also assists with providing advice, consultation, and guidance concerning program aspects that affect a wide range of

agency activities. ,
e { 26 po“\h @
Factor 6, Personal Contacts Level 63 G-Points 4

) , AN
Personai‘}(mtacts are with senior representatives and other systems analysts, programmers, and functional area users \O:)\
from within and outside USTRANSCOM. This includes other C4 systems support persennel from DOD, JCS. the
Services, MSC, MTMC, and AMC, as well as system users, project officers, procurement personnel, engineers. and
prospective equipment or system software vendors and contractors,

“Factor; Purpose of Contacts Levell 3 ——  126Poms

The purpose of the contacts is to influence managers and supervisors to conform to changing requirements and
procedures peculiar to the command and to obtain information and coerdination on current and future projects.
Also, frequent meetings are held with functional area representatives, computer specialists, vendors, and users.
Meetings are required to resolve problems and establish procurement planning.
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AIR FORCE STANDARD CORE PERSONNEL DOCUMENT (SCPD)

ORGANIZATION: USTC/TCI6-A SCPD NUMBER: 9542587

SUPV LEVEL CODE: ,8’§ COMP LEVEL CODE: &5~

TARGET GRADE: -3 ‘ii’f -0 FLSA: Exempt

JOB SHARE: No s, 1 CAREERPROGID:  2/E

SENSITIVITY:  AsrCritical-Sensitive 877 8Us: 8388

EMERGENCY ESS: NA DRUG TEST: NA

KEY POSITION: . NA ~ POSITION HIST: Cancels 9539940.460342
CLASSIFICATION: Information Technology Specialist (PLCYPLN), 68-2246-13- x{ A ~A2%ADC 2

DUTY TITLE: Enterprise Policy and Planning Analyst

ORG & FUNC CODE:

IST SKILL CODE: 40% CPAMIS Programmer Analyst/Management Information Systems
2RD SKILL CODE: 5% APMPLR Computer Specialist/Plans & Requirements :
3ND SKILL CODE: 25% APMZAF Computer Specialist/Program Management
CLASSIFIED BY:

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet
classification, staffing, and performance management purposes.

g%//(éﬂé—/ : %/7};47; /&’&’7

CLASSIFIER'S SIGNATURE DATE /

SUPERVISOR’S CERTIFICATION: | certify that this SCPD is an accurate statement of the major duties,
knowledges, skills, and abilities, responsibilities. physical and performance requirements of this position and its
organizational relationships. The position is necessary 1o carry out government functions for which | am responsible.
This certification is made with the knowledge that this information is 1o be used for statutory purposes relating to
appointment and payment of public funds and that false or misleading statements may constitute violations of such

statutes or their implementing regulations.

ﬂ' { yAL2u é /’A“v Z“"'f

SUPER¥TSOR'S SIGNATHRE DATE [

PERFORMANCE PLAN CERTIFICATION:

Rater/Supv,,
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Reviewer

Date

Employee’

Date

*Signature acknowledges receipt. 1t does not indicate agreement/disagreement.
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BUS-CODE: Position is exempt from the
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7112(b)(1)- MANAGEMENT OFFICIAL

AF Form 1003 APR 90 (COMPUTER GENERATED)

NSPS-

effeiProre (OO

25M (4-28-06):

IAW DOD 1400
Employee’

iee plan in this PD is superseded by

NSPS guidelines, and is documented on DOD form 2906
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STANDARD CORE PERSONNEL DOCUMENT Number: 9542587

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is; to exercise enterprise system and architecture management
responsibilities for proposed and funded USTRANSCOM and/or Joint Staff directed Command, Control.
Communications, and Computer Systems (C48) by analyzing technical and systems solutions in accordance with
current C4S policics, Enterprise Architecture compliance, migration of equipment/software, and technical standards
required (o achieve optimal interoperability and supportability.

The organizational location of this position is: United States Transportation Command, Command, Control,
Communications and Computer Systems Directorate / Chief Information Qfficer (TCI6 7 CIO). Chief information
Officer (C10) Support Division, Architecture and Integration Branch, Scott AFB, 1L 62225-5357

®

ORGANIZATIONAL GOALS OR OBJECTIVES: Develops, implements, and ensures compliance with plans,
policies, standards, infrastructures. and enterprise architecture framework to ensure interoperability and
supportability among all enterprise Information Technology (IT) systems. Facilitates, coordinates, and integrates the
development and evolution of USTRANSCOM's Enterprise Architecture. consisting of multiple views (operational,
systems, and technical views) that promote interoperability and supportability, and improves understanding,
comparisons, and relationships across organizational and Joint boundaries.

DUTY 1t 40%  Critical

Manages, develops, and implements an enterprise architecture for USTRANSCOM validated and/or
propaosed programs including Joint Staff directed programs and systems. Analyzes a wide range of IT
management activilies exiending and applying to the entire organizational enterprise. Develops, updates and utilizes
an enterprise architecture to capture the architectural representation of the IT systems embaodied in the various
components of the overall enterprise. their relationships to each other, and (o the environment und principles guiding
the enterprise design and evolution. Facilitates integration and promotes interoperability and compatibility to
support related activities such as Portfolioc Management and [T investment processes. Performs studies, reviews [T
policies, and establishes plans and policies to optimize IT solutions across the enterprise. Develops guidelines to
ensure architecture is maintained in a current state. Establishes processes for developing and updating descriptive
architecture products. Integrates architecture both internally across various views and externally among oultside
organizations. Frequently contacts representatives.of the Office of the Secretary of Defense, Joint Staff, Combatant
Commanders. Services, and/or Transportation Component Commands (TCC) to evaluate complex interoperability
problems and provide technical guidance, or recommended solutions for USTRANSCOM and component
commands.

N

STANDARDS: '

A. Expertly provides program n{anagcmcnt of the development and implementation of architecture products
reflecting multiple USTRANSCOM programs/systems in an expert manner with few exceptions. Consistently
ensures information is readily available to support Portfolio Management and IT investment process.

B. Provides technical and systems oversight of architecture activities to facilitate the design. development,
integration, and interoperability of multiple USTRANSCOM systems, subsystems, and prototypes, which is typically
accurate and timely.

C. Typically develops marketing and outreach initiatives to the user communities thut are most often effective.

KSA: All

DUTY 2: 259%  Critical
Evaluates, monitors, and manages progress of enterprise IT systems development. Recommends. in

coordination with all other directorates and component commands, technical standards, and IT compliance
procedures for USTRANSCOM systems. Develops and monitors sequencing plans to trausition from the enterprise
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baseline environment to the target environment. This includes monitoring program compliance with technical
architecture design and standards, as well as the muliiple. concurrent, interdependent activities and incremental
builds to ensure that required enterprise capabilities are met.

Attends high-level decision meetings at USTRANSCOM and users' groups. Uses influence and persuasion at
program reviews, conferences. and other functions concerning USTRANSCOM’s architecture position, Works
closely with Program Managers to ensure systems meet C48 interoperability and supportability requirements and
expectations. Develops point papers, presents briefings, and other presentations on future plans and current program
status for senior staff, distinguished visitors, decision-makers, and other agencies, as required,

STANDARDS:

A. Evaluates and portrays sequencing plans displaying enterprise-wide program progress. maturity, compliance to
standards, schedule, and performance status. most often accurately and professionaliy.

B. Normally provides continuous improvement by examining processes and making suggestions to improve
interoperability and supportability of USTRANSCOM IT systems, policies, and procedures.

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and
decision-making process. with rare exception.

D. In most cases, develops and maintains effective communications, both orally and in writing. Normally maintains
effective working relationships, internally and with other organizations,

KSA: ALL

DUTY 3 ) 15%  Critical

Serves as a USTRANSCOM enterprise technical and systems expert and consultant in the areas of
architecture, integration, and interoperability. Assures understanding of technical and systems requirements,
objectives, specifications. and products by all concerned activities. Reviews, evaluates and ensures interoperability
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides
guidance on standards to ¢ivilian, military, and contractor personnel. Maintains liaison with internal
USTRANSCOM and external organizations in order to anticipate the future direction of 1T systems and acquisition
policies and regulatory requirements. As required, serves as the Contracting Officers’ Representative {COR) for
assigned programs and performs those duties and responsibilities in accordance with negotiated contractual
requirements. Assists in Statement of Work preparation and establishment of performance requirements. Requires
review and application of technical contractual regulations aid policies, and visits with other government agencies
and contractors 1o keep abreast with the current trends in [T systems and programs. security risk and management,
current vendor services, and evolving technologies.

STANDARDS:

A. Provides technical and systems advice and policy interpretation to diverse, highly skilled. operational, technical,
and systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads. develops,
encourages, improves, and evaluates assigned government and contracior resources in an ACCurate manner.

B. Coordinates various organizations output resulting in specific products for senior Jeadership and customer
support review and approval that are generally effective,

C. Most often consistent!y maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards
and ensures proper protection of classified material with few exceptions.

>

KSA: 1,2,3,4
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DUTY 4: 15% Critical

Conducts interoperability and supportability assessients across the enterprise to ensure that systems are
designed and developed in accordance with the concepts, policies, and standards defined by the enferprise
architecture. Establishes evaluation criteria, and develops, updates, and executes technical assessment studies.
Establishes foruni to discuss technical issues/concerns and to ensure sound IT program management through an
evaluation of the technical feasibility and solvency of cach USTRANSCOM system/program. Results are considered
during broader IT investment analysis process in evaluating the overall program viability, interoperability, and
supportability against limited IT resources and program constraints. Findings are evaluated and recommendations
provided to both the program manager and the CIO Program Review Process (CPRP). Provides technical guidance
and evaluates milestones for feasibility, lechnical integration, and interoperability of systems and subsystems.
Provides technical guidance to civilian, military, and contractor personnel.

STANDARDS:

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance,
data interfaces, database standardization, schedule and timelines, security documentation, security technical
implementation, technical solutions. and standards compliance.

B. Communicates professionally and effectively, both orally and in writing, in most cases.

KSA: 1,2,4.6

DUTY 5: ' 5%  Critical

Creates, reviews and monitors Communications-Computer System Requirements Document (CSRD) iu support of the
Command, Coentrol, Communications, and Computer C4 Systems Advisory Board (C4SAB). Receives request for a

new or updated communications-computer capability and determines if capability or license already exists. If not availuble,
prepares CSRD stating requirement, justification, and impact if requirement is not met. Monitors CSRD through entire
process. Attends C45AB meetings 10 discuss CSRDs and to answer any questions from the board on CSRDs. Also
responsible to perform Functional Areas Communications and Computer Systems Manager (FACCSM) duties. Troubleshoots
and corrects level-one communications-computer problems and forwards unresolved problems to the USTRANSCOM Help
Desk. Controls access to computers within area of responsibility. Uses the Automated Account Request System (AARS) to
request account activity for arriving and departing personnel. May be appointed as the Equipment Custodian, Coordinates all
IT asset issues with Equipment Custodian (EC). Coordinates with EC to initiate turn-in documents for excess 1T assets.

+

STANDARDS:

A. Generally accepts request and determines need for CSRD in timely manner. Typically monitors CSRD as it processes,
and provides feedback o requestor professionally and effectively. Usually answers all questions upon request.

B. In most cases, atiends meetings and provides details, costs, etc., in an expert manner.
C. Conirols access to computers within area of responsibility and coordinates all IT assets issues with EC in most cases,

KBA: 4,586

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

1. Mastery knowledge of, and skill in applying, government policies. directives, and other regulatory memorandum
concerning program management compliance. utilization, fechnological advances, and standardization of C4S
principles, concepts. methods, standards, practices, and processes.
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2. Expert knowledge of Clinger-Cohen Act and various associated directives, regu lations, practices and pohc:es aligned
wuh BOD, Joint Swlf, Services and Agencies,

3. Expert knowledge of, and skill in applying. DOD Architecture Framework associated with.interoperability and
supportability of IT systems,

4. Ability to apply cxiensive knowledge of the current CIO IT investiment process and C4S Advisory Board as it relates to
technical assessment and recommendations.

5. Ability to plan, organize, prioritize, and delegate daily workload to meet changing deadlines and rapidly changing
circumstances.

6. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings,
chair meetings, and prepare reports.

CLASSIFICATION CRITERIA: ' ;
Factor 1. Knowiedge Required By The Position Level 1-8 1550 Points

Mastery of. and skill in applying, advanced knowledge of ITconcepts, methods. standards, and practices in order 1o
serve as an Architecture authority for enterprise programs/systems development. implementation. and migration.
Performs a key role in very difficult assignments, such as identifying duplicative efforts or gaps that minimize

_broader enterprise inleroperability solutions and have wide-spread mission impact. Includes an in-depth knowledge
of a wide range of I'T methods. advancements, sysiems concepts, analysis, design, development, and testing of
applications {or both hardware and software. :

Mastery knowledge of I T policies and principles. such as Clinger-Cohen Act, o enforce compliance regarding
system design, development and impiementation solutions combined with a broad knowledge of IT systems data,
data flow, interfaces, and interactions.

Expert knowledge ou the Chief Information Officer (C10) IT investment process as it relates to various assessments
against mission capabilities. technical standards, systems development, and financial exhibits.

Mastery knowledge of IT concepts and practices associated with DOD Architecture Framework and compliance
process for developing, evaluating, and approving 1T products and applications. Provide expert technical advice,
guidance, and recommendations to upper management. Implements new concepts and methodologies to better
manage oversight and control previously unsolvable problems.

Expert knowledge of program management principles, methods and practices combined with an extensive
understanding of the analytical and administrative methods and techniques required to evaluate enlerprxst_ -wide
programs for effectiveness and efficiencies associated with interoperability and supportability standards and
guidance.

Skill and ability 10 develop new or modified approaches and work methods, establish innovative techniques. and
identify measurement and evalualive criteria to determine program effectiveness and (o analyze and reselve highly
complex problems, Utilize various methods to resolve or scope workforce issues associated with IT
program/initiatives,

Factor 2, Supervisory Controls Levei 2-4 450 Points
The supervisor outlines assignments in general terms and defines the overall objectives. Within these general areas

of direction the employee has responsibility for planning, designing and carrying out objectives and assignments,
and for coordinating, as a peer, with experts both within and outside the organization. The employee independently
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resolves problems. determines the best approach and methodology to be used. coordinates work with others. as
necessary, interprets policies, and apprises the supervisor about progress, potentially controversial matters, or far-
reaching implications. In performing the work. the employee makes technical judgments in deciding which
analytical and technical decisions lead to. or help form. decisions on operational policy, Revigw is made for
adherence to policics. auainment of objectives, and, ultimately, for effectiveness in predicting the resources needed
1o accomplish the work.

Factor 3, Guidelines Level 3-4 450 Points

Guidelines primarily consist of Public Law, Federal, DOD. and Joint Staff policies. and local regulations, policies,
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general
or have gaps in specificity that require considerable interpretation and adaptation for application to issues or
problems. Judgment, initiative, and resourcefulness are required in deviating from established methods to modify,
adapt, and/or refine broader guidelines to resolve specific complex and/or intricate issues and problems; treat
specific issues or problems; research trends and patterns; develop new methods and criteria; and/or propose new
policies and practices.

Factor 4, Complexity : Level 4-5 325 Points

The employee makes determinations and plans actions to develop and implement new methods. techniques, policies,
and architectural requirements for C4 business systems. Project assignments involve a variety of duties, projects,
studies. and/or evaluations requiring an in-depth analysis of IT or acquisition issues characterized by the need for
significant departures from established practices. Decisions concerning what needs to be done are complicated by
conflicting or insufficient data that must be analyzed to determine the applicability of established methods. Although
precedent studies and programs are helpful. they are usually untried at the scale proposed. A number of approaches
to accomplish the work are possible and decisions regarding the approach are complicated by the extensive .
coordination required between the various users, other IT staff and supporting Command staft, e.g,, legal review.
The work requires developing criteria where numerous coaditions. options, and conflicting user needs must be
considered. Incumbent must also consider probuble areas of future changes in policy affecting enterprise-wide
designs, hardware and software developments, or comparable aspects of assigned projects in order to resolve
complex technical issues, and plan for user requirements and emerging technology.

Factor 5, Scope and Effect Level 5-3 325 Points

The work involves isolating and defining issues or conditions, resolving critical problems in enterprise-wide

systems, and /for developing new approaches and techniques for use by others, and monitoring

testing/implementation of new technologies. The employee serves as a consultant and enterprise advisor in

controlling a common direction to which the overall enterprise architecture and various supporting IT applications ;
are deemed interoperable. Advice, guidance, or results of the work affect development of major aspects of mission-

related business systems and technologies used throughout the agency.

Factor 6, Personnel Contacts and Factor 7, Purpose of Contacts Level 3C 180 Points

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands® information
technology leadership, Services and Agencies. Joint Staff, Office of the Secretary of Defense, various directorate
level and functional points of contact within USTRANSCOM, contractors. vendors, and professional associations
and interest groups. Frequently contacts are at the General Officer or equivalent level. and with contractors at the
Project Manager level, Contacts occur in scheduled and unscheduled meetings, in formal and informal settings,
briefings, negotiating sessions, workshops. conferences, and TDY's requiring incumbent’s technical familiarity with
complex IT issues. Timelines, appointments. coordination, and reporting are all extremely difficult due to the level
of approval contact that is required. The employee must vary methods and approaches for achieving results based on
the broad nature of contacts. '

Contacts involve influencing others to utilize particular teehnical methods and procédures. or to persuade them to
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted
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have diverse viewpoinis. goals or objectives; consequently, requires the ability to bring parties to compromise, or
develop suitable aliernatives,

_ Level 8-1 5 Points

Factor 8, Physical Demands

The work requires no special physical demands and is sedentary in nature. The work may-involve some walking and
standing in conjunction with travel to and attendunce at meetings and conferences away rom the work site. May

carry light items such as documents. books, lapiops. and/or drive a motor vehicle.

Level 9-1 5 Points

Factor 9, Work Environment

The work is performed in a typical office setting with visits to various other buildings or offices 10 support projects.
The work environment involves everyday risks or discomforts that require normal safety precautions.

Other significant fucts pertaining to this position are:

» Incumbent may be required to travel by regularly scheduled passenger, military, or cormnmercial

aireraft in the performance of temporary duty assignrtqems.
AR
-‘? \“I)\r\

- . s \\J -
s The employee must obtain and maintain a Iepgecret security clearance.

This position may require the employee to work other than normal duty hours, which may include

overtime.

Incumbent may act as Branch Chiefl when required.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED:

OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group.
G§-2200, covering the GS-2210, Information Technology Management Series. May 2001,

CLASSIFICATION REMARKS:

The job incumbent(s) serves as a technical expert where IT knowledge is paramount for performance of the work.
The job clearly meets the definition of the GS-2210 series as contained in referenced guide above. The appropriate
title is Information Technology Specialist, with the parenthetical title of PLCYPLN since the duties and

responsibilities revolve around the enterprise system and architecture management responsibilities. The factor level
credited are as follows. as evident in the Factor Level descriptions contained above in the position description:

FL 5-5,

Fuctor Levels are as follows: FL 1-8, 1550 points; FL 2-4. 450 points; FL 3-4, 450 points; FL 4-5, 325 points;
325 poinmts; FL 6-3, 7-C, 180 points; 8-1, 5 points; 9-1, 5 points.

(GS-13 Point Range: 3155-3600
Total Points: 3290
Grade: GS-13

Final Determination: Information Technology Speciniist (PLCYPLN), GS-2210-13

12724103
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

POSITION AND HIRING INFORMATION
1. STANDARD POSITION 2. POSITION TITLE ' ’ 13" OCCUPATIONAL CODE |
NUMBER
és N1234 SUPV IT SPECIALIST (INFOSEC) . . 2210
4. ORQANIZATIONAL TITLE 5, CAREER g PAY 7. PAY 8. TARGET . OPM FUNGTIONAL
USTRANSCOM GROUP SCHEDULE BAND PAY BARD CODE
. 8C YC 2
Branch Chisf . 2
10. DRUG TEST 11, BUS CODE 12. FAIR LABOR STANDARDS ACT 13. DOD SUPERVISORY
88B8- 8 USC Chep 8TATUS & AF 8L
. YES_X NO | 7112(b){1) =N _X _E5CFR551.200 _ DoD-2/AF-2
14, !E(ggg‘lﬁ;iGENCY 15. MOBILIZATION INDICATOR 18. ENVIRONMENTAUHAZARD | 17. CERTIFICATION REQUIRED
C-~ Position Required in Peacstime DIFFERENTIAL
NIA and Upon Mobliization N/A —X_YES__NO

{Sep Block 33)

8. POSITIVE EDUCATION REQUIREMENTS | 19, LANGUAGE REQUIRED 20. LANGUAGE IDENTIFIER

__YES_X_NO . __YESX_NO A ,
21, FINANCIAL STATEMENTS REQUIRED 32, POSITION SENSVITY | 25. PAY POOL IDENTIFIER | 24, UAUTENBERGISMITH
ves Mo : AMENDMENT
~HYES __ Crlticel Senshive YES_X_NO -

2s. pumes: Plans, executes, and leads the USTRANSCOM Information Assurance program in support of DOD,
Joint Staff, and USTRANSCOM command objectives and goals. Leads command activities o provide defense
in depth capabilities to protect, defend, react, respond and sustain operations for defending USTRANSCOM,
Transportation Milltary Service Components, Defense Transportation Systsm (DTS), and Distribution Process
Owner (DPQ) systems and information. Manages activities needed to develop, test, certify, accredit, and
implement USTRANSCOM's information assurance and computer network defense architecture. Provides
communications security (COMSEC) support for USTRANSCOM requirements, service assurance monitoring
for situational awareness and operational informalion Systems readiness of DPO systems, and NetOps
reporting to higher headquarters and lateral agencles. Serves as the senior information assurance (1A)
functional expsrt for USTRANSCOM and provides consultant support to the Designated Approval Authority
(DAA) and Chief Information Officer (CIO) for operational IT plans and readiness activities. Prioritizes and
assigns work to subordinate employees based on mission needs, difficulty of assignments, and the capabilities
of employees; provides resource management oversight; develops performance standards and rates
employees; interviews candidates for subordinate positions; recommends hiring, promotion or reassignments;
takes disciplinary measures, such as warning and reprimands; {dentifies developmental and training needs of
employees; and provides and/or arranges for needed devslopment and training. Provides a work environment
that is free from all forms of discrimination, harassment, and retallation. Addresses subordinates’ concams,
whether perceived or real, and follows up with appropriate aclion to correct or eliminate tension in the

workplace. Supports the agency’s EEO program.

26, POSITION'S ORGANIZATION
USTRANSCOM TCJ8

28. a. DUTY STATION {Clty - County — Siate Or Oversass Logation)

27. POSITION OCCUPIED
Scoft AFB, 81 Clalr, IL

Competitive t. GEOBRAPHICAL LOCATION CODE
177835103 '

29. Core Competenciles
Alr Force $kill Codes:
Parcentago Skill Code Shrad Subshred Literal Translation

5% APM WFJ Compuler SpecialistSecurily

25% APM Compuler SpeclalisyPlans and Requiremants

DD FORM 2018, Jul 2008

Alr Force Automated Form - Jul 2006 PD Numbsr: 85 N1234
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCR!PIION

30. COMPONENTINFORMATIC
2210

A, STANDARD O(;GUFM 1ON Eﬁs [CE)

B. NATIONAL GUARD BUREAU

Joint Activity (Mutti-Satvice)

B AE SPEG COBET ML

OCCUPATIONAL SPEC

03384 . ‘ '

A ORGANIEATIGNAL | 1. GAREERFIELDT | 4. AVEDF M USE
ENVIRONMENT COMMUNITY Org Func Code: CMY

E - Commanfo

Centrally Mansged Code: 2

Comyp Level Coda: 1FOA

IA certification wil
per DoD> 8570.01-
oaltlon.

. &
A. DOD REBERVED

32. SKILLS INFORMATION
1. Mastery knowledge of a full renge of Information Assurance (1A) pnacxples. concepts, practices, products and services

(including hardware, software, networking, and communications), and methods for evaluating risk and vulnerability,
implementing mitigeting improvement, and disseminating IA tools and procedures.
2. Expert knowledge of IA requirements for certification and accreditation, netwotk operations and protocols, systems
testing and evalustion, and performance management methods sufficient to plan and conduct seourity acoraditation reviews
*| for installed systems or networks and assess and advice on new or revised security measures and countermeasures based

on the results of aocreditation reviews.
3. Bxpert knowledge of, and skill in spplylng, govemment policies, directives, and other regulatory memorendum
concerning program management compliance, utilization, technological advances, and standardization of C4S principles,
concepts, methods, standards, practices, and processes.
4. Professional skill and ability to communicate effectively, both orally and in wrmng. complox technical issues and
statements prepared for senior military, government, and civilinn officials. Skills and ability to present technical briofings, ©
chair meetings, and prepare reports.
5. Ability to plan, organizs, and lead others in team studies and projects and to nogotiate eﬁ'ccuvcly with management to
accopt and implement recommendations, where proposals involve substantial resources, and requires extensive changes in

established concepts and procedures. Ability to plan, organize, prioritize, and delegate daily workioad of subordinates to
mest rapidly changing deadlines and circumstances. - _

mmmmm FACTS
1. The employce may be required to work other than normal duty hours, including evanings, weekends, and/or holidays,
2. Work may occasionally require travsl away from the normal duty statmn on military or commercial sirceafl.

3. Recall to duty mey be s requiremont of this position,
4. Qvertimo snd/or emergency ovatime may be required.
S, Incumbent must be sligible for a TS/SCI security clearance (Spacml Compmmcnted Informatxon)

| 6. Information Assurence Certiflostion i a condition of employment. This position includes information assurance (IA)
[ work ag & paramount duty requirement. Per DoD 8570.01-M, the incumbent of this position must achieve the appropriste

six months of assignment of these dutics. A waiver of this six month requirement may be granted
, C3.2.4,2 or C3.2.4.3. Failure to rocoive the proper [A. cartification may result io removal from this

¢

3 RESERVED . DODRE

N

3, AUTHOW MANAGEMEN

b THLE -
Chief, Cparatons and Roudiness Divislen

b. DATE WY;}Z‘WDD)

2e09/02/55

1

RODERT £, BOERSTLER, JR.

B TITE _
Humen Resources Spaclalia{ {Clagsifloation)

. DATE (YYY Y/NM/DOY

2009/03/09
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION
POSITION AND HIRING INFORMATION

7. POSITION NUMBER Z. POSITION TITLE 3. OCCUPATIONAL CODE
9843097 SUPV IT SPECIALIST (SYSANALYSIS) YC-2210-02

4. ORGANIZATIONAL TITLE 6. PAY 7. PAY’ 8. TARGET 9. OPM FUNCTIONAL
USTRANSCOM SCHEDULE BAND PAY BAND CODE

5. CAREER
GROUP

Enterprise Infrastructure
Support Branch Chief Standard | YC 02 02

11. BUS CODE 12. FAIR LABOR STANDARDS ACT 13. DOD SUPERVISORY
STATUS & AF 5L

8888-5 USC
__YES_X_NO Chapter 7112.a)(") | __N _X _E SCFR§51.205 DOD-2/AF-~1
14, KEY/EMERGENCY 16. MOBILIZATION INDIGATOR 16. ENVIRONMENTAL/HAZARD | 17. CERTIFICATION REQUIRED
ESSENTIAL DIFFERENTIAL __YES_X NO

‘ No

10. DRUG TEST

No
18. POSITIVE EDUCATION REQUIREMENTS

19. LANGUAGE REQUIRED 20. LANGUAGE IDENTIFIER

___YES _X%X__NO __YES_X_NO N/A
31 FINANCIAL STATEMENTS REQUIRED 73, POSITION SENSITIVITY | 23. PAY POOL IDENTIFIER 74. LAUTENBERGISMITH
AMENDMENT
_YES_X__NO . .
Critical- Sensitive YES _X__ NO
75. DUTIES

Serves as Chief. Enterprise Infrastructure Support Branch. Manages. develops. and implements
USTRANSCOM validated programs and/or Joint Staff directed programs and systems. Performs analysis of
functional, financial, and technical aspects of [T requirements, plans. and software development. Takes broadly-
defined goals from such sources as system specifications or ill-defined user requirements. compares them to the
command’s mission, current systems design and state-of-the-art technology in order to design and plan new
systems. subsystems, and interfaces to satisfy those goals or requirements. Advises USTRANSCOM and other
DoD agency staff specialists and operating personnel on problems encountered in implementing assigned
programs and systems and the development of related procedures and proposals. Monitors the development of
tests to ensure systems perform in accordance with the functional description and system specifications. Assigns
work to subordinates based on priorities, difficulty of assignments. and the capabilities of employees: provides
technical oversight; develops performance standards and rates employees; interviews candidates for subordinate
positions; recommends hiring, promotion or reassignments; take disciplinary measures, such as warning and
reprimands; identifies developmental and training nceds of employees; and provides and/or arranges for needed
development and training. Provides a work environment that is free from all forms of discrimination,
harassment, and retaliation. Addresses subordinates’ concerns. whether perceived or real, and follows up with
appropriate action to correct or eliminate tension in the workplace. Supports the agency’s EEO program.

26. POSITION'S ORGANIZATION

USTRANSCOM TCJ6-Xi

27. POSITION OCCUPIED

28. a. DUTY STATION (City — County — State Or Overseas Location)
Scott Air Force Base, Il

Competitive
b. GEOGRAPHICAL LOCATION CODE
177835163

29. Core Competencies

Air Force Skill Codes:

"Percentage Skill Code i Shred Subshred Literal Translation
50% APM I ZAF Computer Specialist, Program Management
25% APM - PLR Computer Specialist, Plans and

. — Requirements

i 25% APM 1 yYse Computer Specialist, Acquisition

DD FORM 2918, Jui 2006 _
Air Force Automated Form - Jul 2006 PD Number:
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' NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION
; 30. COMPONENT INFORMATION
["A STANDARD QCCUPATION CODE (50C) 8. NATIOMAL GUARD BUREAU C. AIR/ARMY RESERVE TECHMICIAN
_ DUAL STATUS NON-DUAL STATUS YES NO |
0 AF SPEC CODE/ E. ROLE T F. SPECIALITY G, SCOFE AND TMPAGT i
OOCUPATIONAL SF E LEAVE BLANK CLEAVE BLANK LEAVE BLANK %
|
H. |. CAREER FIELDY J. RESERVED FOR 31. PPP OPTION CODE |
ORGANIZATIONAL COMMUNITY COMPONENT USE
ENVIRONMENT
£ - Comm and info Gen Skill: DPY
I'n Q USTRANSCOM

F2OSKILLS INFORMATION
. s\'luster}» knowledge of. and skill in applyving government policies. directives. and other regulatory memorandum
Feoncerning program management. utilization, acquisition. medeling. technological advances, and standardization of C4 S
principies. concepts, methods, standards. practices. and processes. Extensive knowledge of Swrategic Planning processe
and techniques.

2. Comprehensive knowledge of DOD T svstemy including configuration. applications, operasing systems, and

| management principles and fu(hmquu Extensive knowledge of Do, Service. Joint Stafl, commercial, and GSA

directives. regulations, practices. and policies. In-depth Lnuwicdga of Defense Transportation Systen information
uhnologses

- Broad knowledge of. and skill in applying. IT system acquisition regulations, policies, guidelines, practices and

Pi(\.i.(:llfz\

4. Professional skilb and abiliny to communicate effectively. both oratly and in writing, complex technical issues amd
statement prepared Tor senior milvary, covernment. and civilian officials. Skill and abil ity to present technical briefings.
chair meetings. and prepare repors,

<30 Abitity o apply extensive knowledge of current I'T methods. practices and procedures, Stays current of technological

 wdvancements in an ever-changing environment. :
6. Abitity o plan. organize. prieritize. and delewate daily workload to meet changing deadlines and rapidly changing
circumstance.

" 32T CONDITIONS GF APPOINTRENTIOTHER SIGNIFICANT FACTS
Vo tncumbent min be required w wavel by regularly scheduled passenger, miltiary, or commercial aircraft in the performance of :
temporars duiy assignments,

The emplovee must obtain and maintain a Secrat securivy clearance,
. This position may reguire the emplovee to work other than normal duty hours, which may include overtime.

~

!
|
i
!
|

34. OTHER REQUIREMENTS | B. DOD RESERVED C. DOD RESERVED D. BOD RESERVED E. COMPONENT USE

' A. DOD RESERVED

£

b TITLE B DATE (YT Y vMADD] Eou

DANIEL P GOTWALD cz=

Chief, Distribuiios Transformation and ¢290’7§7,27 ? ’§ =

; Support Division 5572

. 38, CLASSIFICATION APPROVED BY | = = ;:
| @ SIGNATURE b TITLE b, DATE (YYYY/IRMMDD) = = Ex
; -3 z =
! fev it j A . ‘“ﬂ/‘“ """"" HR Specialist {Classifcation/Hafling Ao 7 £ 0/ £ zE
o 2= B
22 ec
RV
= - RS
EES S
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AR FORCE CORE PERSONNEL DOCUMENT (CPD)

QROGANIZATION: USTRANSCOM/TCIZ-SA  CPD NUMRBER: GS42718

SUPY LEVEL CODE: 8 COMP LEVEL CODE: Kabde.

TARGET GRADE: A3 yfh FLSA: Exempt

DRUG TEST: Nov CAREER FIELD I I‘L

SENSITIVITY: Criveal Sonsitive (N ’\IR ALl \ \ FANAGED FYPE: NIA

EMERGENCY ESS: No BUS: &638

KEY POSITION: No POSITION HIST: Replaces 9542212

CLASSIFICATION; —H-SPEEIALISE-GS-2240-43- Tt oprelien ol e ) N -0 -0 A
PDUTY TITLE: ‘ - GT ekl
ORG & FUNC CODE: OPY

IST SKILL CODE: 2% 3% CPAMIS Progrommer Analyvst, Management Info Systems

2ND SKiLL CODE: »% 30¢% APMDBM Comper Speciabist, Data Base Management

IRD SKILL CODE: 50 8% APMZAF Computer Speciabist, Program Managemen

P AT

CLASSIFIED BYY

) //"'L?” 'f(«:’/"%'é'/’
( L.A.s:; HERS Sl(,‘..’\,\ TURE

SUPERVISOR'S CERTIFICATION: 1 certify that this CPD is mie acouraie stement of the major duties,
knowledges, skills. and abiinties, responsibilities. physical and pedformunce regnirements of this position and ins
organizanenal relanonships. The position 15 pecessary 1o Carry out zovernment functions for which 1 am responsible,
This certification is made with the knowledge thut this mdurmaieon is w0 be used for stptutory purpeses relating w
appointment and paymient of public !um and that false or misleading statenents may mnsuua te violatons o such
\tdtmu ur the Mm;vh,muu ng revym s,

_;wf’\} / /‘/ 74— s A »':i 7/ ’ A"jé/f, (:f;wﬁ

7

bLPPR§HOR S SIGNATURE DATE

/s
L

PERFORMANCE PLAN (“i:gﬁﬂ' CATION;

RateriSupv. - r’L
,i i f;‘u)
Pt ‘ 24/ J o5 3§
- -
Revicwer S S
O EE
Date 2 é;._,
WJ 7 8
Employece” i LA
\“Q 9 Q
T e o
Bate T é 4
WYo e 8
=Signature acknowledges receipt. Ttdoes not indivate agreenment/disagrecment. O BB %
TR 3
Yoo D
~ o2
gou ™
» -
= g3
t from the SE3
bcumbent is reguired 1 file an OGE *lsrm BUS CODE: Position is exemp wer 71, pare = 2 g
130, Contfidentiul Fin: mcial Disglosyre bargam ng unit IAW 5 USC, Chapter pare = g..é
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- CORE PERSONNEL DOCUMENT Number; 9542718

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to function as an IT Specialist in support of the USTRANSCOM
\ Operations Directorate.

The organizational location of this position is: US Transportation Command, Operations Directorate, Operations
Integration Division, Operational Architecture Branch, TCJ3-OSA, Scott AFB IL.

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or ohjectives of this position are: to advise senior leadership and Operations Directorate
personnel and coordinate with USTRANSCOM cnterprise personnel, external DOD agencies. and vendors in the
appropriate acquisition, integration, development, and implementation of C4S systems and tools needed to support the
USTRANSCOM defense tansportation mission.

DUTY I: 50%  Critical

Functions as an IT Specialist in support of the Operations directorate, which includes the Deployment and
Distribution Operations Center (DDOC). Advises senior leadership and functions as a critical liaison representing
operational requirements between TCJ3 and TCJI6 support elements for C48 programs und issues required to support
the Defense Transportation System (DTS) and the Distribution Process Owner (DPO) mission. Anticipates
emerging technologies and advises TCIG personnel on methods for insertion of new technologies to meet operational
requirements. Advises key staff on C48 operational, system and technical architectures in support of Joint Mobility
Control Group (JMCG) business process reengineering and system integration. Provides critical input to the
USTRANSCOM strategic plan for Command and Controf (C2) processes and systems. Coordinates and provides
technical expertise to various C48 working groups in support of the C4S migration to a USTRANSCOM corporate
\' data environment and enterprise portal. Provides critical input 1o the USTRANSCOM CIO Program Review Pancl
(CPRP) and Contructs Review Bouard (CRB) processes in support of various multi-million dollar Information
Technology (IT) programs and contract expenditures greater than $250K. Coordinates on various C48 issues with
Transportation Component Commands (TCCs), Joint Chiefs of Staff, Defense Information Systems Agency (DISA),
and other federal agencies and DOD contractors as required to analyze and define system and interoperability
requirements. Mounitors status of C48S software/hardware requirements pending procurement and implementation.

STANDARDS:

A. Almost always anticipates and identifies emerging issues, problems, and potential need and recommends
appropriate technical resolutions.

B. Normally develops innovative C4S solutions and capabilities that support the USTRANSCOM operational
architecture and meet operational requirements.

C. Usually provides sound technical expertise and advice to senior leadership to support USTRANSCOM s future
C4S directions in meeting DTS and DPO requirements.

KSA: 1,2,3,4,5,6.7

DUTY 2: 30% Cntical

As the Functional Manager for DTS C2 programs, eversees system development efforts and ensures
contractor efforts meet operational requirements, Advises and assists the TCI6 Program Manager (PM) in the
acquisition and contract execulion process of programs. Plans and establishes work schedules, deadlines. and
standards of acceptable work for contractor personnel in requirements refinement, design, and training efforts.
e Chairs Configuration Control Boards, as appropriate. and provides initial validation and prioritization of user

DATE: ' Page




CORE PERSONNEL DOCUMENT Number; 9542718

requitements. Provides system demonstrations and marketing bricfings 10 senior leadership and operations personnel
across myriad organizations and units comprising the transportation mobility community.

STANDARDS:

A. Normally ensures that functional requirements are well-defined and support the transportation mission.

B. Represents program requirements at the USTRANSCOM CIO Program Review Panel (CPRP) and works with
technical program managers to ensure program development succeeds within budget and schedule constraints, in

mOst cases.

C. Usually monitors contract efforts and works closely with contractor personnel to ensure operational requirements
are satisfactorily met in a timely manner.

KSA: 1,2,3,4,5,6,7

DUTY 3: 15% Critical

Coordinates and represents USTRANSCOM integration requirements with Joint Stalf, DISA, and
Combatant Commanders for system integration and interfaces supporting USTRANSCOM Advanced
Concept Technolegy Demenstration (ACTD) and Research and Development (R&D) initiatives. Directs day-
to-day contractor efforts for system integration and external data interfaces. Assists and advises TCI6 Transition
Manager in developing implementation plans to support enterprise-wide implementation efforts.

STANDARDS:

A. Generally ensures coordination for external datu interfaces with appropriate program managers.

B. Normally ensures contracting teams receive appropriate Government guidance for integration efforts.

C. Usually coordinates issues with USTRANSCOM staff and external agencies and advises senior leadership of
significant issues, : .

KSA: 1,2,4,5,6.7

DUTY 4: 5% Critical

Develops executive-level briefings, fact papers, und program funding summaries providing support to the
Branch and Division Chiefs. Accomplishes various division-level taskings, such as review of Joint Staff or OSD
C48 documents and/or C4S initiative funding request submissions.

STANDARDS:

A. Almost always provides accurate and timely information to senior leadership.
B. Normally provides thorough review and timely accomplishment of division taskings.

KSA: 1,2.4,5,6

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

{. Mastery knowledge of, and skill in applying. government policies, directives, and other regulatory memorandum
concerning program management, utilization, acquisition, modeling, technological advances, and standardization of
C4S principles. concepts, methods, standards, practices, and processes.

DATE: Page




- CORE PERSONNEL DOCUMENT : Number: 9542718

2. Expert knowledge of DOD IT systems including configuration, applications, operating systems, and management
principles and techniques. Extensive knowledge of DOD, Services, Joint Staff, commercial, and GSA directives,
rcgulations, practices, and policies. Expert knowledge of the Defense Transportation System information
technologies.

3. Expert knowledge of, and skill in applying, IT sysiems acquisition regulations, policies, guidclines, practices and
procedures.

4. Skill in planning, organizing, directing, operating, and evaluating systems.

3. Skill and ability to communication effectively. both orally and in writing, to address complex technical issues,
prepare statements and briefings for senior milltary, government, and civilian officials.

6. Ability to gather facts and use effective anulytical methods to assess information, plan the sequence of actions
necessary to make sound decisions and solve a variety of problems.

7. Skill and ability to apply methods for troubleshooting, recovering, adjusting, modifying and improving systems o
solve complex problems, provide support that minimizes interruptions in service to customers, and maintain liaison
with industry and other activities.

CLASSIFICATION CRITERIA:

Factor 1, Knowledge Required By The Position Level 1-8 1550 Points

-- Comprehensive knowledge of information technology to serve as a technical authority covering a wide range of
technology and applications. This knowledge is used to perform a key role in very difficult assignments related 10
systems software design, analysis. systems integration and testing, troubleshooting techniques and implementation
methodologies.

-- Broad knowledge of operating systems, electronic mail systems, networking protocols, software/hardware used to
support LAN/WAN infrastructure, mini and personal computer hardware and associated peripheral equipment.

--Broad knowledge of corporate data environment, enterprise portal, and multi-tiered architecture and capabilities.

--Knowledge of state of the art technologies, iheories, principles. and practices needed to develop new approaches,
establish innovative techniques. and identify measurement and evaluation criteria to determine systems effectiveness,
to develop new or modified work methods, and to analyze and resolve highly complex problems.

-- Knowledge of information systems life cycle processes including development, testing, acquisition. deployment,
and support. .

Factor 2, Supervisory Controls Level 2-4 450 Points

The supervisor sets overall objectives and responsibilities: priorities and deadlines are discussed jointly. Incumbent
independently develops and modifies the objectives and boundaries of assignments. The incumbent plans, designs,
and carries out studies and leads projects in coordination with other IT experts, both within and outside the
Command. This position requires interface with all levels of IT on an individual basis. The supervisor may be
consulted on the resolution of difficult problems. Work is reviewed based on results achieved, customer satisfaction,
and conformance to policies and requirements.

Factor 3, Guidelines Level 3-4 450 Points

Guidelines primarily consist of DOD, GSA, and Service regulations and standards. USTRANSCOM poiicies and
instructions. and broadly stated technical objectives. Guidelines are often lacking, requiring new improved methods

DATE: ' Page




CORE PERSONNEL DOCUMENT Number: 9542718

10 be tested, which may provide a basis for future guidelines. Considerable judgment is required in relating
guidelines to the solution of projects and determining if additional methods of problem resolution would be
beneficial. Trends and pattemns must be investigated in order to anticipate and correct prablem areas.

Factor 4, Complexity Levei 4-5 325 Points

Assignments require an unusual depth of analysis in assigned projects, characterized by the need for significant
departures from established practices. A high degree of initiative, resourcefulness. and judgment is required to
evaluate, correlate, advise, and make appropriate decisions on complex computer requirements. Functions span
communications, computer, logistics, and transportation services and may include system troubleshooting, system
architecture design, analysis. systems integration, and software/hardware testing and implementation. Problems are
of a type that have been resistant to solutions in the past. Novel or obscure problems or special requirements for the
organization and coordination complicate decisions concerning multiple user systems that involve several different
functional areas. Typical problems include conflicting requirements, poorly defined problems. projections based on
variable data and evaluation and anticipation of technological, mission, funding. and other changes over a long term
project. Although precedent studies and programs are helpful, they are usually untried at the scale proposed. A
number of approaches 1o accomplish the work are possible and decisions regarding approach are complicated by the
extensive coordination required between the various users and other 1T staff. The work requires developing criteria
upon which to base future modification and redesign efforts.

Factor 5, Scope and Effect Level 5-5 325 Points

The work involves requirements analysis, design, and planning necessary to support implementation of both major
and minor software/hardware upgrades and new icchnologies in suppornt of the command’s mission. Evaluations and
recommendations impact critical operations and significantly affect the C48 tools and systems used to support
USTRANSCOM and its component commands,

Factor 6, Personal Contacts/Factor 7, Purpose of Contacts Level 6/3 -~ 7/C 180 Points

Personal contact with USTRANSCOM senior leadership and staff officers to advise and coordinate C48 programs
and issues are a daily requirement. Personal contacts with TCCs and outside agencies. such as DOD. Joint Chiefs of
Staff (JCS), Defense Information Systems Agency (DISA), and Services are made frequently 1o ensure coordination
of requirements and development and resolution of C48 issues. Contacts are made with functional users, systems
and network administrators. and mid-level and senior leadership personnel, as well as DOD contractors, The
employee participates in various conferences within USTRANSCOM, the TCCs. the Joint Chiefs of Staff, and other
unified commands to discuss/define user requirements and their impact on command center systems, development,
and connectivity. '

Contacts involve influencing others or to persuade them 1o cooperate in meeting objectives and deadlines when there
are problems in securing cooperation. Contacts are also used 1o define requirements for new data processing
capabilities and modifications to existing systems in support of the USTRANSCOM transportation mission.
Contacts are necessary to discuss feasibility, problem definition and solutions, and issues regarding system
compatibility and interoperability.

Factor 8, Physical Demands Level 8- S Points

The work is primarily sedemary, but may require some walking, standing, bending, climbing stairs, and carrying
and/or lifting of light items, such as books or papers. No special physical demands are required to perform the work.

Factor 9, Work Environment Level 9-1 5 Points

The work is performed in a typical office seuing, requiring the use of normal safety precautions necessary for an
office environment. The work area is adequately lighted, heated, and ventilated.

Other significant facts pertaining to this position are:
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The employee must be able to obtain and maintain a Top Secret security clearance,
This position requires the employee to occasionally travel away from the normal duty station,

The employee must be willing and able to travel on military and commercial atrcraft,

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED: PCS Job Family Position Classification Standard for Administrative
Work in the Information Technology Group, GS-2200, dated May 2001.

FACTOR LEVELS AND POINTS: 1-8, 1550 puints; 2-4, 450 points; 3-4, 450 points: 4-5, 325 points; 5-3, 325
points; 6/3-7/C, 180 points: 8-1, 5 points: 9-1. 5 points

GS-13 Point Range: 3155-3600
Tatal Points: 3290
‘Grade: GS-13

Final Classification: IT SPECIALIST, G§-2210-13

AFPC Free Flow Format







NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

POSITION AND HIRING INFORMATION

1. POSITION NUMBER 2. POSITION TITLE 3. OCCUPATIONAL CODE
9543031 SUPV IT SPECIALIST (PLCYPLN) 2210
4. ORGANIZATIONAL TITLE 5. CAREER 6. PAY 7. PAY 8. TARGET 9, OPM FUNCTIONAL
GROUP SCHEDULE | BAND PAY BAND CODE
Testing and Transformation Branch
Chief Standard YC 02 02 NA
10. DRUG TEST | 11, BUS CODE 12, FAIR LABOR STANDARDS AGT 13, DOD SUPERVISORY
8888-5USC CH STATUS & AF SL
YES x NO | 7112(0XD) ___ N _X__E 5CFR551.205 DOD 1
14, KEY/EMERGENCY 15. MOBILIZATION INDICATOR 16, ENVIRONMENTALIMAZARD | 17. CERTIFICATION REQUIRED
ESSENTIAL DIFFERENTIAL __YES_X_NO
NA NA No
[ 18 POSITIVE EDUCATION REQUIREMENTS | 15. LANGUAGE REQUIRED "1 20. LANGUAGE IDENTIFIER
___YES_X_NO __YES_X NO
71. FINANCIAL STATEMENTS REQUIRED 27, POSITION SENSITIVITY | 23. PAY POOL IDENTIFIER 24. LAUTENBERGISMITH
AMENDMENT
_YES_X__NO . ..
Noncritical Sensitive _YES _X__NO
25. DUTIES :

Serves as Chief, Testing and Transformation Branch. Supervises 8 military/civilians and 16 contractors
integrating information technology capabilities into the Joint Deployment and Distribution Enterprise (JDDE).
Develops policy, long-range planning, technical integration and interoperability, life-cycle support, and program
management for major transportation C4 systems enabling synchronized transportation, distribution, and
sustainment DOD-wide. Responsible for USTRANSCOM JDDE systems support center (JSSC) demonstration
and testing of functional capabilities and the identification of system design and development security risks.
Provides USTRANSCOM and Component Command program managers policy guidance, documentation
review and interface testing for achieving Joint Interoperability Test Center (JITC) certification of JDDE
systems. Directs efforts to gather, assemble and analyze facts, draw conclusions, devise solutions to
problems, and identify changes and trends as they relate to transformational activities. Oversees application of
complex anailytical and technical skilis to the identification, consideration, and resolutions of issues or problems
concerning efficiency and effectiveness of transformational activities, initiatives, and programs. Supervises
acquisition strategies for the implementation and integration of transformational activities, initiatives, and
programs. Devises organizational structuring options for complex, diverse organizations and to work in a multi-
functional environment involving interaction with the highest executive and management levels of the Air Force,
Department of Defense, and Chief Executives. Assigns work to subordinates based on priorities, difficulty of
assignments, and the capabilities of employees; provides technical oversight; develops performance standards
and rates employees; interviews candidates for subordinate positions; recommends, hiring, promotion or
reassignments; takes disciplinary measures, such as warnings and reprimands; identifies deveiopmental and
training needs of employees; and provides and/or arranges for needed development and training. Provides a
work environment that is free from all forms of discrimination. harassment, and retaliation. Addresses
subordinate's concerns, whether perceived or real, and follows up with appropriate action to correct or eliminate
tension in the workplace. Supports the agency's EEO program.

26. POSITION'S ORGANIZATION
USTC/TCJ6-XC

27. POSITION QCCUPIED 28, a. DUTY STATION (City — Counly - State Or Overseas Location)
Competitive Scott AFB, Belleville, St Clair County, IL
b. GEOGRAPHICAL LOCATION CODE
! 177835163

DD FORM 2918, Jul 2008 ‘
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[29. Core Competencies
t

* Air Force Skili Codes:

{

Percentage Skill Code i Shred Subshred Literal Translation ! :
. 50% APM i ZAF Computer Specialist, Program Management '
i 25% APM OPLR i Computer Specialist, Plans and |
. : Reguirements !
b ' 25% APM 3 Yyg Computer Speclalist, Acqguisition | !

NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

| 30. COMPONENT INFORMATION
A STANDARD OCCUPATION CODE (30Ci

B, NATIONAL GUARD BUREAD . AIR/ARGAY RESERVE TECHNIGIAN
L j DUAL STATUS __ NOM-DUAL STATUS YES __NO
D AFSPECCOTE ML | E. ROLE |'F. SPECIALITY G SCOPE AND IMPACT

« QCCUPATIONAL SPEC LEAVE BLANK

!
]
i
[ §
i ! |

| S e e s 3 e e e e -
i"H ORGANIZATIO \m, Ul CAREERFIELDY ") RESERVED FOR COMBONENT USE ™ | 31, PPP OPTION CODE
ENVIRONIEN L COMMUNITY
S TRANSCOM . B ; i

LCFW% BLANK LEAVE BLANK

32, SKILLE INFORMATION

1 Masiery knowiedge of. and skill in applying government policies, directives, and other regulatory memorandum concerning program management,
utihzaven. acquisiton, modeling, technological advances. and standardization of Ca§ principies. concepts, metheds, standards, practices, and processes )L
Ewpen knowladge of Strategic Planning processas and techniques

¢ Expsn i:‘ cge of DODIT systems including configuration, applications, cperating systems. and managemen! prcinies and techniques  Exlensive |
. wnowledge of DOD, Service, Joint St 2. commarcial, and GSA dyectives. regulation g:;c: eg, angd policies. Exped knowledge of Defenss :
Transpoiation S rstem intormation technologies. !
H H
i
| 3 Expedt unowiedge of and skill in applying IT system acquisition regulations, pohcies, guidelines, practices and procedures
2 Sedtand aslity 1o communicate efectively both iy and i witin
and oy bar oftcsls Sl and abdity to present "m,hr. 3l prighngs. ¢ f"
.5 Abnluy o apply avensiva knowledgs of current IT methods, practices and procedures. Slays current of technologicst advancements in an ever-
changing €nvironment

LA Abday to plan organize. prionitize. and delegate daily workload 1o meet changing deadiings and rapudly changing clrcumstances.

TOAbhy to suzervise. mentor. motivale. spprdise and work with subordingle superasers and non-supervisory emplovens.

33. CONDITIONS OF APPOINTMENT/OTHER SIGNIFICANT FACTS
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this positien is: to perform duties of a Senior IT Specialist in support of GTN. Performs
technical analysis for IT functional requirements, plans, and IT architecture design, development, testing, and
implementation of Information Technology (IT) systems. Identifies and ensures compliance of DOD standards,
policies, and procedures for the acquisition of IT systems. Reviews technical proposals and contract deliverables for
program managers. Establishes and maintains documentation library and technical standards required to achieve
optimal interoperability and supportability.

The organizational location of this position is: United States Transportation Command, Command, Control,
Communications and Computer Systems Directorate, TCJ6-GE Scott AFB, IL 62225-5357

ORGANIZATIONAL GOALS OR OBJECTIVES: Develops, implements, and ensures compliance with plans,
policies, standards, infrastructures, and enterprise architecture framework to ensure interoperability and
supportability among all USTRANSCOM GTN Information Technotogy (IT) systems. Provides technical guidance
and defines milestones for technical integration of systems and subsystems. Employs the Integrated Defense
Acquisition, Technology & Logistic Life Cycle Management Frame Work for USTRANSCOM GTN acquisitions.
Develops technical documentation in the form of task orders for contractor support in technical integration and other
integration related documents, provides guidance to contractor, civilian, and military personnel, and develops data
requirements documents, systems/subsystems specifications and test plans.

DUTY 1: 50% Critical

Perferms technical analysis of IT functional requirements, develops and evaluates Information Systems
Architectures, and develops/evaluates acquisition plans. Takes broadly defined goals from such sources as the
systems specification or ill-defined user requirements, compares them to the command’s mission, current system
design and state-of-the-art technology to design and plan new systems, subsystems or interfaces to satisfy those
goals/requirements. Conducts feasibility studies and cost-benefit analysis, defines milestones in software
development, and provides technical guidance during development. Investigates trends and patterns in Information
Technologies, and when appropriate, advocates departing from established procedures. Ensures systems GTN
architecture compliance for applicable DoD and USAF Security Regulations and Instructions, Global Information
Grid (GIG) policies, and ensures that the appropriate engineering design principles are employed such as the
Carnegie Mellon Capability Maturity Model CMMISM for Systems Engineering/Software Engineering/Integrated
Product and Process Development.

STANDARDS:

A. Effectively provides program management of the development and implementation of architecture products
reflecting muitiple USTRANSCOM programs/systems with few exceptions. Normally provides guidance acquiring
and maintaining USTRNASCOM GTN Systems using the Integrated Defense Acquisition, Technology & Logistic
Life Cycle Management Frame Work. '

B. Provides technical and systems oversight of architecture activities to facilitate the design, developrent,
integration, and interoperability of multiple USTRANSCOM systems, subsystems, and prototypes, which is typically

accurate and timely.

C. Usually provides effective guidance and ensure compliance for information systems design and. development
with DoD and USAF Policies, Regulations, Instructions, and Manuals.

KSA: All

DUTY 2: 20% Critical
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Evaluates, monitors, and manages progress of GTN IT systems development. Recommends, in coordination
with all other directorates and component commands, technical standards, and IT compliance procedures for
USTRANSCOM GTN systems. Develops and monitors sequencing plans to transition from the enterprise baseline
environment to the target environment. This includes monitoring program compliance with technical architecture
design and standards, as well as the multiple, concurrent, interdependent activities and incremental builds to ensure
that required enterprise capabilities are met. Uses influence and persuasion at program reviews, conferences, and
other functions concerning USTRANSCOM's GTN architecture position. Works closely with Program Managers to
ensure systems meet C4S interoperability and supportability requirements and expectations. Develops point papers,
presents briefings, and other presentations on future plans and current program status for senior staff, distinguished
visitors, decision-makers, and other agencies, as required.

STANDARDS:

A. Evaluates and portrays sequencing plans displaying enterprise-wide program progress, maturity, compliance to
standards, schedule, and performance status, most often accurately and professionally.

B. Normally provides continuous improvement by examining processes and making suggestions to improve
interoperability and supportability of USTRANSCOM IT systems, policies, and procedures.

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and
decision-making process, with rare exception.

D. In most cases, develops and maintains effective communications, both orally and in writing. Normally maintains
effective working relationships, internally and with other organizations.

KSA: ALL

DUTY 3: 15% Critical

Serves as a USTRANSCOM GTN enterprise technical and systems expert and consultant in the areas of-
architecture, integration, and interoperability. Assures understanding of technical and systems requirements,
objectives, specifications, and products by all concerned activities. Reviews, evaluates and ensures interoperability
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides
guidance on standards to civilian, military, and contractor personnel. Maintains liaison with internal
USTRANSCOM and external organizations in order to anticipate the future direction of IT systems and acquisition
policies and regulatory requirements. Assists in Statement of Work preparation and establishment of performance
requirements. Requires review and application of technical contractual regulations and policies, and visits with other
government agencies and contractors to keep abreast with the current trends in IT systems and programs, security
risk and management, current vendor services, and evolving technologies.

STANDARDS:

A. Provides accurate technical and systems advice and policy interpretation to diverse, highly skilled, operational,
technical, and systems experts in pursuit of organizational goals in most cases. Typically leads, develops,
encourages, improves, and evaluates assigned government and contractor resources effectively.

B. Coordinates various organizations output resulting in specific products for senior leadership and customer
support review and approval that are generally effective.

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards
and ensures proper protection of classified material with few exceptions.

KSA: [,2,3,4
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DUTY 4: ‘ 10%. Critical

Conducts interoperability and supportability assessments across the GTN and the USTRANSCOM family of
systems to ensure that systems are designed and developed in accordance with the concepts, policies, and
standards defined by the enterprise architecture. Establishes evaluation criteria, and develops, updates, and
executes technical assessment studies. Establishes a forum to discuss technical issues/concerns and to ensure sound
IT program management through an evaluation of the technical feasibility and solvency of each USTRANSCOM
GTN system/program. Results are considered during broader IT investment analysis process in evaluating the
overall program viability, interoperability, and supportability against limited IT resources and program constraints.
Findings are evaluated and recommendations provided to both the program manager and the CIO Program Review
Process (CPRP). Provides technical guidance and evaluates milestones for feasibility, technical integration, and
interoperability of systems and subsystems. Provides technical guidance to civilian, military, and contractor
personnel.

STANDARDS:

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance,
data interfaces, database standardization, schedule and timelines, security documentation, security technical
impiementation, technical solutions, and standards compliance.

B. Communicates professionally and effectively, both orally and in writing, in most cases.

KSA: 1,2,4,6

DUTY 5: 5% Critical

Creates, reviews and monitors Communications-Computer System Requirements Document (CSRD) in support of the
Command, Control, Communications, and Computer C4 Systems Advisory Board (C4SAB). Receives request for a
new or updated communications-computer capability and determines if capability or license already exists. If not available,
prepares CSRD stating requirement, justification, and impact if requirement is not met. Monitors CSRD through entire
process. Attends C4SAB meetings to discuss CSRDs and to answer any questions from the board on CSRDs. Troubleshoots
and corrects level-one communications-computer problems and forwards unresolved problems to the USTRANSCOM Help
Desk.

STANDARDS:

A. Generally accepts request and determines need for CSRD in timely manner. Typicélly monitors CSRD as it processes,
and provides feedback to requestor professionally and effectively. Usually answers all questions upon request.

B. In most cases, attends meetings and provides details, costs, etc., in an effective manner.

KSA: 4,5.06

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

1. Mastery knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum
concerning program management compliance, utilization, technological advances, and standardization of C45
principles, concepts, methods, standards, practices, and processes.

2. Expert knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned
with DOD, Joint Staff, Services and Agencies. ’

3. Expert knowledge of, and skill in applying, DOD Architecture Framework associated with interoperability and
supportability of IT systems.
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4. Ability to apply extensive knowledge of the current CIO IT investment process and C4S Advisory Board as it relates to
technical assessment and recommendations.

5. Ability to plan, organize, and prioritize daily workload to meet changing deadlines and rapidly changing circumstances.
6. Professional skil! and ability to communicate effectively, both orally and in writing, complex technical issues and

statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings,
chair meetings, and prepare reports.

CLASSIFICATION CRITERIA:
Factor 1, Knowledge Required By The Position Level 1-8 1550 Points

Mastery of, and skill in applying, advanced knowledge of 1Tconcepts, methods, standards, and practices in order to
serve as an Architecture authority for enterprise programs/systems development, implementation, and migration.
Performs a key role in very difficult assignments, such as identifying duplicative efforts or gaps that minimize
broader enterprise interoperability solutions and have wide-spread mission impact. Includes an in-depth knowledge
of a wide range of IT methods, advancements, systems concepts, analysis, design, development, and testing of
applications for both hardware and software.

Mastery knowledge of IT policies and principies, such as Clinger-Cohen Act, to enforce compliance regarding
system design, development and implementation solutions combined with a broad knowledge of IT systems data,
data flow, interfaces, and interactions.

Mastery knowledge of IT concepts and practices associated with DOD Architecture Framework and compliance
process for developing, evaluating, and approving IT products and applications. Provide expert technical advice,
guidance, and recommendations to upper management. Implements new concepts and methodologies to better
manage oversight and control previously unsolvable problems.

Expert knowledge of program management principles, methods and practices combined with an extensive
understanding of the analytical and administrative methods and techniques required to evaluate enterprise-wide
programs for effectiveness and efficiencies associated with interoperability and supportability standards and
guidance.

Expert knowledge of acquisition and software engineering principles such as the Carnegie Mellon University
CMM/*™ for Systems Engineering/Software Engineering/Integrated Product and Process Development, and the
Malcolm Baldrige National Quality Award Program.

Skill and ability to develop new or modified approaches and work methods, establish innovative techniques, and
identify measurement and evaluative criteria to determine program effectiveness and to analyze and resofve highly
complex problems. Utilizes various methods to resolve or scope workforce issues associated with IT
program/initiatives.

Factor 2, Supervisory Controls Level 2-4 450 Points

The supervisor outlines assignments in general terms and defines the overal! objectives. Within these general areas
of direction the employee has responsibility for planning, designing and carrying out objectives and assignments,
and for coordinating, as a peer, with experts both within and outside the organization. The employee independently
resolves problems, determines the best approach and methodology to be used, coordinates work with others, as
necessary, interprets policies, and apprises the supervisor about progress, potentially controversial matters, or far-
reaching implications. In performing the work, the employee makes technical judgments in deciding which
analytical and technical decisions lead to, or help form, decisions on operational policy. Review is made for
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adherence to policies, attainment of objectives, and, ultimately, for effectiveness in predicting the resources needed
to accomplish the work.

Factor 3, Guidelines . Level 3-4 450 Points

Guidelines primarily consist of Public Law, Federal, DOD, and Joint Staff policies, and local regulations, policies,
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general
or have gaps in specificity that require considerable interpretation and adaptation for application to issues or
problems. Judgment, initiative, and resourcefulness are required in deviating from established methods to modify,
adapt, and/or refine broader guidelines to resolve specific complex and/or intricate issues and problems; treat
specific issues or problems; research trends and patterns; develop new methods and criteria; and/or propose new
policies and practices. .

Factor 4, Complexity V Level 4-5 325 Points

The employee makes determinations and plans actions to develop and implement new methods, techniques, policies,
and architectural requirements for the USTRANSCOM GTN. Project assignments involve a variety of duties,
projects, studies, and/or evaluations requiring an in-depth analysis of IT or acquisition issues characterized by the
need for significant departures from established practices. Decisions concerning what needs to be done are
complicated by contlicting or insufficient data that must be analyzed to determine the applicability of established
methods. Although precedent studies and programs are helpful, they are usually untried at the scale proposed. A
number of approaches to accomplish the work are possible and decisions regarding the approach are complicated by
the extensive coordination required between the various users, other IT staff and supporting Command staff, e.g.,
legal review. The work requires developing criteria where numerous conditions, options, and conflicting user needs
must be considered. Incumbent must also consider probable areas of future changes in policy affecting enterprise-

_wide designs, hardware and software developments, or comparable aspects of assigned projects in order to resolve
complex technical issues, and plan for user requirements and emerging technology.

Factor 5, Scope and Effect Level 5-5 325 Points

The work involves isolating and defining issues or conditions, resolving critical problems in enterprise-wide
systems, and /or developing new approaches and techniques for use by others, and monitoring
testing/implementation of new technologies. The employee serves as a consultant and enterprise advisor in
controlling a common direction to which the overall enterprise architecture and various supporting IT applications
are deemed interoperable. Advice, guidance, or results of the work affect development of major aspects of mission-
related business systems and technologies used throughout the agency.

Factor 6, Personnel Contacts and Factor 7, Purpose of Contacts Level 3C 180 Points

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands” information
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings,
briefings, negotiating sessions, workshops, conferences, and TDY’s requiring incumbent’s technical familiarity with
complex IT issues. Timelines, appointments, coordination, and reporting are all extremely difficult due to the level
of approval contact that is required. The employee must vary methods and approaches for achieving results based on
the broad nature of contacts.

Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or
develop suitable alternatives.

Factor 8§, Physical Demands Level 8-1 5 Points
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The work requires no special physical demands and is sedentary in nature. The work may involve some walking and
standing in conjunction with travel to and attendance at meetings and conferences away from the work site. May
carry light items such as documents, books, laptops, and/or drive a motor vehicle.

Factor 9, Work Environment Level 9-1 5 Points

The work is performed in a typical office setting with visits to various other buildings or offices to support projects.
The work environment involves everyday risks or discomforts that require normal safety precautions.

Other significant facts pertaining to this position are:

¢ Incumbéent may be required to travel by regularly scheduled passenger, military, or commercial aircraft in
the performance of temporary duty assignments.

»  The employee must obtain and maintain a Secret security clearance.

» Employee must meet, or be capable of meeting, Defense Acquisition Work Improvement Act (DAWIA)
requirements applicable to the duties of the position.

» Employee is expected to meet Continuing Acquisition Education requirements.
e This position may require the employee to work other than normal duty hours, which may include overtime.

* Incumbent may act as Branch Chief when required.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED:

OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group,
GS-2200, covering the GS-2210, Information Technology Management Series, May 2001.

Factor Level are as follows: 1-8, 1550 points; 2-4, 450 points; 3-4, 450 points; 4-5, 325 points; 5-5, 325 points;
6-3/7¢, 180 points; 8-1, 5 points; 9-1, 5 points.

(38-13 Point Range: 3153-3600
Total Points: 3290
Grade: GS-13

Final Classification: Information Technology Specialist, GS-2210-13
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to serve as a first level supervisor, providing planning, directing,
organizing, and exercising control over non-supervisory employees assigned to the Systems Engineering Branch.
Responsible for the design, development, testing, and implementation of Information Technology (IT) systems.
Identifies and ensures compliance of DOD standards, policies, and procedures for the acquisition of IT systems.
Develops, manages, and executes the Configuration Management Plan (CMP). Develops the program System
Engineering Plan (SEP) and Engineering/CM program process improvements. Develops Test and Evaluation Master
Plans in support of the validation of system operational readiness. Develops and maintains program Functional and
Technical Requirements Documents. Reviews technical proposals and contract deliverables for program managers.
Establishes and maintains documentation library. Provides computer and communications technical support to
organization users.

The organizational location of this position is: United States Transportation Command, Command, Control,
Communications and Computer Systems Directorate, Global Transportation Network Program Management Division,
Systems Engineering Branch.

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are: to design, develop, test, and implement IT solutions
for USTRANSCOM using the Integrated Defense Acquisition, Technology, & Logistics Life Cycle Management
Framework to ensure compliance with plans, policies, standards, infrastructures, and the USTRANSCOM enterprise
architecture framework that fosters interoperability and supportability among all the enterprise Information
Technology (IT) systems. Facilitates, coordinates, and integrates the work efforts of subordinates, support
contractors, and system integration contractors to deliver operationally effective IT solutions to the enterprise user
community. :

DUTY 1: ' 40% Critical

Plans, organizes, and directs the activities of the Systems Engineering Branch. Develops goals and objectives
that integrate organization and objectives for development of USTRANSCOM validated requirements into viable
and cost effective IT solutions. Coordinates activities and schedules with internal, as well as, external organizations,
suppliers, and customers. Identifies needs for changes in priorities and takes action to implement such changes.
Plans works to be accomplished by subordinate employees and support contractors. Sets and adjusts short-term
priorities, and prepares schedules. Assigns work to subordinate employees and support contractors based on
organization priorities and consideration of difficulty and requirements of assignments such that the experience,
training, and abilities of staff are effectively utilized to meet organization and customer needs. Balances workload
and provides advise, guidance, and direction on a wide range of programmatic, technical and administrative issues.
Coordinates with support organizations and customers as appropriate. Reviews organization mission, functions, and
manning. Identifies requirements and initiates requests for additional resources including personnel, overtime,
equipment, supplies, and space to ensure success in meeting goals and objectives. Provides advice to supervisor on
significant issues and problems related to work accomplishments and organization effectiveness. Accepts, amends,
or rejects work presented by direct report subordinates and support contractors. Performs self-inspection and
presents detailed and comprehensive report with any corrective action taken to supervisor. Follows-up to ensure
complete and quality resolution of discrepancies. Assesses and revises policies and procedures as needed to find
ways to improve quality, timeliness, and efficiency of work.

STANDARDS:

A. Planning, organizing, and directing efforts typically comply with higher headquarters guidance and achieve
organization and customer needs.

B. Management of resources normally meets the needs of the staff and customers adequately and effectively.

C. Methods established to review actions are usually effective and ensure legal and regulatory compliance issues
and/or customer concerns are promptly identified and addressed.

DATE: 5/10/00 Page 2
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KSA: 1,2,3,4
DUTY 2: A 30% - Critical

Exercises supervisory personnel management responsibilities. Advises and provides counsel to employees
regarding policies, procedures, and directives of management. Selects or recommends selections of candidates for
vacancies, promotions, details, and reassignments taking into consideration skills and qualifications, mission
requirements, and EEO and diversity objectives. Develops, modifies, and/or interprets performance standards.
Explains performance expectations to employees and provides regular feedback on strengths and weaknesses. Holds
employees responsible for satisfactory completion of work assignments. Appraises subordinate workers’ performance
ensuring consistency and equity in rating techniques. Recommends awards when appropriate and approves within-
grade increases. Hears and resolves employee complaints and refers serious unresolved complaints to higher level
management. Initiates action to correct performance or conduct problems. Effects minor disciplinary measures such as
warnings and reprimands and recommends action in more serious disciplinary matters. Prepares documentation to
support actions taken. Identifies employee developmental needs and provides or recommends for training {formal and
on-the-job) to maintain and improve job performance. Encourages employee self-development. Approves master level
schedule assuring adequate coverage for peak workloads and traditional holiday vacation time. Demonstrates
sensitivity to ideas of subordinates. Promotes an environment in which employees are empowered to participate in and
contribute to effective mission accomplishment. Discharges security responsibilities by ensuring education and
compliance with security directives for employees with access to classified or sensitive material. Recognizes and takes
action to correct situations posing a threat to the health or safety of subordinates. Applies EEO principles and
requirements to all personnel management actions and decisions, and etisures all personnel are treated in a manner free
of discrimination. Periodically reviews position descriptions to ensure accuracy and the most effective utilization of
personnel resources. Explains classification determination to subordinate employees.

STANDARDS:

A. Personnel management actions initiated are typically prompt, accurate, and well considered in terms of mission,
legal, regulatory, and EEO objectives.

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and
promotes development of individual skills and abilities.

C. Consistently observes and complies with health, safety, and security directives.

KSA: 1,5,6,7

DUTY 3: 10% Critical

Represent the Global Transportation Network Program Management Division with the Logistics and
Transportation communities and national partners. Establishes, develops, and maintains effective working
relationships with representatives of the Office of Secretary of Defense (Acquisition/Logistics/Transportation), Joint
Chiefs of Staff, Combatant Commands, Services, Agencies, Components, commercial industry, and academic
partners. Meets with functional proponents, key customers, and coordinating officials to assess customer
satisfaction, gain insight into complex customer requirements, and resolve unusual problems that arise. Provides or
ensures that subordinates provide customer guidance and training. Participates in special projects and initiatives and
perform special assignments. Identifies the need for special projects and initiates milestones and goals. Evaluates
reports by analyzing facts and performing appropriate research and prepares detailed responses. Determines
appropriate recommendations for unresolved or questionable problems and ensures follow-up action is taken.
Researches and determines or recommends appropriate actions or interpretation of issues that may impact
organization, command, agency, commercial or national interest.

STANDARDS:
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A. Interactions with internal and external officials and/or customers are usually diplomatic, convincing, professional,
and promote effective working relationships. '

B. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly
addressed.

C Typically ensures participation and outcomes of special projects result in positive impact on the organization
and/or improves quality.

KSA: 1,4,5.6,7

DUTY 4: 10% . Critical

Serves as a USTRANSCOM senior technical consultant in the areas of concept definition, systems design and
development, program management, systems engineering, testing, and IT life cycle management. Assures
understanding of functional, technical and systems requirements, objectives, specifications, and products by all
concerned activities. Reviews, evaluates and ensures interoperability and supportability of procedures, techniques,
and policies with those of other interfacing IT organizations. Provides guidance on standards to civilian, military,
and contractor personnel. Maintains laison with internal USTRANSCOM and external organizations in order to
anticipate the future direction of IT systems, acquisition policies, and regulatory requirements. As required, serves
as the Contracting Officers’ Representative (COR) for assigned programs and performs those duties and
responsibilities in accordance with negotiated contractual requirements. Assists other program elements in Statement
of Work preparation and establishment of technical performance requirements. Engages with other government
entities, vendors, and contractors to keep abreast of current trends in IT systems development, security and risk
management, current vendor services, and evolving technologies. Participates in DOD activities establishing data
administration policy and procedures. Serves as techmical advisor and consultant for database planning,
programming, design, and development. Provides technical guidance based on functional requirements. Convenes
conferences, establishes program agendas, determines appropriate participants, and leads conference discussions
relating to IT system design, development, and implementation.

STANDARDS:

A. Provides technical and systems advice and policy interpretation to diverse, highly skilled, operational, technical,
and systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads, develops,
encourages, improves, and evaluates assigned government and contractor resources in an accurate manner.

B. Coordinates various organizations output resulting in specific products for senior leadership and customer
support review and approval that are generally effective.

C. Most often consistently maintains technical pfoficiency. Stays abreast of DOD and USTRANSCOM standards
and ensures proper protection of classified material with few exceptions.

KSA: 1,2,3,4

DUTY 5: 10% Critical

Assumes responsibility for successful accomplishment of program objectives as identified in the GTN
Acquisition Plan. Ensures timely accomplishment of milestones from concept development through program
completion, either through independent actions or by matrix management and technical guidance over subordinates,
support contractors, and system developers. Ensures the successful management of assigned projects through the
engineering, logistics, development, installation, and test and acceptance phases. Exercises authority over planning,
organizing, directing, controlling, and evaluating the use of resources, including personnel, money, materials, and
facilities. Identifies and organizes teams consisting of USTRANSCOM and Component staff representatives,
contractor system integrators and developers, and other DOD activities. Identifies level of resource commitment
required from DOD entities and obtains agreements necessary to support successful completion of projects. Conducts
technical milestone reviews regarding the feasibility of meeting the stated objectives of the program plan for design,
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development, procurement', delivery, and sustainment of IT products. Performs other duties as assigned. May act as
Division Chief in his absence.

STANDARDS:

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance, data
interfaces, database standardization, schedule and timelines, security documentation, security technical
implementation, technical solutions, and standards compliance.

B. Communicates professionally and effectively, both orally and in writing, in most cases.

KSA: [,2,4,6

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

1. Expert knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum
concerning program management compliance, utilization, technelogical advances, and standardization of C4S

principles, concepts, methods, standards, practices, and processes.

2. Knowledge of safety and security regulations, practices, and procedures.

3. Ability to plan, organize, and direct the functions and staff of a small to medium sized organization.

4. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings,

chair meetings, and prepare reports.

5. Knowledge of management and personnel practices with respects to Department of Defense working
environments.

6. Expért knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned
with DOD, Joint Staff, Services and Agencies.

7. Expert knowledge of, and skill in applying the Integrated Defense Acquisition, Technology, & Logistics Life Cycle
Management Framework associated with the development of IT systems.

SUPERVISORY CONTROLS:

Works under the general supervision of the Chief, Global Transportation Network Program Management Division.
The employee independently plans, organizes, and directs the work of the Systems Engineering Branch to achieve
goals and objectives and ensure compliance to legal and reguiatory requirements. Work is reviewed in terms of
overall mission support and attainment of organizational and Department goals.

CLASSIFICATION CRITERIA:
Factor 1, Program Scope and Effect Level 13 550 Points

The purpose of the work is to provide command and DOD advice and guidance on acquisition issues associated with
end-to-end supply and transportation operational processes and all supporting logistics information systems. The
employee typically serves as a senior expert and consultant regarding all issues associated with developing and life
cycte maintenance of IT solutions. Oversees the facilitation for integrating a variety of development activities and
supporting logistics activities into a comprehensive IT solution. Ensures subordinate employees monitor progress
toward meeting the plans. Directs studies and executes workshops to analyze architecture information and establish
integrated interrelations between operational logistics processes and supporting 1T applications. Evaluates new
developments in technology and analyzes potential impacts on IT environments. Efforts generally cut across service
components, agencies and global geographic regions. Work also involves the analysis of operational requirements for
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logistics information systems to include data automation policies, regulations, and procedures to determine their
impacts on operational processes and missions.

Factor 2, Organizational Setting Level 2-2 250 Points

The employee is accountable to the GTN Program Management Division Chief that is one reporting level below the
first SES or general officer, equivalent in the direct supervisory chain.

Factor 3, Supervisory and Managerial Authority Exercised © Level 3-2¢ 450 Points

The incumbent assigns and reviews works, assuring accuracy requirements are met and approves leave. The
incumbent also: plans and schedules work to be accomplished by subordinates; sets and adjusts short-term priorities,
assigns work in consideration of employee skills and mission requirements; develops performance standards and
rates subordinates’ performance; advises employees on work and administrative matters; implements methods and
procedures to improve organizational performance; and identifies and provides for employee training and
development. The employee also: recommends selection of candidates for positions; recommends position structure
changes; takes disciplinary actions and hears and resolves formal employee complaints and grievances as delegated
by higher level management; and assesses and revises policies and procedures as needed to find ways to improve
quality, timeliness, and efficiency of work.

Factor 4, Personal Contacts

Subfactor 4A - Nature of Contacts Level 4A-3 75 Points
Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands’ information
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations,
academia, and interest groups. Frequently contacts are at the General Officer or equivalent level, and with
contractors at the Program Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and
informal settings, briefings, negotiating sessions, workshops, conferences, and TDY's requiring incumbent’s technical
familiarity with complex IT issues. Timelines, appointments, coordination, and reporting are all extremely difficult
due to the level of approval contact that is required. The employee must vary methods and approaches for achieving
results based on the broad nature of contacts.

Subfactor 4B - Purpose of Contacts ' Level 4B-3 100 Points
Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or
develop suitable alternatives.

Factor 5, Difficulty of Typical Work Directed Level 5-8 1030 Points

The position is responsible for providing direction and supervision over work at the GS-13 level which best
characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the organization and which
constitutes 25 percent or more of the workload (not positions or employees) of the organization.

Factor 6, Other Conditions . Level 6-5 1225 Points

The work supervised or overseen involves complex technical and administrative work comparable to GS-13 level
work. The work involves developing innovative solutions and implementing new policies, procedures and
methodologies that will impact all users of DoD distribution services. Extensive analysis and evaluation of existing
and proposed processes is necessary and requires staff members to interpret broad guidelines and use sound
judgment when recommending actions.

Other significant facts pertaining to this position are;

1. Work may occasionally require travel away from the normal duty station on military or commercial aircraft.

2. Incumbent will be required to perform temporary duty (TDY) to meet mission needs and to use government
quarters.

3. Must be able to obtain and maintain a Top Secret clearance.
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CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED: US OPM PCS for General Schedule Supervisory Guide, TS-123, April
1993, revised in April 1998; and DOD Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999). OPM,
Job Family Position Classification Standard for Administrative Work in the Information Technology Group, GS-
2200, dated May 2001 :

(3S-14 Point Range: 3605-4050
Total Points: 3680
Grade: GS-14

Factor levels on technical duties are as follows: 1-8, 1550; 2-4, 450; 3-4, 450; 4-5, 325; 5-3, 325; 6-3, 60; 7-3,120;
8-1,5;9-1,5. :

Total Points 3290

(GS-13 Point Range 3155-3600

Final classification: Supv IT Specialist (PLCYPLN), GS-2210-14
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to exercise second level supervisory and managerial authorities as the Division
Chief of the Programs Division. Responsible for managing, developing, and implementing USTRANSCOM-validated
Command, Control, Communications, and Computer Systems (C4S) prograrns and for providing command oversight for
DOD and Joint Staff C4S programs. As the senior C4S program manager, establishes policies and processes for
development and implementation of C4 systems and networks for which USTRANSCOM is responsible. Expert on DOD
acquisition and program management processes. Provides policies, procedures, and oversight to USTRANSCOM program
managers. Advocates USTRANSCOM C4S programs at all panels, boards, and councils which meet to discuss Information
Technology Investment and result in balanced IT budget and Program Objective Memorandum. Responsible for ensuring
effective and efficient C48 program investment planning, development, and implementation of information technology
capabilities

‘The organizational location of this position is: U.S. Transportation Command, Command, Control,
Communications, and Computer Systems Directorate, Program Division, Scott Air Force Base, Illinois.

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are: to provide integrated and interoperable Defense
Transportation Systems (DTS) support to USTRANSCOM s mission and DTS customers world-wide, by establishing an
enterprise architecture, monitoring migration and testing for compliance, driving information technology investment, and
providing engineering services and support from the data-level, through the applications level, and ending at the net-centric
level. :

DUTY 1: Critical

Plans, organizes, and oversees the activities of the Program Division. Develops goals and objectives that
integrate C48 interoperability concerns with current and ongoing transportation, deployment, and in transit visibility
operational concerns. Establishes, revises, or reviews policies, procedures, mission objectives, and organization
design for the staff, as necessary to eliminate work problems or barriers to mission accomplishment, promote team
building, implement quality improvements, or in response to concerns with regulatory compliance and/or customer
requirerents. Plans work for accomplishment by subordinate units, sets and adjusts short-term priorities, and
prepares schedules based on consideration of difficulty of requirements and assignments such that the experience,
training, and abilities of the staff are effectively utilized to meet organization and customer needs. Provides
subordinate supervisors and staff with direction and advice regarding policies, procedures, and guidelines. Reviews
and adjusts organization to optimize use of resources and maximize efficiency and effectiveness. Balances workload
and provides overall direction and vision to the subordinate unit chiefs on a wide range of transportation information
technology concerns and administrative issues. Establishes metric and analysis systems for units managed to assess
efficiency, effectiveness, and compliance with regulatory procedures. Evatuates requirements for additional
resources submitted by subordinate supervisors, and balances organization needs with overall mission requirements
and resource interests. Identifies need for change in organization priorities and takes action to implement such
changes. Plans and schedules work in such a manner that promotes a smooth flow and even distribution and ensures
effective use of organization resources to achieve organization goals and objectives as well as installation customer
needs. -Establishes review systems for the organization that make certain government needs are met and validated,
and that economy and quality of operations are maintained or improved. Accepts, amends, or rejects work of
subordinate supervisors. Reviews work and management techniques of subordinate supervisors. As a second level
supervisor, is held accountable for actions of and advice provided by staff of subordinate units. Makes decisions on
work problems presented by subordinate supervisors. Directs self-assessment activities of subordinate supervisors.
Reviews training recommended by subordinate supervisors to assure it is proper and promotes effective operation of
the organization as a whole.

STANDARDS:

A. Planning, organizing, and directing efforts typically comply with TCJ6, command and higher headquarters
guidance and achieve organization and customer needs.
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B. Management of resources normally meets the needs of the staff and customers adequately and effectively.

C. Methods established to review actions of subordinate supervisors are usually effective and ensure legal and
regulatory compliance issues and/or customer concerns are promptly identified and addressed.

KSA: 1,2,3,4,5

DUTY 2: Critical

Exercises supervisory personnel management responsibilities. 'As the Chief of the Program Division, directs,
coordinates, and oversees work through subordinate supervisors. Advises staff regarding policies, procedures, and
directives of higher-level management or headquarters. Selects candidates for subordinate non-supervisory positions
and recommends selections for subordinate supervisory positions taking into consideration skills and qualifications,
mission requirements, and EEO and diversity objectives. Ensures reasonable equity among units of performance
standards developed, modified, and/or interpreted and rating techniques developed by subordinate supervisors.
Explains performance expectations to subordinate supervisors and employees directly supervised and provides
regular feedback on strengths and weaknesses. Appraises performance of subordinate supervisors and other
employees directly supervised and serves as reviewing official on evaluation of non-supervisory employees rated by
subordinate supervisors. Approves expenses comparable to within-grade increases, extensive overtime, and
employee travel. Recommends awards for non-supervisory personne! and changes in position classification to
higher-level managers. Hears and resolves group grievances and employee complaints referred by subordinate
supervisors and employees. Initiates action to correct performance or conduct problems of employees directly
supervised and reviews and/or approves serious disciplinary actions (e.g. suspensions, removals) involving non-
supervisory subordinates. Ensures documentation prepared to support actions is proper and complete. Reviews
developmental needs of subordinate supervisors and non-supervisory employees and makes decisions on non-
routine; costly or controversial training needs and/or requests for unit employees. Encourages self-development.
Approves leave for subordinate supervisors and ensures adequate coverage in organization through peak workloads
and traditional holiday vacation time. Demonstrates sensitivity to ideas of subordinates. Ensures actions taken
directly as well as those by subordinate supervisors promote an environment in which employees are empowered to
participate in and contribute to effective mission accomplishment. Reliably discharges security responsibilities by
ensuring education and compliance with security directives for employees with access to classified or sensitive
material. Recognizes and takes appropriate action to correct situations posing a threat to the health or safety of
subordinates. Applies EEO principles and requirements to all personnel management actions and decisions, and
ensures all personnel are treated in a manner free of discrimination. Explains classification determinations to
subordinate employees.

STANDARDS:

A. Personnel management initiated is typically accurate, timely, and well considered in terms of mission, legal,
regulatory, and EEO objectives.

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and
promotes development of individual skills and abilities.

C. Consistently observes and complies with health, safety, and security directives.

-

KSA: 1,2,3.4,5

DUTY 3: Critical

Represents USTRANSCOM with a variety of installation and functional area organizations. Establishes,
develops, and maintains effective working relationships with other internal Directorate Division Chiefs and Deputies,
with the Director and Deputy Director, and with peer-level managers in other Directorates, and with the Office of
Secretary of Defense, Joint Staff, Combatant Commands, Services, Agencies, component commands, and
commercial industry partners. Meets with key customers and coordinating officials to assess customer satisfaction,
explain organization program management and acquisitions policy and procedures, and resolves significant problems
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that arise. Represents the Director on boards, committees, and other groups composed of peers within OSD, DOD,
other federal agencies, and professional groups. Ensures subordinate units provide customer guidance and training.
Participates in special projects and initiatives and performs special assignments. Identifies the need for special
projects and initiates milestones and goals. Evaluates reports by analyzing facts and performing appropriate research
and prepares detailed responses. Determines appropriate recommendations for unresolved or questionable problems
and performs follow-up. Researches and determines or recommends appropriate actions or interpretation of issues
that impact organization, installation, command, or agency.

STANDARDS:

A. Interactions with internal and external officials and/or customers are normally diplomatic, convincing,
professional, and promote effective working relationships, and protect the interests of the Government.

B. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly
addressed. ’

C. Typically ensures participation and outcomes of special projects result in poéitivc impact on the organization
and/or improves quality.

KSA: 1,5

DUTY 4: Critical

Serves as the senior official responsible for program management of C4S systems. This encompasses change
configuration management of existing systems, requirements prioritization from a technology standpoint (functional
prioritization is done by the Operations Directorate), oversight of functional and technical migration efforts,
management of the processes and contracts that result in software development and software and hardware
integration. The outcome of all of these efforts is controlled development of future C4 systems, starting at
requirements generation and ending at systems replacement.

STANDARDS:

A. Internal and external customers are typically provided with responsive feedback on requests for new or enhanced
information technology support.

B. Change is normally controlled to prevent duplicative requirements from being developed in multiple systems,
through effective analysis during the enterprise change management process.

C. Usually migration plans are monitored and proper reporting to higher authority is accomplished in a timely
manner.

KSA: 1,2,4,5,6,7,8,9,10

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):
1. Mastery of knowledge of IT systems design, development, IT technology, and the implementation methodologies
combined with a broad knowledge of IT systems data, data flow, interfaces and interactions to analyze/develop new

IT systems, and to analyze existing IT systems at USTRANSCOM and the Transportation Component Commands
(TCCs).

2. Mastery knowledge in planning advanced IT systems projects and of leading task forces for resolving critical
problems in existing systems which require innovative solutions in many aspects of the project.

3. Knowledge of safety and security regulations, practices, and procedures.

4, Ability to plan, organize, and direct the functions and mentor, motivate, and appraise the staff of an organization.

DATE: 5/10/00 - Page 4




R R R E——_—S——

STANDARD CORE PERSONNEL DOCUMENT Number: 95199

5. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and
statements prepared for senior military, government, and civilian officials. Ability to give briefings, chair meetings,
and prepare reports.

6. Broad knowledge of DTS systems including methods, systems, applications, and management principles.
Extensive knowledge of Federal ADP, Joint Service, Commercial Carrier, GSA, DTS components, DLA, and JCS
directives, regulations, practices, policies, and procedures.

7. Detailed knowledge and experience with communication and IT technology disciplines as it relates to operating
systems, database management (DBM) systems, telecommunications, inter-operability, configuration management
(CM), integration, Life Cycle Management (LCM), software metrics, Electronic Data Interchange (EDI), modeling,
simulation, requisitioning, logistical supply/resupply, transportation, database administration, and contract
administration.

8. A comprehensive knowledge of OSD, DOD, ICS, DLA, Services, USTRANSCOM and Component command's
transportation IT system requirements, ability to articulate highly complex and critical interagency command and
control, logistics, acquisition, and operational processes. The ability to plan and coordinate large scale interagency
IT system is required.

9. Ability to apply state-of-the-art IT and communication technologies in an optimum fashion to support the
enhancement of and/or development of DTS computer systems.

10. Comprehensive knowledge of Federal Acquisition Regulations (FAR), and laws government the administration,
acquisition, and management of contracts.

CLASSIFICATION CRITERIA:
SUPERVISORY CONTROLS:

The supervisor provides administrative direction with assignments in terms of broadly defined missions or functions.
Within these broad areas of direction the employee has responsibility for planning, designing, and carrying out
studies or projects and for coordinating, as a peer, with experts both within and outside the organization. In
performing the work, the employee makes extensive unreviewed technical judgments concerning the development,
interpretation and implementation of the DTS enterprise architecture. The employee is regarded as the leading
technical authority and expert on DOD-wide C41SR architecture matters. The supervisor usually accepts the
employee’s recommendations without change. Results of work are considered technically authoritative and are
normally accepted without significant change.

CLASSIFICATION CRITERIA:
Factor 1, Program Scope and Effect : Level 1-3 550 Points

Scope: The incumbent serves as Chief, Programs Division. The work involves providing integrated and
interoperable Defense Transportation Systems (DTS) support to USTRANSCOM’s mission and DTS customers
world-wide. Establishes enterprise architecture, monitors migration and testing for compliance, drives information
technology investment, and provides engineering services and support from the data-level, through applications level
and ending at the net-centric level, '

Effect: The work produced under this Division Chief’s supervision impacts the structure of the Defense
Transportation System and the information technology backbone and services provided to support that system.
Additionally, the formulation of future information technology programs and funding streams is dependent on the
products produced under the supervision of the incumbent.

Factor 2, Organizational Setting Level 2-3 350 Points
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This position is accountable to the Director of Command, Control, Communication and Computer Systems
Directorate which is a general/flag officer position.

Factor 3, Supervisory and Managerial Authority Exercised Level 3-3 775 Points

Plans, coordinates, and directs work. Sets and adjusts long and short-term goals, priorities, and prepares schedules
for task completion. Assigns work to subordinate supervisors based on priorities, selective consideration of the
requirements of assignments, and capabilities of employees. Makes decisions on work problems presented by .
subordinate supervisors, team leaders or similar personnel. Develops performance standards for subordinate
supervisors, evaluates subordinate supervisors, and serves as reviewing official on evaluations of non-supervisory
employees rated by subordinate supervisors. Assures reasonable equity of performance standards and rating
techniques developed by subordinate supervisors. Provides guidance and instruction to employees on both work and
administrative matters. Makes or approves selections for subordinate supervisory positions and for group leader, or
project leader positions responsible for coordinating the work of others, and similar positions. Hears and resolves
group grievance or serious employee complaints. Reviews and approves serious disciplinary actions involving non-
supervisory subordinates. Approves expenses comparable to within-grade increases, extensive overtime, and
employee travel. Recommends awards or bonuses for subordinates and recommends changes in position
classification, when necessary. '

Factor 4, Personal Contacts

Sub factor 4A- Nature of Contacts Level 4A-4 100 Points

The incumbent has frequent contacts are with influential individuals or organized groups from outside the employing
agency; major defense contractors, SES, flag or general officers, executive level heads of bureaus and higher level
organizations in other Federal agencies.

Sub factor 4B- Purpose of Contacts Level 4B-4 125 Points
Negotiates and defends distribution issues to USTRANSCOM Commander, Component Commanders, commercial
CEOQ’s, and Congressional Subcommittees in response to legislative inquiries. The incumbent will frequently be
required to justify, defend, negotiate, persuade, and convince senior government and civilian officials of the
feasibility and benefits of implementing controversial IT systems, or new approaches to solving highly significant
matters such as distribution problems that substantiate modifications to existing processes and involve large
expenditures of resources. ‘

Factor 5, Difficulty of Typical Work Directed ~ Level 5-8 1030 Points

The position is responsible for providing direction and supervision over work performed in subordinate units at the
(G8-13-level which best characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the
organization and which constitutes 25 percent or more of the workload (not positions or employees) of the
organization,

Factor 6, Other Conditions Level 6-5 1225 Points
Supervision and oversight requires significant and extensive coordination and integration of a number of important
projects and program segments of technicat and administrative work the majority of which is comparable to the GS-
13 level. This requires the incumbent to make major recommendations that have a direct and substantial effect on
the organization and projects managed. The employee is responsibie for significant internal and external program
and policy issues affecting enterprise architectures within the distribution community ensuring functional integration
and intermodal interoperability through coordination with OSD, JCS, DLA and the Services.

Special Situations: None.

Other significant facts pertaining to this position are;

1. Work requires frequent trave! away from the normal duty station on military or commercial aircraft.
2. Work requires ability to brief senior officials up to and including 4 star and SES-5 level.

3. Must be able to obtain and maintain a Top Secret Clearance.

CLASSIFICATION SUMMARY: -
DATE: 5/10/00 Page 6




_

STANDARD CORE PERSONNEL DOCUMENT Number: 95199

CLASSIFICATION STANDARD(S) USED:
US OPM PCS for General Schedule Supervisory Guide, TS-123, April 1993, revised in April 1998; and DOD
Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999).

GS8-15 Point Range: 4055 and up
Total Points: 4155
Grade: GS-15

Final Classification: (GS8-2210-15, Supervisory Information Technology Specialist.

AFPC Free Flow Format
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: To serve as a IT specialist in a developmental capacity, performing
assignments designed to further develop applicable analytical and evaluative skills and techniques. Thisis a
developmental position. All training must be completed and regulatory requirements met prior to promotion.

The organizational location of this position iss UTRANSCOM, TCJ6, Information Structure Branch, Scott AFB,
IL. ,

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are:

DUTY 1: Critical

Performs developmental assignments. Performs developmental assignments of moderate difficulty where work
procedures are established and a number of specific guidelines exist. Work assignments consisting of a series of specific
and related tasks have been selected to orient the employee in the praclical application of basic occupational principles,
concepts, and techniques. Assignments are combined with training to further develop analytical skills and techniques in the
occupation. Assistance in solving problems is available from the supervisor or a higher-graded specialist.

STANDARDS:
A. Usually performs developmental work assignments in compliance with instructions.
B. Typically completes assignments in a timely manner.

KSA: 1,2,3,4,5

DUTY 2: * Critical

Performs recurring assignments. Independently performs recurring assignments of limited, but gradually increasing,
difficulty and complexity. The employee is responsible for locating and selecting the most appropriate guidelines and
procedures for application, and making minor deviations to adapt the guidelines to specific cases. Analyzes routine
problems that are encountered and resolves them. Refers deviations, problems, and unfamiliar situations to the supervisor
for assistance.

STANDARDS:

A. With few exceptions, performs work assignments in compliance with instructions.

B. Typically completes the assignments in a timely manner.

C. Usually analyzes problems correctly and resolves them appropriately.

KSA: 1,2,3,4,5
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DUTY 3: ' Critical

Participates in special initiatives, studies, and projects. Works with other specialists in planning and conducting special
initiatives, studies, and projects. Assists in preparing reports and briefings outlining study findings and recommendations.

STANDARDS:
A. Usually plays an active role when working with other specialists in planning studies, projects, and initiatives.

B. Almost always participates effectively with other specialists in conducting the studies, projects, and initiatives.

KSA: 1,2,3,4,5

DUTY 4: Critical

Prepares written correspondence and other documentation. Drafts or prepares a variety of documents to include
newsletter items, responses to routine inquiries, reports, letters, and other related documents.

STANDARDS:

A. With few exceptions, prepares effective and accurate written documentation and reports within prescribed
timeframes.

B. Typically completes assignments in a timely manner.

KSA: 3

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):
1. Knowledge of basic principles, concepts, and practices of information technology.

2. Skill in applying basic principles, concepts, and practices of the occupation sufficient to perform entry-level
assignments in information technology.

3. Skill in communicating factual and procedural information clearly, orally and in writing.
4. Ability to analyze problems to identify significant factors, gather pertinent data, and recognize solutions.

5. Ability to plan and organize work, and consult effectively with co-workers.

CLASSIFICATION CRITERIA:
Factor 1, Knowledge Required By The Position Level 1-6 950 Points
-- Knowledge of the basic principles, concepts, and methodology used in information technology.

-- Skill in applying basic principles, concepts, and practices of the occupation sufficient to perform moderately
difficult assignments.

-- Ability to effectively communicate information clearly, orally and in writing,

-- Ability to gather and analyze basic facts and draw conclusions.
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-- Ability to learn the operation of automated data systems.

Factor 2, Supervisory Controls Level 2-2 125 Points

The supervisor or a higher-graded specialist instructs the employee on the purpose of the assignment, its scope,
limitations, expected deadlines, and priorities. The supervisor also advises the employee on peculiarities of new
assignments. Working in a developmental capacity, the employee works independently but within the framework
established by the supervisor or higher-graded specialist and in accordance with established practices and
procedures. Problems not covered by instructions are referred to the supervisor or higher-graded specialist for
assistance. The work is reviewed upon completion for accuracy and conformance to established procedures or
special instructions and to ensure decisions are supported by the facts of the situation. More difficult work or new
assignments are reviewed in greater detail.

Factor 3, Guidelines ' Level 3-2 125 Points

A number of established procedures and specific guidelines are available for application. The employee uses
judgment in locating and selecting the most appropriate guidelines, and makes minor deviations from them as
necessary. The employee may also determine which of several established alternatives to use. The employee refers
situations in which the existing guidelines cannot be applied or significant deviations must be made, to the supervisor
or higher-graded specialist for assistance.

Factor 4, Complexity Level 4-2 75 Points
Assignments involve a series of related steps or processes. The employee must choose from various alternatives for
performing the work by recognizing the differences among a few easily distinguishable situations. The employee
exercises judgment in selecting the most appropriate approach that is in accordance with established procedures and
practices.

Factor 5, Scope and Effect Level 5-2 75 Points

The work involves application of specific rules, regulations, or procedures, and typically comprises a complete
segment of an assignment of broader scope. The work affects the overall accuracy, quality, acceptability, and
timeliness of final work products produced by higher-grade specialists.

Factor 6, Personal Contacts A _ Level/Points (see Factor 7)

Personal contacts are usually with employees within the immediate organization, office, or work unit, and in related
Of Support units. ‘

Factor 7, Purpose of Contacts ) Level 6/7-1A 30 Points

The purpose of contacts is to receive instructions; and to obtain, clarify, or ekchange factual information needed to
complete assignments.

Factor 8, Physical Demands ' Level 8- 1 5 Points

The work is primarily performed sitting at a desk although it may involve some walking to attend meetings at other
offices or worksites. No special physical exertion is required.

Factor 9, Work Environment Level 9- 1 5 Points

The work is performed in an office setting with adequate lighting, heat and ventilation. The work involves everyday
risks or discomforts that require normal safety precautions.
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Other significant facts pertaining to this position are:

1. May be required to travel by military and/or civilian aircraft in the performance of official duties.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED: OPM Position Classification Standard for Administrative Work in the
Information Technology Management Series, GS-2210, May 2001.

FACTOR LEVELS AND POINTS: 1-6/950, 2-2/125, 3-2/125, 4-2175, 5-2/75, 6/7-1A/30, 8-1/5, 9-1/5
GS-07 Point Range: 1355 - 1600

Total Points: 1390

Grade: GS-07

FINAL CLASSIFICATION: Information Technology Specialist, GS-2210-07

CLASSIFICATION REMARKS:

NOTE(S) TO USERS:

i. This template can only be used for developmental positions when the positions are targeted to the GS-9 level or
higher.

2. Minor changes may be made to fit local requirements, using the existing SCPD number, as long as the changes do
not affect the classification or staffing patterns of the SCPD.

3. The OPM Primary Standard was used in assigning factor levels for this template. The classification of a GS-07
developmental position must be validated by reference to the grading criteria in the appropriate occupational
classification standard(s) before this template is used. Factor level descriptions in this template may be
supplemented with specific occupational verbiage from the classification standard factor level descriptions if deemed
necessary.

AFPC Free Flow Format
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AR FORCE CORYE PERSONNEL DOCUNMENT (CPD)

ORGANIZATION: USTCITCI6PI CPD NUMBER: 9542148
SUPV LEVEL CODE: 8 COMP LEVEL CODE: KIbA
TARGET GRADE: GS-12 FLSA: Non-Esempt
JOB SHARE: No CAREER Freid 1D £
SENSITIVITY: Non-Critical ¢ Sensitive BUS: 103,

EMERGENCY ESS: No DRUG TEST: No

KEY POSITION: No POSITION HIST:

CLASSIFICATION: Information Technology Speciahist, G5-2210-9
DUTY TITLE: 1T Systems Program Manager

ORG & FUNC CODE:

IST SKHL CODE: 0% AFMFAF Computer Specialist, Prouriun Management
2ND SKILL CODE: 5% APMYYE Computer Specinlisl, Acquisition
IRD SKILL CODIE: 2594 CPAMLS Programmer Analyst, Mgmi info Sys.
CLASSIFIED BY:
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CORE PERSONNEL DOCUMENT Number:

ORGANIZATIONAL LOCATION:
The primary purpose of this position is: Development Position, IT Specialist

The erganizational tocation of thig posifion is: Se¢ front page

ORCANIZATIONAL GOALS OR QBIRCTIVES:

The organizational goals or olyjectives of this position are: See Mission Statervent
S S i

This is a developmental position. Duties and vespepsibilities remain the same as
PD 9842148 with the following changes:

Factor 1, Knewledge Required By The Position Level 1- 6 930 Pomts
Koowiedge of established techniques and requiremens of IT managemem responsibilities carsied out by the
Command. Knowledge and skill of well defined subject matter applications w gather, analyze, and evaluate
information in completing assignments. Analytical and evaluative skills 10 assess and develop specific portions of
program initiatives and 1o identify consider and resclve routine issues or problems associated with portions of
projecis or studies. QOral and written commutication skills are necessary o assess customer 1T vequirements and
present courses of action or resolutions 10 mwanagement,

Factor 2, Supervisory Centrols Level 2-3 275 Points
The employee shall receive speilic projects in lerms of scope of responsibility, potential problems, objectives,
prioritics and deadlines. Precedents which require sucepssive steps are generally available. The supervisor shall
provide assistance with unusual or controversial issues for which precedents have not been established. The
cmplovee plans, coordinaies and executes the successive steps of the project, resolving probicms and handling
deviations in accordance with cstablished procedures and previous experience, Management reviews work for
technival soundness, conformance with overall requirements, and contribution to the project objectives.

Factor 3, Guidelines ) Level 343 273 Points

The employee works within the framework of established DaD, Alr Force, USTRANSCOM and installation
policies and regulatory requirements, developing the necessary judgment (o apply the appropriate regulatory
poticy for resolution of the issues at hand. Inerpretation of regulatory guldance {rom the frst line supervisor may
he necossary W provide the appropriate svenue of repuiatory requirernents applicable for the employes 1o invoke
1o resolve the specific issve,

Factor 4, Complexity Luvel 4-3 15} Poins
The employee is in an expanded training capscily performing work that invobves different and unrelated
methodologics, practices, or eriteria 10 successfolly resobve, The employee compifes, analyzes, and summarizes
informavon; selecting approprinte courses of sction after considering the impacts on operations and resources, and
recommending to muagontent the best action to meel program objectives,

Factar 3, Scope and Effect Level 323 130 Points

The purpose of this work is o perform munsgement of segments o 1T sysiem projects and resolve common issues
and probleins; utiliving the knenvledge and skifls gained from previous training and experience fo work assignments
for mecting training objectives ar this Jevel af the developoent assignment. The cmplayee s expested o apply
established 1T systems methods, procedures and rechniques 1o resolve the issucs at hand, Work will have an impact
ot the effccuveness of P17 system services provided to the Commandd.




STANDARD CORE PERSONNE] DOCUMENT Number: 90

Other significant facts pertaining to this position are:

L. May be regquired © wavel by miliiary andfor civilian airerafl in the performance of official duties.

~

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD{S) USED: OPM Posidon Classification Standard for Administrative Work in the
Informasion Technology Managemen Series. GS-Z210, May 2001,

FACTOR LEVELS AND POINTS: [-6/950, 2.3/275, 3-3275 434150, 5-3/130, 6/7-3C/180, 8-1/5, 9173

(i5-07 Poimt Range: 1855 2100
Totad Poms: 1890
Grader GS-00

FINAL CLASSHICATION: Information Technalogy Specialist, GS-2210-¢7
CLASSIFICATION REMARKS:
NOTE(S) TO USERS:

1. This template can only be used for developmenmtal pesitions when the positions are targeted to the GS-9 fevel or
higher.

2. Minar changes may be made w it local requirements, using the existing SCPD sumber, as loag as the changes do
apt affect the clussification or staffing patterns of the SCPD.

3. The OFM Primary Stndard was used i assigning Buctor levels for this wmplate. The classification of 2 GS-07
developmentul position must be validated by reference 1o the gruding eritenia in the appropriste occupational
clussification standard{s) before this template is used. Factor level descriptions in this femplate may be
supplemented with specific occupativnal verbiage from the classification standard factor level deseriptions if deemed

aCCEESAFY.
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AIR FORCE CORE PERSONNEL DOCUMENT (CPD)

CRGANIZATION: USTC/TCIS-P CPD NUMBER: PS42148
SUPYV LEVEL CODE: 8 COMP LEVEL CODE: K36A
TARGET GRADE: (G8-12 FLSA: Exempt
JOB SHARE: No CAREER Freld D E
SENSITIVITY: Non-Critizal 7 Sensinve BUS: oSl

EMERGENCY J85: No S DRUG TEST: ™o
KEY POSITION: No . POSITION HIST:
CLASSIFICATION: Information Teshnology Specialis, GS-2210-11

DUTY TITLE: 1T Systems Program Manager

QRG & FUNC CORE!

IST SKiLL CODE: 3% APMAAF Comsputer Specialist, Fropvam Management
IND SKILL CODE: 5% APMYYB Comnouter Specialist, Acquisition
IRD SKILL CODE: 25% CPAMIS Programmer Analyst, Management Tufo Sys.
CLASSIFIED BY:
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CLASSIFIER'S SIGNATURE DAtk

SUPERVISOR'S CERTIFICATION: | cenify that this CPD is an scourate siatement of the major duties,
knowledges, skillg, and abilities, responsibilities, physical and performance requirenients of this position and its
arganizational relationships. The positinn is necessary to carry out government funcrions for which 1 am respounsible.
This gertilication is made with the knowledge that this information is 10 be used tor statutory purposes selating ©
appointment and payment of public funds wnd thut false or misleading statements may constitute violations of such
statutes or thewr implementing repylutions.
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SUPERVISOR’S SIGNATURE DATE
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Date
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Date
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CORE PERSONNEL DOCUMENT Nuinher:

PURPOSE OF POSITION AND ORGANIZATION AL LOCATION:
The primary purpose of ihis positien is: Development Position I'T Specialist

The organizational Jucation of this position is; Sce front page

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are: See current mission statement

This is a developmental peosition. Duties and respensihbilicies remain the same
as PD 9842148 with the following changes:

Factor 2, Supervisory Controls Tevel 2-3 375 Poing

The immediate supervisor outlings assignments in general deiail and definey the projecis” objectives. The
employee has responsibilities for planning, designing, investigating, and coordinating with the conmmands’ staff,
owiside consultanis and subject matter cxperts w develop a thorough understanding and detiver & coordinaad,
sialfed solution to the task at hand.

The eraployee resolves issues with guidance from the first line supervisor and is gradually graned greater latitude
in independence as demonstrated capabilities grow; eventually developing 1o the point of independently resolving
problems, deternmining the best approach and methodology (o utilize, coordinating staff action with peers, making
technical decisions and appraising the supervisory chain of potendal problems or issues that require management
assistance 1o resolve,  As demonstrated capability with these characteristics develops, the employee will be
grumied grester self determination, with the goal of evenwually being responsible for making decisions, Interpreting
policy, accomplishing stalf level coordination and advising the supervisory chiain of the recommendarions in
direction, guidance, technical solutions, and pragrammalic requircments to vesolve the tasks at hand

Fuactor 3, Guidelines Level 3-3 273 Pomnts

The employee works within the framewark of esrablished Dol, Air Force, USTRANSCOM and mstalision
policies and regulatory requirements, developing the necessary judgment to apply the appropriate regulatory
pohicy for reschiion of the issues at hand. Interpreition of regulmory guidence lrom the first Hne supervisor may
be necessary w provide the appropriate sveaue of regolatory requirenients appiicable for the employee © invoke
1o reselve the specific issue.

Factor 4, Camplexity : Level d-4 2%5 Pobus

The caployee is in a training capacity, performing work that invidves actions for encompassing a vanety of
duties. The cmployee must compile. analyze and sununarize Dformation for the purpose of selecting the
appropriawe course(sy of action o present o management Tor decision making. The employee should consider and
factor in eriteria thut will meet program objectives while mitignting operational inpacts and maintaining fiscal
responsibilines, The fevel of suecess in these argas will directly impact the ability of the Command to install,
operate and maintain IT systenss throughow their amicipated life cyele.
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STANDARD CORE PERSONNEL DOCUMENT Number: 9D _ _ _

Other significant facts pertaining to this position are:

1. May be required woiravel by military andfor civilian atreraft in the performance of official dutes.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED: OPM Pesition Classification Standard for Administrative Work in the
Information Technology Management Series, GS-2210, May 2001,

FACTOR LEVELS AND POINTS: 771250, 2-3/2735, 3-3/2735, 4.4/225, 540225 6/7-3C/180. 8-1/45, 9175

- 2750

L4y

GS-07 Poing Range: 235
Tovad Pounes: 2440
Crade: GS-114

FINaL CLASSIFICATION: Information Technology Specialist, GS-2210.07
CLASSIFICATION REMARKS:
NOTELS) TO USERS:

f. This remplate can enly be used for developmental positions when the positions are targeted 10 the GS-9 fevel or
higher.

2. Minor clanges may be made to {it local requirements, using the existing SCPD number, as long as the changes do
not affect the classification or siaffing patterns of the SCPD.

30 The OPM Primary Standard was used in assigning facior levels for ihis remplate. The classification of & GS-07
developments! position must be validsted by reference 10 the grading criteria in the approprigle sceupational
vlussificution standard(s) beforg this templale is used. Factor level desariptions in this templute may be
supplemenied with specilic cecupational verbiage from the classification standard factor leved deseriptons if deemed
NoCeRiary.
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CORE PERSONNEL DOCUMENT Number: 9542148

AIR FORCE STANDARD CORE PERSONNEL DOCUMENT

ORGANIZATION: USTC/TCIG-C - ¢, SCPD NUMBER: 9S42148
SUPV LEV CODE: 8 oo COMP LEV CODE: K36A
TARGET GRADE: (GS-12 FLSA: Exempt

JOB SHARE: No CAREER PROG ID: 2/E
SENSITIVITY: 0\en-CRiteal Sensi bve BUS: 1036
EMERGENCY ESS: No 35‘;‘&3} . DRUG TEST: No

KEY POSITION: No POSITION HIST: Replaces SF3G86000

CLASSIFICATION: Information Technology Spccialist, GS-2210-12
DUTY TITLE: IT Systems Program Manager’

ORG & FUNC CODE:  DPY

1ST SKILL CODE: 50% APMZAF = Computer Specialist, Program Management Lo
2ND SKILL CODE: 25% APMELEY) Bomputer Specialist, Plans-und-Requiremonts- _ﬁkc‘,cau‘ sition Rlpse
3RD SKILL CODE: 25% APNIMIS  CemputerSpecialist, Manggement Information Systems b&\‘
LPA Veogramme e Anddysht hles
SIFIED BY: BERNADETTTE Y. MOORE ~ '
;ﬁhm 77 o - 2Jdyd 0o
CLASSIFIER SIGNATURE DATE

SUPERVISOR’S CERTIFICATION: [ certify that this Core Personnel Document is an accurate statement of the major
duties, knowledges, skills, and abilitics, responsibilitics, physical and performance requirements of this position and its
organizational relationships. The position is nccessary, to carry oul government functions for which I am responsible.
This certilication is made with the knowledge that this information is to be used for stalutory purposcs relating to
appointment and payment of public funds and that [alse or misleading statements may constitute violations of such
stalutes or their implementing regulations.

SUPERVISOR:
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Date

*Signature acknowledges receipl. It docs not indicate agreement/disagreement,
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CORE PERSONNEL DOCUMENT Number: 9542148

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is:  Excrcise project management responsibilitics for validated and funded
USTRANSCOM and Joint StafT dirccted Command. Control, Conumunications, and Computer (C4) system
requirements and implement technical solutions in accordance with current C4S policies, funding constraints,
acquisition stratcgy, maintenance concepts, and configuration management plans.

The organizational location of this position is:  USTRANSCOM TCIJG, Programs Division, Scott AFB, IL
62225-5357

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are: Manage, develop, and implement validated and
{unded USTRANSCOM Command, Controi, Conununications, and Computer (C4) Systems projects, and provide
comunand oversight for DOD Joint Stafl C4S programs. Lmplement technical solutions in accordance with current
C4S policies, funding constraints, acquisition strategy, maintcnance, and integraled logistics support for new
programs until the system huas been certified. commissioned, and accepted by the responsibie operations and
maintenance activity,

DUTY 1: As an IT systems project manager for assigned systems, orchestrates, manages, develops, and
implements USTRANSCOM validated programs and Joint Staff divected programs. Perforins analysis of
functional, financial, and technical aspects of requirements and plans. Takes broudly-defined goals from such
sources as the sysicm specification, or ill-defincd user requiremcats, compares them to the conunand’s mission,

current systems design, and state-of-the-art teclnology to plan and implement new systems, subsystems, or

interfaces to salisfy those goals/requirements. Consideration must be given to the often conflicting criteria of
mission needs, functional requirements, security requirements, system capability, and system performance.
Conducts feasibility studies and cost-benefit analysis, defines milestones in software development and recommends
alternalive solutions to identified problem areas in current processes and systems. Develops implementation plans
for the soflware development and provides techuical guidance during development.  Plans the management and
acquisition strategy for assigned programs or projects. Direcls and monitors contractor aclivities to assure progress
on cost, schedule, performance, and/or supportability criteria,  Analyzes design objectives for 1echnical feasibility.
Evaluatcs and establishes technical requircments. as nccded.  Prepares comprehensive evaluations and/or
recommendations for direclorale level consideration. Provides technical guidance and defines milestones for
technical integration and interoperability of systems and subsysteins. Develops technical documentation in the
form of task orders for contractor support in technical integration and interoperability and other associated
documments.  Provides technical guidance to civilian, military, and contractor personnel.  Develops data
requirements documents, system/subsystem specifications, and test plans. Oversees the developient of tests to
ensure that systems perforni in accordance with the functional description and system specilication. Evaluates test
cases and scenarios to ensure test plans represent mission requirements. Evaluates test results and recommends

acceptance/rejection to the supervisor.

STANDARDS: 50% Critical
A. Provide project management of the development and systeni maintenance aclivitics for USTRANSCOM
assigned programs, systems, and accurately with rare exceptions. Plans the management, acquisition
strategy, and implementation plans for multiple USTRANSCOM programs and insure the reliability,
security, and cost constraints for assigned systems/programs arc metl in most cases.

DATE: 12/18/01
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s
w B. Routinely provides oversight ol software engineering activitics to facilitate the design, development,
- integration, and interoperability of multiple USTRANSCOM systcms, subsystems, and prototypes/testing.
Reviews and evaluates test plans, data accuracy, performance plans. system capucity reports for adherence
to test plans, effectivencss, timeliness, and quality whiclt is gencrally aceepted.

C. Strives for maximum organizational results by cooperating with others to make team decisions work, with
few exceptions. Routinely develops and maintains effective communications and working relationships,
both internal and external to USTRANSCOM.

KSA: 1,2,3,4,5

DUTY 2: Evaluates, monitors, and manages progress of system development and use. Recommends, in
coordination with all other agency organizations, technical policy and IT procedures for USTRANSCOM systems.
Provides positive contributions to the quality assurance program. Participates in formal review of implementation
ol cnhancements. Attends high-level decision mectings at USTRANSCOM and uscrs’ groups. Defends the
program position at program revicws, confercnces, and other functions, Develops point papers, presents briefings,
and other presentations on [uture plans and current project status for senior staft, distinguished visitors, decision-
muakers, and other agencics, as required.

STANDARDS: 25% Critical
A, Evaluates program progress and schedule risk(s), and tukes appropriate actions with few exceptions.
Typically supports continuous improvement by examining work processes and making suggestions to
improve quality, timeliness, and efficiency of USTRANSCOM [T policies and procedures.

) B. Evaluates and portrays program cost, schedule, and performance status that is gencrally accurate.

C. Strives for maximum organizational results by cooperating with others to make team decisions work, with
few exceptions. Routinely develops and maintains elfective communications and working relationships
both internal and external to USTRANSCOM.

KSA: 1,2,3,4,5

- DUTY 3: Secrves as USTRANSCOM staff specialist and consultant to local and other DOD agency staff
specialists and operating personnel on problems encountered in implementing systems and the development
of related proeedures and proposals. Assures understanding of operationial objectives, specifications and
products by all concerned aclivities. Reviews, evaluates and ensures compatibility of procedures, techniques and
policies with those of other interfacting IT organizations. Provides liaison on interface problems with system
administrators, network administrators, security specialists, and database administrators at USTRANSCOM.
Maintains liaison with internal USTRANSCOM and external organizations in order to anticipate the future
direction of I'T systems and acquisition policics. Requires review ol technical and contractual regulalions and
policies, and interface with other government agencies 1o keep abreast of current trends in 1T systems, security
management and risks to current vendor services, and cvolving technologies.
STANDARDS: 25% Critical

A. Regularly develops skills and techiniques to professionally enhance exceutive-level, decision-making

processes and actions. Routinely coordinates diverse, highly skilled operational, technical and systems
cxperts in pursuit of organizational mission and goals. Often leads, dcvclops gncourages, improves, and
evaluates assigned government and conlractor resources.
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B. Routinely protects classified material and systcim sccurity.

C. Stays abreast of DOD and USTRANSCOM standards and cvolving technologies, with fow cxceptions.
Continually maintain technical proficiency.

KSA: 1,3,4,5

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA)

1. Knowledge of government policies, directives, and other regulatory memorandum concerning program
management, ulilization, acquisition, modeling, IT specialty area trends and standardization of C4S
processes. Knowledge of DOD systems including configuration, applications, operating systems, and
management principles and techniques. Extensive knowledge of DOD, Service, Joint Staff, commercial,
and GSA directives, regulations, practices, und policies.

2. Knowledge of IT systems/software acquisition regulations, policies, guidelines, practices, and procedures.

3. In-depth knowledge of DOD technologics, security aspects, and USTRANSCOM reporting systems.
Knowiedge of Strategic Planning processes and techniques.

4. Ability to apply extensive knowledge of current IT, methods, practices and procedures. Stays current with
technological advancements in this ever-changing environment. Ability to plan, organize, prioritize, and
delegate daily workload to meet changing deadlines and rapidly changing circumstances,

5. Skili and ability to communicate effectively, bolh orally and in writing. Ability to give briefings, chair
meetings, and prepare reports

CLASSIFICATION FACTORS:
Factor 1, Knowledge Required By The Position Level 1-7 1250 Points

Knowledge of, and skill in applying IT concepts, principles, methods, and practices. Knowledge of, and skill in
applying, assigned specialty arca of 1T, to serve as USTRANSCOM technical authority on assigned operating
system(s) standards to perform a key role in difficult assignments, such as planning for advanced system projects,
{or resolving critical problems which require innovative solutions and have wide-spread impact. Knowledge of,
and skill in applying, [T sccurity principles and methods.

Comprehensive knowledge of the characteristics of the IT hardware and software systems, knowledge of
comparable systems in usc in other agencies and the private scctor for accomplishing similar applications, and
knowledge of emerging technology to serve as a technical expert providing leadership and lccimlcal guidance {o
specialists involved in life cycle management of operaling specialty.

Knowledge of [T systems design and development concepts, and related policies and procedures to provide advice
and consultation to management, systems planners, and/or developers.

Knowledge of the principles, policics, and practices of I'T systems/scrvices acquisition. Ability to serve as a
program manager responsible for the planning, organization, and realization of systems, soltware, and services
acquisition. Knowledge of IT systems lile cycle processes including development, {esting, acquisition, deployment,
and support.
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Knowledge of project management theories, principles, and practices combined with a thorough understanding of
the analytical, evaluative, and administrative methods and techniques required for managing IT systems programs,

Thorough knowledge of the mission and programs of the command and user requircinents.

Ability 1o develop technical requirements for new or modificd applications, cstablish innovative
techniques/solutions, and identily measurement and evaluation criteria 1o determine program effectiveness, and to
analyze and resolve high complex/sensitive problems.

Factor 2, Supervisory Controls Level 2-4 450 Points

The supervisor provides broad mission, functions, dircctives, guidance, and interests. Incumbent designs,
modifies, plans, prepares, executes, measures, coordinales, adjusts, reports, and takes action independently, s
responsible for detailed inter-agency planning and execution working as a peer with technical experts from other
agencies. Leadership generally accepts recommendations with little or no change.

Incumbent is responsible for decision making, direction and execution based on past practices, executive level
feedback and DOD-wide assesstuents. Incumbent has authority (o make agency-level coordination without
supervision.  Apprises superior(s) of progress and of potentially controversial/sensitive matters. Work is reviewed
for soundness of overall approach. Receives executive-level decision briels, adjusling priorities, direction or
guidance, or interpretation of acts, resolutions and laws, and incumbent initiates/incorporates new guidance into
projects. Review process is unstructured, flexible and largely driven by the situation, or lack of system problems.

Factor 3, Guidelines Level 34 450 Points

Guidelines primarily consist of Federal, DOD, AF, and USTRANSCOM rcgulations, policics, standards, and
precedents that provide very general guidance, but are not specific to assignments that requires considerable
interpretation and/or adaptation for application to projcct issucs and problems. The employee uses judgment,
initiative, and resourcefulness in deviating from established methods.

Factor 4, Complexity Level 4-5 325 Points

Project assignments require an unusual in-depth analysis of IT issucs characterized by the need for significant
departures from established practices, or that involve major uncerlaintics. Dceciding what needs to be done
typically involves assessment of situations complicated by conflicting or insufficient data that must be analyzed to
determine the applicability of established methods. Employee conceives of solutions to highly complex or sensitive
issues. A number of approaches to accomplish the work are possible and decisions regarding approach are
complicated by the extensive coordination required between the various users and other IT stalf. The work
requires developing criteria where nunmierous conditions, options. and conflicting user nceds must be considered.
Factor 5, Scope and Effect Level 5-4 225 Points
The work involves isolating and defining issues or conditions, resolving critical problems for DOD-wide systcms,
or establishing criteria, formulating approaches, assessing progrinm effectivencss, and investigating/analyzing a
variety of unusual conditions, problems, or issucs. The cmployee scrves as consultant or project coordinator in
carrying out atypical efforts. The work affceis o wide range of agency uscrs, or activitics, or that of other agencics

Factor 6 & 7, Personal Contacts/Purpose of Contacts ‘ Levet 3-C 184 Points

Conlacts are with USTRANSCOM Icadership, component commands’ IT leadership, and various directorate level
points of contact within USTRANSCOM. Somc contacts are at the General Officer or equivalent level. Timelines,
appointments, coordination and reporting are all extremely difficult duc to the level of approval/user contact

required. The purpose of contucts is (o organize and persuade others to reach consensus on funding, compliance,
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: the management, design and analysis of the operational Global
Transportation Network (GTN) and TRANSCOM Regulating and Command and Control Evacuation System
(TRAC2ES) systems.

The organizational location of this position is: US Transportation Command, Command, Control,
Communications and Computer Systems Directorate, Operations and Plans Division, Information Assurance Branch,
Seott AFB, IL.

ORGANIZATIONAL GOALS OR OBJECTIVES:

"The organizational goals or objectives of this position are: ensure the war fighter has access to accurate and
timely in-transit visibility (ITV) via the Global Transportation Network (GTN).

PDUTY 1: Critical

Serves as senior GTN technical advisor te management and lead for GTN Customer Support Center and
TRAC2ES Tier I support team. Participates as key member and advisor to TCJ6 management for all operational
issues involving GTN. As a member of management’s IT team, participates in developing strategic plans for
enhancement of the system environment, developing functional and technical requirements for acquisitions,
conducting cost benefit analyses, feasibility studies, and related activities. Works with management to isolate and
correct complex problems which hinder the capability of the organization to fully utilize information management
technology. Analyzes performance data and operating conditions to isolate specific shortfalls and develops
innovative methods to overcome system weaknesses. Maintains liaison with civilian transportation agencies and
professional organizations to ensure consistency and integrity of data entering the GTN. Acts as primary point of
contact for all actions related to data source feed flow. Contacts source POC when data flow is interrupted and
provides assistance in troubleshooting and diagnosing cause. Assists in the evaluation of progress in system
development. Recommends, in coordination with other USTRANSCOM entities, technical policy and 1T procedures
for the GTN. Provides positive contributions to the quality assurance program for the GTN through participation in
the program management review process, and by providing feedback on how system performance affects customer
experience. Participates in formal review of implementation of enhancements. Attends high-level decision meetings
at USTRANSCOM and users’ groups. Presents briefings on future plans and current project status when required.

STANDARDS:
A. With few exceptions, participates effectively as a member of management’s IT team.

B. Routinely establishes and maintains effective liaison with civilian transportation agencies and professional
organizations.

C. With few exceptions, develops effective strategies for restarting data source feed flow into GTN following
disruption of data flow.

D. Almost always provides accurate and timely updates to TCJ6 management.

KSA: 1,4,5,6,7

DUTY 2: Critical

Evaluates effectiveness, analyzes, designs and develops changes or modifications to the GTN. Represents the
organization at various project meetings and on committees to assist in the establishment of priorities. Serves as a
representative on various boards or groups to include participation in configuration control boards to review and
coordinate on all proposed configuration modifications and/or system standards. Conducts preliminary analyses of

Page 2
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new projects assigned to the organization to help determine the nature of the requirements, logical work and
information flows, and whether new technologies or advancements in technology should be incorporated. Provides
upper management with estimates of man-hours and resources necessary to implement major software projects,
Informs leaders of how assigned segments of the systems software will interface with other existing programs.
Represents command and provides development feedback to design contractor by serving as contractor award fee
board member. '

STANDARDS:
A. Almost always effectively designs and develops changes or modifications that produce sound results.

B. Routinely makes effective and timely determination of the impact changes or modifications will have on the
existing system.

C. With few exceptions, performs thorough fact gathering/analyses and provides reliable recommendations which
are realistic, achievable, and make efficient use of resources.

KSA: 1,2,3,5,6,7

DUTY 3: |  Critieal

Maintains, monitors and performance tunes the database. Performs a variety of duties associated with the
technical management of various databases. Works with customers and IT specialists to determine if information
needed is in existing database management files. Develops access programs to obtain data from files. May search
other files in other agencies to locate data and connect to local information systems for user access. Supports backup
and recovery through database management systems, Designs distributed database architectures. Designs,
maintains, updates, analyzes, and monitors data integrity and security of databases; and ensures that the databases
support user programs. Provides technical expertise and advice to the staff in the resolution of complex database
automation problems associated with local and remote computer-to-computer communications networks, vendor
supplied sofiware, and computer performance analysis. Designs and modifies the storage structure and mapping
between databases. Determines search strategies to be used, user retrieval rules, record relationships, and data
compression techniques. Develops and maintains security provisions to guard against unauthorized update, copying
or distribution of databases. Determines the character of data elements and the nature of controls to ensure that
transactions recorded for one function automatically create appropriate file notations, reports, or actions for related
functions. Accomplishes emergency maintenance and database restoration both during duty hours and in an on-call
status during non-duty periods. At any time of day or night, provides troubleshooting support when users or
computer operators identify criticai database probiems or faiiure. Diagnoses faiiures to isolate the source of the
problems between communications lines, equipment, and software. When necessary, devises temporary fixes,
documents problems, and refers problem to the design/development team for permanent solution. Installs permanent
database changes approved by the configuration contro! board.

STANDARDS:

A, With few exceptions, efficiently maintains data integrity, maximizes utilization of systems, and prevents work
stoppage or slow down. : '

B. Routinely develops and maintains effective database management systems that meet organizational business
needs.

C. Almost always resolves database problems and recovers/restores lost data promptly.

KSA: 1,2,4,5,6,7
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DUTY 4: Critical

Performs services as a senior systems administrator: Plans, coordinates, and installs applications software and
hardware for operating systems. Administers and maintains assigned systems. Develops, reviews, and modifies
changes to schedule of operations for successful day-to-day operations. Optimizes the functionality and performance
of hardware and software systems and ensures availability, integrity, efficiency, and reliability of servers. Identifies
system problems that are of an unusual or complex nature and develops corrective action. Designs data products,
processes, or programs that provide for increased organizational optimization of Information Technology (IT)
processes. Oversees the installation and configuration of applications software and the establishment of user
environments. Troubleshoots and analyzes unusual or complex hardware and software malfunctions to resolve
physical and logical processing problems and recommends acquisition of equipment, software and/or hardware
which will resolve operational problems. Continually surveys system operation to identify and anticipate potential
problems which could lead to loss or serious interruption of service. Identifies corrective or preventive procedures
and takes actions to rectify immediate problems and prevent future occurrences. Develops proposals to enhance
operational use of systems hardware and software and keeps abreast of technological advances to ensure continued
optimum service. Applies innovative techniques and seasoned judgment to assist management in identifying areas
where [T systems can reduce or eliminate labor and time intensive manual processes. Analyzes and diagnoses
system failures to isclate source of problems. Performs testing, troubleshoots, and corrects complex or unusual
problems involving interface and interoperability of system components such as hardware, systems software, and
applications programs. Manages installation of system patches and enhancements/updates and ensures system
integrity is not compromised. Develops standard procedures for account establishment, system maintenance, and
system recovery. Ensures maintenance and upgrade procedures are established in such a way as to minimize
disruption to normal business functions of organizations within the installation. This includes ensuring scheduled
backups of servers and the application of upgrades or system patches will have minimum impact. Provides proactive
consultation and instruction with system users to ensure seamless implementation of changes. Serves as a senior
advisor to lower-graded specialists engaged in similar responsibilities.

STANDARDS:

A. With few exceptions, appropriately plans, coordinates, and implements all system upgrades and modifications
necessary to meet user requirements.

B. Routinely optimizes the functionality and performance of systems.

C. Almost always ensures system continuity through effective surveillance of system components and their
operation. : '

KSA: 2,4,5,6,7

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

1. Extensive knowledge of operations of GTN, including applications, operating systems, management principles,
information processing standards and procedures.

2. Extensive knowledge of the principles, methods, and practices for integrating information system components
sufficient to plan, coordinate, and administer computer systems, and optimize system performance.

3. In depth knowledge of configuration management regulations, principles, and techniques.
4. Skill in planning, organizing, directing, operating and evaluating of systems.

5. Skill and ability to communicate effectively, both orally and in writing, to address complex technical issues,
prepare statements and briefings for senior military, government, and civilian officials.

6. Ability to gather facts and use effective analytical methods to assess information, plan the sequence of actions
necessary to make sound decisions and solve a variety of problems.
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7. Skill and ability to apply methods for troubleshooting, recovering, adjusting, modifying, and improving systems
to solve complex problems, provide support that minimizes interruptions in service to customers, and maintains
liaison with industry and other activities.

CLASSIFICATION CRITERIA:
Factor 1, Knowledge Required By the Position Level 1-8 1550 Points

- Mastery of knowledge of database and system administration with special emphasis on USTRANSCOM’s premier
information system, the Global Transportation Network {GTN). Uses this knowledge to provide technical expertise
and experience in dealing with extremely broad and complex issues associated with the GTN. Such in-depth
knowledge is sought by and provided on a daily basis to superiors up to and including the TCJ6, a Brigadier General
position. :

-- Mastery of knowledge of systems architecture. Expert knowledge of configuration management to review and
coordinate on configuration modifications. Such knowledge is required to evaluate proposed changes to the GTN to
ensure implementation does not disrupt in-transit visibility for worldwide combatant commanders that use the
Defense Transportation System.

-- Expert knowledge of system administration to administer relevant operating system(s). Mastery of knowledge and
fluency in at least one command language. Such knowledge is required by the senior systems administrator as he not
only provides the highest level of support to the command, but also mentors and trains junior system administrators.

-- Mastery of written and oral communication techniques to allow highly technical information to be communicated
to both technical and non-technical audiences as appropriate.

-- Comprehensive knowledge of the command’s IT standards. Extensive knowledge of systems design, local
operating system software, and database concepts to envision problems which would be encountered by application
programmers in using various database structures. Knowledge of technological advancements in database
management field and the needs of the command sufficient to perform studies to evaluate whether change in the local
database management system (DBMS) would be cost-effective. Knowledge of system programming design
techniques to develop enhancements to the DBMS. Such knowledge will ensure the command takes advantage of
the technological functions of current versions of database systems while focusing on upcoming advancements that
could provide increased capabilities.

-- Extensive knowledge of the overall Federal, DOD, and command policy, rules and regulations regarding data
element standardization and knowledge of DOD’s general IT standards sufficient to advise computer specialists on
the use of elements and codes in the assigned application areas. Knowledge of work processes and terminology in
the applications area and the command’s organization and structure sufficient to recognize areas of overlap or

- duplication in data elements and determine coordination required to resolve problems.

-- Knowledge of organizational mission, objectives, terminology, and management practices of the Services, TCCs
and other agencies in order to recognize probable areas of interaction and overlap between proposed and existing
systems. Such knowledge is required to understand and communicate with the process owners of more than 20 data
source feeds into the GTN.

Factor 2, Supervisory Controls Level 2-4 450 Points

The supervisor assigns objectives to be achieved and special problems to be solved. The supervisor is available for
advice or assistance as necessary, but the employee is relied upon to plan and carry out the work independently,
keeping the supervisor advised of progress and unusual complications or matters of a far-reaching, policy-making
nature. The employee resolves problems, coordinates work with other computer and user personnel as necessary,
interprets policy, and makes technical decisions regarding data base structure. Completed work is reviewed for
effectiveness in meeting requirements and expected results.
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Factor 3, Guidelines . Level 3-4 450 Points

Command IT standards and policies and vendor’s technical literature are available; however, guidelines are very
general with respect to adapting the DBMS to the command’s particular needs. The employee must anticipate
problem areas, research trends in data needs, and develop techniques and/or specialized programs to be used for
evaluating possible changes in DBMS procedures, with special emphasis on the GTN.

Factor 4, Complexity Level 4-5 325 Points

The work involves wide variety of knowledge and analysis of all major resources within the GTN. Assignments
consist of a variety of activities in the database and computer systems management field. The work requires
developing new and original approaches and concepts as wells as modifying existing ones. Decisions regarding what
needs to be done involve issues complicated by factors such as requirements and program changes, rapidly evolving
technology, and sweeping changes in customer requirements. Sound judgment and resourcefulness are essential
skills required to facilitate the timely completion and implementation of operational systems. Additionally, the
incumbent must stay abreast of the rapid advance in computer technology.

Factor 5, Scope and Effect Level 5-4 225 Points

The work involves requirements analysis, design, and planning necessary to support implementation of both major
and minor software/hardware upgrades of the GTN in support of the command’s mission. Work enables GTN and
TRAC2ES customers to accomplish mission requirements in the most effective manner possible through the optimal
application of information technology. N

Factor 6/7, Personal Contacts/Purpose of Contacts Level 6/7-3C 180 Points

Personal contacts with USTRANSCOM senior leadership and staff officers to advise and coordinate C4S programs
are a daily requirement. Personal contacts with Transportation Component Commands {Air Mobility Command,
Military Sealift Command, Military Surface Deployment and Distribution Command) and outside agencies are made
frequently to ensure coordination of requirements and development and resolution of C4S issues. Contacts are made
with functional users, system and network administrators, and mid-level and senior leadership personnel, as weil as
DOD contractors. Employee participates in various conferences within USTRANSCOM to discuss/define user
requirements and their impacts on development and connectivity of current and future versions of GTN.

Contacts are used to define requirements for new data processing capabilities and modifications to existing systems
in support of the USTRANSCOM transportation mission. Contacts are necessary to discuss feasibility, problem
definition and solutions, and issues regarding system compatibility and interoperability.

Factor 8§, Physical Demands Level 8-1 5 Points

The work is generally of a sedentary nature. The employee may be required to walk to nearby buildings for meetings
or stand during meeting attendance. The employee may be required to carry light objects such as files and reports.
No special physical qualifications are required.

Factor 9, Work Environment Level 9-1 3 Points

Work is performed in a normal office setting where basic safety precautions are required. Work occasionally
requires travel away from normal duty station.

Other significant facts pertaining to this position are:

1.  Employee will serve as Branch Chief when necessary or required.

2. Employee will serve as government lead for GTN Customer Support Center.

3. Employee will serve as government lead for Transportation Regulating and Command and Control Evacuation

System (TRAC2ES) Tier Il support team.
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4. Employee will be required to work uncommon tours including weekends and holidays to accomplish remedial
actions for emergency situations.

5. Overtime and/or emergency overtime may be required.

6. This is a key position. Incumbents must be removed from their military recall status if alternatives for filling the
position during an emergency are not available. The incumbent may be required to take part in test alerts and
practice exercises.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED:
OPM PCS Job Family Position Classification Standard for Administrative Work in the Information Technology

Group, GS-2200, dated May 2001

FACTOR LEVELS AND POINTS: 1-8, 1550 points; 2-4, 450 points; 3-4, 450 points; 4-5, 325 points; 5-4, 225
points; 6/7-3C, 180 points; 8-1, 5 points; 9-1, 5 points.

GS-13 Point Range: 3155-3600
Total Points: 3190
Grade: GS-13

CLASSIFICATION REMARKS:

This position is the lead for the GTN Customer Support Center and the TRAC2ES Tier II support team, maintains,
monitors, analyses, and performance tunes the database and is the GTN technical advisor to management. This is
clearly two-grade interval work and meets the series definition for the GS-2210, i.e., paramount knowledge of IT
principles, concepts, practices, and methodology is required. The work performed primarily consists of database
management and system analysis, therefore the position is titled Information Technology Specialist (Data
Management/System Analysis).

Final Determination: GS-2210-13, IT SPECIALIST (DATAMGT/SYSANALYSIS)

AFPC Free Flow Format
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to function as Information Technology System Security Manager,
INetwork Security Manager, and Information Systems Security officer responsibie for assisting in the planning,
organizing, directing, coordinating, and controlling of major security programs and for ensuring that the Information
Technology security policy and guidance of numerous JCS regulations and AF Special Security Instructions are
followed.

The organizational location of this position is:

United States Transportation Command, Operations and Plans Division, Information Assurance Branch, Scott AFB,
I 62225-5357

ORGANIZATIONAL GOALS OR OBJECTIVES: Provides general oversight, administration, and overall
coordination of security matters, including analysis, test, and evaluation. Ensures that security instructions,
guidance, and standard operating procedures are prepared, issued, and maintained for the site in accordance with
directions from higher headquarters. Monitors implementation of said instructions and procedures and directs
actions appropriate to remedy security deficiencies.

DUTY 1: 40% Critical

Develops, reviews, revises, and implements procedures for investigating, reporting, and resolving all information
systems security incidents involving the command information systems and the information systems interfaces.
Ensures that continuing tests of the information systems security protective features are performed and maintains
documentation of the results. Effectively ensures that information systems security activities, policies, and directives are
enforced and that conflicts of interest, responsibilities and functions are resolved. Develops, reviews, and submits for
approval plans and procedures for monitoring and reacting to information systems security warning messages and reports.
Initiates programs and procedures to improve and enhance the information systems security aspects of the command’s
information systems which often have worldwide impact. Ensures that all personnel who install, operate, maintain, or
utilize the command’s information systems and related hardware hold the proper security clearance and access
authorization, and are indoctrinated in applicable information system security requirements and responsibilities.
Evaluates the effectiveness and impact of the information systems security measures/procedures of any communications
interface to specified information system and plans and prepares correspondence to the appropriate command authority,
identifying problem areas as appropriate.

STANDARDS:
A. Consistently evaluates and determines adequacy of security measures in information systems plans and programs.

B. Normally develops new information systems security programs, standards, and capabilities to promote and
enhance effectiveness of DOD, Joiat Staff, Air Force, and USTRANSCOM system security.

C. Usually ensures users of information systems are educated in and comply with the DOD, IS, AF, and
USTRANSCOM security directives.

D. Almost always brings initiatives into practice ahead of established schedule.

KSA: 1,2,3,4,5,6,7
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DUTY 2: 25% Critical

Investigates and reports information systems security incidents that could degrade network integrity to the
appropriate command autherity for consideration and appropriate action. Immediately notifies the appropriate
command authority of any suspected information system security incident associated with a remote network site.
Provides recommendations to assist the DAA in determining if other sites should be denied access to resources at the
command and if network operations should be terminated at the remote site. Leads cross-command incident
response teamn in developing solutions to security incidents. Evaluates progress of solution implementation and
provides periodic updates to directorate leadership. Reviews security incidents for negative trends and lessons
learned. Develops, reviews and implements risk mitigation programs to reduce impact of negative security trends.

STANDARDS:

A. Normally reviews information systems security inspection reports, technical security reports, and specifications
for proposed information systems to effectively ascertain scope of problems and trends.

B. Typically initiates timely actions to correct deficiencies, revise standards, and specifications, and/or promulgated
new guidance '

C. Usually investigates and takes necessary corrective action immediately or in a timely manner, depending on the
critical importance of the issue.

KSA: 1,2,3,4,5

DUTY 3: 25% Critical

Serves as USTRANSCOM Information Assurance Manager providing information systems security advice
and guidance on special projects to command program managers. Ensures program managers have an
understanding of information system operational objectives, specifications and products and which products are
authorized for use on the USTRANSCOM local area network. Reviews, evaluates and ensures compatibility of
procedures, techniques and policies with those of other interfacing ADP organizations. Provides liaison on
information systems security issues with system administrators, network administrators, security specialists, and
database administrators at USTRANSCOM. Maintains liaison with internal USTRANSCOM and external
organizations in order to anticipate the future direction of information systems security technology and policies.
Requires review of technical and contractual regulations and policies, and visits other government agencies to keep
abreast of current trends in information systems security technologies, security risk management, current vendor
services, and evolving technologies.

STANDARDS:

A. Normally provides accurate technical advice and policy interpretation to diverse, highly skilled operational,
technical and systems experts in pursuit of organizational goals,

B. Typically leads, develops, encourages, improves and evaluates assigned government and contractor resources
effectively.

C. Usually stays abreast of DoD and USTRANSCOM standards.

D. Consistently protects classified matenal properly.
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KSA: 2,3,7
DUTY 4: 10% Critical

Maintains liaison and positive relationships with the Joint Staff (JS), service headquarters staffs, National
Security Agency (NSA), service MAJCOMs, Transportation Component Commands (TCCs), and command
activities to discuss and resolve information systems security issues. Develops, reviews and distributes technical
reports on security threats and incidents to DOD and other governmental agencies. Coordinates security activities
with components to ensure consistent security posture across the components. Represents USTRANSCOM at
meetings with the JS, NSA, MAJCOMs, TCCs and commercial organizations. Develops security briefings and
presents USTRANSCOM concerns on information systems security at various meetings and conferences.

STANDARDS:
A. Typically maintains positive relations with activities and counterparts.
B. Normally develops and presents effective briefings.

KSA: 1,2,3,6,7

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA)

1. Knowledge of a full range of information technology security principles, concepts, practices, products and
services (including systems software, database software, immediate access storage technology), and methods for
evaluating risk and vulnerability, implementing mitigating improvement, and disseminating information technology
security tools and procedures.

2. Knowledge of information technology security (INFOSEC) requirements for certification and accreditation,
network operations and protocols, systems testing and evaluation, and performance management methods sufficient
to plan and conduct security accreditation reviews for installed systems or networks and assess and advise on new or
revised security measures and countermeasures based on the results of accreditation reviews.

3. Knowledge of Local Area Network security requirements and techniques for protecting computer systems from
viruses, data tampering, and unauthorized system entry.

4. Expert knowledge of the Defense Transportation System information technologies.

5. Knowledge of a broad range of telecommunications concepts and principles, operating modes, systems, media,
equipment, equipment configuration, and related software systems, processes and procedures to assess and advise on
vulnerability to attack from a variety of sources (e.g., espionage, disruption of services, destructive
programs/applications) and procedures and methods for protection of systems and applications.

6. Ability to communicate effectively, both orally and in writing.

7. Ability to develop and conduct training on information security.

CLASSIFICATION CRITERIA:




CORE PERSONNEL DOCUMENT Number: 9542881

Factor 1, Knowledge Required By The Position Level 1-7, 1250 Points

Knowledge of a wide range of information technology security principles, methods, regulations, policies, products and
services sufficient to develop specifications to ensure compliance with security requirements at the LAN level and to
plan and coordinate the delivery of an information technology security awareness training program for end users at afl
levels in the command.

Knowledge of a wide range of information technology security requirements for certification and accreditation;
network operations and protocols; systems testing and evaluation; and performance management methods sufficient to
implement and coordinate activities designed to ensure, protect, and restore information technology systems, services,
and capabilities; to monitor and evaluate systems compliance with information technology. security requirements;
provide advice and guidance in implementing information technology security policies and procedures in the
development and operation of network systems; to plan and conduct security accreditation reviews for installed
systems or networks; and to recommend new or revised security measures and countermeasures based on the results of
accreditation reviews.

Knowledge of a wide range of information technology and communication computer security techniques, requirements,
methods, sources, and procedures in INFOSEC automated software security.

Knowledge of system software and systems development life cycles including systems documentation, design
development, configuration management, cost analysis, data administration, systems integration, and testing.

Knowledge of information technology security requirements and skill sufficient to develop and evaluate program
documentation 10 include: mission needs statements, operational requirements documents and support plans,
specifications, and proposals. ’

Ability to serve as the focal point for information security, providing advice and assistance on complex issues to
improve the information technology security program comprising many unique organizations and large, complex
computer and communications security systems.

Ability to apply sound judgment in the use of security knowledge and in weighing the impact of variables such as
granting access to classified keying material and other issues that influence the course of actions taken in resolving
security questions or issues.

Ability to apply policies, principles, and information technology security concepts sufficient to carry out activities
leading to security C&A.

Ability to apply findings of assessments to mitigate Information Technology security risks through the implementation
of corrective actions.

Factor 2, Supervisory Controls Level 2-4, 450 Points

The supervisor of this position discusses the incumbent’s assignments in general terms and defines the overall
objectives. The employee has responsibility for planning, designing, and carrying out projects, and for coordinating, as
a peer, with experts both within and outside the organization. The employee independently resolves problems,
determines the best approach and methodology to be used, coordinates work with others as necessary, interprets policy,
makes technical decisions, and keeps the supervisor apprised of potential problems. In performing the work, the
employee makes technical judgments in deciding which analytical and technical decisions lead to or help form decisions
on operational policy. Completed work is reviewed for expected results.

Factor 3, Guidelines : Level 3-4, 450 Points
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Guidelines primarily consist of Public Law, Federal, DOD, Joint Staff policies, components, and local regulations,
policies, standards, and precedents that provide general guidance. Guidelines specific to assignments are often very
general or have gaps in specificity that require considerable interpretation and adaptation for applications to issues or
problems. Judgment, initiative, and resourcefulness are required in deviating from established methods to modify,
adapt, and/or refine broader guidelines to resolve specific complex and/or intricate issues and problems; treat specific
issues or problems; research trends and patterns; develop new methods and criteria; and/or propose new policies and
practices.

Factor 4, Complexity , Level 4-4, 225 Points

Assignments consist of various computer systems security projects or evaluations that require planning, analysis and
implementation of preventative or corrective measures. Systems access capabilities, user access requirements,
physical and personnel security requirements may need to be considered jointly or individually to evaluate problems,
resolve issues or establish measures to prevent unauthorized access. Deciding what has to be done typically involves
assessing situations complicated by conflicting or insufficient data which must be analyzed to determine the
applicability of established methods. A wide variety of information and a number of computer systems must be
evaluated in the process of formulating overall recommendauons Consideration must be given to probable future
changes that would impact the security of IT systems.

Factor 5, Scope and Effect Level 5-4, 225 Points

The work involves investigating and analyzing a variety of unusual problems, questions, or conditions associated
with security; formulating projects or studies or establishing criteria in computer security, The work affects
computer systems which in turn affects a wide range of agency activities.

Factor 6, Personal Contacts and Factor 7, Purpose of Contacts Level 6-3/7C, 180 Points
Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands’ information
technology leadership, the Joint Staff, the Office of the Secretary of Defense, and varicus directorate level points of
contact within USTRANSCOM. Contacts occur in scheduled and unscheduled meetings, workshops, conferences,
and TDYSs requiring incumbent’s technical familiarity with complex information systems security issues. Timelines,
appointments, coordination and reporting are all extremely difficult due to the level of approval contact required.
Employee must vary methods and approaches for achieving results based on the broad nature of contacts.

Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to
cooperate in meeting objectives and deadlines when there are problems securing cooperation.

Factor 8, Physical Demands . , Level 8-1, 5 Points

The work requires no special physical demands and is sedentary in nature. It may involve some walking, standing,
bending or carrying of light items such as files, computer reports or office supplies.

Factor 9, Work Environment Level 9-1, 5 Points

The work is performed in a typical office setting. Special safety precautions are not required.

Other significant facts pertaining to this position are -

Incumbent may be required to travel by regularly scheduled passenger military or commercial aircraft in the
performance of temporary duty assignments.
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The employee must obtain and maintain a Top Secret clearance.
This position may require the employee to work other than normal duty hours, which may include overtime.

Incumbent may act as Section Chief when required.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD (S) USED:

OPM PCS Job Family Position Classification Standard for Administrative Work in the Information Technology
Group, GS-2200, dated May 2001

FACTOR LEVELS AND POINTS: 1-7, 1250 pts; 2-4, 450 pts; 3-4, 450 pts; 4-4, 225 pts; 5-4, 225 pts; 6-3/7C, 180
pts; 8-1, 5 pts; 9-1, 5 pts.

GS-12 point range: 2755-3150
Total points: 2790

Final Classification: Information Technology Specialist (INFOSEC), GS-2210-12







NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

POSITION AND HIRING INFORMATION
1. POSITION NUMBER 2. POSITION TITLE 3, OCCUPATIONAL CODE
9543034 IT SPEC (PLCYPLN) 2210
4. ORGANIZATIONAL TITLE 5. CAREER 6. PAY 7. PAY 8. TARGET 9. OPM FUNCTIONAL
GRoUP SCHEDULE | BAND PAY BAND CODE
Standard YA 02 02 NA
10. DRUG TEST | 11. BUS CODE 72, FAIR LABOR STANDARDS ACT 13. DOD SUPERVISORY
8888-5USC CH STATUS & AF SL

ves x No | 71120X1) N _X E 5CFR551.206 DAD 5IAF 5
14. KEY/EMERGENCY 15. MOBILIZATION INDICATOR 15. ENVIRONMENTAL/HAZARD [ 17. CERTIFICATION REQUIRED

ESSENTIAL DIFFERENTIAL ___YE5_X NO
NA C ~ Position required in No

-1 mobilization and peacetime .
18. POSITIVE EDUCATION REQUIREMENTS | 19. LANGUAGE REQUIRED 29, LANGUAGE IDENTIFIER
__YES_X_ NO __YES_X NO NA
21. FINANCIAL STATEMENTS REQUIRED 22. POSITION SENSITIVITY | 23. PAY POOL IDENTIFIER 24. LAUTENBERG/SMITH
AMENDMENT
YES _X _NO .. -

- ‘ Nongritical Sensitive : ~YES _X_NO
25. DUTIES

Plans, develops, and implements USTRANSCOM TCJ6 activities, initiatives, and programs. Gathers,
assembles, and analyzes facts. draws conclusions. devises solutions to prablems, and identifies changes and
trends as they relate to transformational activities. Applies expert analytical and technical skills to the
identification. consideration. and resolutions of issues or problems concerning efficiency and effectiveness of
transformational activities. initiatives, and programs. Devises and develops acquisition strategies for the
implementation and integration of transformational activities, initiatives, and programs. Leads the
synchronization and integration of transformational changes through the execution and management of
programmatic goals and process. Assesses and evaluates organizational structuring options for complex,
diverse organizations and works in a multi-functional environment involving interaction with the highest
executive and management levels of the Air Foice, Department of Defense, and Chief Executives. Represents
the TJC6 Directorate as a member of the USTRANSCOM Transformation Task Force.

26, POSITION'S ORGANIZATION
USTCITCJE-XC

27. POSITION OCCUPIED 28. a. DUTY STATION (City ~ County - State Or Overseas Localion)
Competitive Scott AFB, Bellevilie, St Clalr County, IL
b. GEOGRAPHICAL LOCATION CODE
177835163

29. Core Competencies

Air Force Skill Codes:

Percentage Skilt Code Shred Subshred Literal Translation

50% APM ZAF Computer Specialist/Program Management

25% APM PLR Computer Specialist/Plans and
Requirements

25% APM Yyag : Computer SpecialisttAcquisition
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Air Force Automated Form - Jul 2006 : PD Number, 9543034
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.

30. . COMPONENT INEORMATION

A, STANDARD CCCUPATION.CODE (SOC)

B NATIONAL GUARD BUREAU
STATUS | _YES__ NO

T AIRARNY RESERVE TECANICIAN

B, AF-SPEC-CODE/ MIL
OCCUPATIONAL SPEC

DUAL STATUS | NQN@UAL

e g@C@M =T p""MPﬁgﬂj
Ve e

H; ORGANIZATIONAL
NT
USTRANSTOM
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COMP LEVEL CODE: K45A
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33. CONEHT!ONS OF APPO!NTMENTIOTHER SIGN!FICANT FACTS
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35 Al THORIZED MANAGEMENT DFFICIAL
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T b, DATE (YYYVINMIDD).
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

POSITION AND HIRING INFORMATION

1. POSITION NUMBER 2, POSITION TITLE 3. OCCUPATIONAL CODE
95 N1441 Information Technology Specialist (Policy and Planning) 2240
4. ORGANIZATIONAL TITLE 5. CAREER 8. PAY 7. PAY 8. TARGET 9. OPM FUNCTIONAL
USTRANSCOM , GROUP SCHEDULE BAND PAY BAND CODE
o SC YA 2 :
IT Specialist .
10. DRUG TEST | 11. BUS CODE 12. FAIR LABOR STANDARDS ACT | 13. DOD SUPERVISORY
8888 — 5USC ( I STATUS & AF SL.
__YES_X_NO | 7y1pmyp) N __X _E 5CFR551,207 ~ | DoD 2/AF 5
14. KEY/EMERGENCY 15, MOBIHIZATION INDICATOR { 16, ENVIRONMENTAL/HAZARD | 17. CERTIFICATION RE REQU!RED
. ESSENTIAL C-position required in peace | DIFFERENTIAL
NO. time and upon moblization ] NO —X_YES___NO
18. POSITIVE EDUCATION REQUIREMENTS 19. LANGUAGE ﬁEQUIREB : ] 20. LANGUAGE IDENTIFIER
|
__YES_X_NO __YES X _NO | N/A
21. FINANCIAL STATEMENTS REQUIRED 22, POSITION SENSITIVITY | 23. PAY POOL IDENTIFIER 24. LAUTENBERG/SMITH
AMENDMENT
YES _X__ NO - W
T — Non-Critical Sensitive __YES_X NO
25. DUTIES

Serves as a Senior IT Specialist supporting assigned Defense Transportation System (DTS) IT systems and programs. Performs
technical analysis for IT functional requirements, plans, and IT architecture design, development, testing, and implementation of IT
systems. Identifies and ensures compliance of DoD standards, policies, and procedures for the acquisition of IT systems. Reviews
technical proposals and contract deliverables for program managers. Establishes and maintains documentation library and technical
standards required to achieve optimal interoperability and' supportability. Takes broadly defined goals from such sources such as the
systems specifications or ill-defined user requirements, compares them to the command’s mission, current system design and state-of-
the-art technology to design and plan new systems, subsystems or interfaces to satisfy those goals or requirements. Conducts
feasibility studies and cost-benefit analysis, defines milestones in software development, and provides technical guidance during
development. Evaluates, monitors, and manages the progress of assigned DTS IT systems development. Develops and monitors
sequencing plans to transition from the enterprise baseline environment to the target IT environment. For assigned IT systems, serves
as a command DTS enterprise technical and systems expert and consultant in the areas of architecture, integration, and interoperability.
Maintains laison with internal USTRANSCOM and external organizations in order to anticipate the future direction of IT systems and
acquisition policies and regulator requirements. Conducts interoperability and supportability assessments across the DTS to ensure
that systems are designed and developed in accordance with the concepts, policies, and standards defined by the enterprise architecture.
Establishes evaluation criteria, develops updates, and executes technical assessment studies. Creates, reviews, and monitors
Communications-Computer System Requirements Documents (CSRD) in support of the technical review boards and groups by
evaluating IT system requirements to determine operational IT capability and licensing requirements.

26. POSITION’S ORGANIZATION
USTRANSCOM/TCE-PE

28. a. DUTY STATION (Gity — Gounty — State Or Overseas Location) ‘

27. POSITION OCCUPIED
Scott Air Force Base, ST Clair, Ik

Competitive
b. GEOGRAPHICAL LOCATION CODE

177835163

29. Core Competencies
Air Force Skill Codes:

Percentage Skill Code Shred Subshred Literal Translation

§0% - APMZAF - Computer Specialist, Program Management
26% APMYYB i Computer Spsclalist, Acquisition

25% APMDBA Computer Specialist/Database Management

DD FORM 2918, Jul 2008
Air Force Automated Form - Jul 2008

PD Number: 88 N1441




NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

30. COMPONENT INFORMATION

A. STANDARD OCCUPATION CODE {SOC) B. NATIONAL GUARD BUREAU C. AIRZARMY RESERVE TECHNICIAN

DUAL STATUS NON-DUAL STATUS
D. AF SPEC CODE/ ML N AT
QCCUPATIONAL SPEC
i
03384

H. ORGANIZATIONAL 1. CAREER FIELD/ J. RESEAVED FOR COMPONENT USE | 31. PRP OPTION CODE

ENVIRONMENT COMMUNITY Qg Funs' Codes DDY

Joint Activify E- Comm & Info f:,ﬁ:;n ;}:nké‘;::g‘;:}g:& e

32. SKILLS INFORMATION

1. Mastery knowledge of, and skill in applying government pelicies, directives, and other regulatory memorandum

concerning program management, utilization, acquisition, modeling, technological advances, and standardization of C48

principles, concepts, methods, practices, and processes.

2. Expert knowledge of DOD IT systems including configuration, applications, operaling systems, and management
principles and techniques, Extensive knowledge of DID, Service, Joint Staff, commercial, and GSA directives,

regulations, practices, and policies. Expert knowledge of Defense Transportation System information technologies.

3, Expert knowledge and skill in applying, IT acquisition regulations, policies, practices and proccdures

4, Professional skill and ability to communicate cffectively, both orally and in writing.

5. Ability to apply extensive knowledge of current IT methods, practices and procedures. Stays curtent of technological

advancements in an everchanging environment,

6. Ability to plan, organize, prioritize, and delegate daily workload 10 meet rapidly changing deadlines and circumstances.

33 CONDITIONS OF APPOINTHENTIOTHER SIGNIFICANT FACTS T
. Incumbent may be required 1o travel by regularly scheduled passenger, military, or commercial aircraft in the
pert"ormancc of temporary duty assignments,

2. Employee must meet, or be capable of meeting, Delense Acquisition Work Improvement Act (DAWIA) requirements
applicable to the duties of the position, ' .

3. The employee must oblain an{d maintain a Secret security clearance.
4. This position may require the employee to work other than normal duty hours, which may include overtime,

5. Employece is expected to meet Continuing Acquisition Edueation requirements,

A. DOD RESERVED ~ Rephces PU#ISHI184

34, OTHER REQUIREMENTS l B. DOD RESERVED & 50D RESERVED 5. DOD RESERVED £. COMPONENT USE

35, AUTHORIZED MANAGEMENT OFFICIAL

b. TITLE b. DATE {YYYYIMWDD}

Chiel, Distribution Capabililes and Supporl
Oivision Pe ;o’i)@/@%/g}»‘?

g, SIGNAT!

36 CLASSIFICATION APPRO

3. SIGNATURE 5. TITLE b, DATE (YT VIO
M MLW Human Resource Specialist ((lassification) é@ﬂ? - %/ -~ 2’@
7 7
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AIR FORCE STANDARD CORE PERSONNEL DOCUMENT (SCPD)
ORGANIZATION: | USTC/TCI6-GE SCPD NUMBER: 9842876 —
o SUPV LEVEL CODE: § ' COMP LEVEL CODE: K36A~
) TARGET GRADE: 3 NAor FLSA: , Exempt
- DRUGTEST: No CAREER FIELD ID: E
. SENSITIVITY: Noncritical-Sensitive CENTRALLY MANAGED TYPE: 2
EMERGENCY ESS: » N/A BUS: 8888
KEY POSITION: N/A POSITION HIST: Replaces 42596. This is a Term position.
CLASSIFICATION:  information-Technology-Spectatist, GS-2ZT0-13 I 1 specict st (qu m‘»(\a‘»*l\)»
DUTY TITLE: Senior Information Technology Specialist v Bre 210 oL
ORG & FUNC CODE: DPY Coco oty /cé
1ST SKILL CODE: 50% APMZAF Computer Specialist/Program Management
2RD SKILL CODE: 25% APMYYB Computer Specialist/Acquisition
3ND SKILL CODE: 25% APMDB#A) Computer Specialist/Database Management
CLASSIFIED BY:

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet
classification, staffing, and performance management purposes,

/,ZM//»J e sl A2 S 28

CLASSIFIER’S SIGNATURE DATE

SUPERVISOR’S CERTIFICATION: [ certify that this SCPD is an accurate statement of the major duties,
knowledges, skills, and abilities, responsibilities, physical and performance requirements of this position and its
organizational relationships. The position is necessary to carry out government functions for which I am responsible.
This certification is made with the knowledge that this information is to be used for statutory purposes relating to
appointment a yment of public funds and that false or misleading statements may constitute violations of such

statutes g, implementing gegulation ,
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R
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STANDARD CORE PERSONNEL DOCUMENT Number: 9842876

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to perform duties of a Senior IT Specialist in support of GTN. Performs
technical analysis for IT functional requirements, plans, and IT architecture design, development, testing, and
implementation of Information Technology (IT) systems. Identifies and ensures compliance of DOD standards,
policies, and procedures for the acquisition of IT systems. Reviews technical proposals and contract deliverables for
program managers. Establishes and maintains documentation library and technical standards required to achieve
optimal interoperability and supportability.

The organizational location of this position is: United States Transportation Command, Command, Control,
Communications and Computer Systems Directorate, TCI6-GE Scott AFB, IL 62225-5357

ORGANIZATIONAL GOALS OR OBJECTIVES: Develops, implements, and ensures compliance with plans,
policies, standards, infrastructures, and enterprise architecture framework to ensure interoperability and
supportability among all USTRANSCOM GTN Information Technology (IT) systems. Provides technical guidance
and defines milestones for technical integration of systems and subsystems. Employs the Integrated Defense
Acquisition, Technology & Logistic Life Cycle Management Frame Work for USTRANSCOM GTN acquisitions.
Develops technical documentation in the form of task orders for contractor support in technical integration and other
integration related documents, provides guidance to contractor, civilian, and military personnel, and develops data
requirements documents, systems/subsystems specifications and test plans.

DUTY 1: ’ 50 % Critical

Performs technical analysis of IT functional requirements, develops and evaluates Information Systems
Architectures, and develops/evaluates acquisition plans. Takes broadly defined goals from such sources as the
systems specification or ill-defined user requirements, compares them to the command’s mission, current system
design and state-of-the-art technology to design and plan new systems, subsystems or interfaces to satisty those

" goals/requirements. Conducts feasibility studies and cost-benefit analysis, defines milestones in software
development, and provides technical guidance during development. Investigates trends and patterns in Information
Technologies, and when appropriate, advocates departing from established procedures. Ensures systems GTN
architecture compliance for applicable DoD and USAF Security Regulations and Instructions, Global Information
Grid (GIG) policies, and ensures that the appropriate engineering design principles are employed such as the
Carnegie Mellon Capability Maturity Model CMMISM for Systems Engineering/Sofiware Engineering/Integrated
Product and Process Development.

STANDARDS:

A. Effectively provides program management of the development and implementation of architecture products
reflecting multiple USTRANSCOM programs/systems with few exceptions. Normally provides guidance acquiring
and maintaining USTRINASCOM GTN Systems using the Integrated Defense Acquisition, Technology & Logistic
Life Cycle Management Frame Work. )

B. Provides technical and systems oversight of architecture activities to facilitate the design, development,
integration, and interoperability of multiple USTRANSCOM systems, subsystems, and prototypes, which is typically

accurate and timely.

C. Usually provides effective guidance and ensure compliance for information systems design and development
with DoD and USAF Policies, Regulations, Instructions, and Manuals.

KSA: All

DUTY 2: 20% Critical

Page 2
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Evaluates, monitors, and manages progress of GTN IT systems development. Recommends, in coordination
with all other directorates and component commands, technical standards, and IT compliance procedures for
USTRANSCOM GTN systems. Develops and monitors sequencing plans to transition from the enterprise baseline
environment to the target environment. This includes monitoring program compliance with technical architecture
design and standards, as well as the multiple, concurrent, interdependent activities and incremental builds to ensure
that required enterprise capabilities are met. Uses influence and persuasion at program reviews, conferences, and
other functions concerning USTRANSCOM's GTN architecture position. Works closely with Program Managers 0
ensure systems meet C4S interoperability and supportability requirements and expectations. Develops point papers,
presents briefings, and other presentations on future plans and current program status for senior staff, distinguished
visitors, decision-makers, and other agencies, as required.

STANDARDS:

A. Evaluates and portrays sequencing plans displaying enterprise-wide program progress, maturity, compliance to
standards, schedule, and performance status, most often accurately and professionally.

B. Normally provides continuous improvement by examining processes and making suggestions to improve
interoperability and supportability of USTRANSCOM IT systems, policies, and procedures.

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and
decision-making process, with rare exception.

D. In most cases, develops and maintains effective communications, both orally and in writing. Normally maintains
effective working relationships, internally and with other organizations.

KSA: ALL

DUTY 3: 15% Critical

Serves as a USTRANSCOM GTN enterprise technical and systems expert and consultant in the areas of
architecture, integration, and interoperability. Assures understanding of technical and systems requirements,
objectives, specifications, and products by all concerned activities. Reviews, evaluates and ensures interoperability
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides
guidance on standards to civilian, military, and contractor personnel. Maintains liaison with internal
USTRANSCOM and external organizations in order to anticipate the future direction of 1T systems and acquisition
policies and regulatory requirements. Assists in Statement of Work preparation and establishment of performance
requirements. Requires review and application of technical contractual regulations and policies, and visits with other
government agencies and contractors to keep abreast with the current trends in IT systems and programs, security
risk and management, current vendor services, and evolving technologies.

STANDARDS:

A. Provides accurate technical and systems advice and policy interpretation to diverse, highly skilled, operational,
technical, and systems experts in pursuit of organizational goals in most cases. Typically leads, develops,
encourages, improves, and evaluates assigned government and contractor resources effectively.

B. Coordinates various organizations output resulting in specific products for senior leadership and customer
support review and approval that are generally effective.

C. Most often consistentty maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards
and ensures proper protection of classified material with few exceptions.

KSA: 1,2,3,4
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DUTY 4: ‘ 10% Critical

Conducts interoperability and supportability assessments across the GTN and the USTRANSCOM family of
systems to ensure that systems are designed and developed in accordance with the concepts, policies, and
standards defined by the enterprise architecture. Establishes evaluation criteria, and develops, updates, and
executes technical assessment studies. Establishes a forum to discuss technical issues/concerns and to ensure sound
IT program management through an evaluation of the technical feasibility and solvency of each USTRANSCOM
GTN system/program. Results are considered during broader IT investment analysis process in evaluating the
overall program viability, interoperability, and supportability against limited I'T resources and program constraints.
Findings are evaluated and recommendations provided to both the program manager and the CIO Program Review
Process (CPRP). Provides technical guidance and evaluates milestones for feasibility, technical integration, and
interoperability of systems and subsystems. Provides technical guidance to civilian, military, and contractor
personnel.

STANDARDS:

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance,
data interfaces, database standardization, schedule and timelines, security documentation, security technical
implementation, technical solutions, and standards compliance.

B. Communicates professionally and effectively, both orally and in writing, in most cases.

KSA: 1,2,4,6

DUTY &: 5% ‘ Critical

Creates, reviews and monitors Communications-Computer System Requirements Document (CSRD) in support of the
Command, Control, Communications, and Computer C4 Systems Advisory Board (C4SAB). Receives request for a
new or updated communications-computer capability and determines if capability or license already exists. If not available,
prepares CSRD stating requirement, justification, and impact if requirement is not met. Monitors CSRD through entire
process. Attends C4SAB meetings to discuss CSRDs and to answer any questions from the board on CSRDs. Troubleshoots
and corrects level-one communications-computer problems and forwards unresolved problems to the USTRANSCOM Help
Desk.

STANDARDS:

A. Generally accepts request and determines need for CSRD in timely manner. Typically monitors CSRD as it processes,
and provides feedback to requestor professionally and effectively. Usually answers all questions upon request.

B. In most cases, attends meetings and provides details, costs, etc., in an effective manner.

KSA: 4,5,6

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

1. Mastery knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum
concerning program management compliance, utilization, technological advances, and standardization of C4S
principles, concepts, methods, standards, practices, and processes.

2. Expert knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned
with DOD, Joint Staff, Services and Agencies.

3. Expert knowledge of, and skill in applying, DOD Architecture Framework associated with interoperability and
supportability of IT systems.

Page 4
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4. Ability to apply extensive knowledge of the current CIO IT investment process and C4S Advisory Board as it relates to
technical assessment and recommendations.

5. Ability to plan, organize, and prioritize daily workload to meet changing deadlines and rapidly changing circumstances.
6. Professional skill and ability to communicate effectively, both oraily and in writing, complex technical issues and

statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings,
chair meetings, and prepare reports.

CLASSIFICATION CRITERIA:
Factor 1, Knowledge Required By The Position Level 1-8 15350 Points

Mastery of, and skill in applying, advanced knowledge of ITconcepts, methods, standards, and practices in order to
serve as an Architecture authority for enterprise programs/systems development, implementation, and migration.
Performs a key role in very difficuit assignments, such as identifying duplicative efforts or gaps that minimize
broader enterprise interoperability solutions and have wide-spread mission impact. Includes an in-depth knowledge
of a wide range of IT methods, advancements, systems concepts, analysis, design, development, and testing of
applications for both hardware and software.

Mastery knowledge of IT policies and principles, such as Clinger-Cohen Act, to enforce compliance regarding
system design, development and implementation solutions combined with a broad knowledge of IT systems data,
data flow, interfaces, and interactions.

Mastery knowledge of IT concepts and practices associated with DOD Architecture Framework and compliance
process for developing, evaluating, and approving IT products and applications. Provide expert technical advice,
guidance, and recommendations to upper management. Implements new concepts and methodologies to better
manage oversight and control previously unsolvable problems.

Expert knowledge of program management principles, methods and practices combined with an extensive
understanding of the analytical and administrative methods and techniques required to evaluate enterprise-wide
programs for effectiveness and efficiencies associated with interoperability and supportability standards and
guidance.

Expert knowledge of acquisition and software engineering principies such as the Carnegie Meilon University
CMMPAM for Systems Engineering/Software Engineering/Integrated Product and Process Development, and the
Malcolm Baldrige National Quality Award Program.

Skill and ability to develop new or modified approaches and work methods, establish innovative techniques, and
identify measurement and evaluative criteria to determine program effectiveness and to analyze and resolve highly
complex problems. Utilizes various methods to resolve or scope workforce issues associated with I'T
program/initiatives.

Factor 2, Supervisory Controls - Level 2-4 450 Points

The supervisor outlines assignments in general terms and defines the overall objectives. Within these general areas
of difection the employee has responsibility for planning, designing and carrying out objectives and assignments,
and for coordinating, as a peer, with experts both within and outside the organization. The employee independently
resolves problems, determines the best approach and methodology to be used, coordinates work with others, as
necessary, interprets policies, and apprises the supervisor about progress, potentially controversial matters, or far-
reaching implications. In performing the work, the employvee makes technical judgments in deciding which
analytical and technical decisions lead to, or help form, decisions on operational policy. Review is made for
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adherence to policies, attainment of objectives, and, ultimately, for effectiveness in predicting the resources needed

to accomplish the work.

Level 3-4 450 Points

Factor 3, Guidelines

Guidelines primarily consist of Public Law, Federal, DOD, and Joint Staff policies, and local regulations, policies,
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general
or have gaps in specificity that require considerable interpretation and adaptation for application to issues or
problems. Judgment, initiative, and resourcefulness are required in deviating from established methods to modify,
adapt, and/or refine broader guidelines to resolve specific complex and/or intricate issues and problems; treat
specific issues or problems; research trends and patterns; develop new methods and criteria; and/or propose new

policies and practices.

Factor 4, Complexity Level 4-5 325 Points

The employee makes determinations and plans actions to develop and implement new methods, techniques, policies,
and architectural requirements for the USTRANSCOM GTN. Project assignments involve a variety of duties,
projects, studies, and/or evaluations requiring an in-depth analysis of IT or acquisition issues characterized by the
need for significant departures from established practices. Decisions concerning what needs to be done are
complicated by conflicting or insufficient data that must be analyzed to determine the applicability of established
methods. Although precedent studies and programs are helpful, they are usually untried at the scale proposed. A
number of approaches to accomplish the work are possible and decisions regarding the approach are complicated by
the extensive coordination required between the various users, other IT staff and supporting Command staff, e.g.,
legal review. The work requires developing criteria where numerous conditions, options, and conflicting user needs
must be considered. Incumbent must also consider probable areas of future changes in policy affecting enterprise-
wide designs, hardware and software developments, or comparable aspects of assigned prolects in order to resolve
complex technical issues, and plan for user requirements and emerging technology.

Factor 5, Scope and Effect Level 5-5 - 325 Poinis

The work involves isolating and defining issues or conditions, resolving critical problems in enterprise-wide
systems, and /or developing new approaches and techniques for use by others, and monitoring
testing/implementation of new technologies. The employee serves as a consultant and enterprise advisor in

controlling a common direction to which the overall enterprise architecture and various supporting [T applications
are deemed interoperable. Advice, guidance, or results of the work affect development of major aspects of mission-

related business systems and technologies used throughout the agency.

Factor 6, Personnel Contacts and Factor 7, Purpose of Contacts TLevel 3C 180 Points

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands’ information
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings,
briefings, negotiating sessions, workshops, conferences, and TDY’s requiring incumbent’s technical familiarity with
complex IT issues. Timelines, appointments, coordination, and reporting are all extremely difficult due to the fevel
of approval contact that is required. The employee must vary methods and approaches for achieving results based on

the broad nature of contacts.

Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or

develop suitable alternatives.

Factor 8, Physical Demands Level §-1 5 Points
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The work requires no special physical demands and is sedentary in nature. The work may involve some walking and
standing in conjunction with travel to and attendance at meetings and conferences away from the work site. May
carry light items such as documents, books, laptops, and/or drive a motor vehicle.

Factor 9, Work Environment Level 9-1 5 Points

The work is performed in a typical office setting with visits to various other buildings or offices to support projects.
The work environment involves everyday risks or discomforts that require normal safety precautions.

Other significant facts pertaining to this position are:

* Incumbent may be required to travel by regularly scheduled passenger, military, or commercial aircraft in
the performance of temporary duty assignments.

¢ The employee must obtain and maintain a Secret security clearance.
e This position may require the employee to work other than normal duty hours, which may include overtime.

* Incumbent may act as Branch Chief when required.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED:

OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group,
GS-2200, covering the GS-2210, Information Technology Management Series, May 2001.

Factor Level are as follows: 1-8, 1550 points; 2-4, 450 points; 3-4, 450 poihts; 4-5, 325 points; 5-5, 325 points;
6-3/7¢, 180 points; 8-1, 5 points; 9-1, 5 points.

GS-13 Point Range:  3155-3600
Total Points: 3290
Grade: GS-13

Final Classification: Information Technology Specialist, GS-2210-13
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is;

Exsrcise project management responsibilities for validated and funded USTRANSCOM andfor Joint Staff
directed Command, Controt, Communications, and Computer {C4) business system requirements and
implement technical solutions in accordance with current C4S policies, funding constraints, acquisition
strategy, maintenance concepts, and configuration management plans.

The organizational location of this position is:

United States Transportation Command, Directorate of Command, Control, Communication and
Computer Systems Directorate {TCJ8), Programs Division, Scott AFB, IL. 62225-5357

ORGANIZATIONAL GOALS OR OBJECTIVES:
The organizational goals or objectives of this position are:

Manage, develop, and implement validated and funded USTRANSCOM Command, Contrel,
Communications, and Computer (C4) Systems projects and provide command oversight for DOD, Joint
Staft C4S, USTRANSCOM and component commands programs, Implement technical sclutions in
accordance with current C4S policies, funding constraints, acquisition strategy, maintenance, and
integrated logistics support for new programs untii the system has been certified, commissioned, and
accepted by the responsible operations and maintenance activity. ‘

DUTY 1: ' ' 40%  Critical

Manages, develops, and implements USTRANSCOM validated programs and/or Joint Staff
directed programs and systems. Performs analysis of functional, tinancial, and technical aspects of IT
requirements, plans, and software development. Takes broadly-defined goals from such sources as the
system specifications, or il-defined user requirements, compares them to the command’s mission, current
systems dasign, and state-of-the-art technology in order to design and plan new systems, subsystems,
and interfaces to satisfy those goals/requirements. Consideration must be given to the often conflicting
criteria of mission needs, functional requirements. security requirements, system capability, system
performance, and funding criteria. Conducts feasibility studies and cost-benefit analyses, defines
milestones in development, and recommends alternative solutions to identified problem areas in current
processes and systems. Develops implementation plans for the IT development and provides technical
guidance during development. Plans the management and acquisition strategy for assigned programs or
projects. Directs and monitors contractor activities to assure progress on cost, schedule, performance,
and/or supportability criteria. Influences and persuades management officials to accept technical
technical alternatives which differ from the original proposals. Persuades staff officers and management
officials to accept controversial changes to established objectives. Investigates trends and patterns in IT
programs and systems development to advocate departing from established procedures. Analyzes design
objectives for technical feasibility. Participates in, or leads, integrated teams to evaluate and establish
technical requirements. Prepares comprehensive evaluations and/or recommendations for directorate
level consideration. Frequently contacts representatives of the Services, Joint Staff, Transportation
Component Commands {TCC), and supported Commanders in Chiets {CINC) to evaluate complex
integration problems and provide technical guidance. or recommended solutions for USTRANSCOM and
component commands. )

STANDARDS:
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A. Provides project management of the development and implementation activities of multiple
USTRANSCOM programs/systems in an expert manner with few exceptions. Plans the management
acquisition strategy, and implementation plans.

B. Provides technical oversight of software engineering activities to facilitate the design, development,
integration, and interoperability of multiple USTRANSCOM systems, subsystemns, and prototypes,
which is typically accurate and timely,

C. Typically develops marketing concepts for USTRANSCOM programs/systems to the user community
which are most often offective.

KSA: Al

DUTY 2: » 25%  Critical

Evaluates, monltors, manages, and reports on the progress of IT systemn deveiopment,
Recommends, in coordination with all other agency organizations. technical policy, and iT procedures for
USTRANSCOM systems. Provides positive contributions to the quality assurance program. Participates
in tormal review of implementation of enhancements. Attends high-level decision meetings at
USTRANSCOM and users’ groups. Defends the program position at program reviews, conferences, and
other functions. Works closely with functional managers 10 ensure system meets user requirements and
expectations. Develops point papers, presents briefings, and other presentations on future plans and
current project status for senior statf, distinguished visitors, decision-makers, and other agencies, as
required.

STANDARDS:

A. Evaluates and portrays programn progress. program cost, schedule, and performance status, most
often accurately and professionally. Provides continuous improvement by examining work processes
and making suggestions to improve quality. timefiness, and efficiency of USTRANSCOM IT systems.
policies and procedures.

B. Strives for maximum organizational results by cooperating with others to make team decisions work,
with rare exception. Develops and maintains effective communications, both orally and in writing, and
working relationships, internally and with other organizations, in most cases.

KSA: All

DUTY 3: 20%  Critical

Serves as a USTRANSCOM technical expert and consultant for assigned programs and systems to
command and other DOD agency staff specialists and operating personnel on problems
encountered in implementing systems and the development of related procedures and proposals.
Assures understanding of functional requirements. operational objectives. specifications, and products by
all concerned activities. Reviews, evaluates and ensures compatibility of procedures, techniques and
policies with those of other interfacing IT organizations. Provides liaison on program issues with system
administrators, network administrators. security specialists, and database administrators at
USTRANSCOM. Provides guidance on standards to civilian, military. and contractor personnel. Maintains
liaison with internal USTRANSCOM and external organizations in order to anticipate the future direction of
IT systems and acquisition policies and regulatory requirements. Serves as the Contracting Qifficers’ .
Representative (COR) for assigned programs/systermns and performs those duties and responsibilities in
accordance with negotiated contractual requirements. Requires review of technical and contractual '
regulations and policies. and visits with other government agencies. and contractors, to keep abreast with
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the current trends in IT systems and programs security risk and management, current vendor services,
and evolving technologies.

STANDARDS:

A. Provides technical advice and poiicy interpretation to diverse, highly skilled operational, technical and
systems experts in pursuit of organizational goais that is accurate in most cases. Typically leads,

develops, encourages, improves, and evaluates assigned government and contractor resources in an
accurate manner.

B. Coordinates various organizations output resulting in specific products for senior leadership and
customner suppon review and approval which is generally etfective.

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM
standards, and ensures proper protection of classified material with few exceptions.

KSA: 2,3,5

DUTY 4: 15%  Critical

Monitors the development of tests to ensure that systems perform in accordance with the
functional description and system specifications. Evaluates test results and test reports. and
recommends acceptancefrejection o the supervisor. Provides technical guidance and defines milestones
for technical integration and interoperability of systems and subsystemns. Develops technical
documentation in the form of task orders for contractor support in technical integration and interoperability
and other associated documents. Provides technical guidance to civilian, military, and contractor
personnel. Develops data requirements documents, system/subsystem specifications. and test plans.

STANDARDS:

A. Typically performs accurate and timely review and evaluation of test plans, performance plans. system
capacity reports, test cases and scenarios for meeting mission requirements, effectiveness, accuracy,
timeliness, and quality.

B. Communicates results, both orally and in writing, in most cases professionally and effectively.

KSA: 1.2,3.4,6

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA)

1. Mastery knowlaedge of, and skill in applying, government policies, directives, and other regulatory
memorandum concerning program management, utilization, acquisition, modeling. technological
advances. and standardization of C4 principles, concepts, methods, standards, practices, and processes.
Expert knowledge of Strategic Planning processes and techniques.

2. Expert knowledge of DODIT systems including corfiguration, applications, operating systems, and
management principles and techniques. Extensive knowledge of DOD, Service, Joint Staff, commercial,
and GSA direclives, regulations, practices, and policies. Expert knowledge of the Defense Transportation
System information technologies. i

3. Expert knowledge of, and skill in applying, IT systems acquisition regulations, policies, guidelines,
practices and procedures.
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4. Protessional skill and ability to communicate effectively, both orally and in writing, complex technical
issues and statements prepared for senior military, government, and civilian officials. Skill and ability to
present technical briefings, chair meetings, and prepare reports.

5. Ability to apply extensive knowledge of current IT methods, practices and procedures, Stays current
with technological advancements in an ever-changing environment.

6. Ability to plan, organize, prioritize, and delegate dai!y workload to meet changing deadlines and rapidly
changing circumstances.

CLASSIFICATION CRITERIA;
Factor 1, Knowledge ﬁequired By The Position Level 1-8 1550 Points

Mastery of, and skill in applying, advanced knowledge of IT principles, concepts, methods, standards. and
practices in order to serve as a technical authority for assigned programs/systems, development,
acquisition, and implementation. Performs a key role in very difficult assignments, such as planning for
advanced system projects or leading task forces for resolving critical problems which require innovative
solutions, and have wide-spread mission impact. Includes an in-depth knowledge of a wide range of IT
technigues and experience with multiple IT specialties and disciplines.

Expert knowledge of the technical characteristics of the IT hardware and software systems, the
Command’s IT architecture, knowledge of comparable systems in use in other agencies, and the private
sector, for accomplishing similar applications. and knowledge of emerging technology to serve as a
technical expert providing leadership and technical guidance to specialists involved in life cycle
management of IT systems.

Expert knowledge of IT as relates to systems design/development concepts, meeting mission functional
requirements, and related policies and procedures to provide advice and consultation to system planners
and developers. :

Mastery of the principles, policies, and practices of {T systems acquisition and program management.
Applies this expert-level knowledge 1o serve as a program manager responsible for the planning.
organization, and realization of IT systems acquisition, testing, implementation, and operational
tunctionality. Mastery knowledge of IT systems life cycle processes including development, testing,
acquisition, deployment, and support.

Expert knowledge of program management theories, principles, and practices combined with an extensive
understanding of the analytical, evaluative, and administrative methods and techniques required for
managing 1T systems/ programs.

Skill and ability to develop new approaches, establish innovative techniques, and identify measurement
and evaluative criteria to determine program effectiveness, to develop new or modified work methods, and
to analyze and resolve highly complex problems.

Factor 2, Supervisary Controls Level 2-4 450 Points

The supervisor outlines assignments in general terms and defines the overall objectives. Within these
general areas of direction, the employee has responsibility for planning, designing, and carrying out
studies or projects, and for coordinating, as a peer, with experts both within and outside the organization.
The employee independently resolves problems, determines the best approach and methodology to be
used. coordinates work with others, as necessary, interprets policy, makes technical decisions. and
apprises the supervisor of potential problems. In performing the work, the employee makes technical
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judgments in deciding which analytical and technical decisions lead 1o, or heip form, decisions on
operational policy. The incumbent is regarded as one of the Isading technical authorities and expert for
DOD systems. The supervisor usually accepts the employee’'s recommendations without change. The
incumbent is responsible for decision making, direction and execution based on past practices, executive:
level feedback and DTS-wide assessments, and has authority to make agency-leve! coordination without
supervision. Supervisory review consists of receiving executive-level decision briefs, assessing
soundness of overall approach, effectiveness in adjusting priorities, direction, guidance, or interpretation of
acts, resolutions and laws, and incumbent initiating/incorporating new guidance into projects or missions.
Review process is unstructured, flexible and largely driven by the situation.

Factor 3, Guidelines Level 3-4 450 Poims

Guidelines primarily consis? of Public Law, Federal, DOD, and/or Joint Staff policies, components, and
local regulations, policies, standards, and precedents that provide general guidance. Guidelines specific
to assignments are often inapplicable or have gaps in specificity that requires considerable interpretation
and/or adaptation for application to issues or problems. Judgment, initiative and resourcefulness are
required to interpret conflicting directives and overall objectives, isolate areas that require further study, or
show greatest promise, and develop plans for resolving issues. When guidelines are lacking. the
empioyee must generate new or improved methods to be tested which may provide a basis for future
guidelines.

Factor 4, Complexity Level 4-5 325 Points

The incumbent makes determinations and plans actions to develop and implement new methods,
techniques, policies, and operational requirements for C4 business systems. Project assignments involve
a variety of duties, projects, studies, and/or evaluations requiring an in-depth analysis of IT or acquisition
issues, characterized by the need for signiticant departures from established practices. Problems are
resistant to solutions used in the past. Decisions concerning what needs to be done are complicated by
conflicting or insufficient data which must be analyzed to determine the applicability of established
methods, Although precedent studies and programs are helpful, they are usually untried at the scale
proposed. A number of approaches to accomplish the work are possible and decisions regarding
approach are complicated by the extensive coordination required between the various users, other IT staff
and supporting Command staff, e.q., legal review. The work requires developing criteria where numerous
conditions, options, and conflicting user needs must be considered. Incumbent must also consider
probable areas of future changes in policy aifecting system designs, hardware and software
developments, or comparable aspects of assigned projects in order to resolve complex technical issues,
plan for user requirements, and emerging technology.

Factor 5, Scope and Effect Level 5-5 325 Points

The work involves isolating and defining issues or conditions, resolving critical problems in agency wide
systems, and/or developing new approaches and techniques for use by others, monitoring testing. and
implementation of new technologies. The employee serves as a consultant and project manager in
carrying out one-ol-a-kind programs/systems. Advice, guidance. or results of the work affect development
of major aspects of mission-related business programs and systems used throughout the agency. The
work significantly affects development of major areas or the results of the work of other computer experts
throughout the agency, contractor project managers, and/or in other agencies.

Factor 6, Personal Contacts and Factor 7, Purpose of Contacts Level 3D 280 Points

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands’
information technology leadership, the Joinl Staff, the Office of the Secretary of Delense. and various
directorate level and functional points of contact within USTRANSCOM. Frequent contacts are at the
General Officer or equivalent level. and with contractors at the Project Manager level. Contacts occur in
scheduled and unscheduled meetings, in formal and informal settings, briefings, negotiating sessions,
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workshops, conferences, and TDY's requiring incumbent’s technical tamiliarity with complex IT issues.
Timelines, appointments, coordination and reporting are all extiremely difficult due 1o the leve! of approval
contact that is required. The employee must vary methods and approaches for achieving results based
on the broad nature of contacts.

The primary purpose of contacts are to present, justily, defend, negotiats, or settle matters involving
significant or controversial IT issues which may impact the nature and scope of programs, and dealing
with substantial expenditures. Contacts involve influencing others to utilize particular technical methods
and procedures, or to persuade them to cooperate in meeting objectives and deadlines when there are
problems securing cooperation. The persons contacted have diverse viewpoints, goals or objectives;
consequently, requires ability to bring parties to compromise, or develop suitable alternatives. The
incumbent participates in briefings, negotiations, and meetings involving problems or issues of
considerable consequence and/or vital importance.

Factor 8, Physical Demands Level 8-1 5 Points

The work requires no special physical demands and is sedentary in nature. The work may involve some
walking and standing in conjunction with travel and to attend meetings and conferences away from the
work site. May carry light items. such as, documents, laptops, books, and/or to drive a motor vehicle.

Factor 9, Work Environment ‘ Level 9-1 5 Poinis

The work is performed in a typical office setting, that is adequately lighted, heated, and ventilated. The
work environment involves everyday risks or discomforts that require normal safety precautions.

Other significant facts pertaining to this position are:

s incumbent may be required to travel by regularly scheduled passenger, military, or commercial
aircralt in the performance of temporary duty assignments.

+ The employee must obtain and maintain a Top Secret security clearance.

« This position may require the employee to work other than normal duty hours, which may include
overtime. .

s Incumbent may act as Branch Chief when required..

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED:

USOPM Job Family Position Classification Standard for Administrative Work in the information
Technology Group, GS-2200 (GS-2210), May 2001 ,

CLASSIFICATION REMARKS:

The job incumbent(s) serves as a technical expert where IT knowledge is paramount for performance of
the work. The job clearly meets the definition of the GS-2210 series as contained in referenced guide
above. The appropriate title is Information Technology Specialist, with no parenthetical title since the
duties and responsibilities as a program/system project manager span the gamut of the ten speciafties
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listed in the standard. The factor levels credited are as follows. as evident in the Factor Leve! descriptions
contained above in the position description:

FL 1-8: 1550 points
FL2-4 450 points
FL3-4 450 points
FL 4-5 325 points
FL 5-5 325 points
FL 6/7 (3D) 280 points
FL 8-1 5 points
FL 9-1 5 points
TOTAL 3390 Points

GS-13 Point range: 3155-3600

Grade: GS-13

Final Determination: Information Technology Specialist, GS-2210-13

2} February 2002
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to serve as a first level supervisor, providing planning, directing,
organizing, and exercising control over non-supervisory employees assigned to the Systems and Technology
Architecture Branch. Establishes and maintains standard profiles for Information Technology (IT) systems.
Reconciles IT systems functions with process capabilities. Develops and manages the Corporate Resource
Information Source (CRIS) database. Develops, directs and performs technical assessment for all Transportation
Working Capital Funds (TWCF) IT systems. Supports portfolio managers in the performance of technical reviews.
Performs configuration management for all systems and technical view products. Performs data calls for all IT
systems. Prioritizes and develops front-end application to CRIS.

The organizational location of this position is: United States Transportation Command, Command, Controf,
Communications and Computer Systems Directorate, Deputy Director for Distribution Portfolio Management, Enterprise
Architecture Division, Systems and Technology Architecture Branch.

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are: develops, implements, and ensures compliance with
plans, policies, standards, infrastructures, and enterprise architecture framework to ensure interoperability and

* supportability among all enterprise Information Technology (IT) systems. Facilitates, coordinates, and integrates the
development and evolution of USTRANSCOM’s Enterprise Architecture, consisting of multiple views (operational,
systems, and technical views) that promote interoperability and supportability, and improves understanding,
comparisons, and relationships across organizational and joint boundaries.

DUTY 1: Critical

Plans, organizes, and directs the activities of the Systems and Technology Architecture Branch. Develops
goals and objectives that integrate organization and objectives for enterprise architecture for USTRANSCOM
validated and/or proposed programs including Joint Staff directed programs and systems. Researches, interprets,
analyzes and applies DOD, Joint, Combatant Commands, and non-DOD strategies, policies, regulations and
guidelines. Establishes policies and procedures for accomplishment of the mission of the Systems and Technology
Architecture Branch. Plans and schedules work in 2 manner that promotes a smooth flow and even distribution.
Coordinates plans and schedules with other organization managers and customers as appropriate. Identifies needs
for changes in priorities and takes action to implement such changes. Plans works to be accomplished by

- subordinates, sets and adjusts short-term priorities, and prepares schedules. Assigns work to subordinate employees
based on organization priorities and consideration of difficulty and requirements of assignments such that the
experience, training, and abilities of staff are effectively utilized to meet organization and customer needs. Balances
workload and provides advise, guidance, and direction on a wide range of technical and administrative issues.
Structures assignments to create effective and economical positions. Coordinates with other organization managers
and customers as appropriate. Reviews organization mission, functions, and manning. Identifies requirements and
initiates requests for additional resources including personnel, overtime, equipment, supplies, and space to ensure
success in meeting goals and objectives. Provides advice to supervisor of significant issues and problems related to
work accomplishments. Establishes metrics and analyzes systems to ensure processes are meeting critical
requirements. Accepts, amends, or rejects work presented by subordinates. Performs self-inspection and presents
detailed and comprehensive report with any corrective action taken to supervisor. Follows-up to ensure complete
and quality resolution of discrepancies. Assesses and revises policies and procedures as needed to find ways to
improve quality, timeliness, and efficiency of work.

STANDARDS:

A. Planning, organizing, and directing efforts typically comply with higher headquarters guidance and achieve
organization and customer needs.

B. Management of resources normally meets the needs of the staff and customers adequately and effectively.

C. Methods established to review actions are usually effective and ensure legal and regulatory compliance issues
and/or customer concerns are promptly identified and addressed.
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KSA: 1,2,3,4

DUTY 2: Critical

Exercises supervisory personnel management responsibilities. Advises and provides counsel to employees regarding
policies, procedures, and directives of management. Selects or recommends selections of candidates for vacancies,
promotions, details, and reassignments taking into consideration skills and qualifications, mission requirements, and
EEO and diversity objectives. Develops, modifies, and/or interprets performance standards. Explains performance
expectations to employees and provides regular feedback on strengths and weaknesses. Holds employees responsible
for satisfactory completion of work assignments. Appraises subordinate workers’ performance ensuring consistency and
equity in rating techniques. Recommends awards when appropriate and approves within-grade increases. Hears and
resolves employee complaints and refers serious unresolved complaints to higher level management. Initiates action to
correct performance or conduct problems. Effects minor disciplinary measures such as warnings and reprimands and
recommends action in more serious disciplinary matters. Prepares documentation to support actions taken. Identifies
employee developmental needs and provides or recommends for training (formal and on-the-job) to maintain and
improve job performance. Encourages self-development. Approves master level schedule assuring adequate coverage
for peak workloads and traditional holiday vacation time. Demonstrates sensitivity to ideas of subordinates. Promotes
an environment in which employees are empowered (o participate in and contribute to effective mission
accomplishment. Discharges security responsibilities by ensuring education and compliance with security directives for
employees with access to classified or sensitive material. Recognizes and takes action to correct situations posing a
threat to the health or safety of subordinates. Applies EEQ principles and requirements to all personnel management
actions and decisions, and ensures all personnel are treated in a manner free of discrimination. Periodically reviews
position descriptions to ensure accuracy and the most effective utilization of personnel resources. Explains
classification determination to subordinate employees.

STANDARDS:

A. Personnel management actions initiated are typically prompt, accurate, and well considered in terms of mission,
legal, regulatory, and EEO objectives.

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and
promotes development of individual skills and abilities.

C. Consistently observes and complies with health, safety, and security directives.

KSA:1,5,6,7

DUTY 3: " Critical

Represents the Enterprise Architecture Division with the Defense logistics community and national partners.
Establishes, develops, and maintains effective working relationships with representatives of the Office of Secretary
of Defense (Logistics), Joint Staff, Combatant Commands, Services, Agencies, components commands, and
commercial industry partners. Meets with functional proponents, key customers, and coordinating officials to assess
customer satisfaction, explain organization policy and procedures, and resolve-unusual problems that arise. Provides
or ensures that subordinates provide customer guidance and training. Participates in special projects and initiatives
and perform special assignments. Identifies the need for special projects and initiates milestones and goals.
Evaluates reports by analyzing facts and performing appropriate research and prepares detailed responses.
Determines appropriate recommendations for unresolved or questionable problems and ensures follow-up action is
taken. Researches and determines or recommends appropriate actions or interpretation of issues that may impact
organization, command, agency, commercial or national interest.

STANDARDS:

A. Interactions with internal and external officials and/or customers are usually diplomatic, convincing, professional,
and promote effective working relationships.
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B. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly
addressed.

C Typically ensures participation and outcomes of special projects result in positive impact on the organization
and/or improves quality.

KSA: 1,4,5,6,7

DUTY 4: Critical

Serves as a USTRANSCOM enterprise technical and systems expert and consultant in the areas of
architecture, integration, and interoperability. Assures understanding of technical and systems requirements,
objectives, specifications, and products by all concerned activities. Reviews, evaluates and ensures interoperability
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides
guidance on standards to civilian, military, and contractor personnel. Maintains Haison with internal
USTRANSCOM and external organizations in order to anticipate the future direction of IT systems and acquisition
policies and regulatory requirements. As required, serves as the Contracting Officers’ Representative (COR) for
assigned programs and performs those duties and responsibilities in accordance with negotiated contractual
requirements. Assists in Statement of Work preparation and establishment of performance requirements. Requires
review and application of technical contractual regulations and policies, and visits with other government agencies
and contractors to keep abreast with the current trends in IT systems and programs, security risk and management,
current vendor services, and evolving technologies.

STANDARDS:

A. Provides technical and systems advice and policy interpretation to diverse, highly skilled, operational, technical,
and systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads, develops,
encourages, improves, and evaluates assigned government and contractor resources in an accurate manner.

B. Coordinates various organizations output resulting in specific products for senior leadership and customer
support review and approval that are generally effective.

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards
and ensures proper protection of classified material with few exceptions. '

KSA: 1,2,3,4

DUTY §: Critical

Conducts interoperability and supportability assessments across the enterprise to ensure that systems are
designed and developed in accordance with the concepts, policies, and standards defined by the enterprise
architecture. Establishes evaluation criteria, and develops, updates, and executes technical assessment studies.
Establishes forum to discuss technical issues/concerns and to ensure sound IT program management through an
evaluation of the technical feasibility and solvency of each USTRANSCOM system/program. Results are considered
during broader IT investment analysis process in evaluating the overall program viability, interoperability, and
supportability against limited IT resources and program constraints. Findings are evaluated and recommendations
provided to both the program manager and the CIO Program Review Process (CPRP). Provides technical guidance
and evaluates milestones for feasibility, technical integration, and interoperability of systems and subsystems.
Provides technical guidance to civilian, military, and contractor personnel.

STANDARDS:
A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance, data
interfaces, database standardization, schedule and timelines, security documentation, security technical

implementation, technical solutions, and standards compliance.

B. Communicates professionally and effectively, both orally and in writing, in most cases.
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KSA: 1,2,4,6

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

L. Expert knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum
concerning program management compliance, utilization, technological advances, and standardization of C4S

principles, concepts, methods, standards, practices, and processes.

2. Knowledge of safety and security regulations, practices, and procedures.

3. Ability to plan, organize, and direct the functions and staff of a small to medium sized organization.

4. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings,

chair meetings, and prepare reports.

5. Knowledge of management and personnel practices with respects to Department of Defense working
environments.

6 Expert knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned
with DOD, Joint Staff, Services and Agencies.

7. Expert knowledge of, and skill in applying, DOD Architecture Framework associated with interoperability and
supportability of IT systems. ‘ ,

8. Ability to apply extensive knowledge of the current CIO IT investment process and C4S Advisory Board as it relates to
technical assessment and recommendations.

SUPERVISORY CONTROLS:

Works under the general supervision of the Chief, Enterprise Architecture Division. The employee independently
plans, organizes, and directs the work of the Systems and Technology Architecture Branch to achieve goals and
objectives and ensure compliance to legal and regulatory requirements. Work is reviewed in terms of overall
mission support and attainment of organizational and Department goals.

CLASSIFICATION CRITERIA:
Factor 1, Program Scope and Effect Level 1-3 550 Points

The purpose of the work is to provide command and DOD advice and guidance on enterprise architecture issues
associated with end-to-end supply and transportation operational processes and all supporting logistics information
systems. The employee typically serves as a senior expert and consultant regarding all issues associated with
developing, maintaining, aligning and influencing change through enterprise architectures. Oversees the facilitation for
integrating a variety of logistics process activities and supporting logistics systems into a series of comprehensive
transformation plans. Ensures subordinate employees monitor progress toward meeting the plans. Directs studies and
executes workshops to analyze architecture information and establish integrated interrelations between operational
logistics processes and supporting IT applications. Evaluates new developments in technology and analyzes potential
impacts on supply chain environments. Efforts generally cut across service components, agencies and global
geographic regions. Work also involves the analysis of operational requirements for logistics information systems to
include data automation policies, regulations, and procedures to determine their impacts on operational processes and
missions.

Factor 2, Organizational Setting Level 2-2 250 Points

The employee is accountable to the Enterprise Architecture Division Chief who is one reporting level below the first
SES or general officer, equivalent in the direct supervisory chain.

Factor 3, Supervisory and Maﬁagerial Authority Exercised Level 3-2¢ 450 Points
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The incumbent assigns and reviews works, assuring accuracy requirements are met and approves leave. The
incumbent also: plans and schedules work to be accomplished by subordinates; sets and adjusts short-term priorities,
assigns work in consideration of emplovee skills and mission requirements; develops performance standards and
rates subordinates’ performance; advises employees on work and administrative matters; implements methods and
procedures to improve organizational performance; and identifies and provides for employee training and
development. The employee also: recommends selection of candidates for positions; recommends position structure
changes; takes disciplinary actions and hears and resolves formal employee complaints and grievances as delegated
by higher level management; and assesses and revises policies and procedures as needed to find ways to improve
quality, timeliness, and efficiency of work.

Factor 4, Personal Contacts

Subfactor 4A- Nature of Contacts Level 4A-3 75 Points
Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands’ information
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings,
briefings, negotiating sessions, workshops, conferences, and TDY’s requiring incumbent’s technical familiarity with
complex IT issues. Timelines, appointments, coordination, and reporting are all extremely difficult due to the level
of approval contact that is required. The employee must vary methods and approaches for achieving results based on
the broad nature of contacts.

. Subfacter 4B~ Purpose of Contacts Level 4B-3 100 Points
Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or
develop suitable alternatives.

Factor 5, Difficulty of Typical Work Directed Level 5-8 1030 Points

The position is responsible for providing direction and supervision over work at the GS-13 level which best
characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the organization and which
constitutes 25 percent or more of the workload (not positions or employees) of the organization.

Factor 6, Other Conditions Level 6-5 1225 Points

The work supervised or overseen involves complex technical and administrative work comparable to GS-13 level
work. The work involves developing innovative solutions and implementing new policies, procedures and
methodologies that will impact all users of DoD transportation services. Extensive analysis and evaluation of
existing and proposed processes are necessary and requires staff members to interpret broad guidelines and use
sound judgment when recommending actions.

Other significant facts pertaining to this position are:

1. Work may occasionally require travel away from the normal duty station on military or commercial aircraft.
2. Incumbent will be required to perform temporary duty (TDY) to meet mission needs and to use government
quarters.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED: US OPM PCS for General Schedule Supervisory Guide, TS-123, April
1993, revised in April 1998; and DOD Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999).

GS-14 Point Range: 3605-4050
Total Points: 3680
Grade: GS-14
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to exercise Information Technology (IT) Portfolio Management (PfM)
responsibilities for proposed and funded USTRANSCOM and/or Joint Staff directed Command, Control,
Communications, and Computer Systems (C48), and in support of the DOD Distribution Portfolio Manager,
exercise IT PIM for proposed and funded systems within the DOD Distribution Portfolio. These responsibilities will
be exercised to improve IT capabilities and mission outcomes using PIM processes, IT Investment Management
principles, and employing the products and information derived from the enterprise architecture and other systems
data resources. Responsibilities include deriving technical and systems solutions in accordance with current C483, IT
PfM, and IT Investment Management policies and directives; in compliance with mtegrated Enterprise Architecture
principles and standards.

The organizational location of this poesition is: United States Transportation Command, Command, Control,
Communications and Computer Systems Directorate / Chief Information Officer (TCJ6 / CIO), IT Policy and
Distribution Portfolio Management Division, Portfolio Analysis Branch (TCI6-IP), Scott AFB, IL 62225-5357

ORGANIZATIONAL GOALS OR OBJECTIVES:  Develops, implements, and ensures compliance with plans,
policies, standards, infrastructures, and enterprise architecture to ensure the management of current and planned IT
investments as portfolios. Facilitates, coordinates, and integrates the development and evolution of
USTRANSCOM’s IT portfolios using an integrated enterprise architecture, integrated plans, risk management
techniques, capability goals and objectives, and performance measures.

DUTY 1: ‘ 40%  Critical

Manages, develops, and implements a PIM process for USTRANSCOM validated and/or proposed
programs, projects, and initiatives including Joint StafY directed programs and systems, and systems within
the DOD Distribution Portfelie. The process includes a wide range of IT portfolio management activities
extending and applying to the entire organizational enterprise, to include analysis, selection, control, and evaluation,
utilizes an enterprise architecture to capture the architectural representation of the IT systems embodied in the
various components of the overall enterprise, and their relationships to each other; and identifies gaps between
current and future environments, assessing process improvement opportunities within and across the distribution
portfolio. Performs studies, reviews acquisition strategies and program lifecycle management, creates/revises'IT and
PfM policies, and establishes plans and policies to optimize IT enablers across the distribution and transportation
enterprises. Develops guidelines to ensure the PIM process 1s maintained in a current state. Frequently contacts
representatives of the Office of the Secretary of Defense, Joint Staff, Combatant Commanders, Services, and/or
Transportation Component Commands (TCC) to evaluate PIM issues and provide techmcal guidance, or
recommended solutions for USTRANSCOM and component commands.

STANDARDS:

A, Provides program management of the development and implementation of USTRANSCOM's PfM processes in
an expert manner with few exceptions. Consistently ensures information is readily available to support Portfolio
Management and IT investment processes,

B. Provides oversight of PfM activities to facilitate the design, developmént, integration, and interoperability of
multiple USTRANSCOM and DOD Distribution systems, subsystems, and prototypes, which is typically accurate
and timely.

C. Typically develops marketing and outreach initiatives to the user communities that are most often effective.

ESA: All
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DUTY 2: 25%  Critical

Evaluates, monitors, and manages progress of enterprise IT PfM process development. Recommends, in
coordination with all other Directorates, Component Commands, COCOMs, Services, Agencies, OSD, Joint Staff,
and industry, PfM and IT policy compliance procedures for USTRANSCOM and DOD Distribution portfolios. This
includes monitoring program compliance to ensure that portfolio assets are acquired in accordance with cost,
schedule, performance, and risk baselines, and remain consistent with current approved version of the integrated
architecture, and to ensure that required enterprise capabilities are met. Develops and monitors USTRANSCOM
Transformation IT plans to support DOD’s business transformation. Attends high-level decision meetings at
USTRANSCOM and users’ groups. Uses influence and persuasion at program reviews, conferences, and other
functions conceming USTRANSCOM’s PfM position. Works closely with Portfolio Managers to ensure systems
meet IT and PfM policy requirements and expectations. Develops point papers, presents briefings, and other
presentations on future plans and current program status for senior staff, distinguished visitors, decision-makers, and
other agencies, as required.

STANDARDS:

A. Evaluates and portrays PfM and transformation plans displaying enterprise-wide program progress, maturity,
compliance to standards, schedule, and performance status, most often accurately and professionaily.

B. Nomally provides continuous improvement by examining processes and making suggestions to improve the PIM
process to be implemented for USTRANSCOM and DOD Distribution IT systems, policies, and procedures.

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and
decision-making process to identify the best mix of IT investments, with rare exception.

D. In most cases, develops and maintains effective communications, both orally and in writing. Normally maintains
effective working relationships, internally and with other organizations.

KSA: ALL

DUTY 3: 18%  Critical

Serves as a USTRANSCOM and DOD Distribution enterprise technical and systems expert and consultant
in the area of PIM. Assures understanding of technical and systems requirements, objectives, specifications, and
products by all concerned activities. Reviews, evaluates and ensures PfM procedures, techniques, and policies with
those of other interfacing IT organizations. Provides guidance on PfM policies and practices to civilian, military, and
contractor personnel. Maintains liaison with intemal USTRANSCOM and external organizations in order to
anticipate the future direction of IT PIM policies and regulatory requirements. As required, serves as the Contracting
Officers’ Representative (COR) for assigned programs and performs those duties and responsibilities in accordance
with negotiated contractual requirements. Assists in Statement of Work preparation and establishment of
performance requirements. Requires review and application of technical contractual regulations and policies, and
visits with other government agencies and contractors to keep abreast with the current trends in PfM and IT systems
and programs, security risk and management, current vendor services, and evolving technologies.

STANDARDS:

A, Provides PfM and systems advice and policy interpretation to diverse, highly skilled, operational, technical, and
systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads, develops,
encourages, improves, and evaluates assigned government and contractor resources in an accurate manner.
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B. Coordinates various organizations output resulting in specific products for senior leadership and customer
support review and approval that are generally effective.

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards
and ensures proper protection of classified material with few exceptions.

/

KSA: 1,2,3,4

DUTY 4. : 15%  Critical

Acts as USTRANSCOM primary point of contact, providing required technical support necessary to prepare
USTRANSCOM’s participants in DOD forums for business and warfighter mission areas. Provides recommendations
for system certification and conditions for certification. Addresses conditions set during prior certification sessions and
evaluates compliance to prior conditions. Additionally, makes recommendations for improvements to the Distribution PfM
governance process and supports Investment Review Board administrative functions as necessary.

STANDARDS:

A Normally sets high standards of personal performance to meet objectives that pfovide technical expertise and IT
experience when dealing with extremely broad and complex distribution and transportation systems that may be further
complicated by such factors as wide diversity of IT and architecture solutions, and by multiple authorities, policies, and
controls. ‘

B. Inmost cases, attends meetings and provides details of technical analysis and recommendations in a professional and
expert manner.

¢

KSA: 4,5,6

DUTY 5: 5%  Critical

Monitors, reviews, analyzes, develops, and modifies IT policy in support of USTRANSCOM. Leads the IT staffing
associated with the Joint Capabilities Integration and Development System (JCIDS) process as it relates to and affects
the USTRANSCOM IT enterprise. Stays abreast of current DOD, Service, USTRANSCOM and other Combatant
Command, and Defense Agency IT policies to determine impact and ramifications related to the USTRANSCOM enterprise
and IT policies. Reviews all incoming policy documents and correspondence for relevance to USTRANCOM. Analyzes both
internal and extemal IT policy, staffing accordingly to affect the necessary response/coordination required to complete the
staffing action. As appropriate, develops new or modifies existing internat IT policy, while ensuring that pertinent
coordination and comments or changes are performed to answer data calls for staffing of external IT policy. Monitors
appropriate Functional Capabilities Board (FCB) actions to ensure close coordination with Distribution Portfolio Managers
for follow-on actions that may be necessary to maintain effective portfolio management and oversight.

STANDARDS:

A Normally ensures that all USTRANSCOM IT policies are effectively maintained current related to both internal
and external policy influences. ’

B. In most cases, promptly responds to both internal and external coordination data calls to ensure timely staffing of
all policy and portfolio management related actions.

C. Coordinates, schedules, and conducts appropriate level meetings to ensure that IT policy, JCIDS, and portfolio
management goals and objectives are attained with rare exception.
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D. Consistently communicates effectively, both orally and in written communications to ensure that the fundamental
themes of IT policy, JCIDS actions, and portfolio management are understood. Typically maintains effective working
relationships both internally and with other external organizations,

KSA: All

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

1. Mastery knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum
concerning IT and PfM compliance, utilization, technological advances, and standardization of C43 principles,
concepts, methods, standards, practices, and processes.

2. Expert knowledge of Clinger-Cohen Act, National Defense Authorization Act, and various associated directives,
regulations, practices and policies aligned with DOD, Joint Staff, Services, and Agencies.

3. Expert knowledge of, and skill in evaluating the application of the principles of the DOD Architecture Framework
associated with interoperability and supportabitity of IT systems.

4. Ability to apply extensive knowledge of the current CIO IT investment and PfM processes,and the OSD Investment
Review Boards as it relates fo technical assessments and certification recommendations.

5. Ability to plan, organize, prioritize, and delegate daily workload to meet changing deadlines and rapidly changing
circumstances. ‘

6. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and
staternents prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings,
chair meetings, and prepare reports.

CLASSIFICATION CRITERIA:
Factor 1, Knowledge Required By The Position Level 1-8 1550 Points

Mastery of, and skill in applying, advanced knowledge of IT and PIM concepts, methods, standards, and practices in
order to serve as an Architecture authority for enterprise programs/systems development, implementation, and
migration. Performs a key role in very difficult assignments, such as identifying duplicative efforts or gaps that
minimize broader enterprise interoperability solutions and have wide-spread mission impact. Includes an in-depth
knowledge of a wide range of IT and PfM methods, advancements, systems concepts, analysis, design, development,
and testing of applications for both hardware and software. )

Mastery knowledge of IT policies and principles, such as Clinger-Cohen Act and the National Defense Authorization
Act, to enforce compliance regarding system design, development and implementation solutions combined with a
broad knowledge of IT systems data, data flow, interfaces, and interactions.

Expert knowledge on the Chief Information Officer (CIO) IT investment and PM processes as it relates to various
assessments against mission capabilities, technical standards, systems development, and financial exhibits.

Mastery knowledge of program management and IT PfM concepts and practices associated with DOD Architecture
Framework and compliance process for developing, evaluating, and approving IT products and applications. Provide
expert technical advice, guidance, and recommendations to upper management. Implements new concepts and
methodologies to better manage oversight and control previously unsolvable problems.
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Expert knowledge of IT and PfM principles, methods and practices combined with an extensive understanding of the
analytical and administrative methods and techniques required to evaluate enterprise-wide programs for effectiveness
and efficiencies associated with interoperability and supportability standards and guidance.

Skill and ability to develop new or modified approaches and work methods, establish innovative techniques, and
. identify measurement and evaluative criteria to determine program effectiveness and to analyze and resolve highly
complex problems. Utilizes various methods to resolve or scope workforce issues associated with IT
program/initiatives. :

Factor 2, Supervisory Controls Level 2-4 450 Points

The supervisor outlines assignments in general terms and defines the overall objectives. Within these general areas
of direction the employee has responsibility for planning, designing and carrying out objectives and assignments, and
for coordinating, as a peer, with experts both within and outside the ofganization. The employee independently
resolves problems, determines the best approach and methodology to be used, coordinates work with others, as
necessary, interprets policies, and apprises the supervisor about progress, potentially controversial matters, or far-
reaching implications. In performing the work, the employee makes technical judgments in deciding which analytical
and technical decisions lead to, or help form, decisions on operational policy. Review 1s made for adherence to
policies, attainment of objectives, and, ultimately, for effectiveness in predicting the resources needed to accomplish
the work.

Factor 3, Guidelines Level 3-4 450 Points

Guidelines primarily consist of Public Law, Federal, DOD, and Joint Staff policies, and local regulations, policies,
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general or
have gaps in specificity that require considerable interpretation and adaptation for application to 1ssues or problems.
Judgment, initiative, and resourcefulness are required in deviating from established methods to modify, adapt, and/or
refine broader guidelines to resolve specific complex and/or intricate issues and problems; treat specific issues or
problems, research trends and patterns; develop new methods and criteria; and/or propose new policies and practices.

Factor 4, Complexity | Level 4-5 325 Points

The employee makes determinations and plans actions to develop and implement new methods, techniques, policies,
and architectural and PfM requirements for C4 business systems. Project assignments involve a variety of duties,
projects, studies, and/or evaluations requiring an in-depth analysis of IT or acquisition issues characterized by the
need for significant departures from established practices. Decisions concerning what needs to be done are
complicated by conflicting or insufficient data that must be analyzed to determine the applicability of established
methods. Although precedent studies and programs are helpful, they are usually untried at the scale proposed. A
number of approaches to accomplish the work are possible and decisions regarding the approach are complicated by
the extensive coordination required between the various users, other IT staff and supporting Command staff, e.g.,
legal review. The work requires developing criteria where numerous conditions, options, and conflicting user needs
must be considered. Incumbent must also consider probable areas of future changes m policy affecting enterprise-
wide designs, hardware and software developments, or comparable aspects of asstgned projects in order to resolve
complex technical issues, and plan for user requirements and emerging technology.

Factor 5, Scope and Effect Level 5-5 325 Points

The work involves isolating and defining issues or conditions, resolving critical problems in enterprise-wide systems,
and /or developing new approaches and techniques for use by others, and monitoring testing/implementation of new
technologies. The employee serves as an IT and PfM consultant and enterprise advisor in controlling a common
direction to which the overall enterprise architecture and various supporting IT applications are deemed
interoperable. Advice, guidance, or results of the work affect development of major aspects of mission-related
business systems and technologies used throughout the agency.
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STANDARD CORE PERSONNEL DOCUMENT Number: 9342880

Factor 6, Personnel Contacts and Factor 7, Purpose of Contacts Level 3C 180 Points

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands’ information
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings,
briefings, negotiating sessions, workshops, conferences, and TDY s requiring incumbent’s technical familiarity with
complex IT and PfM issues. Timelines, appointments, coordination, and reporting are all extremely difficult due to
the level of approval contact that is required. The employee must vary methods and approaches for achieving results
based on the broad nature of contacts.

Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted
have diverse viewpoints, goals or objectives; consequently, reguires the ability to bring parties to compromise, or
develop suitable altemnatives. : :

Factor 8, Physical Demands : Level 8-1 5 Points

The work requires no special physical demands and is sedentary in nature. The work may involve some walking and
standing in conjunction with trave! to and attendance at meetings and conferences away from the work site. May
carry light items such as documents, books, laptops, and/or drive a motor vehicle.

Factor 9, Work Environment Level 9-1 5 Points

The work is performed in a typical office setting with visits to various other buildings or offices to support projects.
The work environment involves everyday risks or discomforts that require normal safety precautions.

Other significant facts pertaining to this position are:

» Incumbent may be required to travel by regularly scheduled passenger, military, or commercial aircraft in the
performance of temporary duty assignments.

¢ The employee must obtain and maintain a Secret security clearance.
+ This position may require the employee to work other than normal duty hours, which may include overtirne.

s [ncumbent may act as Branch Chief when required.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARD(S) USED:

OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group,
(5-2200, covering the GS-2210, Information Technology Management Series, May 2001.

CLASSIFICATION REMARKS:

The job incumbent(s) serves as a technical expert where IT knowledge is paramount for performance of the work.
The job clearly meets the definition of the GS-2210 series as contained in referenced guide above. The appropriate
title is Information Technology Specialist, with the parenthetical title of PLCYPLN since the duties and
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STANDARD CORE PERSONNEL DOCUMENT Number: 9542880

responsibilities revolve around the enterprise system and architecture management responsibilities. The factor level
credited are as follows, as evident in the Factor Level descriptions contained ebove in the position description:

Factor Levels are as follows: FL 1-8, 1550 points; FL 2-4, 450 points; FL 3-4, 450 points; FL 4-5, 325 points;
F1. 5-5, 325 points; FL 6-3, 7-C, 180 points; 8-1, 5 points; 9-1, 5 points. ’

GS-13 Point Range: 3155-3600
Total Points: 3290
Grade: GS-13

Final Determination: Information Technology Specialist (PLCYPLN), GS-2210-13
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS} POSITION DESCRIPTION
POSITION AND HIRING INFORMATION

T
1. '?J:NBEQRD POSITION ¢ POSITION TITLE 3 OCCUPATIONAL CODE
9SNOg17 Supervisory Information Technology Speciahist (PLCYPLN) 2210
& ORGANIZATIONAL TITLE 5 CAREER & PAY 7 PAY & YTARGET 9 OPM FUNCTIONAL
USTRANSCOM GROUR SCHEDULE BAND PAY BAND CODE
SC YC 2
| Branch Chief !
"10. DRUG TEST | 11 BUS GODE 12 FAIRLABOR STANDARDS ACT 13 DOD SUPERVISORY
| 88885 USC STATUS & AF SL
___YES_X HNO 7112 (b 1) N _X _E ECFR 551207 DoD<2/AF-1
14 WEV/EMERGENCY 15. MOBILIZATION INDICATOR 16 ENVIRONMENTAL/HAZARD | 17 CERTIFICATION REQUIRED
ESSENTIAL C - Position required i peacetime and DIFFERENTIAL
NoiNo upon mobsk YES _X _NO
18 POSITIVE EDUCATION REQUIREMENTS | 19 LANGUAGE REQUIRED ] 2 LANGUAGE IDENTIFIER
. _YES _X KO —YES X _NO N/A
27 FINANCIAL STATEMENTS REQUIRED 22 POSITION SENSITIVITY | 23 PAY POOL IDENTIFIER 24 LADTENBERGISMITH
J ARENDMENT
X YES___NO
Critical Sensitive | _YES_X NO

25 DUTIES  Plans, organizes, and directs the activities of the branch, ensuring that the branch complies with legal and
regulatory requirements  Develops goals and objectives that integrate orgamzanon and objectives for enterprise
architecture for USTRANSCOM validated and/or proposed informatson technology (IT) systems and programs inchuding
Jont Staff directed programs and systems Researches, terprets, analyzes and apphes DOD, Jomt, Combatant
Commands, and non-DOD strategies, policies, regulations and guidelines Plans and schedules work n a manner that
promotes a smeoth flow and even distribution Represents the Division with the Defense logistics commumity and national
partners Estabhishes, develops, and mamtams effective working relationships with representatives of USTRANSCOM,
OSD (Logistics), Joint Staff, Combatant Commands, miltary services, component commands, and commercial
transportation mdustry parters. Serves as a USTRANSCOM enterprise technical and systems expert and consultant n the
areas of architecture, mtegration, and interoperability Assures understanding of technical and systems requirements,
objectives, specifications, and products by all concerned activites  Reviews, evaluates, and ensures mteroperability and
supportabihity of procedures, techmques, and policies with those of other mterfacing IT organizations Conducts
tnteroperabiiity and supportability assessments across the enterprise to ensure that gystems are designed and developed 1n
accordance with the concepts, policies, and standards defined by the enterprise architecture Establishes evaluation critena,
and develops updates, and executes techmcal assessment studies Priorttizes and assigns work to subordmate employees
based on mission needs, difficulty of assignments, and the capabihities of employees, provides resource management
oversight, develops performance standards and rates employees, iuterviews candidates for subordmate positions,
recommends hirng, promotion or reassignments, takes disciplinary measures, such as warning and reprimands, wenufies
developmental and tramming needs of employees, and provides and/or arranges for needed development and tramnng
Provides a work envwronment that 15 free from all forms of discrimination, harassment, and retaliafton  Addresses
subordinates’ concerns, whether percerved or real, and follows up with appropriate action to correct or elimunate tension 1

the workplace Supports the agency’s ERO program
28 POSITION'S ORGANIZATION

USTRANSCOM TCJE
27 POSITION OCTUPIED 28 w DUTY STATION (Cilty ~ County ~ State Or Overseas Location)
Scott AFB/ST Clairiiflinois
Competidive
. b GEOGRAPHICAL LOCATION CODE
177835183
28. Cors Competencies
Asr Force Skill Codes.
| Percentage Slull Code Shred Subshred . eral Translation
40% CPA WIS Programmer A TN anagy 1t inf on Systems
5% APM PLR Comp Sp Plans and Requl ts
26% AFM ZAF [ Computer § pecialistirogram Management

0D FORM 2918, Jul 2006
Arr Force Automated Form - Jul 2006 - PD Number 8SN0917




NATIONAL SECURITY PERSONNEL SYSTEM (NSP$S) POSITION DESCRIPTION

30 GOMPONENT INFORMATION

A STANDARD OCCUPATION CODE (80C) | 8 NATIONAL GUARD BURE C AIRZARMY RESERVE TEGHNICIAN
2210
_ OUAL STATUS __ NON-DUAL STATUS |
O AF SPEC CODE/ MIL. T
OCCUPATIONAL SPEC
3334
H ORGANIZATIONAL 1 GAREER FIELD/ J RESERVED FOR COMPONENT USE | 31 PPP OPTIGN CODE
ENVIRONMENT COMMUNITY Org Func Code DPY
Camim and Info Ceontraily Managed Yes
HQ USTRANSCOM CLC 1BSA

32. SKILLS INFORMATION

I Mastery knowledge of IT investment principles, policies, and practices of substantive value to the command mssion,
functions, programs and activities, policies, goals and objectives, management principles and processes

2 Expert knowledge of a wide range of qualitative and/or quantitative IT investment methods for the assessment and
umprovement of joint IT transition plans, programs, and strategic mitiatives

3 Expert knowledge of, and skill in applying government policies, directives, and other regulatory memorandum
conceming program management compliance, utihzation, technological advances, and standardization of C48 principles,
concepts, methods, standards, practices, and processes

4 Professional skl and ability to communicate effectively, both orally and 1 writing, complex technical 1ssues and
statements prepared for sentor military, government, and civihan officials  Skills and ability to present technical briefings,
chair meetings, and prepare reports

5 Expert knowledge of Clinger-Cohen Act and vanous associated directives, regulations, practices, and pohicies aligned
with DOD, Joint Staff, Military Services, and Federal Agencies

6 Abtiity to plan, orgamze, and lead others mn team studies and projects and to negotiate effectively with management to
accept and implement recommendations, where proposals mvolve substantial resources, and requires extensive changes in
established concepts and procedures, .

33 CORDITIONS OF APPOINTMENTIOTHER SIGNIFICANT FACTS
1 Incumbent may be required to travei by regularly scheduled passenger, military, or commercial agcraft in the

performance of temporary duty assignments-
2 The employee must obtain and maintamn a Secret secunity clearance

3 This position may require the employee to work other than normal duty hours, which may include overtime
€ COMPONENT USE

34 OTHER REQUIREMENTS | B DOD RESERVED C DOUDRESERVED D DOD RESERVED

A DOD RESERVED

35 AUTHORIZED MANAGEMENT OFFICIAL

a Sle :RE

DANIEL D GOTWALD

b TITLE A '

Chief, Distribution Capabilties and Support
Division

b DATE (YYYYMMIDD)
zoog/ilf12

38 CLASSIFICATION APPROVED BY

a SIGNATURE

(b 8. Spidds

DEBORAH J SMITH

b TITLE

Human Resources Specialist (Classfication)

b DATE (YYYYMMIOD)

Seonfuliz

DD FORM 2918, Jul 2006
Airr Force Automated Form - Jul 2006

PD Number 8GSN0217




EVALUATION STATEMENT

Background

RPA 080CT9SLAWREN(416913 was submitied on 16 Qct 08 as a Position Review
acuion for a Supervisory Information Technology (PLCYPLN}, YC-2210-02 This
position will supervise one Program Analyst, YA-0343-02, and one IT Specialist
{PLCYPLN), YA-2210-02

Grade Determination
This position 1s a mixed position performung nonsupervisory and supervisory work Both
sets of duties were evaluated separately

Nonsupervisory Work Evaluation

Plans, organizes, and directs the activities of the branch, ensuring that the branch
comphies with legal and regulatory requirements Develops goals and objectives that
mntegrate orgamzation and objectives for enterprise archtecture for USTRANSCOM
validated and/or proposed mformation technology (IT) systems and programs including
Jont Staff directed programs and systems Researches, interprets, analyzes and applies
DOD, Jomt, Combatant Commands, and non-DOD strategies, policies, regulations and
gwdehnes Plans and schedules work in a manner that promotes a smooth flow and even
distnbution Represents the Division with the Defense logistics community and national
partners Establishes, develops, and mamtans effective working relationships with
representatives of USTRANSCOM, OSD (Logstics), Jomt Staff, Combatant Commands,
mulitary services, component commands, and commercial transportation industry
partners Serves as a USTRANSCOM enterprise technical and systems expert and
consultant in the arcas of architecture, integration, and interoperability Assures
understanding of technical and systems requirements, objectives, specifications, and
products by all concemned activities  Reviews, evaluates, and ensures mteroperability and
supportabihity of procedures, technigues, and policies with those of other interfacing IT
orgamizations Conducts interoperability and supportability assessments across the
enterprise to ensure that systems are designed and developed 1 accordance with the
concepts, policies, and standards defined by the enterprise architecture Establishes
evaluation critena, and develops updates, and executes technical assessment studies

Nonsupervisory dutics are classified as YA-2210-02

Supervisory Work Evaluation
To be classified as an immedsate supervisor and assigned a pay band m the
Supervisor/Manager Standard Pay Schedule (PS), the position must
- -Assign work to subordinates based on prionties, difficulty of assignments, and thc
capabilities of the employees,
- Prowvide technical oversight,
- Develop performance plans and rate employees,




-~ Interview candidates for subordinate positions, recommend hinng, promotion, or
reassignments

- Take disciphinary measures, such as warmngs and reprimands,

- Identify developmental and traiming needs of employees, provide and/or arranges
for needed development and traiming

This position meets the above requirements for an immediate level supervisor under
NSPS

Base Level of Work

This position supervises two (2} civihian employees, all at YA-02 Referning to the
classification crtena found 1 SC1920 for Standard Career Group, Supervisor/Manager
Pay Schedule, the base level of work 1s determined to be Technician/Support, Pay Band
02 Applymg the supervisory level conversion chart found in SC 1920 for the
Supervisor/Manager Pay Schedule (PS5, supervisory pay band 15 02 1s assigned

Supervisory duties are classified as YC-2210-02

Title Determination

Supervisory positions are titled using Appendix 4, NSPS Oceupational Definstions,
Codes and Tutles Posittons that meet the mmimum requirements for coverage are titled
as supervisory even if the supervisory work 1s not the basis for pay schedule and pay
band determination The title Supervisory Information Technology Specialist
(PLCYPLN) s assigned

Summary

Thus position performs supervisory work at YC-2210-02 and nonsupervisory work at
YA-2210-02 Supervisory positions that also include nonsupervisory work are classified
n the pay schedule and pay band with the lnghest rate range and thus may be classified 1n
a nonsupervisory pay schedule, but with a supervisory title

Final Classification Supervisory Information Technology Specialist(PLCYPLN),
YC-2210-02.

C O oo Sdo

Deborah Smith
Human Resources Specialist (Classification)
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AIR PFORCE STANDARD CORE PERSONNEL DOCUMENT (SCPD)
ORGANIZATION; USTCH‘CJS—«%*# SCPD NUMBER: _asestss— Q3QS {a1P)

SUPV LEVEL CODE: | COMP LEVEL, CODE:  EK45A
TARGET GRADE: 14 FLSA: Exempt
DRUG TEST: NA CAREER FIRLD I i
SENSITIVITY: Critical Sensitive CENTRALLY MANAGED TYPE: E
EMERGENCY ESS: NA BUS: 3858

KEY POSITION; NA POSITION HIST: MNew

CLASSIFICATION: Supervisory Informalion Technology Specialist (PLCYPLN), GS-2210-14

DUTY TITL : 8
E: Chie %Wa;—m HABALEREATT

ORG & FUNC CODE: DPY

18T SKILL CODE: 40% CPAMIS Programmer AnalystManagement [uformation Systems
IND SKILL CODR: 35% APMPELR Computer Specialist/Plans & Requirement(s
JRD SKILLCODE: . 5% APMZAF Computer Speciulist/Program Management

SCPD DEVELOPED AND CLASSIFIED BY:

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the Jocal work situation to meet
chagsification, staffing, and performance management purposes,

——Carol S Watker, .5 Aug 2005
CLASSIFIER'S SIGNATURE: — ' s T TATE ™ 77T T

SUPERVISOR’S CERTIFICATION: I certify that this SCPD is an securate stztemient of the major duties,
knowledges, skills, and abilites, respansibilities, physical and performance requirements of this position and its
organizational relationships. The position is necessary to carry out government functions for which I am responsible.
This certification is made with the knowledge that this information is to be used for statutory pirposes relating to
appointment and payment of public funds and that fulse or misleading staterments may constitute violations of such
sttutes or their implementing regulations.

— —Virginia L. Williamson__ 4 Aug 2005
SUPERVISOR'S SIGNATURE DATE

PEREORMANCE PLAN CERTIFICATION:

L Rates/Supy,

Date

Ruviower

Dote

Employea”

RDate

*Signature acknowledges receipt. It doss not indicate agreement/disagreement.

AF Farns 1003 APR 90 (COMPUTER GENERATED)
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STANDARD CORE PERSQNNEL DOCUMENT _ Numbeg, ¢
PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:
The primary purpose of this position fs: toserve ag 1 firgt level supervisor, providing planning, directing, -  pPoLifY ==

organizing. and exercising control over son-supervisory cmployees assigned 10 the Systems-andt-Techmrtogy e gT‘JP’ifm
Aschiteoture Branch. Bstublishes and maintains stendied profiles for Information Technology (IT) systems. f 'U ye e e T
Reconciles IT sysrems functions with process eapabilities. Develops and manages the Corporate Resouree’
Informarion Source (CRIS) database. Develops, directs and performs technical assessment for alk Tram;pomﬁon
Working Capital Funds (TWCE) IT systems. Supposts portfolio managers in the performance of techmical raviows.
Performs configuration management for all systems and technical view products. Performs data calls for alt [T
systemns. Prioridzes and develops {front-end applicstion to CRIS.

The organizational location of this position kv: United States Transporttion Command, Command, Coouol,
Commumcamns and Computet Systams Duectomw. anuty wactor for Distribution Portfolio Management, Emerprise

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational gonls or objectives of this pogition arve: develops, implements, and ensures comphiance with
plans, policies, standards, infrestructures, and enterprise archilecture framewosk 10 ensure interoperabiticy and
“supportability among all enterprise Informuntion Technology (IT) syswms. Facllitates, coordinates, and integrates the
development and evolation of USTRANSCOM’s sr.m £ multiple views (operational,
systems, and tachnical views) daat progom mm? : ﬁ snppmgagff% :md" proves understanding,
- -——eomparisons, and veloffonships acrossorgmixationsd and joint bounduries, A T

DUTY 1: _ Critical o
TT POUIEY 4 (a4 ¢o TPRAT YAMBETIERT
Piaps, arganizes, and dwects the activities of the Systeomand- TErmeIoEy A rchitectrre Branch. Develops
goals and objectives that integrate organization and ohjectives for enterprise avchitecture for GSTRANSCOM
validated andfor proposed programs inchuding Joing Staff directed programs and systems. Researches, interprets,
analyzes and applies DOD, Joint, Combatant Commands, and 2on-DOD strategies, policies, repilations and ¢ o of T IIVEETIRERT
puidelines. Establishes policies and procedures for accomplishment of the mission of meﬁs&&ﬁaﬁggy K ENAGEMEST
Ayehiteerore Branch. Plans and schedules work {n s manner that promotes a smooth fiow and even digribution.
Coordingtes plans snd schedules with other arganization mampgery and customers as appropriate, identifies nocds
for changes in prioritiss and takes action to implament spuch changes. Plans works 10 be aceomplished by
subordinates, s2ts and adjusts short-term priorities. and prepares schedules. Assigns work (o subosdinate employess
based on orgunization priorities and consideration of difficulty and requiroments of assignments suchs that the
experience, traning, and abilities of staff zre effectively utilized W meet orgunization and customer needs. Balances
weoikload and provides advike. guidance, and direction op a wide range of technical and administrative issues
Structures assignments to create effective and economical pesitions. Coordinates with other orgamization managers
-and customers as appropriate. Reviews organization nussion, functions, and ruanning. Kdentifies requirements and
initiares requesis for additional resources including personnel, overtime, equipment, supplies, and $paces 1o ensure
sucgess in meeting goals nnt objectives. Provides advies to supervisor of significant igsues and problems refated 10
work accomplishments. Establishes metrics and analyzes systems t0 ensure processes are meeting critical
requirements. Accepts, mnends, or rejects work présanted by subordinates. Performs seif-inspecdon and presents
datailed and comprehensive report with any correstive action taken to supervisor. Follows-up to ensure corplete
and quality resolution of discrepancies. Assesses and reviscs policies and procedures ay needed b find weys ©
improve qualuy, Wmelingss, and efficicocy of work,

STANDARDS:

A. Planning, organizing, and directing efforts typically comply with highes headquatters guidancs and achievs
orgamezglion and cigtemer needs.

B. Managemeuni of resources normally meets the needs of the sl ard customers adeguntely and effoctively.

- Methods esteblished to review sctions org usually pffective and ensure lcgal and regulatory complinnce issues
and!or cusiomer concerns e prompily identificd and addressed.

DATE: 52000 Pag& 2
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STANDARD CORE PERSONNEL DOCUMENT Number: 95

KSA: 1,2,3.4

DUTY 2: Critical

Exercises supervisory personnel management responsibilities, Advises and provides counsel to employees rcg,ardiug
policies, procedures, and directives of management. Seléets or recommends selections of candidates for vacancies 5,
promotions, detils, and reassignments taking into consideration skills and qualifications, mission requirements, and
EEO and diversity objectives. Develops, modifies, and/or interprets performance standards. Explains performange
expectations to employees and provides regular feedback on strengths and weaknesses. Holds employess responsible
for satisfactory completion of work sssignments. Appraises subordinate workers' performance ensuring consisienty and
equity in rating technigues. Recommends awards when appropriate and approves within-grade increascs. Hears and
resolves employee complaints and refers serious untesolved complants to higher level management. Initiates action to
correct performance or conduct problems. Effects minor disciplinary measures such as wamings and reprimands nd
recormmends action in more serfous disciplinary maoners. Prepares documentalion 1o support nctions taken, Identifies
employee develapmental needs and provides or recommends for training (formal and on-the-job) to maintain and
improve job performence. Encourages scif-development. Approves master Joval schedule assuring sdequate coverage
for peak workloads and traditional holiday vacation time. Demonstrates sensitivity to ideas of subordinates, Pmmoms
an environment in which employess are empowered to participate in and contribute to effective mission
accomplishment. Discharges secufiry responsibilities by ensuring education and compliante with secunty directwi:s for
employees with access 1o classified or sensitive material. Recopizes and takes oction (o correct situations posing a
threat to the health or sufety of subordinates. Applies EEQ principles and requirements (o ali personnel manzgeraant
T T AR R dagiions, T enRurE ol personae] are weniet oy manneT free of diciimination. Paiodicully reviens
position descriptions to cusure accuracy and the most effective witlization of personne! rgsources. Explains
clasgification determination to subordinate employees.

STANDARDS:

A. Personnel management actions initisled are typicatly prompt. accurate, and well considered in terms of mission,
legal, repulatory, and EBQ objectives. :

B. Technical and administrative guidance provided to subordinates is slmost always timely and substantive, and
pramotes development of individual skills and abilities.

C. Consistently observes and complies with health, safety, and security directives.

KSA: 1,5,6,7

ITr ol iy & Tisdre douti 62 por‘%{ﬁ 1o Yrasma o é‘mem(ﬂ:m‘w
Represents the Entorpriserrehitectmre Division with the Defense logistics cnmmuuity and nationat partners
Establishes, develops, and mainteins effective working relationships with representatives of the Office of Secretary |
of Defenme (Logistics), Joint Staff, Combatant Commands, Services, Agencies, components commands, and |
commercial industry pariners, Meets with functional proponants, key customers, and coordinating officials to a.,sw‘
customer satisfaction, explain organization policy and pmedwzs and resolve unusual problems thal arise. Provides
or ensures thar subordinates provide cistomer guidance and waining. Participates in spocial projécts and initiatives
and perform special assignments. Identifies the need for special projects and initiates milestones and goals.
Evaluates reports by analyzing tacts and performing appropriate ressarch and prepares detasled responses.
Dotermines appropriate recommendatons for unresolved or questionable problems and ensures follow-up sction is
taken. Rescarches and determines of recommends appropriate actions or interpretation of issues that may impact
organizaton, command, agency, commercial or national interest.

DUTY X

STANDARDS:

A Interactions with interierl and externat officials and/or customers are usually diplomatic, couvincing, profeasmnalf
and promaote effective working relarionships.

DATE: 5/10/00 | Page 3
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STANDARD CORE PERSONNEL DOCUMENT Nomber.

B. Recommendations are almost atways thoroughly researched and analyzed to ensure all issues are properly
addressed.

€ Typicatly ensures participation and outeomes of gpeial projects result in positive impact on the oTganization
and/or impraves quality.

KSA: 1,4,3.6,7

DUTY 4: : Critical

Serves us &8 USTRANSCOM enterprise technical and systems expert and consnltant in the areas of
architecture, integration, and interoperabliity. Assures understanding of technical and systems requirements,
objectives, specifications, and products by atl concarned activities. Revisws, evaluates and ensures interoperability
and sipporiability of procedures, techniques, and poficics with those of other inerfacing IT organizations. Provides
guidance on standards (o civilian, miliury, and conactor pessonnel. Maintzing fidison with internal
USTRANSCOM and external arganizations in order 10 anticipate the future direttion of 1T sysiems and acquisition
policics and regulatory tequirements. As required, serves as the Contreeting Officers’ Represenutive (COR) for
assigned groprams and performs thoss duties and responsibilities in accordaice with acgotisted contractual
requirements. Assists in Staterment of Work preparation and establishment of performancs requirements. Requires
review and application of technical eortrsctual regulations and policles, and visits with other government agencies
and contractors 1o keep sbreast with the current trends in IT systems and prograsns, security risk and roonsgement,
surrent vendor services, and evolving wohnologies. '

iyt — e T et v o a3 v o e aam et

STANDARDS:
A, Provides technicad and systeras advice and policy interpretation to diverse, highly skilled, operational, technical,

and gystems expests in pursuit of organizational goals that is accurate in most tases. Typicelly leads, develops,
encoursges, improves, and evaluates assigned government and contractor reSOUrees in an accurnte mMAanner,

B. Coordinotes various organizations output resulting in specific praducts for senior leadeiship and customer
support revlew and approval that are generally effective.

C. Mast often consistemtly maintzing technical proficiency, Stays abresst of DOD and USTRANSCOM standards
and engures proper protection of classified materiat with few exceptions, ‘

KSA: 1,2.3.4

DUTY §: ‘ Criticd

Conducts interoperabllity and supportability sssessments across the enterprise to ensure that systems are
designed and developed in accordnnce with the concepts, policies, and standards Sefined by the caterprise
architectine, Establishes evatuation ceiterin, and develops, updates, and sxecutes technical prsessraent studies. ;
Esteblishes forum to discuss technical issues/concerns and to enswre sound TT progrum management through an
evaduation of the technical feasibility and solvency of each USTRANSCOM system/program. Results are considered!
during broader 1T investment analysis process in evaluating the overail program viability, interoperability, and '
supportability against Yimited IT resources and program ¢onstaints. Findings are svaluated and meommendasions
provided 1o both the program manager and the C10 Program Review Process (CPRP). Provides technical guidance
and eveluates milemanes for feasibility, reehnical integration, and imteroperability of systems and subsysters,
Provides technical guidanee (o civitian, military, and contractor personna!,

STANDARDS:
A. Typically performs accurate and timely xssessments of wst plons, gperating cnvironment, service assurance. data
inierfaces, datubase standardization, schedule and timelines. security documentation, security technical

iroplementation, technical sotutions. and standards compliance.

B. Communicates professionally and cffectively, both aratly and in writing, in mos| cases.

PATE: $/10/00 Page 4
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TANDARD CO DOCIIMENT : Dsmber;
KSA: 1.2.4,80
RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (ES4):

1. Bxpert knowledge of, and skill in applylng, government policies, ditectives, and other regulatory mamorandum
congerning program management compliance. utilization, technological advancss, and standardization of C4S
principles, concepts, matheds, standards, practices, and processas.

2. Knowledge of salety antt perurity regulations, practices, and procedures.
3. Ability to plan, organize, and direct the functions and stff of 2 small © medium sized organization.

. Professional skill and abiltity to communicate effectively, both orally and in writing, complex technical isswes and
stawmesms prepared for senior military, government, and sivilian officials. Skilt and ability (o present technical briefin gs,

chair mectings, and prepars repons.

5. Knowledpe of management and persoans} practices with respects to Department of Defease working
environments,

6 Bapert knowledge of Clinger-Cohen Act and various associated directives, rcgulwon:: practices and polictes aligned
with DOD, Joint Staff, Services and Agencies.

7. Bxpert knowledge of snd §Kill in dpplying, BOU Archifthire Framework associated with interoperability and
supportability of IT systems,

3. Ability o upply extensive knowledpe of the cursent CIO IT investment process and €45 Advisory Board as it miawf to
technicnl assessment and recommendations.

SUPERVISORY CONTROLS: T Poticy + Dis Tobation PorHolio
Works under the general supervision of the CRisf < Serredrior ey P?r,vxs The employes independently
plans, organizes, snd directs the work of the Sybshals etiréBranch 1o achieve goals and
cbjecmcs and ensurs compliance to legnt and rcgu!a:my mqmmmcma Work is rcwcwed in terms of pverell
roission support and atiainment of organizttional and Depanment goals.

CLASSIFICATION CRITERIA:
Factor 1, Program Scope andd Effect ' Level 1.3 550 Points

The purpose of the work is o provide command and DOD advice and puidance on suterprise mrchitectine isszes
asstciated with end-t0-end supply and fransportation operational processes and all supporting logistics information
systems. The employee typically serves us a senfor expert and consubtant regarding alt fssues associated with
develaping, maintaining, aligning and influencing change through enterprise architectures. Overgees the facilitation far;
integrating a voriety of logistics progess activities and supponting logistics systems into a sevies of comprehensive i
transformation plang. Ensures subordinute employees monitor progress toward meeting the plans. Directs studies and
exetutes workshops to analyze aréhitceture information and eatablish inregrated interrelations between operationsl
logistics pracesses and supporting IT applications. Evaluates new developments in technilogy and analyzes potential
impacis on supply chain environments. Efforts generally cut across service compenests, agencies and glabal
gt:t}t;rnphic regions. Work also invilves the analysis of operational requirements for logistics information systems to
include data automation policies, rcgulaxmm, and proceduses o detormine their Impacts on operstional processes and
missions.

Factor 2, Organizational Setting Level 2-2 250 Points

The cmn!oycc ia sccountable to the Enterprise Architecture Division Chief who is dne reporting lovel below the first
SES or general officer, equivalent in the direat suporvisory chain

Factor 3, Supervisory and Manageriat Authority Exercised Level 3-2¢ 450 Paims
DATE: 5/10/60 ‘ Page 3
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STANDARD CORE PERSONNEL DOCUMENT Mumber:

The incumbent assigns snd reviews works, assuring accurscy requirements arc oct and approves leave, The
incumbent atsa: plans and schedules work to be accomplished by subordinates; sets and adjusts short-term priorities,
aasigns work in considetation of employee skills and mission requirements; develops performance standards and
rates subordinates’ performance; advises employess on work and administrative matters; implements methods znd
pracedures 1o improve organizational per{fommance; and identifies and provides for employee traiming and
development. The employee also: recommends seleetion of candidates for positions: recommers position structure
chunges: takes disciplinary actions and hears and fesolves formal employee complaints and grievances s delegated
by Higher level manngement; and assesses aiid revises policies and procedures as needed 1o find ways 10 improve
quality, timeliness, and efficiency of work.

Factor 4, Personal Contacts

Subfactor A« Natire of Contacts Level 4A-3 ° 75 Points
Regular conuets are with USTRANSCOM leadership, USTRANSCOM compone commands” information
techanlogy leadership, Serviees and Agencies, Joint Stafl, Office of the Secretary of Defense, various directorate
tevel and Tunctional points of contact within USTRANSCOM, contraciors, vendors, sad professiondl associations
and interest groups. Frequently cOntacts are at the Gengral Officer or cquivalmt level, and with contractors at the
Project Manager level. Contacis oocur in scheduled and vascheduled meetmg& in formal and informal settings.
briefings, negotiating sessions, workshops, conferences, and TDY s requiring incumbent™s technical familiarity with
coraplex [T issues. Timelines, appaintments, coordination, and reporting are aft extremely difficult due to the level
of approval contact that is required. The employee tust vary methods and appmar:hes for achicving resubls based on,
© {h8 Broud nature of contacts,

Subfsctor 4B- Purpose of Contacts evel 4B-3 100 Points
Contacts invelve influencing others to utilize particular tchnical methods and procedures, or to persuade them 1o
cooperate in m’cc:sng objectives und deadlines when there are problems securing cooperation. The persons comacted:
have diverse viewpoints, goals or objeetives; consequently, requires the ability to bring parties to compromise, or
develop suitable alremati ves,

Factor §, Difficalty of Typical Work Directed Level 5-8 1030 Points

The position ik responsible for providiag direction and supervision over work at the GS-13 level which hest
characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the organizittion and which
constitutes 23 percent or more of the workload {not positions or employees) of the organization.

Facter 6, Other Conditions Level 6-5 1225 Points

The work supervised or overseon involves complox technical and administrative work comparable 1o GS-13 fevel
wark. The work involves developing innovative golutions and implementing new policies, procedures and
methodologics that will impact afl users of Dol tramsportation services. Exicnsive avalysis and evaluation of
existing aad proposed processes are necessary and requires staff members (o interpret broad guidelines and use
sound judgment when recommending actions.

Other significant facts pertaining to this position are:

. Wark may ocaasionally require travel away from the normal duty sation on military or ¢ommercial atreraft,
2. Incumbent will be required to perform wmporary duty (TDY) to et mission needs and o use government
quarters.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARINS) USED: US OPM PCS far Genera! Schedule Supervisory Guide, TS8-123, April
1993, revised in Aprit 1998: and DOD Supplementary Guide 1o the GSSG, June 1993 (HRCD-7, July 1699}

G3-14 Point Range: 36054050
Total Points: 3680

Grade: GS-14

DATE: 5/10/00 Page 6
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SROANIZATION:

SUPV LEVEL CODE: 2 COMP LEVEL CODE: X304~
TARGET GRADE: ~G8TES FLSA: Exempt
DRUG TEST: o CAREER FIELD ID: o e
SENSITIVITY: Critical Sensitive CENTRALLY MANAGED TYPE: 2
EMERGENCY ESS:  No BUS: 8888

POSITION HIST: Replaces 42224

KEY POSITION: No

: { Lo pl r\:} : ) —
CLASSIFICATION: Supervisory Information Technology Specialist,-G8-2240-15 == C-- Y
DUTY TITLE: Chief, Information Technology Policy & Distribution Portfolio Management Division

ORG & FUNC CODE: DPY

1ST SKILL CODE: 50%
2ND SKILL CODE: 25%
3RD SKILL CODE: 25%

APMDBM Computer Specialist, Data Base Management
APMYYB Computer Specialist, Acquisition
APMPLR Computer Specialist, Plans and Requirements

SCPD DEVELOPED AND CLASSIFIED BY:

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet
classification, staffing, and performance management purposes. .,

¥

(o pidtidocilom B ) ley 75

CLASSIFIER’S SIGNATURE DATE *

SUPERVISOR’S CERTIFICATION: I certify that this SCPD is an accurate statement of the major duties,
knowledges, skills, and abilities, responsibilities, physical and performance requirements of this position and its
organizational relationships. The position is necessary to carry out government functions for which I am responsible.
This certification is made with the knowledge that this information is to be used for statutory purposes relating to
appointment and payment of public funds and that false or misleading statements may constitute violations of such

stTtes or their implementing regulations.
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STANDARD CORE PERSONNEL DOCUMENT ' Number: 98159
PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION:

The primary purpose of this position is: to exercise second level supervisory and managerial authorities as the Division
Chief of the Information Technology (IT) Policy and Distribution Portfolio Management (DPfM) Division. As the senior -
technical analyst, establishes policies and investment standards and analyzes C4 systems, networks, and facilities for which
USTRANSCOM is responsible. Expert on interagency investment processes, to include portfolio management practices,
transition plans and investment review boards. Provides policies, procedures, and oversight to supporting program
managers with IT investment services at all panels, boards, and councils which meet to discuss Information Technology
Investment and result in balanced IT budget and Program Objective Memorandum. Objective owner of Distribution
Portfolio Management initiatives in command strategic plan. Responsible for ensuring ordetly and efficient policy and IT
-investment planning, development, and implementation of information technology capabilities.

The organizational location of this position is: U.S. Transportation Command, Command, Control,
Communications, and Computer Systems Directorate, IT Policy and DPM Division, Scott Air Force Base, Illinois.

ORGANIZATIONAL GOALS OR OBJECTIVES:

The organizational goals or objectives of this position are: to provide integrated and interoperable Defense
Transportation and Distribution Systems support to USTRANSCOM s mission and customers world-wide, by establishing
an enterprise architecture, monitoring migration and testing for compliance, driving information technology investment, and
providing engineering services and support from the data-level, through the applications level, and ending at the net-centric
level. ‘

DUTY I; Critical

Plans, organizes, and oversees the activities of the IT Policy and DPfM Division. Develops goals and objectives
that integrate C4S interoperability concerns with current and ongoing transportation, deployment, and in transit
visibility operational concerns. Establishes, revises, or reviews policies, procedures, mission objectives, and
organization design for the staff, as necessary to eliminate work problems or barriers to mission accomplishment,
promote team building, implement quality improvements, or in response to concerns with regulatory compliance
and/or customer requirements. Plans work for accomplishment by subordinate units, sets and adjusts short-term
priorities, and prepares schedules based on consideration of difficulty of requirements and assignments such that the
experience, training, and abilities of the staff are effectively utilized to meet organization and customer needs.
Provides subordinate supervisors and staff with direction and advice regarding policies, procedures, and guidelines.
Reviews and adjusts organization to optimize use of resources and maximize efficiency and effectiveness. Balances
workload and provides overall direction and vision to the subordinate unit chiefs on a2 wide range of transportation
information technology concerns and administrative issues. Establishes metric and analysis systems for units
managed to assess efficiency, effectiveness, and compliance with regulatory procedures. Evaluates requirements for
additional resources submitted by subordinate supervisors, and balances organization needs with overall mission
requirernents and resource interests. Identifies need for change in organization priorities and takes action to
implement such changes. Plans and schedules work in such a manner that promotes a smooth flow and even
distribution and ensures effective use of organization resources to achieve organization goals and objectives as well
as installation customer needs. Establishes review systems for the organization that make certain government needs
are met and validated, and that economy and quality of operations are maintained or improved. Accepts, amends, or
rejects work of subordinate supervisors. Reviews work and management techniques of subordinate supervisors. As
a second level supervisor, is held accountable for actions of and advice provided by staff of subordinate unis.
Makes decisions on work problems presented by subordinate supervisors. Directs self-assessment activities of
subordinate supervisors. Reviews training recommended by subordinate supervisors to assure it is proper and

promotes effective operation of the organization as a whole.

STANDARDS:

A. Planning, organizing, and directing efforts typically comply with TCJ6, command and higher headquarters
guidance and achieve organization and customer needs.

B. Management of resources normally meets the needs of the staff and customers adequately and effectively.
DATE: 5/10/00
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STANDARD CORE PERSONNEL DOCUMENT Number: 98159

C. Methods established to review actions of subordinate supervisors are usually effective and ensure legal and
regulatory compliance issues and/or customer concerns are prompily identified and addressed.

KSA: 1,2,3,4,5

DUTY 2: . Critical

Exercises supervisory personnel management responsibilities. As the Chief of the IT Policy & DPfM Division,
directs, coordinates, and oversees work through subordinate supervisors. Advises staff regarding policies,
procedures, and directives of higher-level management or headquarters. Selects candidates for subordinate non-
supervisory positions and recommends selections for subordinate supervisory positions taking into consideration
skills and qualifications, mission requirements, and EEQ and diversity objectives. Ensures reasonable equity among
units of performance standards developed, modified, and/or interpreted and rating techniques developed by
subordinate supervisors. Explains performance expectations to subordinate supervisors and employees directly
supervised and provides regular feedback on strengths and weaknesses. Appraises performance of subordinate
supervisors and other employees directly supervised and serves as reviewing official on evaluation of non-
supervisory employees rated by subordinate supervisors. Approves expenses comparable to within-grade increases,
extensive overtime, and employee travel. Recommends awards for non-supervisory personnel and changes in
position classification to higher-level managers. Hears and resolves group grievances and employee complaints
referred by subordinate supervisors and employees. Initiates action to correct performance or conduct problems of
employees directly supervised and reviews and/or approves serious disciplinary actions (e.g. suspensions, removals)
involving non-supervisory subordinates. Ensures documentation prepared to support actions is proper and complete.
Reviews developmental needs of subordinate supervisors and non-supervisory employees and makes decisions on
non-routine, costly or controversial training needs and/or requests for unit employees. Encourages self-development.
Approves leave for subordinate supervisors and ensures adequate coverage in organization through peak workloads
and traditional holiday vacation time. Demonstrates sensitivity td ideas of subordinates. Ensures actions taken
directly as well as those by subordinate supervisors promote an environment in which employees are empowered to
participate in and contribute to effective mission accomplishment. Reliably discharges security responsibilities by
ensuring education and compliance with security directives for employees with access to classified or sensitive
material. Recognizes and takes appropriate action to correct situations posing a threat to the health or safety of
subordinates. Applies EEO principles and requirements to all personnel management actions and decisions, and
ensures all personnel are treated in a manner free of discrimination. Explains classification determinations to

subordinate employees.

STANDARDS:

A, Personnel management initiated is typically accurate, timely, and well considered in terms of mission, legal,
regulatory, and EEO objectives.

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and
promotes development of individual skills and abilities.

C. Consistently observes and complies with health, safety, and security directives.

KSA: 1,2,3,4,5

DUTY 3: Critical

Represents USTRANSCOM with a variety of installation and functional area organizations. Establishes,
develops, and maintains effective working relationships with the Office of Secretary of Defense (Logistics), Joint
Staff, Combatant Commands, Services, Agencies, component commands, and commercial industry partners. Meets
with key customers and coordinating officials to assess customer satisfaction, explain organization Portfolio
Management policy and IT investment procedures, and resolves significant problems that arise. Represents the
Director on boards, committees, and other groups composed of peers within OSD, DOD, other federal agencies, and
professional groups. Ensures subordinate units provide customer guidance and training. Participates in special

DATE: 5/106/00 Page 3




STANDARD CORE PERSONNEL DOCUMENT Number; 95159

projects and initiatives and performs special assignments, Identifies the need for special projects and initiates
‘milestones and goals. Evaluates reports by analyzing facts and performing appropriate research and prepares
detailed responses. Determines appropriate recommendations for unresolved or questionable problems and performs
follow-up. Researches and determines or recommends appropriate actions or interpretation of issues that impact
organization, installation, command, or agency.

STANDARDS:

A. Interactions with internal and external officials and/or customers are normally diplomatic, convincing,
professional, and promote effective working relationships, and protect the interests of the Government.

B. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly
addressed.

C. Typxcally ensures participation and outcomes of special pro;ects result in positive impact on the organization
and/or improves quality.

KSA: 1,5

DUTY 4: ‘ ‘ Critical

Directs, reviews, and submits Investment Review Board requirements for global Supply/Transportation
logistics systems. Oversees development, reviews and compliance activities of distribution-related IT investments
across the Department of Defense. Ensures both supply and transportation operational activities and investments are
mapped, documented, and information is stored and readily assessable through aligned architecture repositories. -
Monitors periodic data calls ensuring information is updated with all applicable Defense-wide logistics information
systems. Monitors inventory of systems and distributes information for national military and congressional inquiries.
Conducts periodic compliance reviews and reports findings and recommendations through senior investment review
boards. Promotes a single logistics architecture reference model capable of providing a common framework for
aligning independent architectures across the Department. Acknowledges supply chain practices and ensures
effective and efficient procedures are incorporated, as applicable, into the enterprise architecture framework.
Encourages primary threads are established and transcribed reflecting essential activities and associated systems for
executing deployment and distribution missions. Fosters use of portfolio management principles and maintains a
coordinated/approved listing of mission-based capabilities for logistics and distribution.

STANDARDS:

A. Normally ensures members of the logistics community at large are in strict compliance with portfolio
management and IT Investment policies and promptly notifying any observed or identified violations in accordance

with established guidelines.

B. Fosters a portfolio management work environment to improved communication and better understanding of
the principals regarding interoperability, costs and performance in most cases.

C. Typically develops appropriate metrics to examine customer feedback, trend analysis, and timeliness of
‘investment updates.

KSA: 1,2,4,5,6,7,8,9, 10

. DUTY 5: Critical

Acts as the command lead for the Chief Information Officer to controlling information technology capital
investment. Oversees the portfolio management process and acts as the Secretariat for the Chief Information Officer

Program Review Process. Ensures optimal allocation of information technology funds and ensures that potential
redundancies, overlaps and gaps in capability are addressed. Ensures that the pertinent assessments are

Page 4
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STANDARD CORE PERSONNEL DOCUMENT Number: 98159

accomptlished prior to the Board, Panel and Council, addressing technical issues, viability of sustaining the system,
and mission analysis.

STANDARDS:

A. The Chief Information Officer Program Review Process successfully delivers a balanced information technology
budget and Program Objective Memorandum in most cases,

B. Normally the Board, Panel and Council meetings are successfully conducted and process improvements are
evaluated and implemented as needed.

C. Technical assessments are generally efficiently conducted and feedback provided to program managers in a
timely manner. Other assessments are normally scheduled and outputs are captured and evaluated effectively.

KSA: 1,2,5,8,10

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA):

1. Mastery of knowledge of IT systems design, development, IT technology, and the implementation methodologies
combined with a broad knowledge of IT systems data, data flow, interfaces and interactions to analyze/develop new
IT systems, and to analyze existing [T systems at USTRANSCOM and the Transportation Component Commands

(TCCs).

2. Mastery knowledge in planning advanced IT systems projects and of leading task forces for resolving critical
problems in existing systems which require innovative solutions in many aspects of the project.

3. Knowledge of safety and security regulations, practices, and procedures.
4. Ability to plan, organize, and direct the functions and mentor, motivate, and appraise the staff of an organization.

5. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and
statements prepared for senior military, government, and civilian officials. Ability to give briefings, chair meetings,

and prepare reports.

6. Broad knowledge of DTS systems including methods, systems, épplications, and management principles.
Extensive knowledge of Federal ADP, Joint Service, Commercial Carrier, GSA, DTS components, DLA, and ICS

directives, regulations, practices, policies, and procedures.

7. Detailed knowledge and experience with communication and 1T technology disciplines as it relates to operating
systems, database management (DBM) systems, telecommunications, inter-operability, configuration management
(CM), integration, Life Cycle Management (LCM), software metrics, Electronic Data Interchange (EDI), modeling,
simulation, requisitioning, logistical supply/resupply, transportation, database administration, and contract
administration,

8. A comprehensive knowledge of OSD, DOD, ICS, DLA, Services, USTRANSCOM and Componeﬁt command's
transportation IT system requirements, ability to articulate highly complex and critical interagency command and
control, logistics, acquisition, and operational processes. The ability to plan and coordinate large scale interagency

IT system is required.

9. Ability to apply state-of-the-art IT and communication technologies in an optimum fashion to support the
enhancement of and/or development of DTS computer systems.

10. Comprehensive knowledge of Federal Acquisition Regulations (FAR), and laws government the administration,
acquisition, and management of contracts.

CLASSIFICATION CRITERIA:
DATE: 5/10/00

Page 5




STANDARD CORE PERSONNEL DOCUMENT _ : Number: 95159

SUPERVISORY CONTROLS:

The supervisor provides administrative direction with assignments in terms of broadly defined missions or functions.
Within these broad areas of direction the employee has responsibility for planning, designing, and carrying out
studies or projects and for coordinating, as a peer, with experts both within and outside the organization. In
performing the work, the employee makes extensive unreviewed technical judgments concerning the development,
interpretation and implementation of the DTS enterprise architecture. The employee is regarded as the leading

~ technical authority and expert on DOD-wide C4ISR architecture matters. The supervisor usually accepts the
employee’s recommendations without change. Results of work are con31dered techmcally authoritative and are

normally accepted without significant change.

CLASSIFICATION CRITERIA:
* Factor 1, Program Scope and Effect : Level 1-3 550 Pomnts

Scope: The incumbent serves as Chief, IT Policy and DPfM Division. The work involves providing integrated and
interoperable Defense Transportation Systerns (DTS) support to USTRANSCOM’s mission and DTS customers
world-wide. Establishes enterprise architecture, monitors migration and testing for compliance, drives information
technology investment, and provides engineering services and support from the data-level, through applications level
and ending at the net-centric level.

Effect: The work produced under this Division Chief’s supervision impacts the structure of the Defense
Transportation System and the information technology backbone and services provided to support that system.
Additionally, the formulation of future information technology programs and funding streams is dependent on the
products produced under the supervision of the incumbent.

Factor 2, Organizational Setting < Level2-3 350 Points

This position is accountable to the Director of Command, Control, Communication and Computer Systems
Directorate which is a general/flag officer position.

Factor 3, Supervisory and Managerial Authority Exercised Level 3-3 775 Points

Plans, coordinates, and directs work. Sets and adjusts long and short-term goals, priorities, and prepares schedules
for task completion. Assigns work to subordinate supervisors based on priorities, selective consideration of the
requirements of assignments, and capabilities of employees. Makes decisions on work problems presented by
subordinate supervisors, team leaders or similar personnel. Develops performance standards for subordinate
supervisors, evaluates subordinate supervisors, and serves as reviewing official on evaluations of non-supervisory
employees rated by subordinate supervisors. Assures reasonable equity of performance standards and rating
techniques developed by subordinate supervisors. Provides guidance and instruction to employees on both work and
administrative matters, Makes or approves selections for subordinate supervisory positions and for group leader, or
project leader positions responsible for coordinating the work of others, and similar positions. Hears and resolves
group grievance or serious employee complaints. Reviews and approves serious disciplinary actions involving non-
supervisory subordinates. Approves expenses comparable to within-grade increases, extensive overtime, and
employee travel. Recommends awards or bonuses for subordmates and recormnends changes in position

classification, when necessary.
Factor 4, Personal Contacts

Sub factor 4A- Nature of Contacts ] Level 4A-4 100 Points _
The incumbent has frequent contacts are with influential individuals or organized groups from outside the employing
agency; major defense contractors, SES, flag or general officers, executive level heads of bureaus and higher level

organizations in other Federal agencies.

Sub factor 4B- Purpose of Contacts Level 4B~‘4 125 Points

Page 6
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STANDARD CORE PERSONNEIL DOCUMENT ‘ Number: 95159

Negotiates and defends distribution issues to USTRANSCOM Commander, Component Commanders, commercial
CEO’s, and Congressional Subcommittees in response to legislative inquiries. The incumbent will frequently be
required to justify, defend, negotiate, persuade, and convince senior government and civilian officials of the
feasibility and benefits of implementing controversial IT systems, or new approaches to solving highly significant
matters such as distribution problems that substantiate modifications to existing processes and involve large
expenditures of resources.

Factor 5, Difficuity of Typical Work Directed Level 5-8 1030 Points

The position is responsible for providing direction and supervision over work performed in subordinate units at the
(3S-13-level which best characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the
organization and which constitutes 25 percent or more of the workload (not positions or employees) of the

organization.

Factor 6, Other Conditions ; Level 6-5 1225 Points
Supervision and oversight requires significant and extensive coordination and integration of a number of important
projects-and program segments of technical and administrative work the majority of which is comparable to the GS-
13 level. This requires the incumbent to make major recommendations that have a direct and substantial effect on
the organization and projects managed. The employee is responsible for significant internal and external program
and policy issues affecting enterprise architectures within the distribution community ensuring functional integration
and intermodal interoperability through coordination with OSD, JCS, DLA and the Services.

Special Situations: None.

Other significant facts pertaining to this position are:
1. Work requires frequent travel away from the normal duty station on military or commercial aircraft.

2. Work requires ability-to brief senior officials up to and including 4 star and SES-5 level.
3. Must be gble to obtain and maintain a Top Secret Clearance.

CLASSIFICATION SUMMARY:

CLASSIFICATION STANDARID(S) USED:
US OPM PCS for General Schedule Supervisory Guide, TS-123, April 1993, revised in April 1998; and DOD

Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999).

GS-15 Point Range: 4055 and up
Total Points: 4155
Grade: GS-15

Final Classification: GS8-2210-135, Supervisory Information Technology Specialist.

AFPC Free Flow Format
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

POSITION AND HIRING INFORMATION

1. POSITION NUMBER 2. POSITION TITLE 3. OCCUPATIONAL CODE
9543038 IT SPECIALIST (PLCYPLN) 2210
4. ORGANIZATIONAL TITLE §. CAREER 6. PAY 7. PAY 8. TARGET 9. OPM FUNCTIONAL
GROUP SCHEDULE BAND PAY BAND - CODE
Standard YA 03 03 NA
10. DRUG TEST 11. BUS CODE 12. FAIR LABOR STANDARDS ACT 13. DOD SUPERVISORY
8888-5USC CH STATUS & AF SL
YES X NO 7112(b¥1) N X £ .5 CFR 551,206 DOD 5/AF &
14. KEY/EMERGENCY 15. MOBILIZATION INDICATOR 16. ENVIRONMENTAL/HAZARD 17. CERTIFICATION REQUIRED
ESSENTIAL DIFFERENTIAL ___YES _X__NO
NA C - F_’Qsm.on required in No
_ mobilization and peacetime .
18. POSITIVE EDUCATION REQUIREMENTS 19, LANGUAGE REQUIRE 20, LANGUAGE IDENTIFIER
YES X . NO __YES__X NO NA
21. FINANCIAL STATEMENTS REQUIRED 22, POSITION SENSITIVITY | 23. PAY POOL IDENTIFIER 24. LAUTENBERG/SMITH
AMENDMENT
__YES _X__NO - e
Critical Sensitive . YES _X NO
25. DUTIES

Serves as a subject matter expert technical advisor to the Command, Control. Communications. and Computer Systems Directorate,
Provides technical guidance and direction to the staff on establishing standards and evaluating C4 systems. networks, and facilities for
which USTRANSCOM is responsible, to include fixed (garrison) and combat (deploved) assets, space or terrestrial assets. APD or
~lecomrunications assets, and government owned or leased assets for compliance. Provides expert guidance and oversight in the

:sign. development, and medification of the federated architectures supporting USTRANSCOM and includes how the Command will
nteroperate with the DOD Services and Agencies. Tracks emerging technologies that pertain to information technology systems,
implementing new technologies when warranted. Ensures that all systems are operational and capable of supporting
USTRANSCOM's mission. Establishes, develops. and maintains effective working relationships with the Office of Secretary of
Defense {Logistics), Joint Staff, Combatant Cormnmands. Services, Agencies. component commands. and commercial industry partners,
Contributes to the development and direction of research programs. Represents the Directorate at national and international forums
concerned with technical aspects of Command mission. Researches and/or analyzes problems. issues, or program requirements.
Identifies and resolves problems related to Command programs or services. The incumbent plays a major leadership role in organizing,.
managing and strengthening a comprehensive information technology infrastructure that will support and transform the adminisirative
and business areas of the Command. Develops specifications for information technology (IT) contracts and programs involving
hardware, software, components. systems, subsystems. and/or services. Prepares statements of work (SOWs). requests for Information
(RFls). and requests for proposals (RFPs). Evaluates computer requirements. Develops evaluation plans. Participates on proposal
evaluation teams. Evaluates vendor proposalis for adequacy in terms of vendor ability to perform desired actions and produce proper
results. Conducts an organizational transformation of IT lo ensure that the strategic objectives of the Command can be adequately
supported and delivered through the use of cutting edge technology. Creates an Information Technology Project Management structure
thar will effectively and efficiently ensure that projects are well documented, effectively planned with appropriate resources, and
successfully brought to completion. Such a structure wil! provide the necessary project management and oversight controls. tools and
resources analysis required for all 1T projects, from conceptual design through implementation and delivery. Recommends long-range
and short-range managemen) information systems plans, budgets and potential funding sources.

26, PosmdN's ORGANIZATION
USTC/TCJG-AD

27. POSITION OCCUPIED 28. a. DUTY STATION (City -~ County - State Or Overseas Location)
Competitive Scott AFB, Belleville, St Clair County, IL
b. GEOGRAPHICAL LOCATION CODE
177835163
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| 29. Core Competencies ey

“ir Force Skill Codes:

{ Percenlags Skili Code " Shred ' Subshred Literal Translation ;

50% APM L ZAF ' Computer SpocialistYProgram Management

35% ¢ APM . PLR Computer Speciatist/Plans and ; .
! i _ ! ' Reyuirements f !
CA5% CAPM P YYR Computer SpecialisyAcquisition !

NATIONAL SECUR!TY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION

30, COMPONENT INFORMATION

A STANDARD OCCUPATION CODE (50C; B MATIONAL GUARD BUREAU CTAIRIARIY RESERVE TECHMNICIAN
. | __DUALSTATUS __ NON-DUAL STATUS YES __NO .
{'D AF SPEC CODE/MIL E. ROLE E, ISPECIALITY G. SCOPE AND IMPACT T
| DCCUPATIONAL SPEC LEAVE BLANK LEAVE BLANK LEAVE BLANK
TH ORGANEATIONAL I CAREER FIELD) J. RESERVED FOR COMPONENT USE | 31. PPP OPTION CODE
ENVIRONMENT COMMUNITY T
USTRANSCOM E-Comminin .

32. SKILLS INFORMATION
1. Mastery knowledge of IT systems design, development, IT technology, and implementalion methodologies combined
with a broad knowledge of IT systems data. data flow, interfaces and interactions o analyzefdevelop new IT sysiems and
to anatyze existing IT systems at USTRAN‘%COM and the Transportation Component Commands (TCCs).
2. Mastery knowladge of, and skill in planning advanced IT systems projects and leading task forces for resolv ng critic
problems in existing systerns wiich requira innovative solutions in many aspecis of the project.
3. Professional skilt and ability to communicate effectively, both orally and in writing, complex technical issues and
statements prepared for senior military, government, and civilisn officials. Skill and ability to present technical briefings.
chair meeatings, and prepars repors.
Expert knowledge of, and skill in applying, DOD Architecture Framework associated with interoperability and

apportability of IT systems.
5. Detailed knowisdoe and expenence with communications and 1T techrology disciplines as it relales to operaling
systems, database management {DBM) systems, telecommunications, inter-operahility. configuration management (G},
integration, Life Cycle Management (ILCM), software metrics. Electronic Data Interchange (EDI), modeling, simulations,
requisitioning, lagistical suppiy/resugpy transportation, database administration, and coniract administration.
8. A comprehensive knowledge of OSD, DOD, JCS, DLA. Services. USTRANSCOM and Component Command’s
transportation IT system requiremenis and the ability to articulate highly complex and critical imeragancy command and
conlrol, logistics. ecquisition, and operational processes. The ability to plan and coordinate large scale interagency 1T
systems is required A
7 Aty io apply statg-of-the-art 1T and communication technologies in an oplimum fashion o support the enhancement
of andfor development of DTS computer systems. '
8. Camprehensive knowledge of Federal Acquisition Regulations (FAR) and taws governing the administration,
acquistion, and management of coniracts.
33. CONDITIONS OF APPOINTMENTIOTHER SIGNIFICANT FACTS
1. Work requires frequent travel away from the normal duty station on military or commerdcial aircrafl.
2. The employee must obtain and mainiain a {op secrel securiy clearance
3, Waork requires the ability to brief senior offictals up to and inc s.sdmg star and SES-5 level

T4 OTHER REGQUWEMENTS | B, 00D RESERVED i T BOD RESERVED D DOD RESERVED TE COMPONENT USE 1
A DOD RESERVED ; ;

i
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35. AUTHOR! ZED MANAGEMENT QFFICIAL
A SICNATURE

B TTLE , B DATE IYYYYRMIOD) :
Y uarmd i L é.e;,ﬂ A {

A L"f,é"i af‘i’”‘g.
. N N . e [P A
T R T A R N T 1 Paas fff £ (*‘ir'

L \fé%‘
P y‘( A A i\. k&ikw b\“ o PRS0y e R
36 CLAGSIFICATION APPROVED BY 4 !

a SIGNATURE TR TTLE ol DATE tYY YA ADD)
,f“»' P ;,z . ¢ . o Human Resaurcas Spacsast :
£ g F sonke L ! ; . -
. £y ~ | ST
n:f 7o ",':"/ W Ao - { el

DD FORM 2918, Jul 2006 )
Auw Force Aulomat e& Form - Jul 2004 PO Number  §S43038




