
MEMORANDUM FOR MARIANNA PETERSON 

FROM: DEBRA IVY, TCn-C 

SUBJECT: USTRANSCOM FOIA 10-97 (Tasker 1019632346) 

This packet includes all of the position descriptions for Infonnation Technology 
positions (2210 Series) within the United States Transportation Command, fulfilling the 
current FOIA request. There are 23 total position descriptions to include: 9SN1234, 
9S43097,9S42718,9S43031,9S41515,9S42872,9S9S205,9S199,9S42148,9S42621, 
9S42881,9S43034,9SN1441,9S42876,9S42160,9S9S155,9S42560,9S42880, 
9SN0917, 9S9S196, 9S159, 9S42587, and 9S43038. Please contact me with any 
questions at (618) 229-8181. 

~f/r
DEBRA IVY 

Chief, Training and Civilian Personnel Division 
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( 
AIR FORCE CORE PERSONNEL DOCUMENT 

ORGANIZATION: HQ AMCIDOYR 	 CPD NUMBER: 984151500 ;)\1 ',-, , r 

SUPV LEV CODE: 8 COMP LEV CODE: K~ ..i. r1It-

TARGET GRADE: 12 FLSA:Exempt 

JOB SHARE: NA CAREER PROG 10: 

SENSITIVITY: Noncritical Sensitive BUS: 1036 

EMERGENCY ESS: DRUG TEST: 

KEY POSITION: NA POSITION HIST: 


----,~ ,. If=P{JSi..V:na-r&tAbT)·
CLASSIFICATION: ~ytiJ:.Speclahst (I?rogramFl'l@f Analyst) GS~ 12 

DUTY TITLE: ,t;1,uo 


--------------------------------~------------~--~~~~~~~~~~~~~ 
ORG & FUNC CODE: T A Y Transportation - Miscellaneous '?nm..t9 ' 

1ST SKILL CODE: 60% CPA MIS Computer Programmer Analyst - Mgt Info Sys 0(:5-J"u / rfl@. 

2ND SKILL CODE: 40% APM DBM Computer Specialist - Database Management 

3RD SKILL CODE: % 


'~~~~~~~~T4~H~ 

SUPERVISOR'S CERTIFICATION:, I certify that this Core Personnel Document is an accurat~ statement of the major

(: duties, knowledge, skills, and abilities, responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carry out government functions for which I am responsible. This 

(-' 	 certification is made with the knowledge that this information is to be used for statutory purposes relating to appointment 
and payment of public funds and that false or misleading statements may constitute violations of such statutes or their 
implemen . g regulations. 

DATE 

PERFORMANCE PLAN CERTIFICATION: 

Rate rlS u p v. 

Date 

Reviewer 
I 

Date 

Employee-

Date 

*Signature acknowledges receipt. It does not mdlcate agreement/disagreement. 

AF Form 1003 APR 90 (COMPUTER GENERATED) 

BUS CODE: Position is included in the Bargaining 

Unit lAW Chapter 71 lfr- --; JJ1!ol:. 



CORE PERSONNEL DOCllMENT Number: 

( 

( PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

. f h' ... T h HQ AMC/DOY I"'~r." S .,' / AI'~t,.J//)ItTAI1IIG r)The pnmary purpose 0 t IS posItIOn IS: 0 serve as t e ,*,Iflfll:lter pecla Ist'tProgrtl11tfuer 
A1tftiyst) responsible for all aspects of the division's Management Infonnation System (MIS) to include 
computer data, database management, programs, telecommunications, networking and program interfaces in 
support of COINS, SPS and other related systems. 

The organizational location of this position is: See cover page 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational goals or objectives of this position are: Mission and function statements are 
contained in AMCR 23-11. 

DUTY 1: x Critical Non-Critical 

Provides technical expertise in the application of database management systems (DBMS) and MIS. Provides 
technical analysis and resolution of all problems encountered by functional area users when accessing data through the 
DBMS and user data access languages to obtain reports and other infonnation provided'by applications systems. Provides c guidance to functional area users in the use of various systems and procedures. Provides technical guidance on data storage 
structures, techniques, and interfaces between databases to assist analysts, developers and functional users. Evaluates r applications programs and existing databases to identifY and resolve access and perfonnance problems. As office leading 
technical authority, independently plans and carriers out projects and analysis of organization's automation requirements. 
Interprets policies and regulations and coordinates with DOD and Air Staff experts to support mission objectives. May lead 
groups to resolve complex database administration problems. Evaluates and detennines enhancements and changes to 
DBMS and MIS. Develops programs for DBMS enhancements unique to the needs of the command; e.g., special security 
requirements and ensures compatibility. 

STANDARDS: 

A. Promptly and courteously provides te'chnicalexpertise which is substantive and timely. 

B. Effectively contributes to resolution of problems. 

C, Appropriately assists functional area users. 

D. Accurately detennines changes for DBMSIMIS. 

KSA: 1, 2, 3, 4, 5, 6, 7 

DUTY 2: x Critical Non-Critical 

Performs studies and prepares reports on data and database utilization. These include both recurring and special 
studies/reports. Recurring studies/reports are performed on items such as entitlement, awards, data distribution, database 
perfonnance, and disk utilizations. Special studies/reports are required to provide response to directorate, command and 
audit requests for infonnation and to provide justification for hardware and/or software acquisition; to investigate 
application system data and database problems; to evaluate the results of applying new methods and techniques to existing 
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databases; and to evaluate the impacts of hardware configuration changes to databases. Performs quality control of 

computer produced reports. ' 


STANDARDS: 

A. Reports and studies are prepared in a timely manner. 

B. Provides valuable and timely input to the development of studies and reports. 

C. Regularly performs quality checks on the accuracy of data in management reports. 

D. Reports, papers, briefings, and correspolfdence are technically accurate and effectively presented whether written or 
oral. 

J<SA: I, 	2, 3, 4, 5, 6, 7 

DUTY 3: 	 X Critical Non-Critical 

Performs general systems administration functions. This includes physical database design; technical assistance during 
logical database design; DBMS resource requirement evaluation; database backup recovery, and restart procedures; 
database load procedures; database integrity and maintenance; access control and "user view" maintenance; database 
performance management; database machine management; and database standards, documentation composition and 
review, and MIS evaluations. Tests and debugs programs to satisfy requirements. Maintains system logs and other records 
of computer operations such as documentation of equipment and software licenses, training, system malfunctions and 
corrective action taken. Maintains inventory of computer supplies necessary to keep systems functioning smoothly. Plans 
for future system enhancements. Makes recommendations for acquisition, possible leasing or modernization of equipment 
andlor systems in order to provide management the services and advice required. 
STANDARDS: 

.A. Accurately identifies processing requirements. 

B. Documentation is prepared in an accurately and timely manner. 

C. Thoroughly conducts routine maintenance of the system. 

D. Recommendations are well researched and prepared. 

KSA: I, 	2, 3, 4, 5, 6, 7, 8, 9 

DUTY 4: 	 Critical x Non-Critical 

Maintains liaison within the agency, with other DOD commands, contractors, vendors, database specialists, and 
other government agencies for the purpose of mutual exchange of information and assistance concerning the use and{) implementation of Management Information System, database and data access systems. Interacts daily with the 

. .) 	 organization's specialists and managers as well as other personnel in the directorates and executive offices. Keeps abreast 
of new developments in database and data processing technology for both mainframe and PC environments. Reviews 
database systems and various types, makes and models of equipment, evaluating and analyzing their capabilities for 
possible adaptatiQn to current or new systems. Represents the interests of division in meetings. Establishes effective 

3 



CORE PERSONNEL DOCUMENT 	 Number: 

(' 

(/ 	 professional working relationships with coworkers, contractors, and other government personnel. Promotes a cooperative 
working environment which contributes to the successful accomplishment of the mission. Uses tact and diplomacy in oral 
and written communications with others and presents a good image as a representative of HQ AMC. 

STANDARDS: 

A. Actively develops professional working relationships. 

B. Knowledge of technology is current and relevant.· 

C. Actively participates in meetings and conferences. 

]{8A: 1, 2, 3, 4, 5 

DUTY 5: 	 X Critical Non-Critical 

Accomplishes state-of-the-art, on-the-job technical training, guidance, and direction to other personnel, as well as the 
training of user personnel. Instructs on specific tasks and job techniques. Identifies, develops and conducts remedial ·--:' training based on system changes, update procedures, quality 'review and specific requests. Reviews changes to system, C'.' 

regulations, policies and procedures and provides guidance to employees based on review of changes. Also develops all 
. ··" \ documentation required relevant to the implementation and operation of the MIS, DBMS, Office Information System (OIS) 

," . 1r· and/or other user or in-house developed data access methodologies. Provides a wide variety of record keeping, reporting 
and infonnational duties in support of organization's programs, functions and projects. Develops all documentation 
required relevant to the implementation and operation of DOY Infonnation systems, computer hardware, databases, 
equipment and interfaces. Develops operating instructions or techniques to cover new or unanticipated problems. 

STANDARDS: 
A. Guidance and assistance provided is sound and technically accurate. 

B. Appropriately identifies, develops and conducts training that produces desired results. 

C. Prepares appropriate and accurate documentation. 

D. Provides valuable and timely input to the development of operating instructions or techniques. 

KSA: 1, 2, 3, 4, 5, 6, 7 

DUTY 6: 	 X Critical Non-Critical 

Analyzes and determines cause of malfunctions related to hardware, software, or environment and initiates 
corrective action and performs periodic or scheduled preventive maintenance for a variety of complex systems and 
equipment. Troubleshoots and maintains equipment to include PCs, LaserJet Printers, fax machines, servers, laptops, and 
disk drives. Loads, maintains and troubleshoots software to include: Windows, Windows NT, MS Office, Fonn Flow, and 
other software. Identifies system problems and determines solutions along with ways to improve system performance. 

\ 	 4 
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( 	 Arranges for base technical expertise when needed; coordinates with the 375CG Help Desk and other support personnel to 
resolve problems beyond personal capabilities/scope. Attempts to restart jobs that terminate abnormally or cause the 
computer system to hang. Works with vendor representatives, computer hardware specialists, and system software 
specialists, if required, to determine the cause of problems resistant to standard problem solving techniques. Runs 
diagnostic and reliability tests and corrects conditions. Periodically cleans highly sensitive hardware such as 
electromagnetic, photoelectric, laser, mechanical highspeed computer peripheral or processing equipment. Applies 
emergency procedures in case of natural or man-made disasters and security risk situations. Reconfigures computer 
systems to take failing peripherals or system components out of action. Performs computer systems, hardware and 
software installation and on going support for entire division. 

STANDARDS: 

A. Promptly and accurately performs analyses and determines cause of malfunctions. 

B. Expediently initiates corrective actions. 

C. Effectively maintains database integrity. 

D. Corrects conditions which respond to standardized control procedures or precedent options in a prompt manner. 

KSA: 1,2,3,4,5,6,7,8, 9 

(" RECRUITMENT·KNOWLEDGES, SKILLS AND (KSA) 

p\ 1. Knowledge of a wide range of computer techniques, methods, sources and procedures. 

2. Knowledge of systems software and systems development life cycle, including systems documentation, design, 
development, configuration management, cost analysis, data administration, DBMS, systems integration and testing, 
trouble-shooting techniques and implementation procedures. 

3. Knowledge of data processing techniques and procedures, both manual and automated, including work processes, 
terminology and management information requirements. 

4. Knowledge of computer policies, practices and data processing st.andards. 

5. Knowledge of computer operating systems, systems interrelationships and interfaces and their relationships and 
involvement with other applications systems interfaces. 

6. Knowledge of applications systems and programming to recommend initiation of refinement of procedures and 
processing techniques. 

7. Knowledge of programming languages and techniques, systems design and efficiency. 

8. Knowledge of ADP hardware capabilities, including operating systems, productivity tools, and peripheral equipment 
available on command installed machines. 

9. Knowledge of the installation and maintenance of current software versions to include MS-DOS, MS Windows, 
NETSCAPE, MS Outlook, Laplink file transfer and other software currs;ntly utilized. 

5 
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( 

(. 
Factor 1, Knowledge Required 	 Level 1-7 1250 PTS 

Knowledge of a wide range of computer techniques, methods, sources and procedures, including familiarity with 
approaches used by ADP organizations in other agencies as well as the private sector. Knowledge of systems software and 
systems development life cycle, including systems documentation, design, development, configuration management, cost 
analysis, data administration, DBMS, systems integration and testing, trouble-shooting techniques and implementation 
procedures. Knowledge of the Command's existing data processing techniques and procedures, both manual and 
automated, including work processes, terminology and management information requirements. Knowledge of DoD and 
Command policies and data processing standards. The ability to modify standard practices and adapt computer systems to 
solve a variety of computer software problems, and to adapt precedents or make significant departures from previous 
approaches to similar projects to provide for the specialized requirements of some projects, and the ability to apply the 
standard practices of related scientific disciplines, such as software engineering techniques, as they relate to software 
design, development and implementation. Knowledge of computer operating systems, systems interrelationships and 
interfaces and their relationships and involvement with other applications systems interfaces, and the ability to decide 
which operating mode and/or equipment configuration is most appropriate for the implementation of a particular 
application. Knowledge of the subject matter area to recommend initiation of refinement of procedures and processing 
techniques to improve utilization of resources and/or coverage of management needs. Knowledge of programming 
languages and techniques sufficient to provide efficient program code and guidance to other specialists in the areas of (1) 
nonfunctional/functional software interfaces; (2) use ofobject oriented and event driven programming; and (3) overall 
~pplications systems design and efficiency. Knowledge ofADP hardware capabilities, including operating systems, 
productivity tools, and peripheral equipment available on command installed machines. Knowledge of the installation and 
maintenance of current software versions to include MS-DOS, MS Windows, NETSCAPE, MS Outlook, Laplink file 
transfer and other software currently utilized. Knowledge of standard policies and practices employed by other specialists 

c:~ is essential to expedite the total operational effort. 

(> 	 Factor 2, Supervisory Controls Level 2-4 450 PTS 

The supervisor sets the overall objectives, and in consultation with the employee, determines time frames and possible 
shifts in staff or other resources required. The employee, having developed expertise in the assignment, independently 
plans and carries out projects and analyses of the organization's requirements; interprets policies, procedures, and 
regulations in conformance with established mission objectives; integrates and coordinates the work of others as necessary; 
and resolves most conflicts that arise. The employee informs the supervisor about the progress, potentially controversial 
matters, or far-reaching implications. Completed work is reviewed from an overall standpoint in terms of feasibility, 
compatibility with other work, or effectiveness in meeting requirements or achieving expected results. 

Factor 3, Guidelines 	 Level 3-4 450 PTS 

Policies and precedents provide guidance which is general in nature with little specificity regarding the approach to 
be followed in accomplishing the work. Typically, the primary constraints are those imposed by the need for 
compatibility with existing systems or processes. Performance of the assigned studies, design projects, equipment 
or system software evaluations usually requires deviating from traditional methods of researching trends and 
patterns to develop improved methods or formulate criteria. The employee uses initiative and resourcefulness in 
researching and implementing state-of-the-art techniques and technologies to develop new and improved methods to 
cope with particular projects. 

Factor 4, Complexity 	 Level 4-5 325 PTS 

() 
The assignments consist of various projects, studies or evaluations characterized by the need for significant 
departures from establ ished practice. They typically involve a number of stages in an automation project to include 
studies preliminary to the decision to automate, or an unusual depth of analysis of system software, computer (.) 	equipment, or a similar broad specialty area. Deciding what has to be done typically is complicated by the novel or 
obscure nature of the problems and special requirements for organization and coordination. Technical difficulty is 
exceptional where numerous conditions, options, and machine characteristics must be considered including the 
evaluation and installation of both COTS DBMS and computer operating systems, redesigning both the physical and 
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( 

( 	 logical database structure, porting of historical computer data to both a new environment and database structure, 
reengineering a mainframe application to a client/server environment, specifying computer hardware and operating 
system required to support the system, specifying and implementing solutions for remote access to the system, 
studying and resolving database and operating system performance issues, and developing specifications for the 
interrelationship and integration of the Standard Procurement System (SP.S) and several database systems to include 
Commercial Operations Integrated System (COINS), Bulletin Board, GDSS and GOPAX. 

Factor 5, Scope and Effect 	 Level 5-4 225 PTS 

The scope of the work involves investigating and analyzing a variety of unusual problems, questions, and conditions 
associated with downsizing a geographical separated mainframe system to a local client/server environment, 
establishing criteria for the interrelationship of the SPS system and COINS database systems including 
communications, method, and frequency of data exchange between systems, developing and implementing database 
design specifications, and establishing remote access to the system. The workaffects activities and functions of 
contractors as well as others including MTMC, HQ AMCITACC, and HQ AMC/DO. 

Factor 6, Personal Contacts and Factor 7, Purpose of Contacts Level3-B llOPTS 

Personal contacts include daily interaction with the organization's specialists and managers as well as other 
personnel in the directorates and executive offices. Additionally, there is frequent contact with representatives of 
computer manufacturers and contractors and computer personnel from other government agencies. Most contacts 
are to resolve problems, plan activities, coordinate efforts, and to schedule system tests with other government ... agencies to assure the reliability and accuracy of operational programs for the command. . \C.. 	 :J..,
Factor 8, Physical Demand 	 Level8;X ;3iPTS

(.' 
Work includes physical movement of computer hardware and electrical hazards associated with internal components 
and computer power sources. The work requires regular and recurring periods of caring for or performing minor 
repairs on equipment and carrying or loading paper, carrying PCs, or printers that weigh less than 40 pounds. 

Factor 9, Work Environment 	 Level 9-1 5 PTS 

Work is performed in a stressful environment with frequent interruptions. The work is performed in a typical office 
setting. 

Other significant facts pertaining to this position are: 

1. The employee may be required to work other than normal duty hours, which may include evenings, 
weekends, and/or holidays. 

2. The employee may be required to travel by regularly scheduled passenger military or commercial aircraft 
in the performance of officially assigned duties. Subject to call back on night shift, holidays, weekends or 
irregular shift changes as occasion demands. 

CLASSIFICATION SUMMARY: 1-7 1250 
2-4 450 
3-4 450 
4-5 325 
5-4 225 
3-B 110 
8-1 ~JO 
9-1 5 
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( 

(' Total Points: 2rJr )n./) 

CLASSIFICA TION STANDARD(S) USED: US OPM PCS for Computer Specialist Series, OS-334, TS- 106 dated 
July 1991. 

CLASSIFICATION REMARKS: 

C~) 
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ORGANIZATION: 
SUPY LEV CODE: 
TARGET GRADE: 
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DUTY TITLE: 

ORG & FUNC CODE: DPY Data Processing 
1ST SKILL CODE: 50 % APMYYB Computer Sper.:ialist, Acquisition 
2ND SKILL CODE: 40 % CPACMH Programmer Analyst. Telecommunications 
3RD SKILL CODE: 10 % APMPLR Computer Specialist. Plans and Requirements 

CLASSIFIED BY: CJ",-_£t:t:::> ~ s- t.l-.v ..:2-0-0.:1

, -cJ~ 'rmO t;'f;ue&if ' c5!:,ti!699 
CLASSIFIER SIGNATURE DATE 

SUPERVISORS CERTIFICATION: 

I certify that this Core Personnel Document is an accurate statement of the major duties, knowledges, skills, and abilities. 
) 	 responsibilities, physical and performance requirements of this position and its organizational relationships. The position is 

necessary to carry out government functions for which I am responsible. This certification is made with the knowledge lhal 
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misleading statements may constitute violations of such statutes or their implementing regulations. 
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-~ .--
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

-.::x::..:--
The primary purpose of this position is: To perform ~££!mie~d work, studies, and analysis relative to acquisition 

selection. disposition. and reutilization of eeR:U:l'II:IRie~n~ 68B11}l1t~1 systems. The work of this position involves 

coordinating and integrating technical aspects of .:~ef work with administrative matters. 


The organizational location of this position is: U.S. Transportation Command, Directorate of C4 Systems. l:.r () ':'c, fP i;' l D, v 
~Hd CORtracting::f)WisiGn, Scott APB IL. 

I, LIT \' '\ ..,jb;L.k\l(.c ·~'l''':' ,.;. -,-,'\ 'i'"IIJJ-H.:'.\' ;:;'>'«'.(\c\·~.. 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational go~ or objectives of this position are: To provide authoritative guidance and support 

in the areas of CQmmYI1l.fl~ eOIllI't1tef systems resource acquisition policy and procedures, availability, 

and use. Recommends development of and implements policy and procedures for the management of 

COI;\FRWRiet;mJftF-'eomtJ1ner system resources of USTRANSCOM, 


DUTY 1: Plans and coordinates the acquisition of information technology assets and services (i.e" computer 
hardware/software, network, reuse assets for major systems, and related technical studies and services). Controls and 
manages the issuance of Communications-Computer Systems Equipment Orders to vendors or Statements of Work 
(SOWs) and equipment specifications to contracting activities to acquire GOR'lFRw;Tfi~s eel'l'll"Hter system 
equipment and services. Monitors delivery of this equipment and services to ensure it meets programmed 
requirements. Performs Contracting Officer Technical Representative (COTR) and Task Manager duties for the 
contracting officer to ensure contract adherence and enforcement and to provide technical interpretations for the 
contracting officer in contract negotiations or arbitration. 40% Critical 

STANDARDS: 

A. Effectively plans and coordinates all phases of the acquisition. implementation, and integration of the assets 

involved with a project/service, 


B. Consistently conducts research and develops specifications, justifications, and economic analyses in support of 
selection and acquisition actions, 

C Properly prepares solicitation packages (to include Statements of Work, Technical Evaluation Criteria, bid 
schedules. etc.) fo'r contracl. Initiates, receives. analyzes, coordinates, and incorporates recommended modifications 
to the solicitation package to ensure technical accuracy. 

D. Thoroughly reviews tile solicitation package and coordinates with the Contracting Office to ensure completeness 
and legal sufficiency. 

E, Properly serves as an authorized representative of the Contracting Officer and is responsible for providing 
technical information for the procurement of information technology assets and service, Reviews technical 
specifications for bid solicitations. 

F. Ensures vendor compliance with contract provisions, Provides proper interpretation of technical provisions of 
contracts and informally discusses technical differem;es between vendors, 

G. Thoroughly reviews proposals to continue, expand. or delete assets and recommends appropriate disposition, 

2DATE: August 1996 
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------------~--------------------------~----------~-----.----

H. Assists with preparation of appropriate supporting justification for long-range funding requirements and 

submissions. 


KSA: 1,2,3,4,5,6.7 

----------------------------------.----.~..-.-

DUTY 2: Assists with the conduct of analyses and studies to facilitate recommendations and staff actions in 
regard to the !!.E.Propriate sources, acquisition methods, and financial programmatic actions required for 
~emmllIli~QmpYt8" system programs, equipment, software, and contractual services. This includes 
assignments related to program planning, monitoring, and coordination of the systems life cycle functions. 
Assignments involve specialized services or accomplishing projects which require application of a variety of 
techniques and methods 10 determine the best approach. 20% Critical 

STANDARDS: 

A. Provides appropriate advice or assistance [0 decision makers in selling program goals and establishing priorities 

to support the organizational mission. 


B. Effectively monitors. evaluates. and coordinates assigned functions and briefs management officials of program 

status. Documents program purposes. methods. assumptions. and conclusions. 


C. Properly directs preparation or prepares a variety of program reports. Assists higher-level management 

official(s) in the evaluation of fiscal requirements for validity and sufficiency. 


D. Properly reviews and controls the allocation of organizational funds associated with major initiatives. Controls 

funding allocations as required and recommends redistribution of allocations as needed. 


E. Effec[ively evaluates impacts of new technologies on current systems and policies. Assesses performance ancl 

effectiveness of new or substantially modified systems. 


KSA: I, 2, 3, 5, 7.8 

DUTY 3: Receives and processes ~9mR1Qf!ieft~J:n6 eern~tltef' requirements from the USTRANSCOM 
staff. Evaluates requiremems for validity and need within the context of command policy, architectures and 
concepts of operation for all Command, Control. Communications and Computer Systems (C4S). Helps to 
determine the feasibility of information systems requirements and assists with development of program procurement 
strategies specifically tailored to support the required GOlllHlllBi~ awd complltf:[.acquisition actions. 

15% Critical 

STANDARDS: 

A. Actively and effectively participates in team meetings to identify and validate requests for changes to technical 

systems and evaluate proposed solutions. 


B. Executes defined projects through to completion with minimal supervisory intervention. Resolves project 
.management problems accurately and makes adjustments to project plans and maintains professional qualities at all 

times. 

C. Effectively represents tbe organization at conferences, planning meetings, and other functions concerning the 
long-range strategic plans of DOD C4 systems, USTRANSCOM strategic plans and other plans affecting C4S 

requirements. 

3DATE: August 1996 
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KSA: I, 2, 3,4, S. 6. 7 

DUTY 4: Assists program managers with performing programming and ~ning duties as required to 
maintain the long-term programmatic health of ongoing and plannede6h l1catiOns-coll~ systems and 
pl'ograms. This includes maintaining close coordination with technical project and program managers within 
USTRANSCOM as needed to'ensure that program requirements are properly considered during the established 
Planning, Programming, Budgeting System (PPBS) cycles. Identifies and analyzes both long and short range 
procurement requirements for network C4 oper,llions and maintenance needs so as to provide uninterrupted service 
for all mission requirements. 15% Critical 

STANDARDS: 

A Accurately projects cost of satisfying C4 needs and provides inputs for required budget submissions for inclusion 
in the USTRANSCOM.Program Objective Memorandum (POM) process 

B. Effectively researches government ;;apabilities and ;;omractual options 10 determine the best value approach to 

satisfy C4 needs. Accurately documents findings and recommends approach to management. 

C. Inputs to budget submissions will be provided to the technical staff for review and be available for inclusion in the 
tinal Budget Estimate Submission in sufficient time to meet suspense deadlines. 

KSA: 1, 2. 3, 5, g 

DUTY 5: Maintains liaison with internal USTRANSCOM organizations in order to anticipate the future 
direction of .cGR1Ri~;:;:t:i6n:'l e611llHlter systems technology an~curement policies. This includes 
representing the TCJ6 Directorate in malters relaling to .oH1l1'll:lnie~ CO!1'lj'Jlitef systems policy and procedures. It 
will also require the incumbent to review techillcal and cOnlractmli literature, attend hardware/software 
demonstrations, and visit other government agencies to keep abreast with the current trends in GGlnnnolnicfllionr< -:r:.T 
cQl+lp1::Her :tystems technologies and current vendor services. 10% Non-Critical 

STANDARDS: 

A. Consistently maintains technical proficiency by ,mending symposia, expositions, and meetings and reviewing 
cun'em communications and computer literature. 

B. Actively maintains liaison with internal USTRANSCOM organizations to anticipate direction of 
communications-computer systems technology required to support the mission. 

KSA: 1,4,5,6,7 

Other significant facts pertaining to this position are: Work occasionally requires TDY travel away from the 
normal duty station. A Top Secret clearance is required. 

------------------- ~~---~-~-~--~.~-~--~-----------~-----

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

. '+-7 ... ['. . d dI. Knowledge of GOnUnURWflU9RJ ~Olilptl$r systems at:qUlSllJOn regu allons, practices, an proce tires. 

2. Skill in effecitive oral communication. 
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3. Skill in effective written communication techniques. 

::r:.:T
4. Knowledge of il,rOfffitlliell fll\"ce~sing standards and procedures. 

5. Skill in applying knowledge of current automation technology and practices. 

6. Knowledge of configuration management regulations, principles. and techniques. 

7. Knowledge of acquisition requirements and guidelines at a sufficient level to serve as a Contracting Officer'" 

Technical Representative (COTR). 


8. Knowledge of Planning, Programming, Budgeting System (PPBS) and Program Objective Memorandum (POM) 

processes. 


CLASSIFICATION FACTORS: 

Factor 1, Knowledge Required By The Position Level 1-7 1250 Points 

.~ . . . 
-- Knowledge of agency infermalifll oce.:!4ill·g standards. policies. and procedures to analyze and advise managers 
on systems matters and evaluate the need for changes in existing policies and procedures. 

-- General knowledge of the mission, oh,iectivcs. terminology, and management practices in the agency in order [0 

recognize probable ::treas of iIlleraction and overlap between proposed and existing systems. 

-- Knowledge of the principles, policies, and practices of acquisition and program m::tnagement. Uses this 
knowledge to serve as a technical specialist involved in the planning, organization, and managing of systems 
acquisition. Ability to ensure overall compliance with contractual requirements and hardware specifications . 

.~l" P/'1"\ c..:.~~) <:..:o,,~.p-\:;s... "",clrL,. ~ . .. :I:T . 
-- Knowledge of ~ll1dUlJll syStellls dlld IId'OIIIlI:lHOn fll'OCCJ3111b cqttlj.lllit'!Jt characteristIcs, COFRpl:IlOr techmq ues. 
requirements, methods, and procedures to include familiarity with approaches used by organizations in other 
agencies and/or the private sector in order to evaluate alternatives and provide assistance to managers. 

-- Knowledge of department, agency, command. and installation ;;-9!procedures and standards as they relate to 

limitations on design approaches. coordination requirements, programming specifications, and documentation related 
to networks . 

.. Knowledge of systems design and development techniques and agency policies and piocedures. Skill in relating 
aspects and parts of a project to the overallnceds of the organizations served. Knowledge of new or revised policies. 
practices, and technical management guidelines to provide advisory services, consultation, technical assistance, 
and/or training. 

-- Knowledge and skill In adapting analytical techniques and evaluation criteria to determine program effectiveness, 
to develop'new or modified work methods and ability to analyze and resolve complex problems. 

:::I:..lS¥-0wledge of the large variety of programming and planning documents associated with all phases of the assigned 
~lIIfiaE"" systems or information technology programs. This includes knowledge of GSA, DOD, USTRANSCOM. 
and AF directives concerning procurement of ADP resources. 

-- Knowledge of the acquisition and program management cycle which includes acquisition, development and 
implementation of new or modified information systems, subsystems, or equipment items to meet cost schedule, 
performance, and supportability criteria. This includes knowledge of life cycle costs and the factors that must be 
included when determining the cost effectiveness of introducing new technology. 
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Factor 2, Supervisory Controls Level 2-4 450 Points 

The supervisor provides general guidance, as to scope and priorities of projects in the assigned area and, in 
consultation with the employee, determines time-frames and possible shifts in staff assignments. Employee plans. 
organizes, and carries out assignments, coordinates work with others, determines the approach and methodology to 

be used, and keeps the supervisor apprised of potential problems. The employee clears with the supervisor 
approaches that n1:1y have potential policy impact. Completed WOl'k is reviewed for its effectiveness in meeting user 
requirements, accuracy of estimate.d lime frames and projected problem areas, and effectiveness in coordinating the 
project with other groups. 

Factor 3, Guidelines Level 3-3 275 Points 

Guidelines primarily consist of Federal, AF, and GSA procurement regulations, plus general C4S-related DOD and 
USTRANSCOM regulations, legislation, and policy. Broadly stated technical specifications equipment regulations, 
precedent contracts, procurement procedures, and previous studies are available as general guidance, but are not 
completely applicable or gaps may exist in significant areas. The employee is required to adapt guides and 
precedents for application tLl the assigned project to supplement gaps or lack of specificity to particular problems or 
situations. Established guidelines often mllst be interpreted. as in the case of advising contractOr personnel or other 
vendors on the application of USTRANSCOM acquisition policy and It:gulations. 

Factor 4, Complexity Level 4-4 225 Poim;; 

Assignments consist of projects. studies, or evaluatioIls chamcterized by the need for substantial problem amllysis. 
Deciding what needs to he done typically involves assessment of situations complicated by conflicting or insutficient 
data that must he analyzed to determine the applicability of established methods. Different technical approaches 
often must be considered or tested and projections made from these results. Computer equipment or system software 
evaluation and modification at this level primarily concern items available from vendors already in use in other 
Government or private~operations. 

~l 

Factor 5, Scope and Effect Level 5-3 150 Points 

The work involves resolving a variety of conventional problems, queslions....mjffiuations such as typically is the case 
where responsibility has been assigned for maintenance of a set of coml11l1Iiii~alfol1s COIllput€!r systems or programs. 
Accomplishments 6f the work affect the operation of C4 systems throughout Headquarters USTRANSCOM. This 
includes responsibility for contracts and projects that, although affecting activities or individuals throughout the 
agency, are primarily to facilitate the operation of C4 systems in support of the Headquarters staff. The employee 
also assists with providing advice, consultation, and guidance concerning program aspects that affect a wide range of 
agency activities. 

J~ 
Factor 6, Personal Contacts Level6:i3

~~ 
Personal contacts are with senior representatives and other systems analysts. programmers, and functional area users 
from within and outside USTRANSCOM. This includes other C4 systems support personnel from DOD, JCS. the 
Services. MSC, MTMC, and AMC, as well as system lIsers, project officers, procurement personnel, engineers, and 
prospective equipment or system software vendors and contractors 

'1l'acttll rr; Purpose of Contacts Lil"el7 :3 120 Pomts 

Tbe purpose of the contacts is to influence managers and supervisors to wnfonn to changing requirements and 

procedures peculiar to the command and to obtain information and coordination on current and future projects. 

Also, frequent meetings are held with functional area representatives, computer specialists, vendors, and users. 


tlft::EJ:rints 

Meetings are required to resolve problems and establish procurement planning, 
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AIR fORCE STANDARD CORE PERSONNEL DOCUl\-IENT (SCPD) 

ORGANIZATION: USTcrrCJ6-A SCPO NUMBER: 9$42587 
SUPV LEVEL CODE: %~ COMPLEVELCODE: .~ 
TARGET GRADE: -H- i I' -0"'" FLSA: ExempI 
lOB SHARE: No ~..~l J CAREER PROG 10: 2/E 
SENSITIVITY: ,A/o.1Critical-Sensitive'i/JI/tf'BUS: 8aSS 
EMERGENCY ESS: NA DRUG TEST: NA 
KEY POSITION: NA POSITION HIST: Cancels 9S39940-460342 

CLASSIFICATION: Information Technology Specialist (PLCYPLN), 682210-13 'i PI -~").. IO--C l
DUTY TITLE: Enterprise Policy and Planning Analyst 

ORG & FUNC CODE: 
IST SKILL CODE: 40% CPAMIS Programmer AnalystlManagement Information Systems 
2RD SKILL CODE: 35% APMPLR Computer SpecialistIPlans & Requirements 
3ND SKILL CODE: 25% APMZAF Computer SpecialistlProgram Management 

CLASSIFIED BY: 

CLASSIFICA TlON CERTIfiCATION: SCPO adequately and accurately renects the locnl work situation to meet 
classification, staffing. and performance management purposes. 

~jd/~
CLASSIFIER'S SIGNATURE 

SUPERVISOR'S CERTIFICATION: I certify that this SCPO is an accurate statement or the major dUlies, 
knowledges. skills. ;lIld abilities, responsibilities. physical and performance requiremenrs or this position anJ its 
organizational relationships. The position is necessary to carry out government functions ror which I am responsible. 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment and payment of public funds and that false or misleading statements may constitute violations of such 
statutes or their implementing regulations. 

SOR'S SIGNAT 

b ,;v11,'-1 2cc t 
DATE 7SUPE 

PERFORMANCE PLAN CERTIFICATION' 

Rater/Supv., 


D a Ie 


RevIewer 


o a Ie 


Employee' 


o a Ie 
i 

·Signaturc acknowledges receipt. It does not indicate agreement/disagreement. 

1.1 "- 3- )1 ~ 

BUS-CODE: Position is exempt from the 
bargaining unit lAW 5 USC, Chapter 71. para 
7112(b)(1)- MANAGEMENT OFFICIAL 

AF Fonn 1003 APR 90 (COMPUTER GENERATED) 
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purp(lSC of this position is: to exercise enterprise system and architecture management 
responsibilities for proposed and funded USTRANSCOM and/or Joint Staff directed Command, Control. 
Communications. and Computer Systems (C4S) by analyzing technical and systems SOIUliolls in accordance with 
current C4S pqlicics, Enterprise Architecture compliance, migration of equipmcnllsoflwarc. and technical standards 
required to achieve optimal interoperability and supportability. 

The organizutionallocatioll of this position is: United Stales Transportation Command. Command. Control, 
Communications and Computer Systems Directorate' Chief Information Officer (TCJ61 CIO). Chief Information 
Officer (CIO) Support Division, Architecture and Integration Branch, Scott AFB, IL 62225-5357 

ORGANIZATIONAL GOALS OR OBJECTIVES: Develops, implements, and ensures compliance with plans, 
policies, standards, infrastructures. and enterprise architecture framework to ensure interoperability and 
supportability among all enterprise Information Technology (IT) systems. Facilitates, coordinates, and integrates the 
development and evolution of USTRANSCOM's Enterprise Architecture. consisting of multiple views (operational, 
systems. and technical views) that promote interoperability and supportability, and improves understanding, 
comparisons, and relationships across organizational and Joint boundaries. 

DUTY 1: Critical 

Manages, develops, lind implements an enterprise architecture for USTRANSCOM validated and/or 
proposed programs including Joint Staff directed progranl~ and systems. Analyzes a wide range of IT 
management activities extending and applying to the entire organizational enterprise. Develops, updates and utilizes 
an enterprise architecture to capture the architectural representation of the IT systems embodied in the various 
components of the overall enterprise. their relationsl1ips to each other, and to the environment and principles guiding 
the enterprise design and evolution. Facilitates integration and promotes imeroperability and compatibility to 
support related Jctivitics such as Portfolio Management and [T investment processes. Performs studies, reviews [T 
policies. and establishes plans and policies to optimize IT solutions across the enterprise. Develops guidelines to 
ensure architecture is maintained in a current state. Establishes processes for developing and updating descriptive 
architecture products. Integrates architecture both internally across various views and externally among olltside 
organizations. Frequently contacts represem<ltivesof the Office of the Secretary of Defense, Joint Staff, Combatant 
Commanders. Services, andlor Transportation Component Commands (TCC) to evaluate complex interoperability 
problems and provide technical guidance, or recommended solutions for USTRANSCOM and component 
commands. 

STAi\'UARDS: 

A. Expertly provides program management of the development and implementation of architecture products 
reflecting multiple USTRANSCOM progTams/systems in an expert manner with few exceptions. Consistently 
ensures information is readily available to support Portfolio Management and IT investment process. 

B. Provides technici.l1 and systems oversight of architecture activities £0 facilitate the design. developmenl, 
inregralion, and illleroperability of multiple USTRANSCOM systems, subsystems, and prototypes, which is typically 
accurate and timely. 

C. Typically develops marketing and outreach initiatives to the user communities that are most of len effective. 

KSA: All 

DUTY 2: 25% Critical 

Evaluates, monitors, and manages progress of enterprise IT system;; development. Recommends. in 
coordination with all other directorates and component commands, technical standards, and IT compliance 
procedures for USTRANSCOM systems. Develops and monitors sequencing plans to tmnsition from the enterprise 

DATE: 12124/03 Page 2 

http:technici.l1


ST ANDARO CORE PERSONNEL DOCUMENT Number; 9S42587 

baseline environment to the target environmenl. This includes monitoring program compliance with technical 
architecture design and standards, as well as the multiple, concurrent, interdependent activities and incremental 
builds to ensure that required enterprise capabilities are mel. 

Attends high-level decision meetings at USTRANSCOM and users' groups, U.ses influence and persuasion at 
program reviews, conferences. and other functions concerning USTRANSCOM's architecture position. Works 
closely with Program Managers to ensure systems meet C4S interoperability and supportability requirements and 
expectations. Develops point papers, presents briefings, and other presentations on future plans and current program 
status for senior staff, distinguished visitors, decision-makers, and other agencies, as required. 

STANDARDS: 

A. Evaluates and portrays sequencing plans displaying enterprise-wide program progress. maturity, compliance to 
standards, schedule, and performance status. most often accurately and professionally. 

B. Normally provides continuous improvement by examining processes and making suggestions to improve 
inleroperability and supportabi lity of USTRANSCOM IT systems, policies, and procedures. 

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and 
decision-making process, with rare exception. 

D. In most cases, develops and maintains effective communications, both orally and in writing. Normally maintains 
effective working relationships. internally and with other organizations. 

KSA: ALL 

DUTY 3: 15% Critical 

Serves as a USTRANSCOM enterprise technical and systems expert and consultant in the areas of 
architecture, integration, and interuperahilHy. Assures understanding of technical and systems requirements, 
objectives. specifications. and products by all concerned aclivilies. Reviews, evaluates and ensures interoperability 
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides 
guidance on standards to civilian, military. and contractor personnel. Maintains liaison with internal 
USTRANSCOM and external organizations in order to anticipate the future direction of IT systems and acquisition 
policies and regulatory requirements. As required, serves as the Contracting Officers' Representative (COR) for 
assigned programs and performs those duties and responsibilities in accordance with negotiated contractuaJ 
requirements. Assists in Statement of Work preparation and establishment of performance requirements. Requires 
review and application of technical contractual regulations and policies, and visits with other government agencies 
and contractors to keep abreast with the current trends in IT systems and programs. security risk and management, 
current vendor services, and evolving technologies. 

STAl\"OARDS: 

A. Provides technical and systems advice and policy interpretation to diverse. highly skilled. operational, technical, 
and systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads, develops, 
encourages. improves, and evaluates assigned governmem and contractor resources in an accurate manner. 

B. Coordinates various organizations output resulting in specific products for senior leadership and cuSlOmer 
support review and approval that are generally effective. 

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards 
and ensures proper protection of classified material with few exceptions. 

KSA: t. 2,3,4 
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DUTY 4: 15% Critical 

Conducts Interoperability and supportability assessments across the enterprise to ensure that systems are 
designed and developed in accordance with the concepts, policies, and stanpards defined by the enterprise 
architecture. Establishes evaluation criteria, and develops, updates, and executes technical assessment studies. 
Establishes forum to discuss technical issues/concerns and to ensure sound IT program management through an 
evaluation of the technical feasibility and solvency of each USTRANSCOM systemlprogrnm. Results are considered 
during broader IT investment analysis process in evaluating the overall program viability, interoperability, and 
supportability against limited IT resources and program constraints. Findings are evaluated and recommendations 
provided to both the program manager and the CIO Program Review Process (CPRP). Provides technical guidance 
and evaluates milestones for feasibility. technical integration. and interoperability of systems and subsystems. 
Provides technical guidance to civilian, military. and contractor personnel. 

STA1~DARDS: 

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance, 
data interfaces, database standardization, schedule and timelines, security documentation. security technical 
implementation, technical solutions. and standards compliance: 

B. Communicates professionally and effectively, both orally and in writing. in most cases. 

KSA: 1,2,4,6 

DUTY 5: 5% Critical 

Creates. reviews and monitors Communications-Computer System Requirements Document (CSRD) in support of the 
Command, Control, Communications, and Computer C" Systems Advisory Board (C4SAB). Receives request for a 
new or updated communications-computer capability and determines if capability or license already exists. If not available. 
prepares CSRD stating requirement. justification, and impact if requirement is not met. Monitors CSRD through entire 
process. Attends C4SAB meetings to discuss CSRDs and to answer any questions fTom the board on CSRDs. Also 
responsible to perform Functional Areas Communications and Computer Systems Manager (FACCSM) duties. Troubleshoots 
and corrects level-one communications-computer problems and forwards unresolved problems to the USTRANSCOM Help 
Desk. Controls access to computers within area of responsibility. Uses the Automated Account Request System (AARS) to 
request account activity for arriving and departing personnel. May be appointed as the Equipment Custodian, Coordinates all 
IT asset issues with Equipment Custodian (EC). Coordinates with EC to initiate turn-in documents for excess IT assets. 

STAl\l) ARDS: 

A. Generally accepts request and determines need for CSRD in timely manner. Typically monitors CSRD as it processes, 
and provides feedback to requestor professionally and effectively. Usually answers all questions upon request. 

B. In most cases, attends meetings and provides details, costs, etc., in an expert manner. 

C. Controls access to computers within area of responsibility and coordinates all IT assets issues with EC in most cases. 

KSA: 4,5,6 

RECRUITMENT KNOWLEDGES, SKI.LLS. AND ABILITIES (KSA): 

I. Mastery knowledge of, and skill in applying, government policies. directives, and other regulatory memorandum 
concerning program management compliance, utilization, technological advances, and standardization of C4S 
principles, concepts. methods, standards, practices, and processes. 
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2. Expert knowledge of Clinger-Cohen Act and various associated directives. regulations. practices and policies aligned 
with DOD. Joint Stafr. Services and Agencies. 

3. Expert knowledge of, and skill in applying, DOD Architecture Framework a~socialed wilh,interopcrability and 
supportability of IT systems. 

4. Ability 10 apply extensive knowledge of the current CIO IT investment process and C4S Advisory Board as it relales to 
technical assessment and recommendations. 

5. Ability to plan. organize, prioritize. and delegate daily workJoad to meet changing deadlines and rapidly changing 
circumstances. 

6. Professional skill and ability to communicate effectively. both orally and in writing. complex technical issues and 
statements prepared for senior military. govemment, and civilian officials. Skill and ability to present technical briefings, 
chair meetings. and prepare reports. . 

CLASSIfiCATION CRITERIA: 

factor 1. Knowledgc HC(IUircd By The Position Level 1-8 1550 Poinls 

Mastery of. and ski II in applying, advanced knowledge of ITconcepts, methods. standards, and practices in order to 
serve as an Archilecture authority for enterprise programs/systems development. implementation, and migmtion. 
Performs a key role in very difficult assignments. such as identifying duplicative efforts or gaps that minimize 

. broader enterprise intcroperabilily solutions and have wide-spread mission impact. Includes an in-depth knowledge 
of a wide range of IT methods. advancements, systems concepts, analysis, design, development. and testing of 
applications for both Imrdware and software, 

Mastery knowledge of IT policies and principles. such as Clinger-COhen Act, to enforce compliance regarding 
system design, development and implementation solutions combined with a broad knowledge of IT systems data. 
data flow, interfaces, and interactions. 

Expert knowledge on the Chief Information Officer (CIO) IT investment process as it relmes to various assessments 
against mission c<lpabililies. technical standards. systems development, and financial exhibits. 

iv1astery knowledge of IT concepts and practices associated with DOD Architecture Framework and compliance 
process for developing. evaluating. and approving IT products and applications. Provide ex.pert lcchnicaladvice. 
guidance, and recommendations to upper management. Implements new concepts and methodologies to bellef 
manage oversight and control previously unsolvable problems. 

Expert knowledge of program management principles. methods and practices combined with an extensive 
understanding of the analytical and administrative methods and techniques required to evaluate enterPrise-wide 
programs for effecliveness and efficiencies associated with imeroperabilily and supportability standards and 
guidance. 

Skill and ability to develop new or modified approaches and work methods, establish innovalivc techniques, and 
identify measurement and evaluative criteria to determine program effectiveness and 10 anulyze and resolve highly 
complex problems. Utilize various methods to resolve or scope workforce issues associated with IT 
programli nitiati ves. 

faclo\' 2. Supervisory Controls Lcvel2-4 450 Points 

The supervisor outlines assignmems in generallerms and defines the overall objectives. Within these general areas 
of direction the employee has responsibility for planning, designing and carrying out objectives and assignments, 
and for coordinating, as u peer, with experts both within and outside the organization. The employee independently 
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resolves problems. dClCrmines (he best approach and methodology LO be used. coordinates work with others. as 
necessary. interprets policies. and apprises the supervisor about progress. potentially controversial matters. or far
reaching implications. fn performing the work. the employee makes technical judgments in deciding which 
analytical and technical decisions lead 1o. or help form. decisions on operational policy. Revi~w is made for 
adherence to policies. atlainment of objectives, and. ultimately. for effectiveness in predicting the resources needed 
to accomplish the work. 

Factor 3. Guidelines Level 3·4 450 Points 

Guidelines primarily consist of Public Law. Federal. DOD. and Joint Staff policies. and local regulations. policies, 
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general 
or have gaps in specificity that require considerable interpretation and adaptation for application to issues or 
problems. Judgment. initiative, and resourcefulness are required in deviating from established methods to modify, 
adapt. andior refine broader guidelines to resolve specific complex andlor intricate issues and problems; treat 
specific issues or problems; research trends and patterns; develop new methods and criteria; andlor propose new 
policies and practices. 

Factor ..J. Complexity Level 4·5 325 Points 

The employee makes determinations and plans actions to develop and implement new methods. techniques, policies. 
and architectural requirements for C4 business systems .. Project assignments involve a variety of duties. projects, 
studies. andior evaluutions requiring an in-depth analysis of IT or acquisition issues characterized by the need for 
significant departures from established practices. Decisions concerning what needs to be done are complicated by 
connicting or insufficient data that must be analyzed to determine the applicability of established methods. Although 
precedent studies and programs are helpful. they are usually untried at the scale proposed. A Ilumber of approaches 
to accomplish the work are possible and decisions regarding the approach are complicated by the extensive 
coordination required between the various users. other IT staff and supporting Command stafr. e.g .• legal review. 
The work requires developing criteria where numerous conditions. options, and conflicting user needs must be 
considered. Incumbent must also consider probable areas of future changes in policy affecting enterprise·wide 
designs. hardware and software developments. or comparable aspects of assigned projects in order to resolve 
complex technical issues. and plan for user requirements and emerging technology. 

Factor 5, Scope .lIld Effect Level 5-5 325 Points 

The work involves isolating and defining issues or conditions. resolving critical problems in enterprise-wide 
systems. and lor developing new approaches and techniques for use by others. and monitoring 
lestinglimplementalion of new technologies. The employee serves as a consultant and enterprise advisor in 
controlling a common direction to which the overall enterprise architecture and various supporting IT applications 
are deemed interoperable. Advice. guidance, or results of the work affect development of major aspects of mission· 
related business systems and technologies used throughout the agency. 

Factor 6, Personnel Contacts and Factor 7. Purpose of Contacts Level3C 180 Points 

Regular contacts are with USTRANSCOM leadership. USTRANSCOM component commands' information 
technology leadership. Services and Agencies. Joint Staff. Office of the Secretary of Defense, various directorate 
level and functional points of contact within USTRANSCOM. contractors. vendors, and professional associations 
and interest groups. Frequently contacts are at the General Officer or equivalent level. and with contractors at the 
Project Manager level. Contacts occur in scheduled and unscheduled meetings. in formal and informal settings. 
briefings. negotiating sessions. workshops. conferences, and TOY's requiring incumbent's technical familiarity with 
complex IT issues. Timelines. appointments. coordination. and reporting are all extremely difficult due to the level 
of approval contact that is required. The employee must vary methods and approaches for achieving results based on 
rhe broad nature of contacts. 

Contacts involve illnucI1cing others to utilize particular teetmical methods and procedures. or to persuade them to 
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted 
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have diverse viewpoints. goals or objeclives; consequently, requires the ability to bring parties to compromise. or 
develop suitable alternatives. 

Factor 8, Physil'al Demands 	 Level 8-1 5 Points 

The work requires no special physical demands and is sedentary in nature. The work may involve some walking and 
standing in conjunction with travel to and attendance at meetings and conferences away rrom the work site. May 
carry light items such as documents. books, laptops. andlor drive a motor vehicle. 

factor 9, Work Em'ironment 	 Level 9-1 . 5 Points 

The work is performed in a typical office setting with visits to various other buildings or offices to support projects. 
The work environment involves everyday risks or discomforts that require normal safety precautions. 

Other significant fucts pcrtuining to this position are: 

• 	 Incumbent may be required to travel by regularly scheduled passenger, military. or commercial 
aircraft in the performance of temporary dtlty assignments, 

J. ",,\v-\ 
.;;jJ" 	 ,/"

• 	 The employee must obtain and maintain a +er-Secret security clearance. 

• 	 This position may require Ihe employee to work other than normal duty hours. which may include 
overtime. 

• 	 Incumbent may act as Branch Chief when required. 

CLASSIF]CATION SUMMARY: 

CLASSIFICATION STANDARD(S) USED: 

OPl\l Job Family Position Classification Standard for Administrative Wqrk in the Information Technology Group, 
GS-2200, covering the GS-2210, Information Technology Management Series. May 2001. 

CLASSIFICATION REMARKS: 

The job incumbent(s) serves as a technical expert where IT knowledge is paramount for performance of the work. 
The job clearly meets the definition of the GS-22 I 0 series as contained in referenced guide above. The appropriate 
title is Information Technology Specialist, with the parenthetical title of PLCYPLN since the duties and 
responsibilities revolve around the enterprise syslcmand architecture management responsibilities. The factor level 
credited are as follows. as evident in the Factor Level descriptions contained above in the position description: 

Factor Levels are as follows: FL 1-8, 1550 points; FL 2-4. 450 points: FL 3-4, 450 points; FL 4-5,325 points: FL5-5, 
325 points; FL 6-3, 7-C 180 points; 8·1, 5 points; 9-1,5 points. 

GS·13 Point Range: 3155·3600 
Total Points: 3290 
Grade: GS -13 

Filial Determillati()l1: Information T~chnology Sp~ci!llist (PLCVPLN), GS-2210-13 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 
I 

POSITION AND HIRING INFORMATION 
1. STANDARD POSmON 2. POSITION nTLE ... 3:' OCCUPATIONAL CODe 

NUMBER 

9S N1234 
SUPV IT SPECIALIST (INFOSEC) 2210 

4. ORQAH~TIONALTITLE 5. CAREER 6. PAY 7. PAY 8. TARGET D. OPM FUNCTIONAL
USTRANSCOM GROUP SCHEDULE BAND PAYBAHD CODe 

Branch Chief. 
. SC YC 2 2 

10. DRUG TEST 111. BUS CODe 12. FAIR LABOR STANDARDS ACT ,13. DOD SUPERVISORY 
8888· 5USC Chep STATUS & AF aL 

VES..JLNO 11121b i11 N -A-E 5 CPR 581.200 DoD-21AF-2 
14. KEY/EMERGENCY 15. MOBILIZATION INDICATOR 16. ENVIRONMENTAL/HAZARD 11. CERTIFICATION REQUIRED

ESSENTIAL C- Position Required In PeaceUme DIFFERENTIAL 
N/A and Upon MobUlzatlon N/A -L.YES_NO 

I fSn Block 33) 
18. POSITIVe EDUCATION REQUIREMENTS 19. LANGUAGE REQUIRED 20. LANGUAGE IDENTIFIER 

_YES-L-NO _YESLNO NlA 
21. FINANCIAL STATEMENTS REQUIRED 22. POSITION SENSITIVITY 23. PAY POOL IDENTIFIER 24. LAUTENBERG/SMITH

AMENDMENT 
.,.L.YES_NO Critical Sensitive YES X NO 
25. DUTIES: Plans, executes, and leads the USTRANSCOM Infonnation Assurance program in support of DOD, 
Joint Staff, and USTRANSCOM command objectives and goals. Leads command activities to provide defense 
in depth capabilities to protect, defend, react, respond and sustain operations for defending USTRANSCOM. 
Transportation Military Service Components, Defense Transportallon System (OTS). and Distribution Process 
Owner (OPO) systems and infonnatlon. Manages activities needed to develop, test, CBrtlfy, accredit, and 
implement USTRANSCOM's Infonnation assurance and computer network defense architecture. Provides 
communications security (COMSEC) support for UST.,.RANSCOM requirements, service assurance monitoring 
for situational awareness and operational Information Systems readiness of DPO systems, and NetOps 
reporting to higher headquarters and lateral agencies. Serves as the senior information assurance (IA) 
functional expert for USTRANSCOM and provides consultant support to the peslgnated Approval Authority 
(OM) and Chief Information Officer (CIO) for operational IT plans and readiness .activlties. Prioritizes and Iassigns work to subordinate employees based on mission needs, difficulty of assignments, and the capabilitIes 
of employees; provides resource management oversight; develops perfonnance standards and rates 
employees; interviews candidates for subordinate positions; recommends hiring, promotion or reassignments; 
takes disciplinary measures, such as warning and reprimands; Identifies developmental and training needs of 
employees; and provides andlor arranges for needed development and training. Provides a work environment 
that is free from all forms of discrimination, harassment. and retaliation. Addresses subordinates' concerns, 
whether perceived or real, and follows up with appropriate action to correct or eliminate tension In the 
workplace. Supports the agency's EEO program. 

26. POSITION'S ORGANIZATION 
USTAANSCOM TCJ6 

27. POSITION OCCUPIED 2B. B. DUTY STATION (City - County  State Or OVersllas LoosUon) 

Competitive scott AFB 81 Clair IL 
b. GEOGRAPHICAL LOCATION CODE 

1118351t13 
!, 

29. Core Competencies 
Air Foree Skill Codes: 

I Percentago 18klllCode I Shred I Subshred I Literal Translation I 
175% I APM I WFJ I I comoula~ecurltv -I 
125% I APM I PLR I I Comoul9r S lans and RiiQiJlremenls I 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 
. ~ 

1. M:JBtery knowledge of a full range ofInformation Assurance (]A) princip.les, concepts, practices, products and services 
(includ.l1lg hardware, softwan:, networking. and communications), and methods for cvaluatingrlsk and vulnerability, 
implementing mitigating improvement, and disseminating IA tools and procedures. 
2. Expert knowledge ofIA rcquIromcnts for certification and accreditation, network operations IIJld protocols. systems 
testing and OYa1ustion, and pcrfonnancc management methods sufficient to plllllllld conduct security accreditation nMCWI 
for installed systems or nctwmks and assess and advice on new or revised security measures and countermeasures bued 
on the multi ofaocreditation reviews. . . 
3. Expert knowledge of, and skill in applying, govemment policies, directives, ami other regulatory memomndum 
concerning ~~ compliance, utili2'Ation, tcolinological advances, aDd s1andardization ofC4S ptjinciplcs. . j concepts, methods, atandards, practices, aDd processes. . 
4.. Professional. skU! mad ability to ~cate effectively, both orally and in wrillng, complex teolmioal. issucs and I Istatoments prepared for senior mllitary, govcrmnent, ami cMllIlll qfficials. Skills and ability to present technical briefings. . 
ohair meetings, ami prepllnu·eportl. . 

JS. Ability to plan. organize, and lead others in team studios and projects and to negotiate effectively with managcmc:nt to 
accept and implement recommendations, where proposals involve substantial resoutCes, and requires extensive cbanges in 
established concepts and prooedures. Ability to PIan. organize, prioritize, aDd delegate daily workload of subordinstcs to 
moet rapidly obfmging deadlines and oircumstances. . .! . 

1. The emploYcc may be requirad to work other thaD. normal duty houra, including cvonJ.naa, weeb:nds, llIldIor holida)'a. 
2. Work may occasionally ICq1;Il.rc trawl nway from the nonna1 duty station on military or commercial aircraft. 
3. Rcca1l to duly may be a n:quirmncnt ofthia position. . 
4. Overtime aodIor cmc:rgency overtime may be required. . . 
S. Inoumbf:nt must be eligible for aTS/SCI security oiearl!ncc (Special Compartmented Information). 
"6. Information AlS1.ll'aDOC CertIfIoatIon is a condition ofemployment. This position inoludC$ information assurance (IA) 
work liB II paramount duty reqUIrement. Per DoD 8570.01·M, the incumbent oftlfls position must achieve the sppropriate 
IA oertlfication wi~ six months ofassignment oftheao dutios. AwaivCt: ofthis six month requirement may be granted 
perDoD 8570.01-M. C3.2.4~2 or C3.2.4.3. Failure to rcooive the proper IA certification may rcsult in removal from this 

2009/03/09Human RG.ourc~s SpeclaliBt (Cla8alllcallon) 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 

POSITION AND HIRING INFORMATION 

1. POSITION NUMBER 2. POSITION TITLE 3. OCCUPATIONAL CODE 

9S43097 SUPV IT SPECIALIST (SYSANAL YSIS) YC-221 0-02 

4. ORGANIZATIONAL TITLE 5. CAREER 6. PAY 7. PAY 8. TARGET 9. OPM FUNCTIONAL 
US TRANS COM GROUP SCHEDULE BAND PAY BAND CODE 

Enterprise Infrastructure 
Standard YCSupport Branch Chief 02 02 

10. DRUG TEST 11. BUS CODE 12. FAIR LABOR STANDARDS ACT 13. DOD SUPERVISORY 
8888-5 USC STATUS & AF SL 

YES ,2.. NO Chapter 7112.(a)(1) - N -L E 5CFR 551.205 OOD·2IAF·1 
-
14. KEY/EMERGENCY 15. MOBILIZATION INDICATOR 16. ENVIRONMENTAUHAZARD 17. CERTIFICATION REQUIRED 

ESSENTIAL DIFFERENTIAL _YES_X_NO 
No No 

18. POSITIVE EDUCATION REQUIREMENTS 19. LANGUAGE REQUIRED 20. LANGUAGE IDENTIFIER 

- YES_X_NO _YES.lLNO N/A 

21. FINANCIAL STATEMENTS REQUIRED 22. POSITION SENSITIVITY 23. PAY POOL IDENTIFIER 24. LAUTENBERG/SMITH 
AMENDMENT 

- YES _X_ NO 
Critical- Sensitive _YES_X_NO 

25. DUTIES 

Serves as Chief. Enterprise Infrastmcture SUpp0l1 Branch. Manages. develops. and implements 
USTRANSCOM validated programs andlor Joint Staff directed programs and systems. PerfOlms analysis of 
functional, financial, and technical aspects of IT requirements, plans. and soft\vare development. Takes broadly-
defined goals from such sources as system specifications or ill-defined user requirements. compares them to the 
command's mission, CliITent systems design and state-of-the-art technology in order to design and pJan new' 
systems. subsystems, and interfaces to satisfy those goals or requirements. Advises USTRANSCOM and other 
ODD agency staff specialists and operating personnel on problems encountered in implementing assigned 
programs and systems and the development of related procedures and proposals. Monitors the development of 
tests to ensure systems perform in accordance with the functional description and system specifications. Assigns 
work to subordinates based on priorities, difficulty of assignments. and the capabilities of employees: provides 
tedmical oversight~ develops performance standards and rates employees; interviews candidates for subordinate 
p05itions: recommends hiring, promotion or reassignments; take disciplinary measures, such as warning and 
reprimands; identifies developmental and training needs of employees; and provides andlor aJTanges for needed 

. development and training. Provides a work environment that is free from all fonns of discrimination, 
harassment, and retaliation. Addresses subordinates' concerns. whether perceived or real, and follows up with 
appropriate action to correct or eliminate tension in the workplace. Supports the ag~ncy's EEO program. 
26. POSITION'S ORGANIZATION 

USTRANSCOM TCJ6·XI 

27. POSITION OCCUPIED 28. a. DUTY STATION (City - County - State Or Overseas Location) 
Scott Air Force Base, IL 

Competitive 
b. GEOGRAPHICAL lOCATION CODE 

177835163 
29. Core Competencies 

Air Force Skill Codes: 

I Percentage I Skill Code I Shred ! Subshred I Literal Translation 
50% APM I ZAF I . ---l Computer SpeCialist. Program Management 
25% APM . PLR Computer Specialist, Plans and 

I Requirements 
·25% APM I YVB 1" I Computer SpeCialist, AcquiSition 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 


I 30, COMPONENT INFORMATION 
I A STANDARD OCCUPATION CODe (SOC) ~ B. NA'I;iO-NA,L GUARD BUREAU 

DUAL STATUS NON·DUAL STATUS 
o AF SPEC CODE! MIL E. ROLE • F~SPECIALI~ 
OCCUPATIONAL SPEC LEAVE SLANK , LEIWE BLANK I I 

I 	 I 

C. 	 AIRIARMY RESERVE TECHNICIAN 


YES NO

G. SCOPEANb~II>.~"P;::-A:-;C""T::----------l 

LEAVE BLANK 

H. I. CAREER FIELD! 
I.~____-~-''''-~••--------,--:;-:--==:-==-=-~=c~~--------i
I J RESERVED FOR 31. PPP OPTION CODE. 

ORGANIZATIONAL 
ENVIRONMENT 

COMMUNITY ICOMPONENT USE 

E - comm_a_n_d_ln_f_o__ 1 Gen Skill: DPY 
i HQ USTRANSCOM ~ 
-~2. Sf0T:i~s' I N F(~lRJ\T;\Ti'6~-----" 
! I. i\lasl~ry knowledge IJf. and skill in applying govel'lllnelll policie5. directives. nnd other regulatory memorandum 

cOllcerning program manage-mt.:'nt. IIlil izatinn. acquisitioll. llhlclel ing. technological advances. and swndnrdizatioll of C'-IS 
principics. concepts. methods. standards. practices. and processes. Extensive knowledge or Strmegic Planning processes 
and Il'chniques. 
:::, Comprehensin;> knowledge or DOD IT syskms including configuration. applications. operating systems, nnd 
management principles and tcdl11iqllt's. E:-;rel1sivt' kl1()wledge of DpD. Service. Joinl StnfC commercial, and GSA 
directine5. regulations. practices. and policies. In-depth kl1l1wlcdge of D('fl'I1SC Transportation Syslt.:'m intt)rmalioll 
technologies . 

. ) Brc·ad kllo\\'ledge of. find skill in applying. IT syst(;,111 acquisition regulations, policies, guidclill(cs. practices and 
; pr(\cedure~, . 

. !. Proti.'ssionaJ skill and abilit\ ((\ c(ll11llHll1icute ",dTcclivch. bllth orall\' and ill writing. complc:-; technical issues ilnd 
I 	stnlemellt prepared I'UI' senil.'lj" 1;1ililary, government. fllld ci~'ilial1 ()mci~is. Skill and ability to present technk'al briefings. 

dwir meeting.s. and prt'par~' reports. 
5. Ability to apply extensive knQ\\ledge ul'clirrenllT methods. practice.> and procedures. SWys current of technological 

: mlvanccll1(Cnts in an ever-changing environment 
(i. f\bilily W pl::ln. orgallize. prioritize. nnd delegate daily WOr!,hJ:.1c! t('l meet changing deadlines and rapidly changing 
i: irClIll1sta nee, 

I IIl(U!I1bL'1li l11a~ bi.' required 10 11'1\\('1 regularly Scill.'c/ukd passengl.'f. 1l1iinary. or commercial aircraft in the performance or 
tc'l1lp,)rar~ dlllY!ls,iglllllellls.

i :. The employee must obtain ilnd maintain 11 Secret security cI<"ill'al1c':. 

! :;.. This position may n:quirc the cmplo~ec tll work otl1l:r than lltlrmal dut~, hours. which may include ovenime. 
I 

34. OTHER REQUIREMENTS 8. DOD RESERVED C. 

A. DOD RESERVED 

Division 

HR Specialist -0/ 
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AIR FORCE CORE I'ERS01\NEI. DOCU\IE~T ICPI)) 

ORGANIZf\TION: USTRANSC()1vt/TCJ3-S/\ CI'l) NllI\IBFR: %:12718 
StOP\' LEVEL CODE: S C01\W LEVI:L CODE: h:-;~-

TAROET CRADE: +;;" FLS:\: !:.x..:mp! 
DRliG -ITS'!': Nf' CAREER FILLD II) E 
Sr::NSITI\ITY: Crilical Scnsilivt: CENTRALL Y 1\IAN.-\GED TYPE: NII\ 
E~tERCiE:':CY [S5: 01,\ tHiS: 8;:;:>-:8 
KEY POSITlO;-':: No I'OSITlm< iliST Rl'pJa.;'cs 9S:L?~ I: 
----..,,,,----,-,-----..--------, -----::77-:::-::-:-----------~...~,.,_-__:__-.---'-___c_~-__:;;---_:;;:_"':_---:_'----
CLASSlt;IC:\TION: -+I'-SPfEI,!\:f:IS:I~fjS-~2HI-13, 
DUTY TITLE: 

ORG & FUNC CODE: OPY 
!ST SKILL CODE: ),"; '~I, CPAMIS Progr;;mmer ,-\nalv_'l. :vlanagl'!Hl:l1t Info SYSlClllS 
2ND SKiLL CODE: "'.:;- ~!~ /\ PlVl DI3IV\ Cumptllcr SPCCicllisl. Data Base l'vlanagcmcnt 
JRD SKILL CODE: SO~; tWMZAI; C(lml'illcr Spc..:i;II1~1. Program !III:.lmlgement 

CL\SSIFIED BY: 

n ...\SSIFIER'S SIGN:\TURE DATE 

SUPEHVISOR'S CERTIFICATION: I .:~niry that this CPD i~ an a<:I'Ul'all'. ~I;ttt'melll of thl' lIlaio!' duties. 
knu\\'lcdgc~, skills, and abilit!c:;, re~!'(tn,ihili!ics, ph)'SlL';.d ,mel pcrl;'nna!lce r,:qilil'l:m~nls or this po;;niun ;1Ilt! its 
"rganlz;!IIunal relall\1l\ships, The pn;..1I1illl is nece",aI'Y h' carry ('W !,:t'\crnm;;m fUnCIII)I1:; 1'(11' which 1 nm r'::'lx.t1sibk, 
Thi, .:enifi..:ation is 11l;ldt~ with till' knDwledge tll.it Ihi~ m(unn;:ll<>n i~ !(, be u~c:d fur slatu"!!)' purpo;;es rd:ning tu 
:tpp~iinll1k'll! and p"YIII(:nl of public ~llnd~ and tilat fabc !II' mi,lc;it!in~ ;;late!1lcnl~ may conslitute viol;uiolls "I' stich 
"'alule, (lr IheiJ/inlph:;mcllling regW~If.ln" 

~rC#/-~,-SUPER\ ISGR'S SIG~A'URE ,~ .. .':...-:,.~.....:::....:::;,,::::::---.~..
/ 

P~Ji{~\'~\NCEPi~~~~~~_~~:D~~~_", ---=:~.~:~-'===~=='~----.----'.~'..--..-.~-~ 
R aler/Supv, I~~_~ 

o a Ie 

Employee' 

o a tc 

>. \Q
'.\' .t::J o".;, "0 C, 

1.> ("'l

] ~ 
c:1:: 

r,J ,0:.:J 0."' :::: Q
,J 'Jl 0i .~ QJ 

0 ::::c- o 

Illcllmh:nt is fl.;qllil'l'(j 1" Ilk:1I'I (\( iF f-,'1'1'll 
bargaining unit lAW 5 USC, Chapter 71. para -i~(j, C"lllidemial I-in:il1ci:d Dhd":"m;; 


Rq'PfL Ur')f1 3p),(!lnt:n,'nl ,,;ld \\ ill b,' 7112(b)(1)- MANAGEMENT OFFICjAL 

r';quir,'d (0 tile annually t;;t'- 1/7//01. 


BUS CODE: Position is exempt from the 
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CORE PERSONNEL DOCUMENT Number; 9S42718 

PURPOSE OF POSITJON AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: to function as an IT Specialist in support of the USTRANSCOM 
Operations Directorate. 


The organizutionallocation of Ihis position Is: US Transportation Command. Operations Directorate, Operations 

Integration Division, Operational Architecture Branch. TCJ3·0SA. Scott AFB IL. 


ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational goals or objectives of this position arc: 10 advise senior leadership and Operations Directorate 
personnel and coordinate with USTRANSCOM enterprise personnel. external DOD agencies. and vendors in the 
appropriate acquisition, integration, development. and implementation of C4S systems and tools needed to support the 
USTRANSCOM defense transportation mission. 

DUTY 1: 50% Critical 

Functions as an IT Specialist in support of the Operations directorate, which includes tbe Deployment and 
Distribution Operations Center (DDOC). Advises senior leadership and functions as a critical liaison representing 
operational requirements between TCJ3 and TCJ6 support elements for C4S programs and issues required to support 
the Defense Transportation System (DTS) and the Distribution Process Owner (DPO) mission. Anlicip:nes 
emerging technologies and advises TCJ6 personnel on methods for insertion of new technologies to meet operational 
requirements. Advises key staff on C4S operational. system and technical architectures in support of Joint Mobility 
Control Group (lMCG) business process reengineering and system integration. Provides critical input to the 
USTRANSCOM strategic plan for Command and Control (C2) processes and systems. Coordinates and provides 
technical experlise 10 various C4S working groups in support of the C4S migration to ,I USTRANSCOM corporate 
data environment and enterprise portal. Provides critical input to the USTRANSCOM CIO Program Review Panel 
(CPRP) and Contracts Review Board (CRB) processes in support of various multi·million dollar Information 
Technology (IT) programs and contract expenditures greater than $250K. Coordinates on various C4S issues with 
Transportation Component Commands (TCCs). Joint Chiefs of Staff. Defense Information Systems Agency (UISA). 
and other federal agencies and DOD contractors as required to analyze and define system and interoperability 
requirements. Monitors status of C4S softwareflHlrdware requirements pending procurement and implementation. 

STANDARDS: 

A. Almost always anticipates and identifies emerging issues. problems. and potential need and recommends 
appropriate technical resolutions. 

B. Normally develops innovative C4S solutions and capabilities that support the USTRANSCOM operational 
architecture and meet operational requirements. 

C. Usually provides sound technical expertise and advice 10 senior leadership to support USTRANSCOM's future 
C4S directions in meeting DTS and DPO requirements. 

KSA: 1.2,3.4.5,6.7 

DUTYl: 30% Critical 

As the Functional Manager for DTS C2 progrunL<;, oversees system development efforts and ensures 
contractor efforts meet operational requirements. Advises and assists the TCJ6 Program Manager (PM) in the 
acquisition and contract execution process of programs. Plans and establishes work schedules. deadlines. and 
standards of acceptable work for contractor personnel in requirements refinement. design, and training efforts. 
Chairs Configuration Control Boards. as appropriate. and provides initial validation and prioritization of user 
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COBEPERSONNELDQCUMENT Number: 9S42718 


requirements. Provides system demonstrations and marketing briefings to senior leadership and operations personnel 

across myriad organizations and units comprising the transportation mobility community. 


STANDARDS: 


A. Normally ensures that functional requirements are well-detined and support the transportation mission. 

B. Represents program requirements at the USTRANSCO:\1 CIO Program Review Panel (CPRP) and works with 
technical program managers to ensure program development succeeds within budget and schedule constr<lints, in 
most cases. 

C. Usually monitors contract efforts and works closely with contractor personnel to ensure operational requirements 
are satisfactorily met in a timely manner. 

KSA: 1.2.3.4,5,6,7 

DUTY 3: 15% Critical 

Coordinates and represents USTRANSCOM integration requirements with Joint Starf, OISA, and 
Combatant Commanders for system integration and interfaces supporting USTRANSCOl\l Ad"anced 
Concept Technology Demonstration (ACTD) llnd Research and De\'elopment (R&D) Inltiath·es. Directs day
to-day contractor eftorts for system integration and external data interfaces. Assists and advises TCJ6 Transition 
Manager in developing implementation plans to support enterprise-wide implementation efforts. 

STANDARDS: 

A. Generally ensures coordination for external du(a interfuces with appropriale program managers. 

B. Normally ensures contracting teams receive appropriate Government guidance for integration efforts. 

C. Usually coordinates issues with USTRANSCOM staff and external agencies and advises senior leadership of 
significant issues. 

KSA: 1.2.4,5,6.7 

DUTY": 5% Critical 

Deyetops executh·c.le\'(!1 briefings, fact papers, Ilnd program funding summaries proyiding support to the 
Branch Qnd Division Chiefs. Accomplishes various division-level taskings. such as review of Ioint Staff or OSD 
C4S documenls and/or C4S initiative funding request submissions. 

STANDARDS: 

A. Almost always provides accurate und timely information to senior leadership. 

B. Normally provides thorough review (lnd timely :lccomplishment of division taskings. 

KSA: 1. 2.4.5, 6 

RECRUITMENT KNOW LEDGES, SKILLS, AND ABILITIES (KSA): 

I. Mastery knowledge of. and skill in applying. government policies, directives, and other regulatory memorandum 
concerning program management. utilization. acquisition. modeling. technological advances, and standardization of 
C4S principles. concepts. methods. standards, practices, and processes. 
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CORE PERSONNEL DOCUMENT Number: 9S42718 

2. Expert knowledge of DOD IT systems including configuration. applications. operating systems. and management 
principles and techniques. Extensive knowledge of DOD. Services. Joint Staff, commercial. and GSA directives. 
regulations. practices, and policies. Expert knowledge of the Defense Transportation System information 
technologies. 

3. Expert knowledge of, und skill in applying. IT sYSlems acquisition regulations, policies. guidelines. practices and 
procedures. 

4. Skill in planning. organizing. directing. operating. and evaluating systems. 

5. Skill and ability to communication effectively. both orally and in writing. to address complex technical issues. 
prepare statements and briefings for senior military. government. and civilian officials. 

6. Ability to gather facts and use effective analytical methods to assess information. plan the sequence of actions 
necessary to make sound decisions and solve a variety of problems. 

7. Skill and ability to apply methods for troubleshooting. recovering. adjusting, modifying and improving systems to 
solve complex problems. provide support that minimizes interruptions in service to customers, and maintain liaison 
with industry and other activities. 

CLASSIFICATION CRITERIA: 

Factor 1, Knowledge Required By The Position Level l·g 1550 Points 

.- Comprehensive knowledge of information technology to serve as a tcchnical authority covering a wide range of 
technology and applicmions. This knowledge is lIscd to perform a key role in very diflicult (lssignments related to 
systems software design. analysis. systems integration and testing. troubleshooting techniques and implementation 
methodologies. 

-' Broad knowledge of operaling systems. electronic mail systems. networking protocols, softwarelhardware used 10 

suppo" LANfWAN infrastructure, mini and personal computer hardware and associated peripheral equipment. 

..Broad knowledge of corporate data environment, enterprise portal. and multi-tiered architecture and capabilities. 

·-Knowledge of state of the art technologies. theories. principles. and praclices needed 10 develop new approaches. 
establish innovative techniques. and identify measurement and evaluation criteria to determine systems effectiveness. 
10 develop new or modified work methods, and to analyze and resolve highly complex problems . 

•. Knowledge of information systems life cyclc processes including development, testing. acquisition. deployment, 
and support. 

Fuctor 2, SupervIsory Controls Level 2-4 450 Points 

The supervisor sets overall objectives and responsibilities: priorities and deadlines are discussed jointly. Incumbent 
independently develops and modifies the objectives and boundaries of assignments. The incumbent plans. designs. 
and carries out studies and leads projects in coordination with other IT experts. both within and outside the 
Command. This posilion requires interface wilh all levels of IT on an individual basis. The supervisor may be 
consulted on the resolution of difficult problems. Work is reviewed based on results achieved. customer satisfaction. 
and conformance to policies and requirements. 

Factor 3. Guidelines Level 3-4 450 Points 

Guidelines primarily consist of DOD. GSA. and Service regula lions and standards. USTRANSCOM policies and 
instructions. and broadly stated technical objectives. Guidelines are often lacking. requiring new improved methods 
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10 be tested, which may provide a basis for fulure guidelines. Considerable judgment is required in relating 
guidelines to the solution of projects and detcrmining if additional methods of problem resolution would be 
beneficial. Trends and patterns must be investig,lled in order to anticipate and correct problem areas. 

Fuctor .... Complexity Level 4-5 325 Points 

Assignments require an unusual depth of analysis in assigned projects. characterized by the need for significant 
departures from established practices. A high degree of initiative. resourccfulness. and judgment is required to 
evaluate, correlate. advise. and make appropriate decisions on complex computer requirements. Functions span 
communications. computer. logistics. and transportation services and may include system troubleshooting. system 
architecture design, analysis. systems integration. and softwarelhardware testing and implementation. Problems are 
of a type that have been resistant to solutions in the past. Novel or obscure problems or special requirements for the 
organization and coordination complicate decisions concerning multiple user systems thai involve several ditlerent 
functional areas. Typical problems include contlicting requirements. poorly defined problems. projections based on 
variable data and evaluation and anticipation of technological. mission. fU,nding. and other changes over a long term 
project. Although precedent studies and programs are helpful. they are usually untried at the scale proposed. A 
number of approaches \0 accomplish the work are possible and decisions regarding approach are complicated by the 
extensive coordination required between the various users and other IT staff. The work requires developing criteria 
upon which [0 base future modification and redesign efforts. 

Factor S. Scope and EfTect Level 5-5 325 Points 

The work involves requirements analysis •. design. and planning necessary to support implementation of both major 
and minor sofrwarelhardware upgrades and new technologies in support of the command's mission. Evaluations and 
recommendations impact critical operations and significantly affect the C4S tools and systems used to support 
USTRANSCOM and its component commands. 

Factor 6, Personal Contucts/Fuctor 7, Purpose of Contacts Level 6/3 - 7/C 180 Points 

Personal contact with USTRANSCOM senior lendership and staff officers to advise and coordinate C4S programs 
and issues are a daily requirement. Personal contacts with TCCs and outside agencies. such as DOD. Joint Chiefs of 
Staff (JCS), Defense Information Systems Agency (D1SA). and Services are made frequently to ensure coordination 
of requirements and development and resolution of C4S issues. Contacts are made with functional users, systems 
and network administrators. and mid-level and senior leadership personnel. as well as DOD contractors. The 
employee participiltes in various conferences within USTRANSCOM, the TCCs. the Joint Chiefs of Staff, and other 
unified commands to discuss/define user requirements and their impact on command center systems, development, 
and connectivity. . 

Contacts involve influencing others or to persuade them to cooperate in meeting objectives and deadlines when there 
are problems in securing cooperation. Contacts are also used to define requirements for new data processing 
capabilities and modifications to existing systems in support of the USTRANSCOM transportation mission. 
Contacts are necessary to discuss feasibility. problem definition and solutions, and issues regarding system 
compatibility and interoperability. 

Factor 8, Physical Demands Level 8-1 5 Points 

The work is primarily sedentary, but may require some walking. standing. bending, climbing stairs. and carrying 
andlor lifting of light items, such as books or papers. No special physical demands are required to perform the work. 

Factor 9, Work Environment Level 9-1 5 Points 

The work is performed in a typical office selling. requiring the use of normal safety precautions necessary for an 
oflice environment. The work area is adequately lighted. heated. and ventilated. 

Other significant facts pertaining to tbis position are: 
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The employee must be able to obtain and maintain a Top Secret security clearance. 


This position requires the employee to occusionally travel away from the normal duty station. 


The employee mu~t be willing and able to travel on military and commercial aircraft. 


CLASSIFICATION SlJl\.IMARY: 

CLASSIFICATION STANDARD(S) USED: PCS Job Family Position Classification Standard for Administrative 
Work in the Information Technology Group, GS-2200, dated May 200 I. 

FACTOR LEVELS AND POINTS: 1-8, 1550 points; 2-4.450 points; 3·4.450 points: 4-5, 325 points; 5·5. 325 

points; 613·7/C, 180 points: 8-1, 5 points: 9·1. 5 points 


OS·13 Point R.tnge: 3155-3600 

Total Points: 3290 

Grade: OS·13 


Final Classification: IT SPEClALlST, GS-2210-13 
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I NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 

POSITION AND HIRING INFORMATION 

1. POSITION NUMBER 2. POSITION TITLE 3. OCCUPATIONAL CODE 
9S43031 SUPV IT SPECIALIST (PLCYPLN) 2210 

4. ORGANIZATIONAL TITLE 5. CAREER 6. PAY 1. PAY 8. TARGET 9. OPM FUNCTIONAL 
GROUP SCHEDULE BAND PAY BAND CODE 

Testing and Transformation Branch 
Chief Standard YC 02 02 NA 
10. DRUG TEST 11. BUS CODe 12. FAIR LABOR STANDARDS ACT 13. DOD SUPERVISORY 

888f3..5USC CH STATUS & AF Sl 

YES X NO 7112(b)(1) _N _x_ E 5 CFR 551.205 0001 

14. KEY/EMERGENCY 15. MOBILIZATION INDICATOR 16. ENVIRDNMENTAUHAZARD 17. CERTIFICATION REQUIRED 
ESSENTIAL DIFFERENTIAL _YES~NO 

NA NA No 
i 

18. POSITIVE EDUCATION REQUIREMENTS 19. LANGUAGE REQUIRED 20. LANGUAGE IDENTIFIER 
_YES_X_NO _YES--2S. NO 

21. FINANCIAL STATEMENTS REQUIRED 22. POSITION SENSITIVITY 23. PAY POOL IDENTIFIER 24. LAUTENBERG/SMITH 
AMENDMENT 

_VES_X_ NO 
Noncritical Sensitive _YES_X_ NO 

25. DUTIES. 

Serves as Chief, Testing and Transformation Branch. Supervises 8 military/civilians and 16 contractors 
integrating information technology capabilities into the Joint Deployment and Distribution Enterprise (JDDE). 
Develops policy, long-range planning, technical integration and interoperability, life*cycle support, and program 
management for major transportation C4 systems enabling synchronized transportation. distribution, and 
sustainment DOD·wide. Responsible for USTRANSCOM JDDE systems support center (JSSC) demonstration 
and testing of functional capabilities and the identification of system deSign and development security risks. 

1 Provides USTRANSCOM and Component Command program managers policy guidance, documentation 
review and interface testing for achieving Joint Interoperability Test Center (JITC) certification of JDDE 
systems. Directs efforts to gather, assemble and analyze facts, draw conclusions. devise solutions to 
problems, and identify changes and trends as they relate to transformational activities. Oversees application of 
complex analytical and technical skills to the identification, consideration, and resolutions of issues or problems 
concerning efficiency and effectiveness of·transformational activities, initiatives, and programs. Supervises 
acquisition strategies for the implementation and integration of transformational activities, initiatives, and 
programs. Devises organizational structuring options for complex, diverse organizations and to work in a multi
functional environment involving interaction with the highest executive and management levels of the Air Force, 

: Department of Defense. and Chief Executives. ASSigns work to subordinates based on priorities, difficulty of 
assignments, and the capabilities of employees; provides technical oversight; develops performance standards 
and rates employees; interviews candidates for subordinate positions; recommends, hiring, promotion or 
reaSSignments: takes disciplinary measures, such as warnings and reprimands; identifies developmental and 
training needs of employees; and provides andlor arranges for needed development and training. Provides a 
work environment that is free from all forms of discrimination. harassment, and retaliation. Addresses 
subordinate'S concerns, whether perceived or real, and follows up with appropriate action to correct or eliminate 

. tension in the workplace. Supports the agency's EEO program. 
I
I 26. POSITION'S ORGANIZATION 

USTCITCJ6-XC 

27. POSITION OCCUPIED 2B. a. DUTY STATION (City - County - State Or Overseas location) 

Competitive Scott AFB, Belleville, St Clair County, IL 

i b. GEOGRAPHICAL LOCATION CODE 
177835163 

I 

00 FORM 2918, Jul2006 
Air Force Automated Form - Jul2006 PO Number: 9543031 



Air Force Skill Codes: 

.... .....••......-•.~--
--------~~-

NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 

Ihr· 6RGA~JTZATION;,I- ·· .. ·· .. 1.. ;·....-;.::--; ;::;""...:-;:;""'.. -;:;;.;~;...;:;:-.---.............. 

ENVIRON1.1ENT 
us TRANSCOI,I 

I M;lS!erv knowledge of. (111<1 skill in.applying government policies, directi'!es, and othH regulatory memorandum concerning program management. 
I '.J\IIi:!a:'cn acqulsiHoll. modeling, lechno!ogicill advances. and standardization of C,!S pnncip:es. concepts, methods. st<lnuards, practices. and processes 

Expert t;,nov:ied:-;e of Strategic Plannlng proc.esses and techniq~1f~S 

2 Expert ~:nov..!edge cf DOD IT systems inc!uoHlg ccnfigurahon, appiicatior:s, cperating s:"s~ems, and t1),3riagement ppnc~ples and techn;ques Extensive 
':;1owledge of DOD. Service, Joint Staff commercial, and GSA directives. reg\;laliOrls. oractices, and policIes Expert knowledge of Defense 
TranSDOf\<t .. on System illtormation technOlogiE's. 

3 E.'P<Ht ~.rlowledge of and skill in applying IT system acqUisitiol1 'egulahons, pelliCleS, guidelines, pr(lctices and prOC':lcures. 

... S~':;l anc doi'itj' \v ccmrnunicate effecHvety both orally and tn wn!ing comp:·ex ~echnjca! !5SUeS and statement prepare.d for senior mU!tafY. goverrm~f1L 
and c ,~. !~a~ ,,)fficiSls Si.:;H unct ablh!y t:) Dresent techrilcal bfi~fH19S. cr,alf {'T1;~tirig3 :JfK; prt?Dar~ reports 

5 Abl1:iy iO apply eX~Bnsn/e knowtedg'= of current IT nlsthods, practtces and pr-oced'Ji€;. Stays current 01 technotogicaf advancerner.ts in an ever~ 
ch<mglt1<] i?fWlrorlment 

':; Ab1!'iy to pla!1 organ:ze. Pfto(ttize. and deJcgaie daily v/orkload to rneet changing clr.:adhnes and rapIdly changing drcums~ances. 

------_..__.. _---

1 Incwnllem may be {"''lulletj 10 travel oy regularly schedul(;'d passenger. military, N commercial aircraf!111 the performance of temporary duty 
asslgnrnents 

-"3S:AUTHORIZED MANAGEMENT OFFIC1AC·---·...~---·------------....-·-..---'---·-*---~--

a S#!GNA"T~URE~-dP O. TITLE ------......,.'"7b-_-=D'"7A=T=E"'(y'""y~y·yit;l1V1IDD-j
Chief. Transformation and Support Divis!on 2007051i 
USTRANSCOMl.J6·X 

-a-SYGNATURE _.. 

(~.;~//t:.. ~ 
......__._................................__.... ·· ....Tb DATE (YYYYfMMlDD't 

I . ~~L --_................_--_.. _......... 
DD FORM 2918, Jul2006 
,"'1' Force Automate() Form .. Jul 2006 PD Number: 9843031 
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AIR FORCE STANDARD CORE PERSONNEL DOCUMENT (SCPD) 

ORGANIZATION: 
SUPV LEVEL CODE: 
TARGET GRADE: 
DRUG TEST: 
SENSITIVITY; 
EMERGENCY ESS: 

USTC/TCJ6-GE 
5 

--H-"/.11-02...
No 
Noncritical-Sensitive 

:<N/A 

SCPD NUMBER; 9S42872 
COMP LEVEL CODE: ...K.UA
FLSA: Exempt 
CAREER FIELD ID: E 
CENTRA)'.,L Y MANAGED TYPE: 2 
BUS: 8888 

KEY POSITION: N/A POSITION HIST: Replaces 42183 

CLASSIFICATION: 
DUTY TlTLE: 

hrformatioll Tecbua!QgY Specialist....Gs"lbl·O-I:3 ..1- t Spe-(...v'J.\ ~+(.£'-\ ~(,,,\"\cj..Q~ \~'\ , 

Senior Information Technology Specialist :\ ~ ) 

ORG & FUNC CODE; 
1 ST SKILL CODE; 
2RD SKILL CODE; 
3ND SKILL CODE: 

CLASSIFIED BY: 

DPY 
50% 
25% 
25% 

APMZAF 
APMYYB 
APMDBM 

~ It - }-')...I 0 •• 0 ::l-

Computer SpecialistiProgram Management 
Computer Specialist! Acquisition 
Computer Specialist/Database Management 

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet 
classification, staffing, and performance management purposes. 

cL..,/d/~~~' M //I"'r ptf 
CLASSIFIER'S SIGNATURE DATE 

SUPERVISOR'S CERTIFICATION: I certify that this SCPO is an accurate statement of the major duties, 
know\edges, skills, and abilities, responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carry out government functions for which I am responsible. 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment and yment ofpublic funds and that false or misleading statements may constitute violations ofsuch 

statutes or .,mPlen"C't7AAL 13 Mr\~ Db 
GNATURE DATE 

PERFORMANCE PLAN CERTIFICATION' -::~. 
RaterlSupv. 

Date 

Reviewer 

Date 

Employee' 

Date 

= 
*Signature acknowledges receipt. It does not indicate agreement/disagreement. 

---~. -'.:., -

,..:. 

NSPS guirie_ 



ST ANDARD CORE PERSONNEL DOCUMENT Number: 9S42872 

PURPOSE OF POSITION AND ORGANIZATlONAL LOCATION: 

The primary purpose of this position is: to perform duties of a Senior IT Specialist in support of GTN. Performs 
technical analysis for IT functional requirements, plans, and IT architecture design, development, testing, and 
implementation of Information Technology (IT) systems. Identifies and ensures compliance of DOD standards, 
policies, and procedures for the acquisition of IT systems. Reviews technical proposals and contract deliverables for 
program managers. Establishes and maintains documentation library and technical standards required to achieve 
optimal interoperability and supportability. 

The organizational location of this position is: United States Transportation Command, Command, Control, 
Communications and Computer Systems Directorate, TCJ6-GE Scott AFB, IL 62225-5357 

ORGANIZATIONAL GOALS OR OBJECTIVES: Develops, implements, and ensures compliance with plans, 
policies, standards, infrastructures, and enterprise architecture framework to ensure interoperability and 
supportability among all USTRANSCOM GTN Information Technology (IT) systems. Provides technical guidance 
and defines milestones for technical integration of systems and subsystems. Employs the Integrated Defense 
Acquisition, Technology & Logistic Life Cycle Management Frame Work for USTRANSCOM GTN acquisitions. 
Develops technical documentation in the form of task orders for contractor support in technical integration and other 
integration related documents, provides guidance to contractor, civilian, and military personnel, and develops data 
requirements documents, systems/subsystems specifications and test plans. 

DUTY 1: 50% Critical 

Performs technical analysis of IT functional requirements, develops and evaluates Information Systems 
Architectures, and develops/evaluates acquisition plans. Takes broadly defined goals from such sources as the 
systems specification or ill-defined user requirements, compares them to the command's mission, current system 
design and state-of-the-art technology to design and plan new systems,subsystems or interfaces to satisfy those 
goals/requirements. Conducts feasibility studies and cost-benefit analysis, defines milestones in software 
development, and provides technical guidance during development. Investigates trends and patterns in Information 
Technologies, and when appropriate, advocates departing from established procedures. Ensures systems GTN 
architecture compliance for applicable DoD and USAF Security Regulations and Instructions, Global Information 
Grid (GIG) policies, and ensures that the appropriate engineering design principles are employed such as the 
Carnegie Mellon Capability Maturity Model CMMISM for Systems Engineering/Software EngineeringlIntegrated 
Product and Process Development. 

STANDARDS: 

A. Effectively provides program management of the development and implementation of architecture products 
reflecting multiple USTRANSCOM programs/systems with few exceptions. Normally provides guidance acquiring 
and maintaining USTRNASCOM GTN Systems using the Integrated Defense Acquisition, Technology & Logistic 
Life Cycle Management Frame Work. 

B. Provides technical and systems oversight of architecture activities to facilitate the design, development, 
integration, and interoperability of multiple USTRANSCOM systems, subsystems, and prototypes, which is typically 
accurate and timely. 

C. Usually provides effective guidance and ensure compliance for information systems design and development 
with DoD and USAF Policies, Regulations, Instructions, and Manuals. 

KSA: All 

DUTY 2: 20% Critical 

Page 2 



ST ANDARD CORE PERSONNEL DOCUMENT _____-'N'-',umber: 9S42872 

Evaluates, monitors, and manages progress of GTN IT systems development. Recommends, in coordination 
with all other directorates and component commands, technical standards, and IT compliance procedures for 
USTRANSCOM GTN systems. Develops and monitors sequencing plans to transition from the enterprise baseline 
environment to the target environment. This includes monitoring program compliance with technical architecture 
design and standards, as well as the multiple, concurrent, interdependent activities and incremental builds to ensure 
that required enterprise capabilities are met. Uses influence and persuasion at program reviews, conferences, and 
other functions concerning USTRANSCOM's GTN architecture position. Works closely with Program Managers to 
ensure systems meet C4S interoperability and supportability requirements and expectations. Develops point papers, 
presents briefings, and other presentations on future plans and current program status for senior staff, distinguished 
visitors, decision-makers, and other agencies, as required. 

STANDARDS: 

A. Evaluates and portrays sequencing plans displaying enterprise-wide program progress, maturity, compliance to 
standards, schedule, and performance status, most often accurately and professionally. 

B. Normally provides continuous improvement by examining processes and making suggestions to improve 
interoperability and supportability of USTRANSCOM IT systems, policies, and procedures. 

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and 
decision-making process, with rare exception. 

D. In most cases, develops and maintains effective communications, both orally and in writing. Normally maintains 
effective working relationships, internally and with other organizations. 

KSA: ALL 

DUTY 3: 15% Critical 

Serves as a USTRANSCOM GTN enterprise technical and systems expert and consultant in the areas of· 
architecture, integration, and interoperability. Assures understanding of technical and systems requirements, 
objectives, specifications, and products by all concerned activities. Reviews, evaluates and ensures interoperability 
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides 
guidance on standards to civilian, military, and contractor personnel. Maintains liaison with internal 
USTRANSCOM and external organizations in order to anticipate the future direction of IT systems and acquisition 
policies and regulatory requirements. Assists in Statement of Work preparation and establishment of performance 
requirements. Requires review and application of technical contractual regulations and policies, and visits with other 
government agencies and contractors to keep abreast with the current trends in IT systems and programs, security 
risk and management, current vendor services, and evolving technologies. 

STANDARDS: 

A. Provides accurate technical and systems advice and policy interpretation to diverse, highly skilled, operational, 
technical, and systems experts in pursuit of organizational goals in most cases. Typically leads, develops, 
encourages, improves, and evaluates assigned government and contracl.Or resources effectively. 

B. Coordinates various organizations output resulting in specific products for senior leadership and customer 
support review and approval that are generally effective. 

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards 
and ensures proper protection of classified material with few exceptions. 

KSA: 1,2,3,4 

Page 3 
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STANDARD CORE PERSONNEL DOCUMENT Number: 9S42872 

DUTY 4: 100/0~ Critical 

Conducts interoperability and supportability assessments across the GTN and the USTRANSCOM family of 
systems to ensure that systems are designed and developed in accordance with the concepts, policies, and 
standards defined by the enterprise architecture. Establishes evaluation criteria, and develops, updates, and 
executes technical assessment studies. Establishes a forum to discuss technical issues/concerns and to ensure sound 
IT program management through an evaluation of the technical feasibility and solvency of each USTRANSCOM 
GTN system/program. Results are considered during broader IT investment analysis process in evaluating the 
overall program viability, interoperability, and supportability against limited IT resources and program constraints. 
Findings are evaluated and recommendations provided to both the program manager and the CIO Program Review 
Process (CPRP). Provides technical guidance and evaluates milestones for feasibility, technical integration, and 
interoperability of systems and subsystems. Provides technical guidance to civilian, military, and contractor 
personnel. 

STANDARDS: 

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance, 
data interfaces, database standardization, schedule and time\ines, security documentation, security technical 
implementation, technical solutions, and standards compliance. 

B. Communicates professionally and effectively, both orally and in writing, in most cases. 

KSA: 1,2,4,6 

DUTY 5: 5% Critical 

Creates, reviews and monitors Communications-Computer System Requirements Document (CSRD) in support of the 
Command, Control, Communications, and Computer C4 Systems Advisory Board (C4SAB). Receives request for a 
new or updated communications-computer capability and determines if capability or license already exists. If not available, 
prepares CSRD stating requirement, justification, and impact if requirement is not met. Monitors CSRD through entire 
process. Attends C4SAB meetings to discuss CSRDs and to answer any questions from the board on CSRDs. Troubleshoots 
and corrects level-one communications-computer problems and forwards unresolved problems to the USTRANSCOM Help 
Desk. 

STANDARDS: 

A. Generally accepts request and determines need for CSRD in timely manner. Typically monitors CSRD as it processes, 
and provides feedback to requestor professionally and effectively. Usually answers all questions upon request. 

B. In most cases, attends meetings and provides details, costs, etc., in an effective manner. 

KSA: 4,5,6 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Mastery knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum 
concerning program management compliance, utilization, technological advances, and standardization of C4S 
principles, concepts, methods, standards, practices, and processes. 

2. Expert knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned 
with DOD, Joint Staff, Services and Agencies. 

3. Expert knowledge of, and skill in applying, DOD Architecture Framework associated with interoperability and 
supportability ofIT systems. 

Page 4 



STANDARD CORE PERSONNEL DOCUMENT Number: 9S42872 

4. Ability to apply extensive knowledge of the current CIO IT investment process and C4S Advisory Board as it relates to 
technical assessment and recommendations. 

5. Ability to plan, organize, and prioritize daily workload to meet changing deadlines and rapidly changing circumstances. 

6. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and 
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings, 
chair meetings, and prepare reports. 

CLASSIFICATION CRITERIA: 

Factor 1, Knowledge Required By The Position Level 1-8 1550 Points 

Mastery of, and skill in applying, advanced knowledge of ITconcepts, methods, standards, and practices in order to 
serve as an Architecture authority for enterprise programs/systems development, implementation, and migration. 
Performs a key role in very difficult assignments, such as identifying duplicative efforts or gaps that minimize 
broader enterprise interoperabiJity solutions and have wide-spread mission impact. Includes an in-depth knowledge 
of a wide range of IT methods, advancements, systems concepts, analysis, design, development, and testing of 
applications for both hardware and software. 

Mastery knowledge of IT policies and principles, such as Clinger-Cohen Act, to enforce compliance regarding 
system design, development and implementation solutions combined with a broad knowledge of IT systems data, 
data flow, intelfaces, and interactions. 

Mastery knowledge of IT concepts and practices associated with DOD Architecture Framework and compliance 
process for developing, evaluating, and approving IT products and applications. Provide expert technical advice, 
guidance, and recommendations to upper management. Implements new concepts and methodologies to better 
manage oversight and control previously unsolvable problems. 

Expert knowledge of program management principles, methods and practices combined with an extensive 
understanding of the analytical and administrative methods and techniques required to evaluate enterprise-wide 
programs for effectiveness and efficiencies associated with interoperability and supportability standards and 
guidance. 

Expert knowledge of acquisition and software engineering principles such as the Carnegie Mellon University 
CMMlM for Systems Engineering/Software Engineering/Integrated Product and Process Development, and 'the 
Malcolm Baldrige National Quality Award Program. 

Skill and ability to develop new or modified approaches and work methods, establish innovative techniques, and 
identify measurement and evaluative criteria to determine program effectiveness and to analyze and resolve highly 
complex problems. Utilizes various methods to resolve or scope workforce issues associated with IT 
program/initiatives. 

Factor 2, Supervisory Controls Level 2-4 450 Points 

The supervisor outlines assignments in general terms and defines the overall objectives. Within these general areas 
of direction the employee has responsibility for planning, designing and carrying out objectives and assignments, 
and for coordinating, as a peer, with experts both within and outside the organization. The employee independently 
resolves problems, determines the best approach and methodology to be used, coordinates work with others, as 
necessary, interprets policies, and apprises the supervisor about progress, potentially controversial matters, or far
reaching implications. In performing the work, the employee makes technical judgments in deciding which 
analytical and technical decisions lead to, or help form, decisions on operational policy. Review is made for 

PageS 
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adherence to policies, attainment of objectives, and, ultimately, for effectiveness in predicting the resources needed 
to accomplish the work. 

Factor 3, Guidelines Level 3-4 450 Points 

Guidelines primarily consist of Public Law, Federal, DOD, and Joint Staff policies, and local regulations, policies, 
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general 
or have gaps in specificity that require considerable interpretation and adaptation for application to issues or 
problems. Judgment, initiative, and resourcefulness are required in deviating from established methods to modify, 
adapt, andlor refine broader guidelines to resolve specific complex andlor intricate issues and problems; treat 
specific issues or problems; research trends and patterns; develop new methods and criteria; and/or propose new 
policies and practices. 

Factor 4, Complexity Level 4-5 325 Points 

The employee makes determinations and plans actions to develop and implement new methods, techniques, policies, 
and architectural requirements for the USTRANSCOM GTN. Project assignments involve a variety of duties, 
projects, studies, and/or evaluations requiring an in-depth analysis of IT or acquisition issues characterized by the 
need for significant departures from established practices. Decisions concerning what needs to be done are 
complicated by conflicting or insufficient data that must be analyzed to determine the applicability of established 
methods. Although precedent studies and programs are helpful, they are usually untried at the scale proposed. A 
number of approaches to accomplish the work are possible and decisions regarding the approach are complicated by 
the extensive coordination required between the various users, other IT staff and supporting Command staff, e.g., 
legal (eview. The work requires developing criteria where numerous conditions, options, and conflicting user needs 
must be considered. Incumbent must also consider probable areas of future changes in policy affecting enterprise

. wide designs, hardware and software developments, or comparable aspects of assigned projects in order to resolve 
complex technical issues, and plan for user requirements and emerging technology. 

Factor 5, Scope and Effect Level 5-5 325 Points 

The work involves isolating and defining issues or conditions, resolving critical problems in enterprise-wide 
systems, and lor developing new approaches and techniques for use by others, and monitoring 
testing/implementation of new technologies. The employee serves as a consultant and enterprise advisor in 
controlling a common direction to which the overall enterprise architecture and various supporting IT applications 
are deemed interoperable. Advice, guidance, or results of the work affect development of major aspects of mission
related business systems and technologies used throughout the agency. 

Factor 6, Personnel Contacts and Factor 7, Purpose of Contacts Level3C 180 Points 

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands' information 
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate 
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations 
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the 
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings, 
briefings, negotiating sessions, workshops, conferences, and TDY's requiring incumbent's technical familiarity with 
complex IT issues. Timelines, appointments, coordination, and reporting are all extremely difficult due to the level 
of approval contact that is required. The employee must vary methods and approaches for achieving results based on 
the broad nature of contacts. 

Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to 
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted 
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or 
develop suitable alternatives. 

Factor 8, Physical Demands Level 8-1 5 Points 
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The work requires no special physical demands and is sedentary in nature. The work may involve some walking and 
standing in conjunction with travel to and attendance at meetings and conferences away from the work site. May 
carry light items such as documents, books, laptops, andlor drive a motor vehicle. 

Factor 9, Work Environment 	 Level 9-1 5 Points 

The work is performed in a typical office setting with visits to various other buildings or offices to support projects. 
The work environment involves everyday risks or discomforts that require normal safety precautions. 

Other significant facts pertaining to this position are: 

• 	 Incumbent may be required to travel by regularly scheduled passenger, military, or commercial aircraft in 
the performance of temporary duty assignments. 

• 	 The employee must obtain and maintain a Secret security clearance. 

• 	 Employee must meet, or be capable of meeting, Defense Acquisition Work Improvement Act (DA WIA) 
requirements applicable to the duties of the position. 

• 	 Employee is expected to meet Continuing Acquisition Education requirements. 

• 	 This position may require the employee to work other than normal duty hours, which may include overtime. 

• 	 Incumbent may act as Branch Chief when required. 

CLASSIFICATION SUMMARY: 

CLASSIFICATION STANDARD(S) USED: 

OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group, 
GS-2200, covering the GS·2210, Information Technology Management Series, May 2001. 

Factor Level are as follows: 1-8, 1550 points; 2-4, 450 points; 3-4, 450 points; 4·5, 325 points; 5-5, 325 points; 
6-3I7c, 180 points; 8·1, 5 points; 9·1, 5 points. 

GS-13 Point Range: 3155·3600 
Total Points: 3290 
Grade: GS-13 

Final Classification: Information Technology Specialist, GS·2210·13 

----.--~--~.---
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AIR FORCE STANDARD CORE PERSONNEL DOCUMENT (SCPD) 

ORGANIZATION: USTC/TCJ6-GE SCPD NUMBER: 9S9S205 
SUPV LEVEL CODE: 1 COMP LEVEL CODE: ~ 
TARGET GRADE: .-1-4 'ic..-o'l- FLSA: Exempt 
JOB SHARE: No CAREER PROG ID: 2/E 
SENSITIVITY: Critical Sensitive BUS: 8888 
EMERGENCY ESS: NA DRUG TEST: NA 
KEY POSITION: NA POSITION HIST: Replaces 9S42256 

CLASSIFICATION: SUPV IT SPECIALIST (PLCYPLN), GS 2210 14 ~ C -.l...2..10 - 0 L 
DUTY TITLE: Chief, Systems Engineering Branch 

ORG & FUNC CODE: DPY 
1ST SKILL CODE: 50% APMZAF Computer Specialist/Program Management 
2ND SKILL CODE: 25% APMDBM Computer Specialist/Database Management 
3RD SKILL CODE: 25% CPAMIS Programmer AnalystlManagement Information Systems 

SCPD DEVELOPED AND CLASSIFIED BY: 

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet 
dassificati'1 staffing, and performance management purposes. 

ti.d-dfi/dk /3J~-eCt ' 
CLASSIFIER'S SIGNATURE DATE I 

SUPERVISOR'S CERTIFICATION: I certify that this SCPD is an accurate statement of the major duties, 
knowledges, skills, and abilities, responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carry out government functions for which I am responsible. 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment and payment of public funds and that false or misleading statements may constitute violations of such 
statutes or their irn;?Zlementiregulations. 
#:. .~"-":::---' ~ 
, ~ R~ Col. ItF-TLA-,v/) 8 t;;if!3;1' 200 6' 
SUPERVISOR'S SIGNATURE DATE 

PERFORMANCE PLAN CERTIFICATION' 

I?3ZU~'RalerlSupv. 
-.,.,,,-' 

o a Ie ?3~6Pzoot 
Reviewer 

o a Ie 

Employee' 

o a Ie 

" 
, '\ I

rv:II~-rl/ 
7~' cg-6-b 

*Signature acknowledges receipt. It does not indicate agreement/disagreement. 

,::,>' "', .~,t' .:: 
;~ ." 

.'n,.,;~; '~.fo 

:'- .. '.' 



~TANDARDCOREPERSONNELDOCUMENT Number: 9S205 

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: to serve as a first level supervisor, providing planning, directing, 
organizing, and exercising control over non-supervisory employees assigned to the Systems Engineering Branch. 
Responsible for the design, development, testing, and implementation of Information Technology (IT) systems. 
Identifies and ensures compliance of DOD standards, policies, and procedures for the acquisition of IT systems. 
Develops, manages, and executes the Configuration Management Plan (CMP). Develops the program System 
Engineering Plan (SEP) and Engineering/CM program process improvements. Develops Test and Evaluation Master 
Plans in support of the validation of system operational readiness. Develops and maintains program Functional and 
Technical Requirements Documents. Reviews technical proposals and contract deliverables for program managers. 
Establishes and maintains documentation library. Provi.des computer and communications technical support to 
organization users. 

The organizational location o( this position is: United States Transportation Command, Command, Control, 
Communications and Computer Systems Directorate, Global Transportation Network Program Management Division, 
Systems Engineering Branch. 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational goals or objectives of this position are: to design, develop, test, and implement IT solutions 
for USTRANSCOM using the Integrated Defense Acquisition, Technology, & Logistics Life Cycle Management 
Framework to ensure compliance with plans, policies, standards, infrastructures, and the USTRANSCOM enterprise 
architecture framework that fosters interoperability and supportability among all the enterprise Information 
Technology (IT) systems. Facilitates, coordinates, and integrates the work efforts of subordinates, support 
contractors, and system integration contractors to deliver operationally effective IT solutions to the enterprise user 
community. 

~-------

DUTY}: 40% Critical 

Plans, organizes, and directs the activities of the Systems Engineering Branch. Develops goals and objectives 
that integrate organization and objectives for development of USTRANSCOM validated requirements into viable 
and cost effective IT solutions. Coordinates activities and schedules with internal, as well as, external organizations, 
suppliers, and customers. Identifies needs for changes in priorities and takes action to implement such changes. 
Plans works to be accomplished by subordinate employees and support contractors. Sets and adjusts short-term 
priorities, and prepares schedules. Assigns work to subordinate employees and support contractors based on 
organization priorities and consideration of difficulty and requirements of assignments such that the experience, 
training, and abilities of staff are effectively utilized to meet organization and customer needs. Balances workload 
and provides advise, guidance, and direction on a wide range. of programmatic, technical and administrative issues. 
Coordinates with support organizations and customers as appropriate. Reviews organization mission, functions, and 
manning. Identifies requirements and initiates requests for additional resources including personnel, overtime, 
equipment, supplies, and space to ensure success in meeting goals and objectives. Provides advice to supervisor on 
significant issues and problems related to work accomplishments and organization effectiveness. Accepts, amends, 
or rejects work presented by direct report subordinates and support contractors. Performs self-inspection and 
presents detailed and comprehensive report with any corrective action taken to supervisor. Follows-up to ensure 
complete and quality resolution of discrepancies. Assesses and revises policies and procedures as needed to find 
ways to improve quality, timeliness, and efficiency of work. 

STANDARDS: 

A. Planning, organizing, and directing efforts typically comply with higher headquarters guidance and achieve 

organization and customer needs. 


B. Management of resources normally meets the needs of the staff and customers adequately and effectively. 


C. Methods established to review actions are usually effective and ensure legal and regulatory compliance issues 

andlor customer concerns are promptly identified and addressed. 
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KSA: 1,2,3,4 

DUTY 2: 30% Critical 

Exercises supervisory personnel management responsibilities. Advises and provides counsel to employees 
regarding policies, procedures, and directives of management. Selects or recommends selections of candidates for 
vacancies, promotions, details, and reassignments taking into consideration skills and qualifications, mission 
requirements, and EEO and diversity objectives. Develops, modifies, andlor interprets performance standards. 
Explains performance expectations to employees and provides regular feedback on strengths and weaknesses. Holds 
employees responsible for satisfactory completion of work assignments. Appraises subordinate workers' performance 
ensuring consistency and equity in rating techniques. Recommends awards when appropriate and approves within
grade increases. Hears and resolves employee complaints and refers serious unresolved complaints to higher level 
management. Initiates action to correct performance or conduct problems. Effects minor disciplinary measures such as 
warnings and reprimands and recommends action in more serious disciplinary matters. Prepares documentation to 
support actions taken. Identifies employee developmental needs and provides or recommends for training (formal and 
on-the-job) to maintain and improve job performance. Encourages employee self-development. Approves master level 
schedule assuring adequate coverage for peak workloads and traditional holiday vacation time. Demonstrates 
sensitivity to ideas of subordinates. Promotes an environment in which employees are empowered to participate in and 
contribute to effective mission accomplishment. Discharges security responsibilities by ensuring education and 
compliance with security directives for employees with access to classified or sensitive matedaL Recognizes and takes 
action to correct situations posing a threat to the health or safety of subordinates. Applies EEO principles and 
requirements to all personnel management actions and decisions, and erisures all personnel are treated in a manner free 
of discrimination. Periodically reviews position descriptions to ensure accuracy and the most effective utilization of 
personnel resources. Explains classification determination to subordinate employees. 

STANDARDS: 

A Personnel management actions initiated are typically prompt, accurate, and well considered in terms of mission, 
legal, regulatory, and EEO objectives. 

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and 
promotes development of individual skills and abilities. 

C. Consistently observes and complies with health, safety, and security directives. 

KSA: 1,5,6,7 

DUTY 3: 10% Critical 

Represent the Global Transportation Network Program Management Division with the Logistics and 
Transportation communities and national partners. Establishes, develops, and maintains effective working 
relationships with representatives of the 9ffice of Secretary of Defense (Acquisition/Logistics/Transportation), Joint 
Chiefs of Staff, Combatant Commands, Services, Agencies, Components, commercial industry, and academic 
partners. Meets with functional proponents, key customers, and coordinating officials to assess customer 
satisfaction, gain insight into complex customer requirements, and resolve unusual problems that arise. Provides or 
ensures that subordinates provide customer guidance and training. Participates in special projects and initiatives and 
perform special assignments. Identifies the need for special projects and initiates milestones and goals. Evaluates 
reports by analyzing facts and performing appropriate research and prepares detailed responses. Determines 
appropriate recommendations for unresolved or questionable problems and ensures follow-up action is taken. 
Researches and determines or recommends appropriate actions or interpretation of issues that may impact 
organization, command, agency, commercial or national interest. 

STANDARDS: 
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A. Interactions with internal and external officials and/or customers are usually diplomatic, convincing, professional, 
and promote effective working relationships. 

B. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly 
addressed. 

C Typically ensures participation and outcomes of special projects result in positive impact on the organization 
and/or improves quality. 

KSA: 1,4,5,6,7 

DUTY 4: 10% Critical 

Serves as a USTRANSCOM senior technical consultant in the areas of concept definition, systems design and 
development, program management, systems engineering, testing, and IT life cycle management. Assures 
understanding of functional, technical and systems requirements, objectives, specifications, and products by all 
concerned activities. Reviews, evaluates and ensures interoperability and supportability of procedures, techniques, 
and policies with those of other interfacing IT organizations. Provides guidance on standards to civilian, military, 
and contractor personnel. Maintains liaison with internal USTRANSCOM and external organizations in order to 
anticipate the future direction of IT systems, acquisition policies, and regulatory requirements. As required, serves 
as the Contracting Officers' Representative (COR) for assigned programs and performs those duties and 
responsibilities in accordance with negotiated contractual requirements. Assists other program elements in Statement 
of Work preparation and establishment of technical performance requirements. Engages with other government 
entities, vendors, and contractors to keep abreast of current trends in IT systems development, security and risk 
management, current vendor services, and evolving technologies. Participates in DOD activities establishing data 
administration policy and procedures. Serves as technical advisor and consultant for database planning, 
programming, design, and development. Provides technical guidance based on functional requirements. Convenes 
conferences, establishes program agendas, determines appropriate participants, and leads conference discussions 
relating to IT system design, development, and implementation. 

STANDARDS: 

A. Provides technical and systems advice and policy interpretation to diverse, highly skilled, operational, technical, 
and systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads, develops, 
encourages, improves, and evaluates assigned government and contractor resources in an accurate manner. 

B. Coordinates various organizations output reSUlting in specific products for senior leadership and customer 
support review and approval that are generally effective. 

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards 
and ensures proper protection of classified material with few exceptions. 

KSA: 1,2,3,4 

DUTY 5: 10% Critical 

Assumes responsibility for successful accomplishment of program objectives as identified in the GTN 
Acquisition Plan. Ensures timely accomplishment of milestones from concept development through program 
completion, either through independent actions or by matrix management and technical guidance over subordinates, 
support contractors, and system developers. Ensures the successful management of assigned projects through the 
engineering, logistics, development, installation, and test and acceptance phases. Exercises authority over planning, 
organizing, directing, controlling, and evaluating the use of resources, including personnel, money, materials, and 
facilities. Identifies and organizes teams consisting of USTRANSCOM and Component staff representatives, 
contractor system integrators and developers, and other DOD activities. Identifies level of resource commitment 
required from DOD entities and obtains agreements necessary to support successful completion of projects. Conducts 
technical milestone reviews regarding the feasibility of meeting the stated objectives of the program plan for design, 

DATE: 5/10/00 Page 4 



STANDARD CORE PERSONNEL DOCUMENT Number: 9S205 

development, procurement, delivery, and sustainment of IT products. Performs other duties as assigned. May act as 
Division Chief in his absence. 

STANDARDS: 

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance, data 
interfaces, database standardization, schedule and timelines, security documentation, security technical 
implementation, technical solutions, and standards compliance. 

B. Communicates professionally and effectively, both orally and in writing, in most cases. 

KSA: 1,2,4,6 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Expert knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum 
concerning program management compliance, utilization, technological advances, and standardization of C4S 
principles, concepts, methods, standards, practices, and processes. 

2. Knowledge of safety and security regulations, practices, and procedures. 

3. Ability to plan, organize, and direct the functions and staff of a small to medium sized organization. 

4. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and 
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings, 
chair meetings, and prepare reports. 

5. Knowledge of management and personnel practices with respects to Department of Defense working 
environments. 

6. Expert knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned 
with DOD, Joint Staff, Services and Agencies. 

7. Expert knowledge of, and skill in applying the Integrated Defense Acquisition, Technology, & Logistics Life Cycle 
Management Framework associated with the development of IT systems. 

SUPERVISORY CONTROLS: 

Works under the general supervision of the Chief, Global Transportation Network Program Management Division. 

The employee independently plans, organizes, and directs the work of the Systems Engineering Branch to achieve 

goals and objectives and ensure compliance to legal and regulatory requirements. Work is reviewed in terms of 

overall mission support and attainment of organizational and Department goals. 


CLASSIFICA TION CRITERIA: 

Factor 1, Program Scope and Effect Level 1-3 550 Points 

The purpose of the work is to provide command and DOD advice and guidance on acquisition issues associated with 
end-to-end supply and transportation operational processes and all supporting logistics information systems. The 
employee typically serves as a senior expert and consultant regarding all issues associated with developing and life 
cycle maintenance of IT solutions. Oversees the facilitation for integrating a variety of development activities and 
supporting logistics activities into a comprehensive IT solution. Ensures subordinate employees monitor progress 
toward meeting the plans. Directs studies and executes workshops to analyze architecture information and establish 
integrated interrelations between operational logistics processes and supporting IT applications. Evaluates new 
developments in technology and analyzes potential impacts on IT environments. Efforts generally cut across service 
components, agencies and global geographic regions. Work also involves the analysis of operational requirements for 
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logistics information systems to include data automation policies, regulations, and procedures to determine their 
impacts on operational processes and missions. 

Factor 2, Organizational Setting Level 2-2 250 Points 

The employee is accountable to the GTN Program Management Division Chief that is one reporting level below the 
first SES or general officer, equivalent in the direct supervisorychain. 

Factor 3, Supervisory and Managerial Authority Exercised Level3-2c 450 Points 

The incumbent assigns and reviews works, assuring accuracy requirements are met and approves leave. The 
incumbent also: plans and schedules work to be accomplished by subordinates; sets and adjusts short-term priorities, 
assigns work in consideration of employee skills and mission requirements; develops performance standards and 
rates subordinates' performance; advises employees on work and administrative matters; implements methods and 
procedures to improve organizational performance; and identifies and provides for employee training and 
development. The employee also: recommends selection of candidates for positions; recommends position structure 
changes; takes disciplinary actions and hears and resolves formal employee complaints and grievances as delegated 
by higher level management; and assesses and revises policies and procedures as needed to find ways to improve 
quality, timeliness, and efficiency of work. 

Factor 4, Personal Contacts 

Subfactor 4A - Nature of Contacts Level4A-3 75 Points 
Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands' information 
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate 
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations, 
academia, and interest groups. Frequently contacts are at the General Officer or equivalent level, and with 
contractors at the Program Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and 
informal settings, briefings, negotiating sessions, workshops, conferences, and TDYs requiring incumbent's technical 
familiarity with complex IT issues. Timelines, appointments, coordination, and reporting are all extremely difficult 
due to the level of approval contact that is required. The employee must vary methods and approaches for achieving 
results based on the broad nature of contacts. 

Subfactor 4B - Purpose of Contacts Level4B-3 100 Points 
Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to 
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted 
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or 
develop suitable alternatives. 

Factor 5, Difficulty of Typical Work Directed Level 5-8 1030 Points 

The position is responsible for providing direction and supervision over work at the GS-13 level which best 
characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the organization and which 
constitutes 25 percent or more of the workload (not positions or employees) of the organization. 

Factor 6, Other Conditions Level 6-5 1225 Points 

The work supervised or overseen involves complex technical and administrative work comparable to GS-13 level 
work. The work involves developing innovative solutions and implementing new policies, procedures and 
methodologies that will impact all users of DoD distribution services. Extensive analysis and evaluation of existing 
and proposed processes is necessary and requires staff members to interpret broad guidelines and use sound . 
judgment when recommending actions. 

Other significant facts pertaining to this position are: 
1. Work may occasionally require travel away from the normal duty station on military or commercial aircraft. 

2. Incumbent will be required to perform temporary duty (TDY) to meet mission needs and to use government 

quarters. 

3. Must be able to obtain and maintain a Top Secret clearance. 
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CLASSIFICATION SUMMARY: 


CLASSIFICATION STANDARD(S) USED: US OPM PCS for General Schedule Supervisory Guide, TS-123, April 

1993, revised in April 1998; and DOD Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999). OPM, 

Job Family Position Classification Standard for Administrative Work in the Information Technology Group, GS
2200, dated May 2001 


GS-14 Point Range: 3605-4050 

Total Points: 3680 

Grade: GS-14 


Factor levels on technical duties are as follows: 1-8,1550; 2-4, 450; 3-4, 450; 4-5, 325; 5-5, 325; 6-3, 60; 7-3,120; 

8-1,5; 9-1, 5. 

Total Points 3290 

GS-13 Point Range 3155-3600 


Final classification: Supv IT Specialist (PLCYPLN), GS-2210-14 
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: to exercise second level supervisory and managerial authorities as the Division 
Chief of the Programs Division. Responsible for managing, developing, and implementing USTRANSCOM-validated 
Command, Control, Communications, and Computer Systems (C4S) programs and for providing command oversight for 
DOD and Joint StaffC4S programs. As the senior C4S program manager, establishes policies and processes for 
development arid implementation of C4 systems and networks for which USTRANSCOM is responsible. Expert on DOD 
acquisition and program management processes. Provides policies, procedures, and oversight to USTRANSCOM program 
managers. Advocates USTRANSCOM C4S programs at all panels, boards, and councils which meet to discuss Information 
Technology Investment and result in balanced IT budget and Program Objective Memorandum. Responsible for ensuring 
effective and efficient C4S program investment planning, development, and implementation of information technology 
capabilities 

The organizational location of this position is: U.S. Transportation Command, Command, Control, 
Communications, and Computer Systems Directorate, Program Division, Scott Air Force Base, Illinois. 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational goals or objectives of this position are: to provide integrated and interoperable Defense 
Transportation Systems (DTS) support to USTRANSCOM's mission and DTS customers world-wide, by establishing an 
enterprise architecture, monitoring migration and testing for compliance, driving information technology investment, and 
providing engineering services and support from the data-level, through the applications level, and ending at the net-centric 
level. 

DUTY 1: Critical 

Plans, organizes, and oversees the activities of the Program Division. Develops goals and objectives that 
integrate C4S interoperability concerns with current and ongoing transportation, deployment, and in transit visibility 
operational concerns. Establishes, revises, or reviews policies, procedures, mission objectives, and organization 
design for the staff, as necessary to eliminate work problems or barriers to mission accomplishment, promote team 
building, implement quality improvements, or in response to concerns with regulatory compliance and/or customer 
requirements. Plans work for accomplishment by subordinate units, sets and adjusts short-term priorities, and 
prepares schedules based on consideration of difficulty of requirements and assignments such that the experience, 
training, and abilities of the staff are effectively utilized to meet organization and customer needs. Provides 
subordinate supervisors and staff with direction and advice regarding policies, procedures, and guidelines. Reviews 
and adjusts organization to optimize use of resources and maximize efficiency and effectiveness. Balances workload 
and provides overall direction and vision to the subordinate unit chiefs on a wide range of transportation information 
technology concerns and administrative issues. Establishes metric and analysis systems for units managed to assess 
efficiency, effectiveness, and compliance with regulatory procedures. Evaluates requirements for additional 
resources submitted by subordinate supervisors, and balances organization needs with overall mission requirements 
and resource interests. Identifies need for change in organization priorities and takes action to implement such 
changes. Plans and schedules work in such a manner that promotes a smooth flow and even distribution and ensures 
effective use of organization resources to achieve organization goals and objectives as well as installation customer 
needs. ·Establishes review systems for the organization that make certain government needs are met and validated, 
and that economy and quality of operations are maintained or improved. Accepts, amends, or rejects work of 
subordinate supervisors. Reviews work and management techniques of subordinate supervisors. As a second level 
supervisor, is held accountable for actions of and advice provided by staff of subordinate units. Makes decisions on 
work problems presented by subordinate supervisors. Directs self-assessment activities of subordinate supervisors. 
Reviews training recommended by subordinate supervisors to assure it is proper and promotes effective operation of 
the organization as a whole. 

STANDARDS: 

A. Planning, organizing, and directing efforts typically comply with TCJ6, command and higher headquarters 
guidance and achieve organization and customer needs. 
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B. Management of resources normally meets the needs of the staff and customers adequately and effectively. 

C. Methods established to review actions of subordinate supervisors are usually effective and ensure legal and 
regulatory compliance issues andlor customer concerns are promptly identified and addressed. 

KSA: 1,2,3,4,5 

DUTY 2: Critical 

Exercises supervisory personnel management responsibilities . . As the Chief of the Program Di vision, directs, 
coordinates, and oversees work through subordinate supervisors. Advises staff regarding policies, procedures, and 
directives of higher-level management or headquarters. Selects candidates for subordinate non-supervisory positions 
and recommends selections for subordinate supervisory positions taking into consideration skills and qualifications, 
mission requirements, and EEO arid diversity objectives. Ensures reasonable equity among units of performance 
standards developed, modified, andlor interpreted and rating techniques developed by subordinate supervisors. 
Explains performance expectations to subordinate supervisors and employees directly supervised and provides 
regular feedback on strengths and weaknesses. Appraises performance of subordinate supervisors and other 
employees directly supervised and serves as reviewing official on evaluation of non-supervisory employees rated by 
subordinate supervisors. Approves expenses comparable to within-grade increases, extensive overtime, and 
employee travel. Recommends awards for non-supervisory personnel and changes in position classification to 
higher-level managers. Hears and resolves group grievances and employee complaints referred by subordinate 
supervisors and employees. Initiates action to correct performance or conduct problems of employees directly 
supervised and reviews andlor approves serious disciplinary actions (e.g. suspensions, removals) involving non
supervisory subordinates. Ensures documentation prepared to support actions is proper and complete. Reviews 
developmental needs of subordinate supervisors and non-supervisory employees and makes decisions on non
routine; costly or controversial training needs andlor requests for unit employees. Encourages self-development. 
Approves leave for subordinate supervisors and ensures adequate coverage in organization through peak workloads 
and traditional holiday vacation time. Demonstrates sensitivity to ideas of subordinates. Ensures actions taken 
directly as well as those by subordinate supervisors promote an environment in which employees are empowered to 
participate in and contribute to effective mission accomplishment. Reliably discharges security responsibilities by 
ensuring education and compliance with security directives for employees with access to classified or sensitive 
material. Recognizes and takes appropriate action to correct situations posing a threat to the health or safety of 
subordinates. Applies EEO principles and requirements to all personnel management actions and decisions, and 
ensures all personnel are treated in a manner free of discrimination. Explains classification determinations to 
subordinate employees. 

STANDARDS: 

A. Personnel management initiated is typically accurate, timely, and well considered in terms of mission, legal, 
regulatory, and EEO objectives. 

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and 
promotes development of individual skills and abilities. 

C. Consistently observes and complies with health, safety, and security directives. 

KSA: 1,2,3,4,5 

DUTY 3: Critical 

Represents USTRANSCOM with a variety of installation and functional area organizations. Establishes, 
develops, and maintains effective working relationships with other internal Directorate Division Chiefs and Deputies, 
with the Director and Deputy Director, and with peer-level managers in other Directorates, and with the Office of 
Secretary of Defense, 10int Staff, Combatant Commands, Services, Agencies, component commands, and 
commercial industry partners. Meets with key customers and coordinating officials to assess customer satisfaction, 
explain organization program management and acquisitions policy and procedures, and resolves significant problems 
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that arise. Represents the Director on boards, committees, and other groups composed of peers within OSD, DOD, 
other federal agencies, and professional groups. Ensures subordinate units provide customer guidance and training. 
Participates in special projects and initiatives and performs special assignments. Identifies the need for special 
projects and initiates milestones and goals. Evaluates reports by analyzing facts and performing appropriate research 
and prepares detailed responses. Determines appropriate recommendations for unresolved or questionable problems 
and performs follow-up. Researches and determines or recommends appropriate actions or interpretation of issues 
that impact organization. installation, command, or agency. 

STANDARDS: 

A. Interactions with internal and external officials and/or customers are normally diplomatic, convincing, 
professional, and promote effective working relationships, and protect the interests of the Government. 

B. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly 
addressed. 

C. Typically ensures participation and outcomes of special projects result in positive impact on the organization 
andlor improves quality. 

KSA: 1,5 

DUTY 4: Critical 

Serves as the senior official responsible for program management of C4S systems. This encompasses change 
configuration management of existing systems, requirements prioritization from a technology standpoint (functional 
prioritization is done by the Operations Directorate), oversight of functional and technical migration efforts, 
management of the processes and contracts that result in software development and software and hardware 
integration. The outcome of all of these efforts is controlled development of future C4 systems, starting at 
requirements generation and ending at systems replacement. 

STANDARDS: 

A. Internal and external customers are typically provided with responsive feedback on requests for new or enhanced 
information technology support. 

B. Change is normally controlled to prevent duplicative requirements from being developed in multiple systems, 
through effective analysis during the enterprise change management process. 

C. Usually migration plans are monitored and proper reporting to higher authority is accomplished in a timely 
manner. 

KSA: 1,2,4,5,6,7,8,9, 10 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Mastery of knowledge of IT systems design, development, IT technology, and the implementation methodologies 
combined with a broad knowledge of IT systems data, data flow, interfaces and interactions to analyze/develop new 
IT systems, and to analyze existing IT systems at USTRANSCOM and the Transportation Component Commands 
(TCCs). 

2. Mastery knowledge in planning advanced IT systems projects and of leading task forces for resolving critical 
problems in existing systems which require innovative solutions in many aspects of the project. 

3. Knowledge of safety and security regulations, practices, and procedures. 

4. Ability to plan, organize, and direct the functions and mentor, motivate, and appraise the staff of an organization. 
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5. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and 
statements prepared for senior military, government, and civilian officials. Ability to give briefings, chair meetings, 
and prepare reports. 

6. Broad knowledge of DTS systems including methods, systems, applications, and management principles. 
Extensive knowledge of Federal ADP, Joint Seryice, Commercial Carrier, GSA, DTS components, DLA, and JCS 
directives, regulations, practices, policies, and procedures. 

7. Detailed knowledge and experience with communication and IT technology disciplines as it relates to operating 
systems, database management (DBM) systems, telecommunications, inter-operability, configuration management 
(CM), integration, Life Cycle Management (LCM), software metrics, Electronic Data Interchange (EDI), modeling, 
simulation, requisitioning, logistical supply/resupply, transportation, database administration, and contract 
administration. 

8. A comprehensive knowledge of OSD, DOD, JCS, DLA, Services, USTRANSCOM and Component command's 
transportation IT system requirements, ability to articulate highly complex and critical interagency command and 
control, logistics, acquisition, and operational processes. The ability to plan and coordinate large scale interagency 
IT system is required. 

9. Ability to apply state-of-the-art IT and communication technologies in an optimum fashion to support the 
enhancement of and/or development of DTS computer systems. 

10. Comprehensive knowledge of Federal Acquisition Regulations (FAR), and laws government the administration, 
acquisition, and management of contracts. 

CLASSIFICATION CRITERIA: 

SUPERVISORY CONTROLS: 

The supervisor provides administrative direction with assignments in terms of broadly defined missions or functions. 
Within these broad areas of direction the employee has responsibility for planning, designing, and carrying out 
studies or projects and for coordinating, as a peer, with experts both within and outside the organization. In 
performing the work, the employee makes extensive unreviewed technical judgments concerning the development, 
interpretation and implementation of the DTS enterprise architecture. The employee is regarded as the leading 
technical authority and expert on DOD-wide C4ISR architecture matters. The supervisor usually accepts the 
employee's recommendations without change. Results of work are considered technically authoritative and are 
normally accepted without significant change. 

CLASSIFICA TION CRITERIA: 

Factor 1, Program Scope and Effect Level 1-3 550 Points 

Scope: The incumbent serves as Chief, Programs Division. The work involves providing integrated and 
interoperable Defense Transportation Systems (DTS) support to USTRANSCOM's mission and DTS customers 
world-wide. Establishes enterprise architecture, monitors migration and testing for compliance, drives information 
technology investment, and provides engineering services and support from the data-level, through applications level 
and ending at the net-centric level. 

Effect: The work produced under this Division Chief's supervision impacts the structure of the Defense 
Transportation System and the information technology backbone and services provided to support that system. 
Additionally, the formulation of future information technology programs and funding streams is dependent on the 
products produced under the supervision of the incumbent. 

Facto." 2, Organizational Setting Level 2-3 350 Points 
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STANDARD CORE PERSONNEL DOCUMENT Number: . 9S 199 

This position is accountable to the Director of Command, Control, Communication and Computer Systems 
Directorate which is a generallflag officer position. 

Factor 3, Supervisory and Managerial Authority Exercised Level 3-3 775 Points 

Plans, coordinates, and directs work. Sets and adjusts long and short-term goals, priorities, and prepares schedules 
for task completion. Assigns work to subordinate supervisors based on priorities, selective consideration of the 
requirements of assignments, and capabilities of employees. Makes decisions on work problems presented by . 
subordinate supervisors, team leaders or similar personnel. Develops performance standards for subordinate 
supervisors, evaluates subordinate supervisors, and serves as reviewing official on evaluations of non-supervisory 
employees rated by subordinate supervisors. Assures reasonable equity of performance standards and rating 
techniques developed by subordinate supervisors. Provides guidance and instruction to employees on both work and 
administrative matters. Makes or approves selections for subordinate supervisory positions and for group leader, or 
project leader positions responsible for coordinating the work of others, and similar positions. Hears and resolves 
group grievance or serious employee complaints. Reviews and approves serious disciplinary actions involving non
supervisory subordinates. Approves expenses comparable to within-grade increases, extensive overtime, and 
employee travel. Recommends awards or bonuses for subordinates and recommends changes in position 
classification, when necessary. 

Factor 4, Personal Contacts 

Sub factor 4A· Nature of Contacts Level4A-4 100 Points 
The incumbent has frequent contacts are with influential individuals or organized groups from outside the employing 
agency; major defense contractors, SES, flag or general officers, executive level heads of bureaus and higher level 
organizations in other Federal agencies. 

Sub factor 4B- Purpose of Contacts Level4B-4 125 Points 
Negotiates and defends distribution issues to US TRANS COM Commander, Component Commanders, commercial 
CEO's, and Congressional Subcommittees in response to legislative inquiries. The incumbent will frequently be 
required to justify, defend, negotiate, persuade, and convince senior government and civilian officials of the 
feasibility and benefits of implementing controversial IT systems, or new approaches to solving highly significant 
matters such as distribution problems that substantiate modifications to existing processes and involve large 
expenditures of resources. 

Factor 5, Difficulty of Typical Work Directed Level 5-8 1030 Points 
The position is responsible for providing direction and supervision over work performed in subordinate units at the 
GS-13-level which best characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the 
organization and which constitutes 25 percent or more of the workload (not positions or employees) of the 
organization. 

Factor 6, Other Conditions Level 6-5 1225 Points 
Supervision and oversight requires significant and extensive coordination and integration of a number of important 
projects and program segments of technical and administrative work the majority of which is comparable to the GS
13 level. This requires the incumbent to make major recommendations that have a direct and substantial effect on 
the organization and projects managed. The employee is responsible for significant internal and external program 
and policy issues affecting enterprise architectures within the distribution community ensuring functional integration 
and intermodal interoperability through coordination with OSD, JCS, DLA and the Services. 

Special Situations: None. 

Other significant facts pertaining to this position are: 
1. Work requires frequent travel away from the normal duty station on military or commercial aircraft. 
2. Work requires ability to brief senior officials up to and including 4 star and SES-5 level. 
3. Must be able to obtain and maintain a Top Secret Clearance. 

CLASSIFICATION SUMMARY: . 
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STANDARD CORE PERSONNEL DOCUMENT Number: 9S199 

CLASSIFICATION STANDARD(S) USED: 

US OPM PCS for General Schedule Supervisory Guide, TS-123, April 1993, revised in April 1998; and DOD 

Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999). 


GS-15 Point Range: 4055 and up 

Total Points: 4155 

Grade: GS-15 


Final Classification: GS-221O-15, Supervisory Information Technology Specialist. 


AFPC Free Flow Format 
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AIR FORCE STANDARD CORE PERSONNEL DOCUMENT (SCPD) 

ORGANIZATION: USTC/TCJ-PI SCPD NUMBER: 9S42148 
SUPV LEVEL CODE: 8 COMP LEVEL CODE: K36A 
TARGET GRADE: 12 FLSA: Non-Exempt 
DRUG TEST: No CAREER FIELD ID: E 
SENSITIVITY: Noncrit-Sens CENTRALLY MANAGED TYPE: 
EMERGENCY ESS: No BUS: 1036 
KEY POSITION: No POSITION HIST: Overlay 

CLASSIFICATION: Information Technology Specialist, GS-2210-07 
DUTY TITLE: 

ORG & FUNC CODE: DPY 
1 ST SKILL CODE: 50% APMZAF Computer Specialist, Program Management 
2ND SKILL CODE: 25% APMYYB Computer Specialist, Acquisition 
3RD SKILL CODE: 25% CP AMIS Programmer Analyst, Management Information Systems· 

~.--.-----

DEVELOPED AND CLASSIFIED BY THE AIR FORCE SCPD LIBRARY, 03/26/03 

____Barb Toennies ___~ 14Jul~~_______~_~.___ 
CLASSIFIER'S SIGNATURE DATE 

SUPERVISOR'S CERTIFICATION: I certify that this SCPD is an accurate statement of the major duties, 
knowledges, skills, and abilities, responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carr.y out government functions for which I am responsible. 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment and payment of public funds and that false or misleading statements may constitute violations of such 
statutes or their implementing regulations. 

__Frank 14Jul~~.____~____ 
SUPERVISOR'S SIGNATURE DATE 

PERFORMANCE PLAN CERTIFICATION' 

RalerlSupv. 

o a Ie 

Reviewer 

o a Ie 

Employee< 

o a Ie 
~ - - -_. == 

*Signature acknowledges receipt. It does not indicate agreement/disagreement. 

AF Form 1003 APR 90 (COMPUTER GENERATED) 
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: To serve as a IT specialist in a developmental capacity, performing 
assignments designed to further develop applicable analytical and evaluative skills and techniques. This is a 
developmental position. All training must be completed and regulatory requirements met prior to promotion. 

The organizational location of this position is: UTRANSCOM, TCJ6, Information Structure Branch, Scott AFB, 
IL. 

ORGANIZA TIONAL GOALS OR OBJECTIVES: 


The organizational goals or objectives of this position are: 


DUTY 1: Critical 

Performs developmental assignments. Performs developmental assignments of moderate difficulty where work 
procedures are established and a number of specific guidelines exist. Work assignments consisting of a series of specific 
and related tasks have been selected to orient the employee in the prac'tical application of basic occupational principles, 
concepts, and techniques. Assignments are combined with training to further develop analytical skills and techniques in the 
occupation. Assistance in solving problems is available from the supervisor or a higher-graded specialist. 

STANDARDS: 

A. Usually performs developmental work assignments in compliance with instructions. 

B. Typically completes assignments in a timely manner. 

KSA: \,2, 3, 4, 5 

DUTY 2: Critical 

Performs recurring assignments. Independently performs recurring assignqlents of limited, but gradually increasing, 
difficulty and complexity. The employee is responsible for locating and selecting the most appropriate guidelines and 
procedures for application, and making minor deviations to adapt the guidelines to specific cases. Analyzes routine 
problems that are encountered and resolves them. Refers deviations, problems, and unfamiliar situations to the supervisor 
for assistance. 

STANDARDS: 

A. With few exceptions, performs work assignments in compliance with instructions. 

B. Typically completes the assignments in a timely manner. 

C. Usually analyzes problems correctly and resolves them appropriately. 

KSA: 1,2,3,4,5 
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ST ANDARD CORE PERSONNEL DOCUMENT Number: 9D __ _ 

DUTY 3: Critical 

Participates in special initiatives, studies, and projects. Works with other specialists in planning and conducting special 
initiatives, studies, and projects. Assists in preparing reports and briefings outlining study findings and recommendations. 

STANDARDS: 

A. Usually plays an active role when working with other specialists in planning studies, projects, and initiatives. 

B. Almost always participates effectively with other specialists in conducting the studies, projects, and initiatives. 

KSA: 1,2,3,4,5 

DUTY 4: Critical 

Prepares written correspondence and other documentation. Drafts or prepares a variety of documents to include 

newsletter items, responses to routine inquiries, reports, letters, and other related documents. 


STANDARDS: 


A. With few exceptions, prepares effective and accurate written documentation and reports within prescribed 
timeframes. 

B. Typically completes assignments in a timely manner. 

KSA: 3 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Knowledge of basic principles, concepts, and practices of information technology. 

2. Skill in applying basic principles, concepts, and practices of the occupation sufficient to perform entry-level 
assignments in information technology. 

3. Skill in communicating factual and procedural information clearly, orally and in writing. 

4. Ability to analyze problems to identify significant factors, gather pertinent data, and recognize solutions. 

5. Ability to plan and organize work, and consult effectively with co-workers. 

CLASSIFICATION CRITERIA: 


Factor 1, Knowledge Required By The Position Level 1-6 950 Points 


-- Knowledge of the basic principles, concepts, and methodology used in information technology. 


-- Skill in applying basic principles, concepts, and practices of the occupation sufficient to perform moderately 

difficult assignments. 


-- Ability to effectively communicate information clearly, orally and in writing, 


-- Ability to gather and analyze basic facts and draw conclusions. 
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STANDARD CORE PERSONNEL DOCUMENT Number: 9D __ 

-- Ability to learn the operation of automated data systems. 

Factor 2, Supervisory Controls Level 2- 2 125 Points 

The supervisor or a higher-graded specialist instructs the employee on the purpose of the assignment, its scope, 
limitations, expected deadlines, and priorities. The supervisor also advises the employee on peculiarities of new 
assignments. Working in a developmental capacity, the employee works independently but within the framework 
established by the supervisor or higher-graded specialist and in accordance with established practices and 
procedures. Problems not covered by instructions are referred to the supervisor or higher-graded specialist for 
assistance. The work is reviewed upon completion for accuracy and conformance to established procedures or 
special instructions and to ensure decisions are supported by the facts of the situation. More difficult work or new 
assignments are reviewed in greater detail. 

Factor 3, Guidelines Level 3- 2 125 Points 

A number of established procedures and specific guidelines are available for application. The employee uses 
judgment in locating and selecting the most appropriate guidelines, and makes minor deviations from them as 
necessary. The employee may also determine which of several established alternatives to use. The employee refers 
situations in which the existing guidelines cannot be applied or significant deviations must be made, to the supervisor 
or higher-graded specialist for assistance. 

Factor 4, Complexity Level 4- 2 75 Points 

Assignments involve a series of related steps or processes. The employee must choose from variolls alternatives for 
performing the work by recognizing the differences among a few easily distinguishable situations. The employee 
exercises judgment in selecting the most appropriate approach that is in accordance with established procedures and 
practices. 

Factor 5, Scope and Effect Leve15- 2 75 Points 

The work involves application of specific rules, regulations, or procedures, and typically comprises a complete 
segment of an assignment of broader scope. The work affects the overall accuracy, quality, acceptability, and 
timeliness of final work products produced by higher-grade specialists. 

Factor 6, Personal Contacts LevelIPoints (see Factor 7) 

Personal contacts are usually with employees within the immediate organization, office, or work unit, and in related 
or support units. 

Factor 7, Purpose of Contacts Leve1617-1A 30 Points 

The purpose of contacts is to receive instructions; and to obtain, clarify, or exchange factual information needed to 
complete assignments. 

Factor 8, Physical Demands Level 8- 1 5 Points 

The work is primarily performed sitting at a desk although it may involve some walking to attend meetings at other 
offices or worksites. No special physical exertion is required. 

Factor 9, Work Environment Level 9- 1 5 Points 

The work is performed in an office setting with adequate lighting, heat and ventilation. The work involves everyday 
risks or discomforts that require normal safety precautions. 
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STANDARD CORE PERSONNEL DOCUMENT Number: 9D __ 

Other significant facts pertaining to this position are: 

1. May be required to travel by military and/or civilian aircraft in the performance of official duties. 

CLASSIFICATION SUMMARY: 

CLASSIFICATION ST ANDARD(S) USED: OPM Position Classification Standard for Administrative Work in the 
Information Technology Management Series, GS-221O, May 2001. 

FACTOR LEVELS AND POINTS: 1-6/950,2-21125,3-2/125,4-2/75,5-2/75, 6/7-1A/30, 8-115,9-1/5 

GS-07 Point Range: 1355 - 1600 
Total Points: 1390 
Grade: OS-07 

FINAL CLASSIFICATION: Information Technology Specialist, OS-221O-07 

CLASSIFICA TION REMARKS: 

NOTE(S) TO USERS: 

1. This template can only be used for developmental positions when the positions are targeted to the OS-9 level or 
higher. 

2. Minor changes may be made to fit local requirements, using the existing SCPD number, as long as the changes do 
not affect the classification or staffing patterns of the SCPD. 

3. The OPM Primary Standard was used in assigning factor levels for this template. The classification of a GS-07 
developmental position must be validated by reference to the grading criteria in the appropriate occupational 
classification standard(s) before this template is used. Factor level descriptions in this template may be 
supplemented with specific occupational verbiage from the classification standard factor level descriptions if deemed 
necessary. 

AFPC Free Flow Format 
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AIR FORell: CORE l'ERSONN~:L nOCUI\'lE.N'f (CPIl) 

ORGANI7.AnON: USTCrrCJ6-PI 
SUPV LEVEL CODE: 8 
TARGET GRADE: CiS- J2 
JOB SHARE: No 
SENS.lT1VITY: Non-Critical i Sel1sitive 

EMERGENC'{ £SS; No 
KEY POSITION: No 

cPt) NUMBER: 9S42148 
COMP LEVEL CODr2: K36A 
FLSA 
Ct\REE[{ h'c:I(l\ lD: 

BUS; 103\0 
DRUG TEST: No 
POSITrON HIST: 

CLASSIFICATION: l!1f()rm~tiol1 Tcdmology Specialist, OS-221O-9 
DUTY TlTU;': IT Sy;:;tems PrognllI1 fvlanagtT 

ORG & rUNe CODE: 
1ST SKltL CODE: 50%. APM7;\F Computer SpeemJist, I'nllZram Management 
2ND SKILL CODE: 25"4. APMYYB COlllpub,:r Spc.:ialisl, ion 
JRJ) SKILL COI)E: 25~(o CPA-MIS Ana t:~ ~~l;{r.t Info Sys. 

CLASSIFIED BY: 


CLASSfFTER'S SIGNATURE 

S LJ I' £RVISOR 'S Cfi~nTIFICATlON: I certify thu! this CPO is Em accurate stflltm~nt of the major dmies, 
kliowledges, skills, and abiliti~, responsibilities, physical and pcrionnancc requirementS of tbis position and i lS 
orgauizalionlll relationships. The position is necessary to cuny QUI govcmmcn! functions for which! am rt:sponsible. 
This ccttijiealicm is made with the kni'i\.vledge Illalthis infi)fmaiiotlis \0 be used 11)f Sl.'ltutory purp.;ses relating to 
appointment and payment (If public fllnds and thaI ffllse or misreading statements may constitute violation;;, ofsuch 
;;tututcs or leit implementing ['cgul::Hkms, 

13 rJUL 0 f) 
SUPERVISOR'S SlGNAfURE DATE 

f'ERFORMANCE PLAN CERTIFICATION: 

R a til ,IS up v, ---r-
Oil til 

Reviewor 

-~, 

Dale 

"~--.",, 
--".__..... 

E m p to y e e • 

-  -"...._, -"---_. ''-"~"'""'--'--,..--~-~"'p.,,..~,-.,«..~-,-. 

o ata 



ORCA~I.Z,-\TIONM., LOCATION: 

The. primary purpuse of this I)l)silioll is: Ikvclopmcllt I)m;ilioll, IT SIH'clalisl 

The organizationailoeaiiull of this posHion is: Sll(, front page 

-----------------------------,~•.-------.----
ORC..\NlzxnONAL GOALS on OB.JI',CTIVES: 

The organizillionnl goals or objcclivds of this position llrc: SN,~ Mission St:HCnlcnt 

the same as 

Factor 1) KnC)wlcdge .Required By The Position Level 1- 6 950 Point" 
Knowledge of cst3blishcd !echnique~ ;;ll)d rcquil'cmems of IT management respfJUslbi lilies r::nricd out by lhe 
Cornmnnd. KJ1{lWledge and skill of well defined ~ubject mailer applicatiolls ro gather, llnalYlc, amI cvaltmle 
information in complcring assignments. Analytical and cvaluariw skills to assess ,lid develop specific p<)rtkms of 
program initiatives and to identify (:(Jllsider llnd resolve routine issues or problems nSl'ociated Wilh portions of 
projects or studies. Oml and \Vrillen comrnUniCi!tioll skills are neces$ury to assess CUSl()HlCl' IT requirements and 
present courses ()f action or resolutloll$ W managemem. 

Factor 2, Supen'isury Controls Level 2·3 275 Points 
The employee shall receive specific projcJ'.;B in terms (}f ~cope M responsibility, j:Xllcntial problems, objectivc$, 
priorit.lt\s and deadlines. Precedents whidl require successive steps nrc generally available. The supcn'isor shall 
provide nssislrmce with unusM! or conl.rove:rsinl issues for which J.:H't~(;edent& have nol ooen established. Tbe 
employlCc plans, co()rdinnles and e,"=.ccutcs the 8ucc,essive steps of the: project, resolving probicms and handling 
deviations in ac,cordallce widl established procedures and previous experience. Managemeni reviews work ti1f 
lechnical soundn;.:ss, confonnance with ovemll requirements, nnd ccmrribuli(Jn t.o thc project objeclives. 

Factor J, GuJdeliues Level ]·3 275 PoinlS 
The employ\'!e \vQrks within the fl'amewQrk of established DoD, ,\ir Force, USTR/\NSCOM and installalio[, 
policies and regulatory require.menls, dcvcl()ping the nccess!!l,)' judgment 10 apply the appropri;ltc regulatory 
pOlicy for resolution of the issues <II hand. Imerpre!ation of regularory guldance from the first line supervisor may 
be ncce.ssary 10 provide the appropri~te H\',~nue (If regulatory requircfllenls :lppliC<lble for lhe ~mpIQyel: 10 invoke 
to resolve the specific issue, 

Factor 4, COlllplc:x-ity Lc.vd -.l-J 150 Points 
The employee is in an expanded Irainmg performing work th"u mvolvcs different and lmrclaied 
mClhodologic:-;, practic(;,~. or criteria to s\l(;ce~sl'\illy n;s-oh't. 'I'll,:; CIHpIiJY<'T COlllpiit:$, emu ~umtnarizes 
informmion;:;elecring "ppropl'ialc tourSt'S Df ~ction alter consl(k~rjllg the (m ()pcration~ rind resources, and 
fCGomtll~:nding to rmumgCl1tGllt the besl action to meet PI\)gl':lIl1 

Factor =" Sc.ope ami Effect Level 5· 3 150 Point,;: 
The purpos.e or this work is to perform llllllwgcmeill of ~q;l1li:'lltS of IT sy;;IC1l1 ,we! n;:-o[vc common issues 
and problems; ulili'zillg tbe bww1edgc llilci skill" gain{:d fr(>fll pr(·\'i()l!~ I[,HIlHng alld r,spcricllcc 10 work Hssigm!lel1l~ 
fbr meeling training objccli,.e~ at this lewl oflhc J(;ydopnwllt a,signmcnL The cmp!oyee j" CXpl.·clcd to apply 
cSlablished IT sysl<:ms mc!hod~. procedurei' and techniques to rCS{1/vc the issue!; ill hand. Wnrk will h,1\"c :tn impact 
1,)11 [be clli.·ctiv{'ncss of IT $y~!em -~clviccs pmvidl:d to lllc Command. 
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STANDARD CORE PERSONNEL DOCUMENT Number: 91) 

Other signilicant facts pcrtnining to this position are: 

I. 1'l:13y be reqUIted to I!'ilvel by milill.lry and/or civilian aircraft in the performance of official dUlies. 

CLAssrnCATION SUMMARY: 

CLASSfFICATION STANOARD(S) USED: OPM Position Cl'lssifica'ion Srandard for Administrative Work in the 
Information Technology !'vl,magemcm Series_ GS-2210, May 200 L 

FACTOR LEVELS AI,,;!D POINTS: 1-61950,2-3/275,3-31275.4-3/150. 5-}IlS0,617·3CIi80. 8-l/5, 9·115 

GS~07 Point 1855·2100 
Total Points: 1990 
Gr;ldt:: G$-09 

FlN/\L CLASSU'JCATION; InfiJrmalion Spe;;ialisl, as-211O-01 

CLASSIFICATION REMARKS: 

N(}TE(S) TO lJSFRS: 

I This tt:mplate C3.n only be us(.d for developmental posilions when (be positioM are targeted to the G5·9 level Qf 

2 r.·finur may be !1l1,de w fit local requirements, the existing SCPf) number. as Imlg as [ht changes do 
11\'1 aftc!{;t the d<lssifical.ion or siMfiilg IXtuetns. of tbe SCI'/). 

3. The 01'11.1 Primary Slandard was used in faclor levels for this ttmplate. The clUliSificlllirm of II OS-O? 
developmental po;;ilion must be. validated by refercm.:c to the grading criteria in the appropriate occupatiQnal 
da:ssification stundJrd(s) this template is w;cd. Factor level dcscripl.ions in this lempl:l!e may be 
supplemented with specific occupational verbiage fmm the da.:>sifH:ation standard facIO!' level descriptions if de~mcd 
necessary. 



AIR FORCE COREI>ERSONNEL nOCVl\U.:NT (0")0) 

ORGAN1ZATION:USTC/TCJ6-PT 
SUPV LEVEL CODE: R 
TARGET GRl\f)[: GS- I 2 
JOB SHARE: No 
SENSITIVITY: Non-Critic31 I Sensitive 
EMERGENCY ESS: No 
KEY POSITION: No 

CPO NlfN1HER; 
COl\H' LEVEL CODC; 
FLS;\: 
CAREER FiflJ. m 
BUS: \ 

. DRUG TEST: 
POSITION IHST: 

9S42148 
K36,1\ 
E:H;mpt 

r 
No 

ClASSIFICATION: InfQrmation TCl:hliol,)gy Speciali$l, 05-22 10,1 i 
DUTV TITLE: IT System;;. Program Manager 

ORG & FliNC CODE: 
1ST SKILL CODE: 
2ND SKILL COD6: 
3RJ) SKILL COOE: 

50% 
25%. 
25% 

APMrAF 
APN'iYB 
CPA.'1TS 

Compmer Specialist, Prollram lV\llnagemenl 
ClHnl)\llt~r SI}el;ialisl, Acqu is i t ion 
Prjil.grammer Aualys t •.Nanagel1len t Info Sys. 

CLASSifiED BY: 

CLASSIFJER'S SIGNATURE 

SLJPEH.VISOR'8 CERTrFfCA'flON: I certify that this CPO is an accurn!.e SUHem.enl ohlte major duties, 
knowledge", skills, and abilities, responsibilities, physical and perionnal1cc rcqulrellltntS of this position and il$ 
organizationa1r'eI<ltionships. TI1(: position is necessary to cany out govemmcnt func[ions for which 1mn respolls.ible. 
This certificalion is made with the knowledge. thaI this infol'llwtioll is 10 be used tor statuti.Jry purposes te.\atil1g (0 
apP(liIHmcttl and p"ymenl ofpublic funds and that false or misleading sr~1leI.l\CIHS may conslitute violations of such 

statUte~=~tklJlS. .,,-- ;B .jf.)i-. OS
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SUPERVISOR'S $IGNAllJRE DATE 
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Rln-Iewel 

Date 
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PIJRl'OSf:': OF POSITION ANI) ORGANIZATIONAL LOCATION: 

The I)rillt:lry purpose of Ibis l)Osition is: 1)<:vt'lopnu':llt Position rr Spcdflltst 

Tilt: nrglllliz.afionalltlf:tlioll of this position is: St:c (i'Ollt page 

ORGA1'\!JZATIONAL GOALS Olt OBJI':Crl\'t~S: 


Tht! !)J'glillilatiolllil gouls Of objectives of Ihis positioll art': See cnrn:1I1 mis.sinn slahmle.nl 


This is a developmental position. Duties and 11t1e9 remain the same 
as PD 9S42148 with the following 

Leve12-} 275 PointS 

TIle immedi.ate supervisor outlines assignments in general delni! ;mel defines the projects' ohjectives. TIle 
employee has rcsp<mslbililics for planning, designing, investigating, and coordinatIng with I.he commands' staff, 
otllside consullants a.nd subject matter experts to develop a 1horough understanding and deliver a coordimued, 
$[affed solution to the 1Ilsk at hand. 

Tlte employee resolves isslles with guidance from the first line supervisor and is gradually granted gre<~ler lalit'lde 
in i.ndeperKIence as (\cmonslr:ncd capabilities grow; eventually developing 10 the point or independently resolvillg 
problems. delcnnining {he best approach and methodology to utilize, coordinatIng staff action with peers, making 
(echnic.iI decisions and appraising the supervisory chain of potential problems Of issues ihm require managcmem 
assistance 10 resolve. As dcmonsll"at<:d capability with rhc!>c characteristics develops, lhc employee will be 
granted greater self deremlinalion, with tin: goal of evemuaHr being resp<msible for making decisions, interpreting 
policy, accomplishing staff level cocrdinali()n lHld advising the supervisory cllllin of the rcc(mlmend:'IIioIl~ in 
direction, guidance, tedmical solmiQlls, and prograrmnalic rcqu.in:antmL, w resolve Ihe [asks at hand 

Factor 3, Guifil'lincs Level J . .) 275 Points 

The employee works within the framewor.k of eS[<IbJished l)oD, Air USTRA.NSCOM and inSTallation 
policies a.nd regulatory requirements, dcvc!(yping !he neceS-S-alY judgment (0 apply the appropriate regulatory 
policy for rc~c)llItjon of the issues aI hand. Imcrprclmioo of fegulm(}ry guida!1c.;.: from the first line supervisor may 
be necessary ro provi{le the approprimc avenue of regUlatory requirCHIC!lL~ applicable fl'll' the crnployct~ to Invoke 
10 resol.vc the Spt~cific iS~lIe. 

Ltvc! 4-4 22.5 Point<. 

Tile employee is in a training c<llll1e!!)" rlt'rrorming \V(lr}; that Involves aClions for CllCC1111pa:5sing it variety l.lf 
duties. The employee must t:ompile, analyze ,mel summal'ir.e ;nformalioll for lht.: j.JUil)(J,,,e of sdeeling Ihe 
appropriflt{! COUl'sc(s} of aetie)!! II) presenl 10 management for decision makin~. Th(: cmploycL: $houiu cl.'I!l.,idcr and 
factor in eritcri,j lhal will meet program objeuivcs while mitigating operational impact.s and maimaining fis-cal 
n:!;pollsibilitie.s. Tlie I<::vd of S1Iccess 1n these arcas will din:clly impilct the ability of the C()mmand t.o im;],,'I, 
()pefilte find l11;limain IT s),st(,ms !hmughollt their anticipated life cyde. 
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STANDARP CORE PERSONl'-l£L DOCUMENT 

Othl'f significan. fncts pertaining to this position are: 

I. M;]y be required to iHwcl by miliHlry and/or civilian flirCl'aft in [he performance of official duties. 

CLASSIFICATION SUl\IIMARY: 

CLASSIFICATION STANDAHD(S) USED: OPi\·j Position Classification Standard for Administrative \'Vork in lhe 
Information T;::c,'nno\ogy Management OS-221O, May 2001. 

3-3/275, 5·41225. 6n-3C1I80, 8-1/5. 9·1/5 FACTOR LEVELS AND POINTS: 1-7li250, 

G5·07 Point Ibngc: 2355· 2750 
T0ttll POIlUS: 2440 
Gr:lde: GS- I I 

Fi'.iAL CLASSIHCATION: Illform;lIiQIl 

CI.ASSIFICATION REl.\IARKS: 

NOTE,(S) TO lJSERS: 

I. This templale can only be u,;cd for developmental positions ,,'hen the: positions are targeted !O the G5-9 !evel or 

2. 1\'1irKll may be mrldc to fil local requirements, the SCPl) number, as long as the 
flot tlffcct the dil5Si flcatioH or staffing patterns of the SCPD. 

3. Tilt'. O1'M Primllry Standard was used in assigning factol' levels for this template. The classil1c<!tlon of a GS-07 
developmcnt!!l must b..: validllleo by reference.to the criteria in the appropriate occupational 
dassificalion slllndard(s) ru:j'on: this template is used. Factor level descriptions in thiS template may be 
supplemented '.vith specific occupational verbiage from the classification stano:lrd fuctor leVel descriptions if def:med 
m::CC~s.3ry. 

do 
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AIR FORCE STANDARD CORE PERSONNEL DOCUMENT 

ORGANIZATION: USTCrrCJG-Prc .1 

SUPV LEV CODE: 8 /" ,...,' 

TARGET GRADE: GS-!2 
JOB SHARE: No 

. SEN SIT! VITY: f\ en-c,a.; h:lfl....,l S-enS; ~I Ve. 
EMERGENCY ESS: No :2j)e..:. W1:5=ii.----'"
KEY POSITION: No 

SCPD NUMBER: YS42I48 
COMP LEV CODE: K3GA 
FLSA: Excmpt 
CAREER PROG lD: 2/E 
BUS: HUG 
DRUG TEST: No 
POSITION HIST: Replaccs SF3G8GOOO 

CLASSiFICATION: lufonnatioll TcchnologJ Specialist, GS-2210-12 
DUTY TITLE: IT Systems Program Manager' 

ORO & FUNC CODE: 

1ST SKILL CODE: 50% APfvtZAF \ Computcr Specialist, Program Managcment A ..... '.1 " 
2ND SKILL CODE: 25'% APMP..J:,-R: VI ~oll1pu{er Spcciulisl, Plans !:IllS Requirements !'I(,(/;IJ , ::;, I "\ I C' (\ 

'Rb.-';3RD SKiLL CODE: 25% APtruvl1S Gompl:IHlf SpcciClHBt, MUl1agement Information Systems 
,c.'N~3 ___G_'P_·.4_ . ¥r'tJlj(,CtmID (. (' AnCi\ ~s\: 


~SlFIED BY BERNADETITE Y MOORE 


~~Jii;i:? L?Y1~ c:l Jq..J 00

) CLASSIFIER SIGNATURE DATE 

SUPERVISOR'S CERTIFICA1'10N: I ccrtifY thut this Corc Persoullel Document is all uccurute statement of the major 
duties, knowlcdges, skills, and abilities, responsibilities, physical and performance requirements of Ihis position and its 
organizational relationships. The position is necessury, Lo carry oul governmcnt fUJlctions [or which I am responsible. 
This certification is made with the knowledge that this infonnutiol1 is to be used for Slulutory purposes rclating to 
appointment and payment of public funds and that false or misleading stulcmenls may constitute violations of such 
statutes or their implementing regulations. 

SUPERVISOR; ~ 

·~J.:Jsl~~ 
PERFOlUvlANCE PLAN CERIll'ICATl()N: 

Rater/Supv. 

Date 

Reviewer 

Date 

Em ployee' 

o a Ie 

*Sigl1alurc acknowledges receipt. It does not indicate ugreemclltidisagreclllcllL 
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CORE PERSONNEL DOCUMENT 	 Number: I)S42148 

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION 

"'he IU'illmry Jlul'JJOsc of this IJOsition is: Exercise project management responsibilities lor validated and funded 
USTRANSCOM and Joint StalT directed Command, Control, COllllllunications, and Compuler (C4) system 
requirements and implement technical soluliollS in accordance with current C4S policies, funding constraints, 
a cquisition strategy, maintenance concepts, and configuration management plans. 

TIle Ol'gllnizational loelltion of this Jlosition is: USTRANSCOM TCJG, Programs Division, Scott AFS, IL 
62225-5357 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

TIle ol'gllnizlltiomd gOlils 01' ob,jcctivcs of this position nre: Manage, develop, and implement validated and 
flulded USTRANSCOM Command, Control, COIllUlunications, and Computer (C4) Systems projects, and provide 
cOlllmand oversight for DOD Joint StalT C4S programs. Implement technical solutions in accordance with current 
C4S policies, funding constraints, acquisition strategy, maintenance, and integratcd logistics support for new 
programs until the system has been ccrtificd, commissioned, and accepted by the responsible operations and 
maintenance activity. 

DUTY 1: As an IT systems IJruject manager 1'01' assigncll systems, orchcstmtes, manages, develops, ami 
iU)lllcDlcnts USTRANSCOM validated lu'ugmms and Juint Staff directed II rugnuns. Performs analysis of

) functional, financial, and technical aspects of requiremcnts and plans. Takes broadly-defined goals froIll such 
sources as the system specification, or iII-dc1incd user requiremcnts, comparcs them to the command's mission, 

.cunent systems design, and state-of-the-art teclUlology to plan and implement new systems, subsystems, or 
interfaces to satisfY those goals/requirements. Consideration lllust be given to the often conflicting criteria of 
mission needs, functional requirements, security requirements, system capability, and system performance. 
Conducts feasibility studies and cost-benefit analysis, defines milestones in software developmcnt and recommends 
alternative solutions to identified problem areas in current processes and systems. Develops implementation plans 
for the software deVelopment and provides tcchnical guidance during dcvelopment. Plans the management and 
acquisition stratcgy for assign cd programs or projects. Directs and monitors contractor activities to assure progress 
on cost, schedule, performance, and/or supportability criteria. Analyzcs design objcctives for teclutical feasibility. 
Evaluates and establishes tcchnical requircmcnts, as nccded. Prcparcs comprehensive evaluations and/or 
recommendations for directorate level consideration. Provides technical guidance and defines milestones for 
technical integration and inleroperabilily of systems and subsystems. Develops technical documentation in the 
form of task orders [or contractor support in technical integration and intcroperability and other associated 
documents, Provides teclutical guidance to civilian, ntilita!}', and contractor personnel. Develops data 
requirements documents, system/subsystem specifications, and test plans. Oversees the development of tests to 
ensure that systcms perform in accordance with the fUllctional description and system specification. Evaluates test 
cases and scenarios to ensure test plans represcnt mission requiremcnts. Evaluates test results and recommends 
acceptance/rejection to the supervisor. 

STANDARDS: 	 50'lIo Cl'itical 

A. 	 Provide project managemcnt of the dcvelopment and systcm IIlUilltenance activitics for USTRANSCOM 
assigned programs, systems, and accurately with rare exceptions. Plans thc management, acquisition 
strategy, and implcmentation plans for multiple USTRANSCOM programs and insure the reliability, 
security, and cost constraints for assigned systems/programs arc met ill most cases. 

2DATE: 12118/01 
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B. 	 Routinely provides oversight of software engineering activities to facilitate the design, development, 
integration, and interoperability of multiple USTRANSCOM systems, subsystems, and prototypes/testing. 
Reviews and evaluates lcst pl:.Jl1s, d:.Jla accuracy, performancc plans. systcm capacity reports for adherence 
to tcst plans, eITcctivcness, timclincss, and quality which is gencrally acccptcd. 

C. 	 Strives for maximum organizational results by cooperating with others to make team decisions work, with 
few exceptions. Routincly develops and maint:)ins eITective communications and working rel:.Jtionships, 
both internal and external to USTRANSCOM. 

KSA: I, 2, 3, 4, 5 

DUTY 2: Evaluates, monitors, and manages progrcss of system development and usc. Recommends, in 
coordination with all other agency organizations, tcchnical policy and IT procedures for USTRANSCOM systems. 
Provides positive contributions to the qU:.Jlity assurancc program. Participates in formal review of implementation 
o[enhancements. Attcnds high-level decision meetings at USTRANSCOM and users' groups. Defends (he 
program position at program reviews, confercnces, and other functions. Develops point papers, presents briefings, 
and other presentations on future plans and current project status [or senior staIT, distinguished visitors, decision
makers, and other l.lgcncies, as required. 

STANDARDS: 25% Critical 

-
)

-' 

A. 

B. 

EV:.Jlul.ltes program progress and schedule risk(s), and t:.Jkes appropriate actions with few exceptions. 
Typically supports continuousimprovement by examining work processes and making suggestions to 
improve qU:.JIity, timeliness, and efficicncy of USTRANSCOM IT policies and procedures. 

Evaluates and portrays progwm cost, schedule, and performance status that is generally accurate. 

C. Strives for muximu111 org:.Jl1izational results by cooperating with others to nwke team decisions work, with 
few exceptions. Routinely develops :.Jnd maintains eITective communications and working relationships 
both internal and external to USTRANSCOM. 

KSA: 1,2,3,4, 5 

DUTY 3: Scnes ;tS USTRANSCOI\1 stllrf specialist llnd consultant to IOC;11 ,UIIJ othe,' DOD agcncy stulT 
spccialists and operating personnel on 11J'()blcms cncountered in implementing systems llnd the developmcnt 
of rcluted proccdUl'cs and IIrol)oSllls. Assures ul1derst:.Jl1ding of operational objectives, specifications and 
products by all concerned activities. Revicws, evaluates and ensures compatibility of procedures, techniques and 
policies with those of other interfacting IT organizations. Provides liaison on interface problems with system 
administrators, network administrators, security specialists, and database :.Jdministrators at USTRANSCOM. 
Maintains liaison with internal USTRANSCOM and external organizations in order to anticipate the [ulure 
direction of IT systems and acquisition policies. Requires review or technical and contractual regulations and 
policies, and interf:.Jee with other govcrnmcnt agencies to keep abreast of current trends in IT systems, security 
management and risks to current vendor services, and evolving technologies. 

STANDARDS: 	 25'% Criticlil 

A. 	 Regularly develops skills <Ind tcchniqucs 10 professionally enhance executive-level, decision-making 
processcs :.Jnd actions. Routinely coordinates diverse, highly skilled operational, technical and systems 
experts in pursuit of organizational mission and goals. Orten leads, develops, encourages, improves, and 
evaluates assigned government :.Jnd contractor resources. 

3 
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B. 	 Routinely protects classified material and system security, 

C. 	 Stays 'abreast of DOD and USTRANSCOM standards and evolving technologies, with rewexeeptions, 
ContinuOJlly mOJintOJin technical proficiency. 

KSA: 1,3,4,5 

RECRUfTMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA) 

I. 	 Knowledge of government policies, directivcs, and other regulatory Illcmowndum concerning program 
management, utilization, acquisition, modeling, IT specialty area trends and standardization of C4S 
processes. Knowledge orDOD systems induding configuration, applications, operating systems, and 
management principles and techniques. Extensive knowledge of DOD, Service, Joint Staff, commercial, 
and GSA directives, regulations, pwctices, and policies. 

2. 	 Knowledge of IT systems/software acquisition regulutions, policies, guidelines, prOJctices, and procedures. 

3. 	 In-depth knowledge of DOD tcchnologies, security aspects, and USTRANSCOM reporting systems. 
Knowledge of Strategic Planning processes and techniques. 

4. 	 Ability 10 apply extensive knowledge of current IT, methods, practices lind procedures. Stays current with 
technological advancements in this ever-changing environment. Ability to plan, organize, prioritize, and 
delegate daily workload to meet changing deadlines and rapidly changing circumstances. 

5. 	 Skill and ability to communicate eOcctivcly, both orally and in writing. Ability to give briefings, chair 
meetings, and prepare reports 

CLASSIFICATION FACTORS: 

Factor 1, Knowlcugc RC1luircd 8y Thc Position 	 Lcycl 1-7 1250 Points 

Knowledge of, and skill in applying IT concepts, principles, methods, and pmctices. Knowledge of, and skill in 
applying, assigned specially area of IT, to serve as USTRANSCOM technical authority on assigned operating 
system(s) standards to perform a key role in difficult assignments, such as planning for advanced system projects, 
for resolving critical problems which require innovative solutions and have wide-spread impact. Knowledge of, 
and skill in applying, IT security principlcs and methods. 

Comprehensive knowledge of the characteristics of the IT hardware and software systems, knowledge of 
comparable systems in lise in other agencies and thc private sector lor accomplishing similar applications, and 
knowledge of emerging technology to servc as a technical cxpert providing leadership and technical guidance to 
specialists involved in life cycle management of operating specialty. 

Knowledge of IT systems design and development concepts, and rel<ltcd policies and procedures to provide advice 
and consultation to management, systems planners, and/or developers. 

Knowledge of the principles, policies, and prOJctices or IT systems/services acquisition. Ability to serve as a 
program manager responsible for the pl;lllning, organization, and realization of systems, software, and services 
acquisition. Knowledge of IT systems lire cycle processes including development, testing, acquisition, deployment, 
and support. 
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Knowledge of project management theories, principles, and practices combined with a thorough understanding of 
the analytical, evaluative, and administrative methods and techniques required for managing IT systems programs. 

Thorough knowledge of the mission and programs of the cOlllmand and user requirements. 

Ability to develop technical requirements for new or modified applications, establish innovative 
techniques/solutions, and identify measurement and evaluation criteria to determine program effectiveness, and to 
analyze and resolve high complex/sensitive problems. 

Factor 2, SUltcrvisory Controls Lcvcl2-4 4511 Points 

The supervisor provides broad mission, functions, directives, guidance, and interests. Incumbent designs, 
modifies, plans, prepares, executes, measures, coordinates, udjusts, reports, and takes action independently. Is 
responsible for detailed inter-agency planning and execution working as a peer with technical experts from other 
agencies. Leadership generally accepts recommendations with little or no change. 

Incumbent is responsible for decision making, direction and execution based on past practices, executive level 
feedback and DOD-wide assessments. Incumbent has authority to make agency-level coordination without 
SUpervISion. Apprises sllpcrior(s) of progress and of potentially controversial/sensitive mailers. Work is reviewed 
for soundness of overall approach. Receives executive-level decision briefs, adjusting priorities, direction or 
guidance, or interpretation of acts, resolutions and laws, and incumbent initiates/incorporates new guidance into 
projects. Review process is ullstmclured, flexible and largely driven by the situation, or lack of system problems. 

Factor 3, Guidelines Level 3-4 450 Points 

Guidelines primarily consist of Federal, DOD, AF, and USTRANSCOM regulations, policies, standards, and 
precedents that provide very general guidance, but are not spednc to assignments that requires considerable 
interpretation andlor adaptation for application to project issues and problems. The employee uses judgment, 
initiative, and resourcefulness in deviating from established methods. 

Factor 4, COfIJlllexity Lc\'eI 4-5 325 Points 

Project assignments require an unusual in-depth analysis of IT issues characterized by the need for signilicant 
departures from established practices, or that involve major uncertainties. Deciding what needs to be done 
typically involves assessment of situations complicated by conflicting or insufficient data that must be anulyzed to 
determine the applicability of established methods. Employee conceives or solutions to highly complex or sensitive 
issues. A number of approaches (0 accomplish the work arc possible and decisions regarding approach arc 
complicated by the extensive coordination required between the various users and other IT staff. The work 
requires developing criteria where lIulIlerous conditions, options. and conOicting llser needs nuist be considered. 

Flictor 5, Scopc lind Effcct Levcl 5-4 225 Points 

The work involves isolating and delining issues or conditions, resolving critica 1problems ror DOD:jvide systems, 
or establishing criteria, formulating approaches, assessing program crfectiveness, and investigating/analyzing a 
variety of UllllS11a1 conditions, problems, or issues. The employee serves as consultant or project coordinator in 
carrying out atypical efforts. The work affects a wide range of agency users, or activities, or IIlat of other agencies 

Factor 6 & 7, Personal Contacts/Purpose of Contacts Lcvel 3-C 180 Points 

Contacts are with USTRANSCOM leadership, component commands' IT leadership, and various directorate level 
points of contact within USTRANSCOM. Some contacts arc at the General Officer or equivalent level. Timelines, 
appointments, coordination and reporting arc all extrcmely diOicult due [0 the level of approval/user contact 
required. The purpose of contacts is to organize and persuade others to reach consensus on funding, compliance, 
DATE: 12118/01 5 
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SUPV LEVEL CODE: j COMP LE::c/2:_ -:~=E:~--

SENSITIVITY: Critical-Sensitive BUS: 8888 
EMERGENCY ESS: No DRUG TEST: No 
:KEY POSITION: ·Ne yes. POSITION HIST: Position review - upgrade 

;'; 

CLASSIFICATI.oN: IT SPECIALIST (DATAMGT/SYSANALYSIS); (;;S 2210-13 '\ A-.;l·:k.1 C '-0).. e~ lo~q-ult 
DUTY TITLE: Database Administrator/Systems Administration 

ORG & FUNC CODE: 
1ST SKILL CODE: 
2ND SKILL CODE: 
3RD SKILL CODE: 

DPY 
50% 
35% 
15% 

APMDBM 
CPAMIS 
APMCFM 

Database Management 
Management Information Systems 
Configuration Management 

CLASSIFIED BY: 

{}f! '..-i 7.-~/ 
....... '::'"CLASSIFIER'S SIGNATURE DATE 

SUPERVISOR'S CERTIFICATION: I certify that this CPD is an accurate statement of the major duties, 
know\edges, skills, and abilities, responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carry out government functions for which I am responsible, 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment and payment of public funds and that false or misleading statements may constitute violations of such 
statutes or t eir implementing reo ulations. 

PERFORMANCE PLAN CERTIFICATION: 

RaterlSupv. 

Date 

Reviewer 

o a Ie 

Employee· 

Date 

*Signature acknowledges receipt. It does not indicate agreement/disagreement. 

NSPS- ~ /J. .- /
IAW DOD 1400.25M (4-28-06): ,J-{i.!~- /(F-/j~L( 
Employee's performance plan in this PD is superseded by 
NSPS guidelines, and is documented on DOD form 2906 

I::)).... !J -""31 - 0 t> 

BUS CODE: Position is exempt from the 
bargaining unit lAW 5 USC, Chapter 71, para 
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCAnON: 

Tbe primary purpose of this position is: the management, design and analysis of the operational Global 
Transportation Network (GTN) and TRANSCOM Regulating and Command and Control Evacuation System 
(TRAC2ES) systems. . 

The organizational location of this position is: US Transportation Command, Command, Control, 
Communications and Computer Systems Directorate, Operations and Plans Division, Infonnation Assurance Branch, 
Scott AFB, IL. 

()RGANIZATIONAL GOALS OR OBJECTIVES: 

'The organizational goals or objectives of this position are: ensure the war fighter has access to accurate and 
timely in-transit visibility (lTV) via the Global Transportation Network (GTN). 

DUTY I: Critical 

Serves as senior GTN technical advisor to management an.d lead for GTN Customer Support Center and 
TRAC2ES Tier II support team. Participates as key member and advisor to TCJ6 management for all operational 
issues involving GTN. As a member of management's IT team, participates in developing strategic plans for 
enhancement ofthe system environment, developing functional and technical requirements for acquisitions, 
conducting cost benefit analyses, feasibility studies, and related activities. Works with management to isolate and 
correct complex problems which hinder the capability of the organization to fully utilize infonnation management 
technology. Analyzes perfonnance data and operating conditions to isolate specific shortfalls and develops 
innovative methods to overcome system weaknesses. Maintains liaison with civilian transportation agencies and 
professional organizations to ensure consistency and integrity of data entering the GTN. Acts as primary point of 
contact for all actions related to data source feed flow. Contacts source POC when data flow is interrupted and 
provides assistance in troubleshooting and diagnosing cause. Assists in the evaluation of progress in system 
development. Recommends, in coordination with other USTRANSCOM entities, technical policy and IT procedures 
for the GTN. Provides positive contributions to the quality assurance program for the GTN through participation in 
the program management review process, and by providing feedback on how system performance affects customer 
experience. Participates in fonnal review of implementation of enhancements. Attends high-level decision meetings 
at USTRANSCOM and users' groups. Presents briefings on future plans and current project status when required. 

STANDARDS: 

A. With few exceptions, participates effectively as a member of management's IT team. 

B. Routinely establishes and maintains effective liaison with civilian transportation agencies and professional 
organizations. 

C. With few exceptions, develops effective strategies for restaI1ing data source feed flow into GTN following 
disruption of data flow. 

D. Almost always provides accurate and timely updates to TCJ6 management. 

KSA: 1,4,5,6,7 

DUTY 2: Critical 

Evaluates effectiveness, analyzes, designs and develops changes or modifications to the GTN. Represents the 
organization at various project meetings and on committees to assist in the establishment of priorities. Serves as a 
representative on various boards or groups to include participation in configuration control boards to review and 
coordinate on all proposed configuration modifications and/or system standards. Conducts preliminary analyses of 
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new projects assigned to the organization to help determine the nature of the requirements, logical work and 
information flows, and whether new technologies or advancements in technology should be incorporated. Provides 
upper management with estimates of man-hours and resources necessary to implement major software projects. 
Informs leaders of how assigned segments of the systems software will interface with other existing programs. 
Represents command and provides development feedback to design contractor by serving as contractor award fee 
board member. 

STANDARDS: 

A Almost always effectively designs and develops changes or modifications that produce sound results. 

B. Routinely makes effective and timely determination of the impact changes or modifications will have on the 
existing system. 

C. With few exceptions, performs thorough fact gathering/analyses and provides reliable recommendations which 
are realistic, achievable, and make efficient use of resources. 

KSA: 1,2,3,5,6,7 

DUTY 3: Critical 

Maintains, monitors and performance tunes the database. Performs a variety of duties associated with the 
technical management of various databases. Works with customers and IT specialists to determine if information 
needed is in existing database management files. Develops access programs to obtain data from files. May search 
other files in other agencies to locate data and connect to local information systems for user access. Supports backup 
and recovery through database management systems. Designs distributed database architectures. Designs, 
maintains, updates, analyzes, and monitors data integrity and security of databases; and ensures that the databases 
support user programs. Provides technical expertise and advice to the staff in the resolution of complex database 
automation problems associated with local and remote computer-to-computer communications networks, vendor 
supplied software, and computer performance analysis. Designs and modifies the storage structure and mapping 
between databases. Determines search strategies to be used, user retrieval rules, record relationships, and data 
compression techniques. Develops and maintains security provisions to guard against unauthorized update, copying 
or distribution of databases. Determines the character of data elements and the nature of controls to ensure that 
transactions recorded for one function automatically create appropriate file notations, reports, or actions for related 
functions. Accomplishes emergency maintenance and database restoration both during duty hours and in an on-call 
status during non-duty periods. At any time of day or night, provides troubleshooting support when users or 
computer operators identify critical database problems or faiiure. Diagnoses faiiures to isolate the source of the 
problems between communications lines, equipment, and sofrware. When necessary, devises temporary fixes, 
documents problems, and refers problem to the design/development team for permanent solution. Installs permanent 
database changes approved by the configuration control board. 

STANDARDS: 

A. With few exceptions, efficiently maintains data integrity, maximizes utilization of systems, and prevents work 
stoppage or slow down. 

B. Routinely develops and maintains effective database management systems that meet organizational business 
needs. 

C. Almost always resolves database problems and recovers/restores lost data promptly. 

KSA: 1,2,4,5,6,7 
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DUTY 4: Critical 

Performs services as a senior systems administrator: Plans, coordinates, and installs applications software and 
hardware for operating systems. Administers and maintains assigned systems. Develops, reviews, and modifies 
changes to schedule of operations for successful day-to-day operations. Optimizes the functionality and performance 
(Jfhardware and software systems and ensures ayailability, integrity, efficiency, and reliability of servers. Identifies 
system problems that are of an unusual or complex nature and develops corrective action. Designs data products, 
processes, or programs that provide for increased organizational optimization oflnformation Technology (IT) 
processes. Oversees the installation and configuration of applications software and the establishment of user 
environments. Troubleshoots and analyzes unusual or complex hardware and software malfunctions to resolve 
physical and logical processing problems and recommends acquisition of equipment, software and/or hardware 
which will resolve operational probleins. Continually surveys system operation to identif'y and anticipate potential 
problems which could lead to loss or serious interruption of service. Identifies corrective or preventive procedures 
and takes actions to rectif'y immediate problems and prevent future occurrences. Develops proposals to enhance 
operational use of systems hardware and software and keeps abreast of technological advances to ensure continued 
optimum service. Applies innovative techniques and seasoned judgment to assist management in identif'ying areas 
where IT systems can reduce or eliminate labor and time intensive manual processes. Analyzes and diagnoses 
system failures to isolate source of problems. Performs testing, troubleshoots, and corrects complex or unusual 
problems involving interface and interoperability of system components such as hardware, systems software, and 
applications programs. Manages installation of system patches and enhancementslupdates and ensures system 
integrity is not compromised. Develops standard procedures for account establishment, system maintenance, and 
system recovery. Ensures maintenance and upgrade procedures are established in such a way as to minimize 
disruption to normal business functions of organizations within the installation. This includes ensuring scheduled 
backups of servers and the application of upgrades or system patches will have minimum impact. Provides proactive 
consultation and instruction with system users to ensure seamless implementation of changes. Serves as a senior 
advisor to lower-graded specialists engaged in similar responsibilities. 

STANDARDS: 

A With few exceptions, appropriately plans, coordinates, and implements all system upgrades and modifications 
necessary to meet user requirements. 

B. Routinely optimizes the functionality and performance of systems. 

C. Almost always ensures system continuity through effective surveillance of system components and their 
operation. 

KSA: 2,4, 5, 6, 7 

----- ~--.-----.~ 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Extensive knowledge of operations of GTN, including applications, operating systems, management principles, 
information processing standards and procedures. 

2. Extensive knowledge of the principles, methods, and practices for integrating information system components 
sufficient to plan, coordinate, and administer computer systems, and optimize system performance. 

3. In depth knowledge of configuration management regulations, principles, and techniques. 

4. Skill in planning, organizing, directing, operating and evaluating of systems. 

5. Skill and ability to communicate effectively, both orally and in writing, to address complex technical issues, 
prepare statements and briefings for senior military, government, and civilian officials. 

6. Ability to gather facts and use effective analytical methods to assess information, plan the sequence of actions 
necessary to make sound decisions and solve a variety of problems. 
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7. Skill and ability to apply methods for troubleshooting, recovering, adjusting, modifYing, and improving systems 
to solve complex problems, provide support that minimizes interruptions in service to customers, and maintains 
liaison with industry and other activities. 

CLASSIFICATION CRITERIA: 

Factor 1, Knowledge Required By the Position Level 1-8 1550 Points 

-- Mastery of knowledge of database and system administration with special emphasis on USTRANSCOM's premier 
information system, the Global Transportation Network (GTN). Uses this knowledge to provide technical expertise 
and experience in dealing with extremely broad and complex issues associated with the GTN. Such in-depth 
knowledge is sought by and provided on a daily basis to superiors up to and including the TCJ6, a Brigadier General 
position. 

-- Mastery of knowledge of systems architecture. Expert knowledge of configuration management to review and 
coordinate on configuration modifications. Such knowledge is required to evaluate proposed changes to the GTN to 
ensure implementation does not disrupt in-transit visibility for worldwide combatant commanders that use the 
Defense Transportation System. 

-- Expert knowledge of system administration to administer relevant operating system(s). Mastery of knowledge and 
fluency in at least one command language. Such knowledge is required by the senior systems administrator as he not 
only provides the highest level of support to the command, but also mentors and trains junior system administrators. 

-- Mastery of written and oral communication techniques to allow highly technical information to be communicated 
to both technical and non-technical audiences as appropriate. 

-- Comprehensive knowledge of the command's IT standards. Extensive knowledge of systems design, local 
operating system software, and database concepts to envision problems which would be encountered by application 
programmers in using various database structures. Knowledge of technological advancements in database 
management field and the needs of the command sufficient to perform studies to evaluate whether change in the local 
database management system (DBMS) would be cost-effective. Knowledge of system programming design 
techniques to develop enhancements to the DBMS. Such knowledge will ensure the command takes advantage of 
the technological functions of current versions of database systems while focusing on upcoming advancements that 
could provide increased capabilities. 

-- Extensive knowledge of the overall Federal, DOD, and command policy, rules and regulations regarding data 
element standardization and knowledge of DOD"s general IT standards sufficient to advise computer specialists on 
the use of elements and codes in the assigned application areas. Knowledge of work processes and terminology in 
the applications area and the command's organization and structure sufficient to recognize areas of overlap or 
duplication in data elements and determine coordination required to resolve problems. 

-- Knowledge of organizational mission, objectives, terminology, and management practices of the Services, TCCs 
and other agencies in order to recognize probable areas of interaction and overlap between proposed and existing 
systems. Such knowledge is required to understand and communicate with the process owners of more than 20 data 
source feeds into the GTN. 

Factor 2, Supervisory Controls Level 2-4 450 Points 

The supervisor assigns objectives to be achieved and special problems to be solved. The supervisor is available for 
advice or assistance as necessary, but the employee is relied upon to plan and carry out the work independently, 
keeping the supervisor advised of progress and unusual complications or matters of a far-reaching, policy-making 
nature. The employee resolves problems, coordinates work with other computer and user personnel as necessary, 
interprets policy, and makes technical decisions regarding data base structure. Completed work is reviewed for 
effectiveness in meeting requirements and expected results. 
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Factor 3, Guidelines 	 Level 3-4 450 Points 

Command IT standards and policies and vendor's technical literature are available; however, guidelines are very 
general with respect to adapting the DBMS to the command's particular needs. The employee must anticipate 
problem areas, research trends in data needs, and develop techniques and/or specialized programs to be used for 
evaluating possible changes in DBMS procedures, with special emphasis on the GTN. 

Factor 4, Complexity 	 Level 4-5 325 Points 

The work involves wide variety of knowledge and analysis of all major resources within the GTN. Assignments 
consist of a variety of activities in the database and computer systems management field. The work requires 
developing new and original approaches and concepts as wells as modifying existing ones. Decisions regarding what 
needs to be done involve issues complicated by factors such as requirements and program changes, rapidly evolving 
technology, and sweeping changes in customer requirements. Sound judgment and resourcefulness are essential 
skills required to facilitate the timely completion and implementation of operational systems: Additionally, the 
incumbent must stay abreast of the rapid advance in computer technology. 

Factor 5, Scope and Effect 	 Level 5-4 225 Points 

The work involves requirements analysis, design, and planning necessary to support implementation of both major 
and minor software/hardware upgrades of the GTN in support of the command's mission. Work enables OTN and 
TRAC2ES customers to accomplish mission requirements in the most effective manner possible through the optimal 
application of information technology. 	 " 

Factor 617, Personal ContactslPurpose of Contacts 	 LeveI6/7-3C 180 Points 

Personal contacts with USTRANSCOM senior leadership and staff officers to advise and coordinate C4S programs 
are a daily requirement. Personal contacts with Transportation Component Commands (Air Mobility Command, 
Military Sealift Command, Military Surface Deployment and Distribution Command) and outside agencies are made 
frequently to ensure coordination of requirements and development and resolution of C4S issues. Contacts are made 
with functional users, system and network administrators, and mid-level and senior leadership personnel, as well as 
DOD contractors .. Employee participates in various conferences within USTRANSCOM to discuss/define user 
requirements and their impacts on development and connectivity of current and future versions of GTN. 

Contacts are used to define requirements for new data processing capabilities and modifications to existing systems 
in support of the USTRANSCOM transportation mission. Contacts are necessary to discuss feasibility, problem 
definition and solutions, and issues regarding system compatibility and interoperabiiity. 

Factor 8, Physical Demands 	 Level 8-1 5 Points 

The work is generally of a sedentary nature. The employee may be required to walk to nearby buildings fqr meetings 
or stand during meeting attendance. The employee may be required to carry light objects such as files and reports. 
No special physical qualifications are required. . 

Factor 9, Work Environment 	 Level 9-1 5 Points 

Work is performed in a normal office setting where basic safety precautions are required. Work occasionally 
requires travel away from normal duty station. 

Other significant facts pertaining to this position are: 
I. 	 Employee will serve as Branch Chief when necessary or required. 
2. 	 Employee will serve as government lead for GTN Customer Support Center. 
3. 	 Employee will serve as government lead for Transportation Regulating and Command and Control Evacuation 

System (TRAC2ES) Tier II support team. 

8/3012004 	 Page 6 



CORE PERSONNEL DOCUMENT 	 Number: 9S42621 

4. 	 Employee will be required to work unconunon tours including weekends and holidays to accomplish remedial 
actions for emergency situations. 

5. 	 Overtime and/or emergency overtime may be required. 
6. 	 This is a key position. Incumbents must be removed from their military recall status if alternatives for filling the 

position during an emergency are not available. The incumbent may be required to take part in test alerts and 
practice exercises. 

CLASSIFICATION SUMMARY: 

CLASSIFICATION STANDARD(S) USED: 
OPM PCS Job Family Position Classification Standard for Administrative Work in the Information Technology 
Group, G8-2200, dated May 200 I 

FACTOR LEVELS AND POINTS: 1-8, 1550 points; 2-4, 450 points; 3-4, 450 points; 4-5, 325 points; 5-4, 225 
points; 617-3C, 180 points; 8-1, 5 points; 9-1, 5 points. 

GS-13 Point Range: 3155-3600 
Total Points: 3190 
Grade: OS-13 

CLASSIFICA TION REMARKS: 
This position is the lead for the OTN Customer Support Center and the TRAC2ES Tier II support team, maintains, 
monitors, analyses, and performance tunes the database and is the OTN technical advisor to management. This is 
clearly two-grade interval work and meets the series definition for the OS-221O, i.e., paramount knowledge ofIT 
principles, concepts, practices, and methodology is required. The work performed primarily consists of database 
management and system analysis, therefore the position is titled Information Technology Specialist (Data 
Management/System Analysis). 

Final Determination: GS-2210-13, IT SPECIALIST (DATAMGT/SYSANALYSIS) 

AFPC Free Flow Format 
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: to function as Information Technology System Security Manager, 
Network Security Manager, and Information Systems Security officer responsible for assisting in the planning, 
organizing, directing, coordinating, and controlling of major security programs and for ensuring that the Information 
Technology security policy and guidance of numerous JCS regulations and AF Special Security Instructions are 
followed. 

The organizational location of this position is: 

United States Transportation Command, Operations and Plans Division, Information Assurance Branch, Scott AFB, 
IL 62225-5357 

ORGANIZATIONAL GOALS OR OBJECTIVES: Provides general oversight, administration, and overall 
coordination of security matters, including analysis, test, and evaluation. Ensures that security instructions, 
guidance, and standard operating procedures are prepared, issued, and maintained for the site in accordance with 
directions from higher headquarters. Monitors implementation of said instructions and procedures and directs 
actions appropriate to remedy security deficiencies. 

DUTY 1: 40% Critical 

Develops, reviews, revises, and implements procedures for investigating, reporting, and resolving all information 
systems security incidents involving the command information systems and the information systems interfaces. 
Ensures that continuing tests of the information systems security protective features are performed and maintains 
documentation of the results. Effectively ensures that information systems security activities, policies, and directives are 
enforced and that conflicts of interest, responsibilities and functions are resolved. Develops, reviews, and submits for 
approval plans and procedures for monitoring and reacting to information systems security warning messages and reports. 
Initiates programs and procedures to improve and enhance the information systems security aspects of the command's 
information systems which often have worldwide impact. Ensures that all personnel who install, operate, maintain, or 
utilize the command's information systems and related hardware hold the proper security clearance and access 
authorization, and are indoctrinated in applicable information system security requirements and responsibilities. 
Evaluates the effectiveness and impact of the information systems security measures/proceduresof any communications 
interface to specified information system and plans and prepares correspondence to the appropriate command authority, 
identifying problem areas as appropriate. 

STANDARDS: 

A. Consistently evaluates and determines adequacy of security measures in information systems plans and programs. 

B. Normally develops new information systems security programs, standards, and capabilities to promote and 
enhance effectiveness of DOD, Joint Staff, Air Force, and USTRANSCOM system security. 

C. Usua!ly ensures users of information systems are educated in and comply with the DOD, JS, AF, and 
USTRANSCOM security directives. 

D. Almost always brings initiatives into practice ahead of established schedule. 

KSA: 1,2,3,4,5,6,7 
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DUTY 2: 25% Critical 

Investigates and reports information systems security incidents that could degrade network integrity to the 
appropriate command authority for consideration and appropriate action. Immediately notifies the appropriate 
command authority of any suspected information system security incident associated with a remote network site. 
Provides recommendations to assist the DAA in determining if other sites should be denied ,access to resources at the 
command and if network operations should' be terminated at the remote site. Leads cross-command incident 
response team in developing solutions to security incidents. Evaluates progress of solution implementation and 
provides periodic updates to directorate leadership. Reviews security incidents for negative trends and lessons 
learned. Develops, reviews and implements risk mitigation programs to reduce impact of negative security trends. 

STANDARDS: 

A. Normally reviews information systems security inspection reports, technical security reports, and specifications 
for proposed information systems to effectively ascertain scope of problems and trends. 

B. Typically initiates timely actions to correct deficiencies, revise standards, and specifications, and/or promulgated 
new guidance 

C. Usually investigates and takes necessary corrective action immediately or in a timely manner, depending on the 
critical importance of the issue. 

KSA: 1,2,3,4,5 

DUTY 3: 25% Critical 

Serves as USTRANSCOM Information Assurance Manager providing information systems security advice 
and guidance on special projects to command program managers. Ensures program managers have an 
understanding of information system operational objectives, specifications and products and which products are 
authorized for use on the USTRANSCOM local area network. Reviews, evaluates and ensures compatibility of 
procedures, techniques and policies with those of other interfacing ADP organizations. Provides liaison on 
information systems security issues with system administrators, network administrators, security specialists, and 
database administrators at USTRANSCOM. Maintains liaison with internal USTRANSCOM and external 
organizations in order to anticipate the future direction of information systems security technology and policies. 
Requires review of technical and contractual regulations and policies, and visits other government agencies to keep 
abreast of current trends in information systems security technologies, security risk management, current vendor 
services, and evolving technologies. 

STANDARDS: 

A. Normally provides accurate technical advice and policy interpretation to diverse, highly skilled operational, 
technical and systems experts in pursuit of organizational goals. 

B. Typically leads, develops, encourages, improves and evaluates assigned government and contractor resources 
effectively. 

C. Usually stays abreast of DoD and USTRANSCOM standards. 

D. Consistently protects classified material properly. 
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KSA: 2,3,7 

DUTY 4: 10% Critical 

Maintains liaison and positive relationships with the Joint Staff (JS), service headquarters staffs, National 
Security Agency (NSA), service MAJCOMs, Transportation Component Commands (TCCs), and command 
activities to discuss and resolve information systems security issues. Develops, reviews and distributes technical 
reports on security threats and incidents to DOD and other governmental agencies. Coordinates security activities 
with components to ensure consistent security posture across the components. Represents USTRANSCOM at 
meetings with the JS, NSA, MAlCOMs, TCCs and commercial organizations. Develops security briefings and 
presents USTRANSCOM concerns on information systems security at various meetings and conferences. 

STANDARDS: 

A. Typically maintains positive relations with activities and counterparts. 

B. Normally develops and presents effective briefings. 

KSA: 1,2,3,6,7 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA) 

1. Knowledge of a ful! range of information technology security principles, concepts, practices, products and 
services (including systems software, database software, immediate access storage technology), and methods for 
evaluating risk and vulnerability, implementing mitigating improvement, and disseminating information technology 
security tools and procedures. 

2. Knowledge of information technology security (INFOSEC) requirements for certification and accreditation, 
network operations and protocols, systems testing and evaluation, and performance management methods sufficient 
to plan and conduct security accreditation reviews for installed systems or networks and assess and advise on new or 
revised security measures and countermeasures based on the results of accreditation reviews. 

3. Knowledge of Local Area Network security requirements and techniques for protecting computer systems from 
viruses, data tampering, and unauthorized system entry. 

4. Expert knowledge of the Defense Transportation System information technologies. 

5. Knowledge of a broad range of telecommunications concepts and principles, operating modes, systems, media, 
equipment, equipment configuration, and related software systems, processes and procedures to assess and advise on 
vulnerability to attack from a variety of sources (e.g., espionage, disruption of services, destructive 
programs/applications) and procedures and methods for protection of systems and applications. 

6. Ability to communicate effectively, both orally and in writing. 

7. Ability to develop and conduct training on information security. 

CLASSIFICATION CRITERIA: 
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Factor 1, Knowledge Required By The Position Level 1-7 , 1250 Points 

Knowledge of a wide range of information technology security principles, methods, regulations, policies, products and 
services sufficient to develop specifications to ensure compliance with security requirements at the LAN level and to 
plan and coordinate the delivery of an information technology security awareness training program for end users at all 
levels in the command. 

Knowledge of a wide range of information technology security requirements for certification and accreditation; 
network operations and protocols; systems testing and evaluation; and performance management methods sufficient to 
implement and coordinate activities designed to ensure, protect, and restore information technology systems, services, 
and capabilities; to monitor and evaluate systems compliance with information technology. security requirements; 
provide advice and guidance in implementing information technology security policies and procedures in the 
development and operation of network systems; to plan and conduct security accreditation reviews for installed 
systems or networks; and to recommend new or revised security measures and countermeasures based on the results of 
accreditation reviews. 

Knowledge of a wide range of information technology and communication computer security techniques, requirements, 
methods, sources, and procedures in INFOSEC automated software security. . 

Knowledge of system software and systems development life cycles including systems documentation, design 
development, configuration management, cost analysis, data administration, systems integration, and testing. 

Knowledge of information technology security requirements and skill sufficient to develop and evaluate program 
documentation to include: mission needs statements, operational requirements documents and support plans, 
specifications, and proposals. 

Ability to serve as the focal point for information security, providing advice and assistance on complex issues to 
improve the information technology security program comprising many unique organizations and large, complex 
computer and communications security systems. 

Ability to apply sound judgment in the use of security knowledge and in weighing the impact of variables such as 
granting access to classified keying material and other issues that influence the course of actions taken in resolving 
security questions or issues. 

Ability to apply policies, principles, and information technology security concepts sufficient to carry out activities 
leading to security C&A. 

Ability to apply findings of assessments to mitigate Information Technology security risks through the implementation 
of corrective actions. 

Factor 2, Supervisory Controls Level 2-4.450 Points 

The supervisor of this position discusses the incumbent's assignments in general terms and defines the overall 
objectives. The employee has responsibility for planning, designing, and carrying out projects, and for coordinating, as 
a peer, with experts both within and outside the organization. The employee independently resolves problems, 
determines the best approach and methodology to be used, coordinates work with others as necessary, interprets policy, 
makes technical decisions, and keeps the supervisor apprised of potential problems. In performing the work, the 
employee makes technical judgments in deciding which analytical and technical decisions lead to or help form decisions 
on operational policy. Completed work is reviewed for expected results. 

Factor 3, Guidelines Level 3-4, 450 Points 
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Guidelines primarily consist of Public Law, Federal, DOD, Joint Staff policies, components, and local regulations, 
policies, standards, and precedents that provide general guidance. Guidelines specific to assignments are often very 
general or have gaps in specificity that require considerable interpretation and adaptation for applications to issues or 
problems. Judgment, initiative, and resourcefulness are required in deviating from established methods to modify, 
adapt, andlor refine broader guidelines to resolve specific complex andlor intricate issues and problems; treat specific 
issues or problems; research trends and patterns; develop new methods and criteria; andlor propose new policies and 
practices. 

Factor 4, Complexity Level 4-4, 225 Points 

Assignments consist of various computer systems security projects or evaluations that require planning, analysis and 
implementation of preventative or corrective measures. Systems access capabilities, user access requirements, 
physical and personnel security requirements may need to be considered jointly or individually to evaluate problems, 
resolve issues or establish measures to prevent unauthorized access. Deciding what has to be done typically involves 
assessing situations complicated by conflicting or insufficient data which must be analyzed to determine the 
applicability of established methods. A wide variety of information and a number of computer systems must be 
evaluated in the process of formulating overall recommendations. Consideration must be given to probable future 
changes that would impact the security of IT systems. 

Factor 5, Scope and Effect Level 5-4, 225 Points 

The work involves investigating and analyzing a variety of unusual problems, questions, or conditions associated 
with security; formulating projects or studies or establishing criteria in computer security. The work affects 
computer systems which in turn affects awide range of agency activities. 

Factor 6, Personal Contacts and Factor 7, Purpose of Contacts LeveI6-3/7C, 180 Points 

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands' information 
technology leadership, the Joint Staff, the Office of the Secretary of Defense, and various directorate level points of 
contact within USTRANSCOM. Contacts occur in scheduled and unscheduled meetings, workshops, conferences, 
and TDYs requiring incumbent's technical familiarity with complex information systems security issues. Timelines, 
appointments, coordination and reporting are all extremely difficult due to the level of approval contact required. 
Employee must vary methods and approaches for achieving results based on the broad nature of contacts. 

Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to 
cooperate in meeting objectives and deadlines when there are problems securing cooperation. 

Factor 8, Physical Demands Level 8-1, 5 Points 

The work requires no special physical demands and is sedentary in nature. It may involve some walking, standing, 
bending or carrying of light items such as files, computer reports or office supplies. 

Factor 9, Work Environment Level 9-1, 5 Points 

The work is performed in a typical office setting. Special safety precautions are not required. 

Other significant facts pertaining to this position are 

Incumbent may be required to travel by regularly scheduled passenger military or commercial aircraft in the 
performance of temporary duty assignments. 
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The employee must obtain and maintain a Top Secret clearance. 


This position may require the employee to work other than normal duty hours, which may include overtime. 


Incumbent may act as Section Chief when required. 


CLASSIFICATION SUMMARY: 

CLASSIFICA TION STANDARD (S) USED: 
OPMPCS Job Family Position Classification Standard for Administrative Work in the Information Technology 
Group, GS-2200, dated May 2001 

FACTOR LEVELS AND POINTS: 1-7, 1250 pts; 2-4, 450 pts; 3-4,450 pts; 4-4, 225 pts; 5-4, 225 pts; 6-3I7C, 180 
pts; 8-1,5 pts; 9-1, 5 pts. 

GS-12 point range: 2755-3150 
Total points: 2790 

Final Classification: Information Technology Specialist (INFOSEC), GS·2210·12 
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I NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 
I 

I POSITION AND HIRING INFORMATION 

1. POSITION NUMBER 2. POSITION TITLE 3. OCCUPATIONAL CODE 

9S43034 IT SPEC (PLCYPLN) 2210 
4. ORGANIZATIONAL TITLE 5. CAREER 6. PAY 7. PAY 6. TARGET 9. OPM FUNCTIONAL-

GROUP SCHEDULE BAND PAY BAND CODe 

Standard YA 02 02 NA 
10. DRUG TEST 11. BUS CODE 12. FAIR LABOR STANDARDS ACT 13; DOD SUPERVISORY 

8888-5VSC CH STATUS & AF SL 

yes.x NO 
7112{b)(1) - N _x_ E 5 CFR 551.206 DOD5IAF 5 

14. KEY/EMERGENCY 17. CERTIFICATION REQUIRED 
ESSENTIAL 

15. MOBILIZATION INDICATOR 16. ENVIRONMENTAUHAZARD 
YES _x_ NODIFFERENTIAL -

C - Position required inNA No 
mobilization and peacetime 

18. POSITIVE EDUCATION REQUIREMENTS 20. 	 LANGUAGE IDENTIFIER 19. 	 LANGUAGE REQUIRED 
_VES_X_ NO YES2.. NO NA-

24. 	 LAUTENBERG/SMITH 
AMENDMENT 

21. 	 FINANCIAL STATEMENTS REQUIREO 22. 	 POSITION SENSITIVITY 23. 	 PAY POOL IDENTIFIER 

YES _x_ NO- YES --L- NONoncritical Sensitive -
25. DUTIES 

Plans, develops, and implements USTRANSCOM TCJ6 activities, initiatives, and programs. Gathers, 
assembles, and analyzes facts. draws conclusions. devises solutions to problems, and identifies changes and 
trends as they relate to transformational activities. Applies expert anal),1icai and tcclmical skills to the 
identilication, consideration. and resolutions ofissucs or problems concerning efticiency and effectiveness of 
transformational activilies. initiatives, and pl'Ogmms. Devises and develops acquisition strategies for the 
implementation and integration of transformational activities, initiatives, and programs. Leads the 
synchronization and integration of transformational changes through the execution and management of 
programmatic goals and process. Assesses nnd evnJuales organizational structuring options for compJex, 
diverse organizations and works in a multi-functional environment involving interaction with the highest 
executive and management levels of the Air Force, Department of Defense, and ChiefExeclitives. Represents 
the TJC6 Directorate as a member of the USTRANSCOM Transformation Task force. 

126. POSITION'S ORGANIZATION 
USTCITCJ6-XC 

27. POSITION OCCUPIED 28_ 3. DUTY STATION (City - County - Stale Or Overseas location) 

Competitive Scott AFB, Belleville, 5t Clair County, Il 
b. GEOGRAPHICAL LOCATION CODE 

177835163 

129. Core Competencies 

Air Force Skill Codes: 

Percentage Skill Code Shred Subshred literal Translation 
50% APM ZAF Computer Specialist/Program Management 
25% APM PLR Computer Specialist/Plans and 

. Requirements 
25% APM ¥VB Computer SpecialistJAcquisition 

DO FORM 2918, Jul 2006 
Air Force Automated Form· Jul 2006 PD Number: 9S43034 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 

I 
POSITION AND HIRING INFORMATION 

1. POSITION NUMBER 2. POSITION TITLE l 3. OCCUPATIONAL CODE 

9S N1441 Infonnation Technology Specialist (Policy and Planning) 

I 
2210 

; 4. ORGANIZATIONAL TITLE 5. CAREER 6. PAY 7. PAY 8. TARGET 19. OPM FUNCTIONAL 
USTRANSCOM GROUP SCHEDULE BAND PAY BAND CODe 

SC YA 2 ' . 

IT Specialist : 
10. DRUG TEST 11. BUS CODE 12. FAIR LABOR STANDARDS ACT , 13. DOD SUPERVISORY 

8888-5USC ( I STATUS & AF SL 
_YES-1L NO 1112(B 1) --N _X_ E 5CFR 551.207 , DoD 2fAF 5 

/14. KEY/EMERGENCY 15. MOBILIZATION INDICATOR 116. ENVIRONMENTAL/HAZARD 17. CERTIFICATION REQUIRED 
ESSENTIAL C-position required in peace DIFFERENTIAL 

NO time and upon moblization I NO _X_YES - NO 
, 

18. POSITIVE EOUCATJON REQUIREMENTS 19. LANGUAGE REQUIRED I 20. LANGUAGE IDENTIFIER 

_YES..1L- NO _YESL NO i N/A 
21. FINANCIAL STATEMENTS REQUIRED 22. POSITION SENSITIVITY 23. PAY POOL IDENTIFIER 24. LAUTENBERGfSMITH 

AMENDMENT 
_YES_X_ NO 

Non-Critical Sensitive YES X NO 
25. DUTIES 
Serves as a Senior IT Specialist supporting assigned Defense Transportation System (DTS) IT systems and programs. Performs 
technical analysis for IT functional requirements, plans, and IT architecture design, development, testing, and implementation of IT 
systems. Identifies and ensures compliance of DoD standards, policies, and procedures for the a~quisition of IT systems. Reviews 
technical proposals and contract deliverables for progr~ managers. Establishes and maintains documentation library .and technical 
standards required to achieve optimal interoperability and supportability. Takes broadly dermed goals from such sources such as the 
systems specifications or ill-defined user requirements, compares them to the command's mission, current system design and state-of
the-art technology to design and plan new < systems, subsystems, or interfaces to satisfy those goals or requirements. Conducts 
feasibility studies and cost-benefit analysis, dermes milestones in software development, and provides technical guidance during 
development. Evaluates, monitors, and manages the progress of assigned DTS IT systems development. Develops and monitors 
sequencing plans to transition from the enterprise baseline environment to the target IT environment. For assigned IT systems, serves 
as a command DrS enterprise technical and systems expert and consultant in the areas of architecture, integration, and interoperability. 
Maintains liaison with internal USTRANSCOM and external organizations in order to anticipate the future direction of IT systems and 
acquisition policies and regulator requirements. Conducts interoperability and supportability assessments across the DTS to ensure 
that systems are designed and developed in accordance with the concepts, policies, and standards dermed by the enterprise architecture. 
Establishes evaluation criteria, develops updates, and executes technical assessment studies. Creates, reviews, and monitors 
Communications-Computer System Requirements Documents (CSRD) in support of the technical review. boards and groups by 
evaluating IT sy~tem requirements to detennine operational IT capability and licensing requirements. 

26. POSITION'S ORGANIZATION 
USTRANSCOMftCJ6-PE 

-.
27. POSITION OCCUPIED 28. a. DUTY STATION (City - County  State Or Overseas Location) 

Scott Air Force Base, ST Clair, II:. 
Competitive 

b. GEOGRAPHICAL LOCATION CODE 
177835163 

29. Core Competencies 
Air Force Skill Codes: 

Percentage Skill Code Shred Subshred Literal Translation I
50% . APMZAF Computer Specialist, ProQram Management 
25% APMYYB Computer Specialist, ACauisition I 
25% APMDBA Computer Specialist/Database Mana!:1ement I 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 

I. Mastery knowledge of. and skill in applying government policies, directives, and other regulatory memorandum 
concerning program management. utilization, acquisition. modeling. technological advances. and standardization of C4S 
principles, concepts, methods, practices, and processes. 
2. Expcrt knowledge of DOD IT systems including configuration. applications, operating systems, and management 
principles and teclmiques. Extensive knowledge or DID, Service. Joint Staff, commercial, and GSA directives, 
regulations. practices, and policies. Expert·knowledge ofDefense Transportation System infonnalion technologies. 
3. Expert knowledge aod skill in applying. IT acquisition regulations, policies, practices and procedures. 
4. Professional skill and ability to communicate effectively, both orally and in writing. . 
5. Ability to apply extensive knowledge oC current IT methods. practices and procedures. Slays current of technological 
advancements in an ever..:hanging environment. 
6. Ability to plan. organize, prioritize. and delegate daily workload to meet rapidly changing deadlines and circumstances. 

1. Incumbent may be required 10 travel by regularly scheduled passenger, military, or commercial aircraft in the 
perfonnancc of temporary duty assisrunents. 

2. Employee must meet, or be capable ofmeeling. Defense Acquisition Work Improvemenl Ac! (DAWLA) requirements 
applicable to the duties of the position. . 

3. The employee must obtain and rrwintain a Secret security clearance. r . 

4. This position may require the employee 10 work other than nonnal duty hours. which may include ovenime. 

s. Employee is expected to meet Continuing Acquisition Education requirements. 

HUllIlllI Resource «(1asslficatioll) 
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AIR FORCE STANDARD CORE PERSONNEL DOCUMENT (SCPD) 

ORGANIZATION: 
SUPV LEVEL CODE: 
TARGET GRADE: 
DRUG TEST: 
SENSITIVITY: 
EMERGENCY ESS: 
KEY POSITION: 

CLASSIFICA TION: 

USTC/TCJ6-GE 
5 

....r3- 'i !1-oV . 
No 
Noncritical-Sensitive 

:-N/A 
N/A 

SCPD NUMBER: 9S42876 -
COMP LEVEL CODE: ~ 

FLSA: Exempt 
CAREER FIELD ID: E 
CENTRALLY MANAGED TYPE: 2 
BUS: 8888 
POSITION HIST: Replaces 42596. This is a Term position. 

DUTY TITLE: Senior Information Technology Specialist 

OR,.G & FUNC CODE: DPY 
1ST SKILL CODE: 50% 
2RD SKILL CODE: 25% 
3ND SKILL CODE: 25% 

CLASSIFIED BY: 

APMZAF 
APMYYB 
APMDB1t\ 

Computer SpecialistlProgram Management 
Computer Specialist! Acquisition 
Computer Specialist/Database Management 

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet 
classification, staffing, and performance management purposes. 

tZ~d4~ . ~;J- /)141/ ??? 
CLASSIFIER'S SIGNATURE DATE 

SUPERVISOR'S CERTIFICATION: I certifY that this SCPO is an accurate statement of the major duties, 
knowledges, skills, and abilities, responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carry out government functions for which I am responsible. 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment a yment ofpublic funds and that false or misleading statements may constitute violations of such 

statutes. Unplomenting "Ia~ . 13 MAR 0" 

DATE 

PERFORMANCE PLAN CERTIFICATION: -:.:'i' . 

Rate rlS u p v. 

Date 

Reviewer 

Date 

Employee" 

Date 

-~ 

"Signature acknowledges receipt. It does not indicate agreement!disagreement. 



STANDARD CORE PERSONNEL DOCUMENT Number: 9S42876 

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: to perform duties of a Senior IT Specialist in support of GTN. Performs 
technical analysis for IT functional requirements, plans, and IT architecture design, development, testing, and 
implementation of Information Technology (IT) systems. Identifies and ensures compliance of DOD standards, 
policies, and procedures for the acquisition ofIT systems. Reviews technical proposals and contract deliverables for 
program managers. Establishes and maintains documentation library and technical standards required to achieve 
optimal interoperability and supportability. 

The organizational location of this position is: United States Transportation Command, Command, Control, 
Communications and Computer Systems Directorate, TCJ6-GE Scott AFB, IL 62225-5357 

ORGANIZATIONAL GOALS OR OBJECTIVES: Develops, implements, and ensures compliance with plans, 
policies, standards, infrastructures, and enterprise architecture framework to ensure interoperability and 
supportability among all USTRANSCOM GTN Information Technology (IT) systems. Provides technical guidance 
and defines milestones for technical integration of systems and subsystems. Employs the Integrated Defense 
Acquisition, Technology & Logistic Life Cycle Management Frame Work for USTRANSCOM GTN acquisitions. 
Develops technical documentation in the form of task orders for contractor support in technical integration and other 
integration related documents, provides guidance to contractor, civilian, and military personnel, and develops data 
requirements documents, systems/subsystems specifications and test plans. 

DUTY 1: 50% Critical 

Performs technical analysis of IT functional requirements, develops and evaluates Information Systems 

Architectures, and develops/evaluates acquisition plans. Takes broadly defined goals from such sources as the 

systems specification or ill-defined user requirements, compares them to the command's mission, current system 

design and state-of-the-art technology to design and plan new systems, subsystems or interfaces to satisfy those 


, goals/requirements. Conducts feasibility studies and cost-benefit analysis, defines milestones in software 
development, and provides technical guidance during development. Investigates trends and patterns in Information 
Technologies, and when appropriate, advocates departing from established procedures. Ensures systems GTN 
architecture compliance for applicable DoD and USAF Security Regulations and Instructions, Global Information 
Grid (GIG) policies, and ensures that the appropriate engineering design principles are employed such as the 
Carnegie Mellon Capability Maturity Model CMMISM for Systems Engineering/Software Engineering/Integrated 
Product and Process Development. 

STANDARDS: 

A. Effectively provides program management of the development and implementation of architecture products 
reflecting multiple USTRANSCOM programs/systems with few exceptions. Normally provides guidance acquiring 
and maintaining USTRNASCOM GTN Systems using the Integrated Defense Acquisition, Technology & Logistic 
Life Cycle Management Frame Work. 

B. Provides technical and systems oversight of architecture activities to facilitate the design, development, 
integration, and interoperability of multiple USTRANSCOM systems, subsystems, and prototypes, which is typically 
accurate and timely. 

C. Usually provides effective guidance and ensure compliance for information systems design and development 

with DoD and USAF Policies, Regulations, Instructions, and Manuals. 


KSA: All 

DUTY 2: 20% Critical 

Page 2 



STANDARD CORE PERSONNEL DOCUMENT Number: 9S42876 

Evaluates, monitors, and manages progress of GTN IT systems development. Recommends, in coordination 
with all other directorates and component commands, technical standards, and IT compliance procedures for 
USTRANSCOM GTN systems. Develops and monitors sequencing plans to transition from the enterprise baseline 
environment to the target environment. This includes monitoring program compliance with technical architecture 
design and standards, as well as the multiple, concurrent, interdependent activities and incremental builds to ensure 
that required enterprise capabilities are met. Uses influence and persuasion at program reviews, conferences, and 
other functions concerning USTRANSCOM's GTN architecture position. Works closely with Program Managers to 
ensure systems meet C4S interoperability and supportability requirements and expectations. Develops point papers, 
presents briefings, and other presentations on future plans and current program status for senior staff, distinguished 
visitors, decision-makers, and other agencies, as required. 

STANDARDS: 

A. Evaluates and portrays sequencing plans displaying enterprise-wide program progress, maturity, compliance to 
standards, schedule, and performance status, most often accurately and professionally. 

B. Normally provides continuous improvement by examining processes and making suggestions to improve 
interoperability and supportability of US TRANS COM IT systems, policies, and procedures. 

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and 
decision-making process, with rare exception. 

D. In most cases, develops and maintains effective communications, both orally and in writing. Normally maintains 
effective working relationships, internally and with other organizations. 

KSA: ALL 

DUTY 3: 15% Critical 

Serves as a USTRANSCOM GTN enterprise technical and systems expert and consultant in the areas of 
architecture, integration, and interoperability. Assures understanding of technical and systems requirements, 
objectives, specifications, and products by all concerned actiVIties. Reviews, evaluates and ensures interoperability 
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides 
guidance on standards to civilian, military, and contractor personnel. Maintains liaison with internal 
USTRANSCOM and external organizations in order to anticipate the future direction of IT systems and acquisition 
policies and regulatory requirements. Assists in Statement of Work preparation and establishment of performance 
requirements. Requires review and application of technical contractual regulations and policies, and visits with other 
government agencies and contractors to keep abreast with the current trends in IT systems and programs, security 
risk and management, current vendor services, and evolving technologies. 

STANDARDS: 

A. Provides accurate technical and systems advice and policy interpretation to diverse, highly skilled, operational, 
technical, and systems experts in pursuit of organizational goals in most cases. Typically leads, develops, 
encourages, improves, and evaluates assigned government and contractor resources effectively. 

B. Coordinates various organizations output resulting in specific products for senior leadership and customer 
support review and approval that are generally effective. 

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards 
and ensures proper protection of classified material with few exceptions. 

KSA: 1,2,3,4 
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STANDARD CORE PERSONNEL DOCUMENT Number: 9S42876 

DUTY 4: 10% Critical 

Conducts interoperability and supportability assessments across the GTN and the USTRANSCOM family of 
systems to ensure that systems are designed and developed in accordance with the concepts, policies, and 
standards defined by the enterprise architecture. Establishes evaluation criteria, and develops, updates, and 
executes technical assessment studies. Establishes a forum to discuss technical issueslconcerns and to ensure sound 
IT program management through an evaluation of the technical feasibility and solvency of each USTRANSCOM 
GTN system/program. Results are considered during broader IT investment analysis process in evaluating the 
overall program viability, interoperability, and supportability against limited IT resources and program constraints. 
Findings are evaluated and recommendations provided to both the program manager and the CIO Program Review 
Process (CPRP). Provides technical guidance and evaluates milestones for feasibility, technical integration, and 
interoperability of systems and subsystems. Provides technical guidance to civilian, military, and contractor 
personnel. 

STANDARDS: 

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance, 
data interfaces, database standardization, schedule and timelines, security documentation, security technical 
implementation, technical solutions, and standards compliance. 

B. Communicates professionally and effectively, both orally and in writing, in most cases. 

KSA: l, 2, 4, 6 

DUTY 5: 5% Critical 

Creates, reviews and monitors Communications-Computer System Requirements Document (CSRD) in support of the 
Command, Control, Communications, and Computer C4 Systems Advisory Board (C4SAB). Receives request for a 
new or updated communications-computer capability and determines if capability or license already exists. If not available, 
prepares CSRD stating requirement, justification, and impact if requirement is not met. Monitors CSRD through entire 
process. Attends C4SAB meetings to discuss CSRDs and to answer any questions from the board on CSRDs. Troubleshoots 
and corrects level-one communications-computer problems and forwards unresolved problems to the USTRANSCOM Help 
Desk. 

STANDARDS: 

A. Generally accepts request and determines need for CSRD in timely manner. Typically monitors CSRD as it processes, 
and provides feedback to requestor professionally and effectively. Usually answers all questions upon request. 

B. In most cases, attends meetings and provides details, costs, etc., in an effective manner. 

KSA: 4,5,6 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Mastery knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum 
concerning program management compliance, utilization, technological advances, and standardization of C4S 
principles, concepts, methods, standards, practices, and processes. 

2. Expert knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned 
with DOD, Joint Staff, Services and Agencies. 

3. Expert knowledge of, and skill in applying, DOD Architecture Framework associated with interoperability and 
supportability of IT systems. 
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4. Ability to apply extensive knowledge of the current CIO IT investment process and C4S Advisory Board as it relates to 
technical assessment and recommendations. 

5. Ability to plan, organize, and prioritize daily workload to meet changing deadlines and rapidly changing circumstances. 

6. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and 
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings, 
chair meetings, and prepare reports. 

CLASSIFICATION CRITERIA: 

Factor 1, Knowledge Required By The Position Level 1-8 1550 Points 

Mastery of, and skill in applying, advanced knowledge of ITconcepts, methods, standards, and practices in order to 
serve as an Architecture authority for enterprise programs/systems development, implementation, and migration. 
Performs a key role in very difficult assignments, such as identifying duplicative efforts or gaps that minimize 
broader enterprise interoperability solutions and have wide-spread mission impact. Includes an in-depth knowledge 
of a wide range of IT methods, advancements, systems concepts, analysis, design, development, and testing of 
applications for both hardware and software. 

Mastery knowledge of IT policies and principles, such as Clinger-Cohen Act, to enforce compliance regarding 
system design, development and implementation solutions combined with a broad knowledge of IT systems data, 
data flow, interfaces. and interactions. 

Mastery knowledge of IT concepts and practices associated with DOD Architecture Framework and compliance 
process for developing, evaluating, and approving IT products and applications. Provide expert technical advice, 
guidance. and recommendations to upper management. Implements new concepts and methodologies to better 
manage oversight and control previously unsolvable problems. 

Expert knowledge of program management principles, methods and practices combined with an extensive 
understanding of the analytical and administrative methods and techniques required to evaluate enterprise-wide 
programs for effectiveness and efficiencies associated with interoperability and supportability standards and 
guidance. 

Expert knowledge of acquisition and software engineering principles such as the Carnegie Mellon University 
CMMlM for Systems Engineering/Software Engineering/Integrated Product and Process Development, and the 
Malcolm Baldrige National Quality Award Program. 

Skill and ability to develop new or modified approaches and work methods, establish innovative techniques, and 
identify measurement and evaluative criteria to determine program effectiveness and to analyze and resolve highly 
complex problems. Utilizes various methods to resolve or scope workforce issues associated with IT 
programlinitiatives. 

Factor 2, Supervisory Controls . Level 2-4 450 Points 

The supervisor outliI1es assignments in general terms and defines the overall objectives. Within these general areas 
of direction the employee has responsibility for planning, designing and carrying out objectives and assignments, 
and for coordinating, as a peer, with experts both within and outside the organization. The employee independently 
resolves problems. determines the best approach and methodology to be used, coordinates work with others, as 
necessary, interprets policies, and apprises the supervisor about progress, potentially controversial matters, or far
reaching implications. In performing the work, the employee makes technical judgments in deciding which 
analytical and technical decisions lead to, or help form, decisions on operational policy. Review is made for 
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adherence to policies, attainment of objectives, and, ultimately, for effectiveness in predicting the resources needed 
to accomplish the work. 

Factor 3, Guidelines Level 3-4 450 Points 

Guidelines primarily consist of Public Law, Federal, DOD, and Joint Staff policies, and local regulations, policies, 
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general 
or have gaps in specificity that require considerable interpretation and adaptation for application to issues or 
problems. Judgment, initiative, and resourcefulness are required in deviating from established methods to modify, 
adapt, and/or refine broader guidelines to resolve specific complex and/or intricate issues and problems; treat 
specific issues or problems; research trends and patterns; develop new methods and criteria; andlor propose new 
policies and practices. 

Factor 4, Complexity Level 4-5 325 Points 

The employee makes determinations and plans actions to develop and implement new methods, techniques, policies, 
and architectural requirements for the USTRANSCOM GTN. Project assignments involve a variety of duties, 
projects, studies, and/or evaluations requiring an in-depth analysis of IT or acquisition issues characterized by the 
need for significant departures from established practices. Decisions concerning what needs to be done are 
complicated by conflicting or insufficient data that must be analyzed to determine the applicability of established 
methods. Although precedent studies and programs are helpful, they are usually untried at the scale proposed. A 
number of approaches to accomplish the work are possible and decisions regarding the approach are complicated by 
the extensive coordination required between the various users, other IT staff and supporting Command staff, e.g., 
legal review. The work requires developing criteria where numerous conditions, options, and conflicting user needs 
must be considered. Incumbent must also consider probable areas of future changes in policy affecting enterprise
wide designs, hardware and software developments, or comparable aspects of assigned projects in order to resolve 
complex technical issues, and plan for user requirements and emerging technology. . 

Factor 5, Scope and Effect Level 5-5 325 Points 

The work involves isolating and defining issues or conditions, resolving critical problems in enterprise-wide 
systems, and lor developing new approaches and techniques for use by others, and monitoring 
testing/implementation of new technologies. The employee serves as a consultant and enterprise advisor in 
controlling a common direction to which the overall enterprise architecture and various supporting IT applications 
are deemed interoperable. Advice, guidance, or results of the work affect development of major aspects of mission
related business systems and technologies used throughout the agency. 

Factor 6, Personnel Contacts and Factor 7, Purpose of Contacts Level3C 180 Points 

Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands' information 
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate 
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations 
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the 
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings, 
briefings, negotiating sessions, workshops, conferences, and TDY's requiring incumbent's technical familiarity with 
complex IT issues. Timelines, appointments, coordination, and reporting are all cxtremely difficult due to the level 
of approval contact that is required. The employee must vary methods and approaches for achieving results based on 
the broad nature of contacts. 

Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to 
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted 
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or 
develop suitable alternatives. 

Factor 8, Physical Demands Level 8-1 5 Points 
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The work requires no special physical demands and is sedentary in nature. The work may involve some walking and 
standing in conjunction with travel to and attendance at meetings and conferences away from the work site. May 
carry light items such as documents, books, laptops, and/or drive a mptor vehicle. 

Factor 9, Work Environment 	 Level 9-1 5 Points 

The work is performed in a typical office setting with visits to various other buildings or offices to support projects. 
The work environment involves everyday risks or discomforts that require normal safety precautions. 

Other significant facts pertaining to this position are: 

• 	 Incumbent may be required to travel by regularly scheduled passenger, military, or commercial aircraft in 
the performance of temporary duty assignments. 

• . The employee must obtain and maintain a Secret security clearance. 

• 	 This position may require the employee to work other than normal duty hours, which may include overtime. 

• 	 Incumbent may act as Branch Chief when required. 

CLASSIFICATlON SUMMARY: 

CLASSIFICATION STANDARD(S) USED: 

OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group, 
GS-2200, covering the GS-2210, Information Technology Management Series, May 2001. 

Factor Level are as follows: 1-8, 1550 points; 2-4, 450 points; 3-4, 450 points; 4-5, 325 points; 5-5, 325 points; 
6-3I7c, 180 points; 8-1,5 points; 9-1,5 points. 

GS-13 Point Range: 3155-3600 
Total Points: 3290 
Grade: GS-13 

Final Classification: Information Technology Specialist, GS·2210·13 
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AIR FORCE CORE PERSONNEL DOCUMENT 

ORGP·.N1Z,t.,TION: 
SUPV LEV CODE: 
T/~RGET GRADE: 
JOB SHARE: 
SENSITIVITY: 
EMERGENCY ESS: 

tr1~-i."-' ·''\l'l-C..'..._ 
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CORE PERSONNEL DOCUMENT Number: 9S42160 

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: 

Exercise project management responsibilities for validated and funded USTRANSCOM andlor Joint Staff 
directed Command. Control, Communications, and Computer (C4) business system requirements and 
implement technical solutions in accordance with current C4S policies, funding constraints. acquisition 
strategy. maintenance concepts. and configuration management plans. 

The organizational location of this position is: 

United States Transportation Command, Directorate of Command. Control. Communication and 
Computer Systems Directorate (TCJ6), Programs Division. Scott AFB. IL 62225-5357 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational goals or objectives of this position are: 

Manage, develop. and implement validated and funded USTRANSCOM Command, Control, 
Communications, and Computer (C4) Systems projects and provide command oversight for DOD, Joint 
Staff C4S. USTRANSCOM and component commands programs. Implement technical solutions in 
accordance with current C4S policies, funding constraints. acquisition strategy, maintenance, and 
integrated logistics support for new programs until the system has been certified, commissioned, and 
accepted by the responsible operations and maintenance activity. 

DUTY 1: 40% Critical 

Manages, develops, and implements USTRANSCOM validated programs and/or Joint Staff 
directed programs and systems. Pertorms analysis of functional. financial. and technical aspects of IT 
requirements, plans. and softWare development. Takes broadly-defined goals from such sources as the 
system specifications. or ill-defined user requirements. compares them to the command's mission, current 
systems design, and state-ol-the-art technology in order to design and plan new systems, subsystems. 
and interfaces to satisfy those goals/requirements. Consideration must be given to the oiten conflicting 
criteria of mission needs, functional requirements. security requirements, system capability. system 
performance, and funding criteria. Conducts feasibility studies and cost· benefit analyses, defines 
milestones in development, and recommends alternative solutions to identified problem areas in current 
processes and systems. Develops implementation plans for the IT development and provides technical 
guidance during development. Plans the management and acquisition strategy for assigned programs or 
projects. Directs and monitors contractor activities to assure progress on cost. schedule. pertormance, 
and/or supportability criteria. Influences and persuades management officials to accept technical 
technical alternatives which differ from the original proposals. Persuades staff officers and management 
oHicials to accept controversial changes to established objectives. Investigates trends and patterns in IT 
programs and systems development to advocate departing from established procedures. Analyzes design 
objectives for technical feasibility. Participates in, or leads. integrated teams to evaluate and establish 
technical requirements. Prepares comprehensive evaluations and/or recommendations for directorate 
level consideration. Frequently contacts representatives of the Services, Joint Staff, Transportation 
Component Commands (TCe) , and supported Commanders in Chiefs (CINe) to evaluate complex 
integration problems and provide technical guidance. or recommended solutions for USTRANSCOM and 
component commands. 

STANDARDS: 
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A. 	 Provides project management of the development and implementation activities of multiple 
USTRANSCOM programs/systems in an expert manner with few exceptions. Plans the management 
acquisition strategy, and implementation plans. 

B. 	 Provides technical oversight of software engineering activities to facilitate the design, development, 
integration, and interoperability of multiple USTRANSCOM systems. subsystems, and prototypes, 
which is typically accurate and timely. 

C. 	 Typically develops marketing concepts for USTRANSCOM programs/systems to the user community 
which are most often effective. 

KSA: All 

DUTY 2: 	 25% Critical 

Evaluates, monitors, manages, and reports on the progress of IT system development. 
Recommends, in coordination with all other agency organizations. technical policy, and IT procedures for 
USTRANSCOM systems. Provides positive contributions to the quality assurance program. Participates 
in tormal review of implementation of enhancements, Attends high-level decision meetings at 
USTRANSCOM and users' groups. Defends the program position at program reviews. conferences, and 
other functions. Works closely with functional managers to ensure system meets user requirements and 
expectations. Develops pOint papers, presents briefings, and other presentations on future plans and 
current project status for senior staff, distinguished visitors, decision-makers. and other agencies, as 
required. 

STANDARDS: 

A. 	 Evaluates and portrays program progress. program cost. schedule, and performance status, most 
often accurately and professionally. Provides continuous improvement by examining work processes 
and making suggestions to improve quality. timeliness, and efficiency of USTRANSCOM IT systems. 
policies and procedures. 

B. 	 Strives for maximum organizational results by cooperating with others to make team decisions work, 
with rare exception. Develops and maintains effective communications, both orally and in writing, and 
working relationships, internally and with other organizations, in most cases. 

KSA: All 

DUTY 3: 	 20% Critical 

Serves as a USTRANSCOM technical expert and consultant for assigned programs and systems to 
command and other DOD agency staff specialists and operatIng personnel on problems 
encountered In implementing systems and the development of related procedures and proposals. 
Assures understanding of functional requirements. operational objectives. specifications, and products by 
all concerned activities. Reviews, evaluates and ensures compatibility of procedures. techniques and 
policies with those of other intertacing IT organizations, Provides liaison on program issues with system 
administrators, network administrators. security specialists. and database administrators at 
USTRANSCOM. Provides guidance on standards to civilian. military. and contractor personnel. Maintains 
liaison with internal USTRANSCOM and external organizations in order to anticipate the future direction of 
IT systems and acquisition policies and regulatory requirements. Serves as the Contracting Officers' 
Representative (COR) for assigned programs/systems and pertorms those duties and responsibilities in 
accordance with negotiated contractual requirements. Requires review of technical and contractual 
regulations and policies. and visits with other government agencies. and contractors, to keep abreast with 
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- the current trends in IT systems and programs. security risk and management. current vendor services. 
and evolving technologies. 

STANDARDS: 

A. 	 Provides technical advice and policy interpretation to diverse, highly skilled operational. technical and 
systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads. 
develops. encourages. improves. and evaluates assigned government and contractor resources in an 
accurate manner. 

B. 	 Coordinates various organizations output resulting in specific products for senior leadership and 
customer support review and approval which is generally effective. 

C. 	 Most often consistently maintains technical proficiency. Stays abreast of DOD and USTAANSCOM 
standards. and ensures proper protection of classified material with few exceptions. 

KSA: 2,3,5 

DUTY 4: 	 15% Critical 

Monitors the development of tests to ensure that systems perform In accordance with the 
functional description and system specifications. Evaluates test results and tast reports. and 
recommends acceptance/rejection to the supervisor. Provides technical guidance and defines milestones 
for technical integration and inleroperability of systems and subsystems. Develops technical 
documentation in the form of task orders for contractor support in technical integration and interoperability 
and other associated documents. Provides technical guidance to civilian. military, and contractor 
personnel. Develops data requirements documents, system/subsystem specifications. and test plans. 

STANDARDS: 

A. 	 Typically performs accurate and timely review and evaluation of test plans. per/ormance plans. system 
capacity reports, test cases and scenarios for meeting mission requirements. effectiveness, accuracy. 
timeliness~ and quality. 

B. 	 Communicates results, both orally and in writing, in most cases professionally and effectively. 

KSA: 1. 2. 3. 4,6 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA) 

1. Mastery knowledge of. and skill in applying. government policies. directives. and other regulatory 
memorandum concerning program management, utilization. acquisition. modeling. technological 
advances. and standardization of C4 principles. concepts, methods. standards, practices, and processes. 
Expert knowledge 01 Strategic Planning processes and techniques. 

2. Expert knowledge of DOD IT systems including configuration. applications, operating systems. and 
management principles and techniques. Extensive knowledge of DOD, Service, Joint Stafl, commercial, 
and GSA directives. regulations. practices. and poliCies. Expert knowledge of the Defense Transportation 
System information technologies. 

3. Expert knowledge of. and skill in applying, IT systems acquisition regulatlons. policies. guidelines, 
practices and procedures. 
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-
 4. Professional skill and ability to communicate effectively, both orally and in writing. complex technical 
issues and statements prepared for senior military. government. and civilian officials. Skill and ability to 
present technical brielings. chair meetings, and prepare reports. 

5. Ability to apply extensive knowledge of current IT methods. practices and procedures. Stays current 
with technological advancements in an ever·changing environment. 

6. Ability to plan. organize, prioritize, and delegate daily workload to meet changing deadlines and rapidly 
changing circumstances. 

CLASSIFICATION CRITERIA: 

Factor 1, Knowledge Required By The Position Level 1·8 1550 Points 

Mastery of, and skill in applying, advanced knowledge of IT principles, concepts, methods. standards. and 
practices in order to serve as a technical authority for aSSigned programs/systems, development, 
acquisition, and implementation. Performs a key role in very difficult assignments, such as planning for 
advanced system projects or leading task forces for resolving critical problems which require innovative 
solutions, and have wide·spread mission impact. Includes an in·depth knowledge of a wide range of IT 
techniques and experience with multiple IT specialties and disciplines. 

Expert knowledge of the technical characteristics of the IT hardware and software systems. the 
Command's IT architecture. knowledge of comparable systems in use in other agencies, and the private 
sector, for accomplishing similar applications. and knowledge of emerging technology to serve as a 
technical expert providing leadership and technical guidance to specialists involved in life cycle 
management of IT systems. 

Expert knowledge of IT as relates to systems design/development concepts. meeting mission functional 
requirements, and related policies and procedures to provide advice and consultation to system planners 
and developers. 

Mastery 01 the principles, policies, and practices of IT systems acquisition and program management. 
Applies this expert-level knowledge to serve as a program manager responsible for the planning. 
organization, and realization of IT systems acquisition, testing. implementation, and operational 
functionality. Mastery knowledge of IT systems life cycle processes including development, testing, 
acquisition. deployment. and support. 

Expert knowledge of program management theories, principles, and practices combined with an extensive 
understanding of the analytical, evaluative. and administrative methods and techniques required for 
managing IT systemsl programs. 

Skill and ability to develop new approaches, establish innovative techniques. and identify measurement 
and evaluative criteria to determine program effectiveness. to develop new or modified work mElthods, and 
to analyze and resolve highly complex problems. 

Level 2·4 450 Points Factor 2, Supervisory Controls 

The supervisor outlines assignments in general terms and defines the overall objectives. Within these 
general areas of direction. the employee has responsibility for planning. designing, and carrying out 
studies or projects. and for coordinating, as a peer, with experts both within and outside the organization. 
The employee independently resolves problems. determines the best approach and methodology to be 
used. coordinates work with others, as necessary. interprets policy, makes technical decisions. and 
apprises the supervisor of potential problems. In performing the work, the employee makes technical 
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- judgments in deciding which analytical and technical decisions lead to, or help form, decisions on 
operational policy. The incumbent is regarded as one 01 the leading technical authorities and expert for 
DOD systems. The supervisor usually accepts the employee's recommendations without change. The 
incumbent is responsible for decision making, direction and execution based on past practices, executive
level feedback and DTS·wide assessments, and has authority to make agency· level coordination without 
supervision. Supervisory review consists of receiving executive-level decision briefs, assessing 
soundness of overall approach, effectiveness in adjusting priorities. direction. guidance. or interpretation of 
acts. resolutions and laws. and incumbent initiating/incorporating new guidance into projects or missions. 
Review process is unstructured, flexible and largely driven by the situation. 

Factor 3, Guidelines 	 Level 3-4 450 Points 

Guidelines primarily consist of Public Law. Federal. DOD. and/or Joint Staff policies, components, and 
local regulations, policies, standards, and precedents that provide general guidance, Guidelines specific 
to assignments are often inapplicable or have gaps in specificity that requires considerable interpretation 
and/or adaptation for application to issues or problems. Judgment, initiative and resourcefulness are 
required to interpret conflicting directives and overall objectives, isolate areas that require further study. or 
show greatest promise, and develop plans for resolving issues, When guidelines are lacking. the 
employee must generate new or improved methods to be tested which may provide a basis for future 
guidelines. 

Factor 4, Complexity 	 Level 4·5 325 Points 

The incumbent makes determinations and plans actions to develop and implement new methods. 
techniques. policies. and operational requirements for C4 business systems. Project assignments involve 
a variety of duties, projects, studies, and/or evaluations requiring an in-depth analysis of IT or acquisition 
issues, characterized by the need for sIgnificant departures from established practices. Problems are 

, 	 resistant to solutions used in the past. Decisions concerning what needs to be done are complicated by 
conflicting or insufficient data which must be analyzed to determine the applicability of established 
methods. Although precedent studies and programs are helpful, they are usually untried at the scale 
proposed. A number of approaches to accomplish the work are possible and decisions regarding 
approach are complicated by the extensive coordination required between the various users. other IT staff 
and supporting Command staff, e.g., legal review. The work requires developing criteria where numerous 
conditions, options, and conflicting user needs must be considered. Incumbent must also consider 
probable areas of future changes in policy affecting system designs, hardware and soltware 
developments. or comparable aspects of assigned projects in order to resolve complex technical Issues. 
plan for user requirements, and emerging technology. 

Factor 5, Scope and Effect 	 Level 5·5 325 Points 

The work involves isolating and defining issues or conditions, resolving critical problems in agency wide 
systems. and/or developing new approaches and techniques for use by others, monitoring testing, and 
implementation of new technologies. The employee serves as a consullant and project manager in 
carrying oul one-ol·a-kind programs/systems. Advice, guidance. or results of the work affect development 
of major aspects of mission-related business programs and systems used throughout the agency. The 
work significantly affects development of major areas or the results of the work of other computer experts 
throughout the agency, contractor project managers. andlor in other agencies. 

Factor 6, Personal Contacts and Factor 7, Purpose of Contacts Level 3D 280 Points 

Regular contacts are with USTRANSCOM leadership. USTRANSCOM component commands' 
information technology leadership, the Joint Staff. the Office of the Secretary of Delense, and various 
directorate level and functional points of contact within USTRANSCOM. Frequent contacts are at the 
General Officer or equivalent level. and with contractors at the Project Manager level. Contacts occur in 
scheduled and unscheduled meetings, in formal and informal settings, briefings, negotiating sessions, 
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- workshops, conferences, and TDY's requiring incumbent's technical familiarity with complex IT issues. 
Timelines, appointments. coordination and reporting are all extremely difficult due to the level of approval 
contact that is required. The employee must vary methods and approaches for achieving results based 
on the broad nature of contacts. 

The primary purpose 01 contacts are to present. justify. defend. negotiate, or settle matters involving 
significant or controversial IT issues which may impact the nature and scope of programs. and dealing 
with substantial expenditures. Contacts involve influencing others to utilize particular technical methods 
and procedures. or to persuade them to cooperate in meeting objectives and deadlines w,hen there are 
problems securing cooperation. The persons contacted have diverse viewpoints, goals or objectives; 
consequently. requires ability to bring parties to compromise, or develop suitable alternatives. The 
incumbent participates in briefings. negotiations. and meetings involving problems or issues of 
considerable consequence and/or vital importance. 

Factor 8, Physical Demands 	 Level B-1 5 Points 

The work requires no special physical demands and is sedentary in nature. The work may involve some 
walking and standing in conjunction with travel and to attend meetings and conferences away from the 
work site. May carry light items. such as. documents. laptops, books. andlor to drive a motor vehicle. 

Factor 9, Work Environment -	 Level 9-1 5 Points 

The work is performed in a typical office setting, that is adequately lighted. heated. and ventilated. The 
work environment involves everyday risks or discomforts that require normal safety precautions. 

Other significant facts pertaining to this position are: 

• 	 Incumbent may be required to travel by regularly scheduled passenger, military. or commercial 
aircraft in the performance of temporary duty assignments. 

• 	 The employee must obtain and maintain a Top Secret security clearance. 

• 	 This position may require the employee to work other than normal duty hours, which may include 
overtime. 

• 	 Incumbent may act as Branch Chief when required. 

CLASSIFICATION SUMMARY: 

CLASSIFICATION STANDARD(S) USED: 

USOPM Job Family Position Classification Standard for Administrative Work in the Information 
Technology Group, GS-2200 (GS-2210). May 2001 

QLASSIFICATION REMARKS: 

The job incumbent(s) serves as a technical expert where IT knowledge is paramount for performance of 
the work. The job clearly meets the definition of the GS-221 0 series as contained in referenced guide 
above. The appropriate title is Information Technology SpeCialist, with no parenthetical title since the 
duties and responsibilities as a program/system project manager span the gamut of the ten specialties 
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listed in the standard. The factor levels credited are as follows. as evident in the Factor Level descriptions 
contained above in the position description: . 

FL 1·8: 1550 points 

FL 2-4 450 points 

FL3-4 450 points 

FL 4·5 325 pOints 

FL 5-5 325 points 

FL 6rr (3~) 280 points 

FL 8-' 5 pOints 

FL 9-1 5 points 

TOTAL 3390 Points 


GS·13 Point range: 3155-3600 

Grade: GS-13 

Final Determination: Information Technology Specialist, GS·221O-13 
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PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: to serve as a first level supervisor, providing planning, directing, 
organizing, and exercising control over non-supervisory employees assigned to the Systems and Technology 
Architecture Branch. Establishes and maintains standard profiles for Information Technology (IT) systems. 
Reconciles IT systems functions with process capabilities. Develops and manages the Corporate Resource 
Information Source (CRIS) database. Develops, directs and performs technical assessment for all Transportation 
Working Capital Funds (TWCF) IT systems. Supports portfolio managers in the performance of technical reviews. 
Performs configuration management for all systems and technical view products. Performs data calls for all IT 
systems. Prioritizes and develops front-end application to CRIS. 

The organizational location of this position is: United States Transportation Command, Command, Control, 
Communications and Computer Systems Directorate, Deputy Director for Distribution Portfolio Management, Enterprise 
Architecture Division, Systems and Technology Architecture Branch. 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational goals or objectives of this position are: develops, implements, and ensures compliance with 
plans, policies, standards, infrastructures, and enterprise architecture framework to ensure interoperability and 

. supportability among all enterprise Information Technology (IT) systems. Facilitates, coordinates, and integrates the 
development and evolution of USTRANSCOM's Enterprise Architecture, consisting of multiple views (operational, 
systems, and technical views) that promote interoperability and supportability, and improves understanding, 
comparisons, and relationships across organizational and joint boundaries. 

DUTYl: Critical 

Plans, organizes, and directs the activities of the Systems and Technology Architecture Branch. Develops 
goals and objectives that integrate organization and objectives for enterprise architecture for USTRANSCOM 
validated and/or proposed pro'grams including Ioint Staff directed programs and systems. Researches, interprets, 
analyzes and applies DOD, Joint, Combatant Commands, and non-DOD strategies, policies, regulations and 
guidelines. Establishes policies and procedures for accomplishment of the mission of the Systems and Technology 
Architecture Branch. Plans and schedules work in a manner that promotes a smooth flow and even distribution. 
Coordinates plans and schedules with other organization managers and customers as appropriate. Identifies needs 
for changes in priorities and takes action to implement such changes. Plans works to be accomplished by 
subordinates, sets and adjusts short-term priorities, and prepares schedules. Assigns work to subordinate employees 
based on organization priorities and consideration of difficulty and requirements of assignments such that the 
experience, training, and abilities of staff are effectively utilized to meet organization and customer needs. Balances 
workload and provides advise, guidance, and direction on a wide range of technical and administrative issues. 
Structures assignments to create effective and economical positions. Coordinates with other organization managers 
and customers as appropriate. Reviews organization mission, functions, and manning. Identifies requirements and 
initiates requests for additional resources including personnel, overtime, equipment, supplies, and space to ensure 
success in meeting goals and objectives. Provides advice to supervisor of significant issues and problems related to 
work accomplishments. Establishes metrics and analyzes systems to ensure processes are meeting critical 
requirements. Accepts, amends, or rejects work presented by subordinates. Performs self-inspection and presents 
detailed and comprehensive report with any corrective action taken to supervisor. Follows-up to ensure complete 
and quality resolution of discrepancies. Assesses and revises policies and procedures as needed to find ways to 
improve quality, timeliness, and efficiency of work. 

STANDARDS: 

A. Planning, organizing, and directing efforts typically comply with higher headquarters guidance and achieve 
organization and customer needs. 

B. Management of resources normally meets the needs of the staff and customers adequately and effectively. 

C. Methods established to review actions are usually effective and ensure legal and regulatory compliance issues 
and/or customer concerns are promptly identified and addressed. 
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gSA: 1,2,3,4 

DUTY 2: Critical 

Exercises supervisory personnel management responsibilities. Advises and provides counsel to employees regarding 
policies, procedures, and directives of management. Selects or recommends selections of candidates for vacancies, 
promotions, details, and reassignments taking into consideration skills and qualifications, mission requirements, and 
EEO and diversity objectives. Develops, modifies, and/or interprets performance standards. Explains performance 
expectations to employees and provides regular feedback on strengths and weaknesses. Holds employees responsible 
for satisfactory completion of work assignments. Appraises subordinate workers' performance ensuring consistency and 
equity in rating techniques. Recommends awards when appropriate and approves within-grade increases. Hears and 
resolves employee complaints and refers serious unresolved complaints to higher level management. Initiates action to 
correct performance or conduct problems. Effects minor disciplinary measures such as warnings and reprimands and 
recommends action in more serious disciplinary matters. Prepares documentation to support actions taken. Identifies 
employee developmental needs and provides or recommends for training (formal and on-the-job) to maintain and 
improve job performance. Encourages self-development. Approves master level schedule assuring adequate coverage 
for peak workloads and traditional holiday vacation time. Demonstrates sensitivity to ideas of subordinates. Promotes 
an environment in which employees are empowered to participate in and contribute to effective mission 
accomplishment. Discharges security responsibilities by ensuring education and compliance with security directives for 
employees with access to classified or sensitive material. Recognizes and takes action to correct situations posing a 
threat to the health or safety of subordinates. Applies EEO principles and requirements to all persorinel management 
actions and decisions, and ensures all personnel are treated in a manner free of discrimination. Periodically reviews 
position descriptions to ensure accuracy and the most effective utilization of personnel resources. Explains 
classification determination to subordinate employees. 

STANDARDS: 

A. Personnel management actions initiated are typically prompt, accurate, and well considered in terms of mission, 
legal, regulatory, and EEO objectives. 

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and 
promotes development of individual skills and abilities. 

C. Consistently observes and complies with health, safety, and security directives. 

KSA: 1,5,6,7 

DUTY 3: . Critical 

Represents the Enterprise Architecture Division with the Defense logistics community and national partners. 
Establishes, develops, and maintains effective working relationships with representatives of the Office of Secretary 
of Defense (Logistics), 10int Staff, Combatant Commands, Services, Agencies, components commands, and 
commercial industry partners. Meets with functional proponents, key customers, and coordinating officials to assess 
customer satisfaction, explain organization policy and procedures, and resolve unusual problems that arise. Provides 
or ensures that subordinates provide customer guidance and training. Participates in special projects and initiatives 
and perform special assignments. Identifies the need for special projects and initiates milestones and goals. 
Evaluates reports by analyzing facts and performing appropriate research and prepares detailed responses. 
Determines appropriate recommendations for unresolved or questionable problems and ensures follow-up action is 
taken. Researches and determines or recommends appropriate actions or interpretation of issues that may impact 
organization, command, agency, commercial or national interest. 

STANDARDS: 

A Interactions with internal and external officials andlor customers are usually diplomatic, convincing, professional, 
and promote effective working relationships. 
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8. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly 
addressed. 

C Typically ensures participation and outcomes of special projects result in positive impact on the organization 
and/or improves quality. 

({SA: 1,4,5,6,7 

---------------~----------------~----~.-----~-~--

DUTY 4: Critical 

Serves as a USTRANSCOM enterprise technical and systems expert and consultant in the areas of 
architecture, integration, and interoperability. Assures understanding of technical and systems requirements, 
objectives, specifications, and products by all concerned activities. Reviews, evaluates and ensures interoperability 
and supportability of procedures, techniques, and policies with those of other interfacing IT organizations. Provides 
guidance on standards to civilian, military, and contractor personnel. Maintains liaison with internal 
USTRANSCOM and external organizations in .order to anticipate the future direction of IT systems and acquisition 
policies and regulatory requirements. As required, serves as the Contrac:ting Officers' Representative (COR) for 
assigned programs and performs those duties and responsibilities in accordance with negotiated contractual 
requirements. Assists in Statement of Work preparation and establishment of performance requirements. Requires 
review and application of technical contractual regulations and policies, and visits with other government agencies 
and contractors to keep abreast with the current trends in IT systems and programs, security risk and management, 
current vendor services, and evolving technologies. 

STANDARDS: 

A. Provides technical and systems advice and policy interpretation to diverse, highly skilled, operational, technical, 
and systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads, develops, 
encourages, improves, and evaluates assigned government and contractor resources in an accurate manner. 

B. Coordinates various organizations output resulting in specific products for senior leadership and customer 
support review and approval that are generally effective. 

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards 
and ensures proper protection of classified material with few exceptions. 

KSA: 1,2,3,4 

DUTY 5: Critical 

Conducts interoperability and supportability assessments across the enterprise to ensure that systems are 
designed and developed in accordance with the concepts, policies, and standards defined by the enterprise 
architecture. Establishes evaluation criteria, and develops, updates, and executes technical assessment studies. 
Establishes forum to discuss technical issueslconcerns and to ensure sound IT program management through an 
evaluation of the technical feasibility and solvency of each USTRANSCOM system/program. Results are considered 
during broader IT investment analysis process in evaluating the overall program viability, interoperability, and 
supportability against limited IT resources and program constraints. Findings are evaluated and recommendations 
provided to both the program manager and the CIO Program Review Process (CPRP). Provides technical guidance 
and evaluates n1i1estones for feasibility, technical integration, and interoperabilityof systems and subsystems. 
Provides technical guidance to civilian, military, and contractor personneL 

STANDARDS: 

A. Typically performs accurate and timely assessments of test plans, operating environment, service assurance, data 
interfaces, database standardization, schedule and timelines, security documentation, security technical 
implementation, technical solutions, and standards compliance. 

B. Communicates professionally and effectively, both orally and in writing, in most cases. 
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KSA: 1,2,4,6 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Expert knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum 
concerning program management compliance, utilization, technological advances, and standardization of C4S 
principles, concepts, methods, standards, practices, and processes. 

2. Knowledge of safety and security regulations, practices, and procedures. 

3. Ability to plan, organize, and directthe functions and staff of a small to medium sized organiiation. 

4. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and 
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings, 
c hair meetings, and prepare reports. 

5. Knowledge of management and personnel practices with respects to Department of Defense working 
environments. 

6 Expert knowledge of Clinger-Cohen Act and various associated directives, regulations, practices and policies aligned 
with DOD, Joint Staff, Services and Agencies. 

7. Expert knowledge of, and skill in applying, DOD Architecture Framework associated with interoperability and 
supportability of IT systems. 

8. Ability to apply extensive knowledge of the current CIO IT investment process and C4S Advisory Board as it relates to 
technical assessment and recommendations. 

SUPERVISORY CONTROLS: 
Works under the general supervision of the Chief, Enterprise Architecture Division. The employee independently 
plans, organizes, and directs the work of the Systems and Technology Architecture Branch to achieve goals and 
objectives and ensure compliance to legal and regulatory requirements. Work is reviewed in terms of overall 
mission support and attainment of organizational and Department goals. 

CLASSIFICA TION CRITERIA: 

Factor 1, Program Scope and Effect Level 1-3 550 Points 

The purpose of the work is to provide command and DOD advice and guidance on enterprise architecture issues 
associated with end-lo-end supply and transportation operational processes and all supporting logistics information 
systems. The employee typically serves as a senior expert and consultant regarding all issues associated with 
developing, maintaining, aligning and influencing change through enterprise architectures. Oversees the facilitation for 
integrating a variety of logistics process activities and supporting logistics systems into a series of comprehensive 
transformation plans. Ensures subordinate employees monitor progress toward meeting the plans. Directs studies and 
executes workshops to analyze architecture information and establish integrated interrelations between operational 
logistics processes and supporting IT applications. Evaluates new developments in technology and analyzes potential 
impacts on supply chain environments. Efforts generally cut across service components, agencies and global 
geographic regions. Work also involves the analysis of operational requirements for logistics information systems to 
include data automation policies, regulations, and procedures to determine their impacts on operational processes and 
missions. 

Factor 2, Organizational Setting Level 2-2 250 Points 

The employee is accountable to the Enterprise Architecture Division Chief who is one reporting level below the first 
SES or general officer, equivalent in the direct supervisory chain. 

Factor 3, Supervisory and Managerial Authority Exercised Level3-2c 450 Points 

DATE: 5110/00 Page 5 



STANDARD CORE PERSONNEL DOCUMENT Number: 9S 9S155 

The incumbent assigns and reviews works, assuring accuracy requirements are met and approves leave. The 
incumbent also: plans and schedules work to be accomplished by subordinates; sets and adjusts short-term priorities, 
assigns work in consideration of employee skills and mission requirements; develops performance standards and 
rates subordinates' performance; advises employees on work and administrative matters; implements methods and 
procedures to improve organizational performance; and identifies and provides for employee training and 
development. The employee also: recommends selection of candidates for positions; recommends position structure 
changes; takes disciplinary actions and hears and resolves formal employee complaints and grievances as delegated 
by higher level management; and assesses and revises policies and procedures as needed to find ways to improve 
quality, timeliness, and efficiency of work. 

Factor 4, Personal Contacts 

Subfactor 4A· Nature of Contacts Level4A-3 75 Points 
Regular contacts are with USTRANSCOM leadership, USTRANSCOM component commands' information 
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate 
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations 
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the 
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings, 
briefings, negotiating sessions, workshops, conferences, and TDY's requiring incumbent's technical familiarity with 
complex IT issues. Timelines, appointments, coordination, and reporting are all extremely difficult due to the level 
of approval contact that is required. The employee must vary methods and approaches for achieving results based on 
the broad nature of contacts . 

• Subfactor 4B· Purpose of Contacts Level 4B-3 100 Points 
Contacts involve influencing others to utilize particular technical methods and procedures, or to persuade them to 
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted 
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or 
develop suitable alternatives. 

Factor 5, Difficulty of Typical Work Directed Level 5-8 1030 Points 

The position is responsible for providing direction and supervision over work at the GS-13 level which best 
characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the organization and which 
constitutes 25 percent or more of the workload (not positions or employees) of the organization. 

Factor 6, Other Conditions Level 6-5 1225 Points 

The work supervised or overseen involves complex technical and administrative work comparable to GS-\3 level 

work. The work involves developing innovative solutions and implementing new policies, procedures and 

methodologies that will impact all users of DoD transportation services. Extensive analysis and evaluation of 

existing and proposed processes are necessary and requires staff members to interpret broad guidelines and use 

sound judgment when recommending actions. 


Other significant facts pertaining to this position are: 
1. Work may occasionally require travel away from the normal duty station on military or commercial aircraft. 
2. Incumbent will be required to perform temporary duty (TDY) to meet mission needs and to use government 

quarters. 


CLASSIFICATION SUMMARY: 

CLASSIFICATION STANDARD(S) USED: US OPM PCS for General Schedule Supervisory Guide, TS-123, April 
1993, revised in April 1998; and DOD Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999). 

GS-14 Point Range: 3605-4050 
Total Points: 3680 
Grade: GS-14 
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)RGA.NIZATION: SCPD NUMBE:;': 9S-l2S30 
SUPV LEVEL CODE: 5 COMP LEVEL CODE:~·I<C45""A 


fj d@@!£ I Gi@ MIi!. 13. pjl Oil PE3A. '11 Exempt ,.
- DRUG TEST: No ' CAREER FIELD ID: E 
SENSITIVITY: Noncritical Sensitive CENTRALLY MANAGED TYPE: 2 
EMERGENCY ESS: N/A BUS: 8888 
KEY POSITION: N/A POSITION HIST Replaces 9S42587 

CLASSIFICATION: Information Technology Specialist (PLCYPLN), 68 ;?,;no 13- 1A --;.....l..1 OU0 2./ Q~ LO --<'I-Ct

DUTY TITLE: Enterprise Policy and Planning Analyst 

ORG & FUNC CODE: DPY 
1ST SKILL CODE: 40% CPAMIS Programmer Analyst/Management Information Systems 
2RD SKILL CODE: 35% APMPLR Computer SpecialistIPlans & Requirements 
3ND SKILL CODE: 25% APMZAF Computer Specialist/Program Management 

CLASSIFIED BY: 

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet 
classification, s!affmg, and perform~ncemanagement purposes.. .:;. •1.1 .~ 
_-:---~.~_.--,-:-MA'«J;£--~.__, ........__ 

CLASSIFIER'S SIGNATURE DATE 

SUPERVISOR'S CERTIFICATION: I certify that this SCPD is an accurate statement of the major duties, 
knowledges, skills, and abilities~ responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carry out government functions for which I am responsible. 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment and payment of public funds and that false or misleading statements may constitute violations of such 

~~atiom 

DATE 

PERFORMANCE PLAN CERTIFICATION, 

RaterlSupv. 

o a Ie 

Reviewer 

Date 

Employee-

o a Ie 

*Signature acknowledges receipt. It does not indicate agreement/disagreement. 

IS CODE: Position is exempt from the 
-gaining unit lAW 5 USC, Chapter 71 f para 
12(b)(1)- MANAGEMENT OFFICIAL 
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PURPOSE OF POSITION AlW ORGANIZATIONAL LOCATION: 

The primary purpose ofthis position is: to exercise Infonnation Technology (IT) Portfolio Management (PfM) 
responsibilities for proposed and funded USTRANSCOM and/or Joint Staff directed Command, Control, 
Communications, and Computer Systems (C4S), and in support of the DOD Distribution Portfolio Manager, 
exercise IT PfM for proposed and funded systems within the DOD Distribution Portfolio. These responsibilities will 
be exercised to improve IT capabilities and mission outcomes using PfM processes, IT Investment Management 
principles, and employing the products and infom1ation derived from the enterprise architecture and other systems 
data resources. Responsibilities include deriving technical and systems solutions in accordance with current C4S, IT 
PfM, and IT Investment Management policies and directives; in compliance with integrated Enterprise Architecture 
principles and standards. 

The organizational location of this position is: United States Transportation Command, Command, Control, 
Communications and Computer Systems Directorate! Chief Infonnation Officer (TCJ6 / CIO), IT Policy and 
Distribution Portfolio Management Division, Portfolio Analysis Branch (TCJ6-JP),Scott AFB, IL 62225-5357 

ORGANIZATIONAL GOALS OR OBJECTIVES: Develops, implements, and ensures compliance with plans, 
polic.ies, standards, infrastructures, and enterprise architecture to ensure the management of current and planned IT 
investments as portfolios. Facilitates, coordinates, and integrates the development and evolution of 
USTRANSCOM's IT portfolios using an integrated enterprise architecture, integrated plans, risk management 
techniques, capability goals and objectives, and perfonnance measures. 

DUTY 1: 40% Critical 

Manages, develops, and implements a PtM process for USTRANSCOMvalidated and/or proposed 
programs, projects, and initiatives including Joint Staff directed programs and systems, and systems within 
the DOD Distribution Portfolio. The process includes a wide range of IT portfolio management activities 
extending and applying to the entire organizational enterprise, to include analysis, selection, control, and evaluation; 
utilizes an enterprise architecture to capture the architectural representation of the IT systems embodied in the 
various components of the overall enterprise, and their relationships to each other; and identifies gaps between 
current and future environments, assessing process improvement opportunities within and across the distribution 
portfolio. Perfonns studies, reviews acquisition strategies and program lifecycle management, creates/revises'IT and 
pfM policies, and establishes plans and policies to optimize IT enablers across the distribution and transportation 
enterprises. Develops guidelines to ensure the PfM process is maintained in a current state. Frequently contacts 
representatives of the Office of the Secretary of Defense, Joint Staff, Combatant Commanders, Services, and/or 
Transportation Component Commands CTCC) to evaluate PfM issues and provide technical guidance, or 
recommended solutions for USTRANSCOM and component commands. 

STAlWARDS: 

A Provides program management of the development and implementation of USTRANSCOM' s PfM processes in 
an expert manner with few exceptions. Consistently ensures infonnation is readily available to support Portfolio 
Management and IT investment processes. 

B. Provides oversight of PfM activities to facilitate the design, development, integration, and interoperability of 
multiple USTRANSCOM and DOD Distribution systems, subsystems, and prototypes, which is typically accurate 
and timely. 

C. Typically develops marketing and outreach initiatives to the user communities that are most often effective. 

KSA: All 
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DUTY 2: 25% Critical 

Evaluates, monitors, and manages progress of enterprise IT PtM process development. Recommends, in 
cOQrdination with all other Directorates, Component Commands, COCOMs, Services, Agencies, OSD, Joint Staff, 
and industry, PiM and IT policy compliance procedures for USTRAt"TSCOM and DOD Distribution portfolios. This 
includes monitoring program compliance to ensure that portfolio assets are acquired in accordance with cost, 
schedule, performance, and risk baselines, and remain consistent with current approved version of the integrated 
architecture, and to ensure that required enterprise capabilities are met. Develops and monitors USTRANSCOM 
Transformation IT plans to support DOD's business transformation. Attends high-level decision meetings at 
USTRANSCOM and users' groups. Uses influence and persuasion at program reviews, conferences, and other 
functions concerning USTRANSCOM's PiM position. Works closely with Portfolio Managers to ensure systems 
meet IT and PiM policy requirements and expectations. Develops point papers, presents briefings, and other 
presentations on future plans and current program status for senior staff, distinguished visitors, decision-makers, and 
other agencies, as required. 

STANDARDS: 

A. Evaluates and portrays PiM and transformation plans displaying enterprise-wide program progress, maturity, 
compliance to standards, schedule, and performance status, most often accurately and professionally. 

B. Normally provides continuous improvement by examining processes and making suggestions to improve the PiM 
process to be in1plemented for USTRANSCOM and DOD Distribution IT systems, policies, and procedures. 

C. Strives to support maximum organizational return on IT investments by evolving a corporate perspective and 
decision-making process to identify the best mix ofIT investments, with rare exception. 

D. In most cases, develops and maintains effeytive communications, both orally and in writing. Normally maintains 
effective working relationships, internally and with other organizations. 

KSA: ALL 

DUTY 3: 15% Critical 

Senres as a USTRANSCOM and DOD Distribution enterprise technical and systems expert and consultant 
in the area of PtM. Assures understanding of technical and systems requirements, objectives, specifications, and 
products by all concerned activities. Reviews, evaluates and ensures PiM procedures, techniques,' and policies with 
those of other interfacing IT organizations. Provides guidance on PiM policies and practices to civilian, military, and 
contractor personnel. Maintains liaison with internal USTRANSCOM and external organizations in order to 
anticipate the future direction of IT PiM policies and regulatory requirements. As required, serves as the Contracting 
Officers' Representative (COR) for assigned programs and performs those duties and responsibilities in accordance 
with negotiated contractual requirements. Assists in Statement of Work preparation and establishment of 
perfom1ance requirements. Requires review and application of technical contractual regulations and policies, and 
visits with other government agencies and contractors to keep abreast with the current trends in PiM and IT systems 
and programs, security risk and management, current vendor services, and evolving technologies. 

STANDARDS: 

A. Provides PiM and systems advice and policy interpretation to diverse, highly skilled, operational, technical, and 
systems experts in pursuit of organizational goals that is accurate in most cases. Typically leads, develops, 
encourages, improves, and evaluates assigned government and contractor resources in an accurate manner. 

nATH' Q/l 'i/(i'i 
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B. Coordinates various organizations output resulting in specific products for senior leadership and customer 
support review and approval that are generally effective. 

C. Most often consistently maintains technical proficiency. Stays abreast of DOD and USTRANSCOM standards 
and ensures proper protection of classified material with few exceptions. 

KSA: 1,2,3,4 

DUTY 4: 15% Critical 

Acts as USTRANSCOM primary point of contact, providing required technical support necessary to prepare 
USTRANSCOM's participants in DOD forums for business and warfighter mission areas. Provides recommendations 
for system certification and conditions for certification. Addresses conditions set during prior certification sessions and 
evaluates compliance to prior conditions. Additionally, makes recommendations for improvements to the Distribution PtM 
governance process and supports Investment Review Board administrative functions as necessary. 

STANDARDS: 

A Normally sets high standards of personal performance to meet objectives that provide technical expertise and IT 
experience when dealing with extremely broad and complex distribution and transportation systems that may be further 
complicated by such factors as wide diversity ofIT and architecture solutions, and by mUltiple authorities, policies, and 
controls. 

B. In most cases, attends meetings and provides details of technical analysis and recommendations in a professional and 
expert manner. 

KSA: 4,5,6 

DUTY 5: 5% Critical 

Monitors, reviews, analyzes, develops, and modifies IT policy in support of USTRANSCOM. Leads the IT staffing 
associated with the Joint Capabilities Integration and Development System (JCIDS) process as it relates to and affects 
the USTRANSCOM IT enterprise. Stays abreast of current DOD, Service, USTRANSCOM and other Combatant 
Command, and Defense Agency IT policies to determine impact and ramifications related to the USTRANSCOM enterprise 
and IT policies. Reviews all incoming policy documents and correspondence for relevance to USTRANCOM. Analyzes both 
internal and external IT policy, staffing accordingly to affect the necessary response/coordination required to complete the 
staffing action. As appropriate, develops new or modifies existing internal IT policy, while ensuring that pertinent 
coordination and comments or changes are performed to answer data calls for staffing of external IT policy. Monitors 
appropriate Functional Capabilities Board (FCB) actions to ensure close coordination with Distribution Portfolio Managers 
for follow-on actions that may be necessary to maintain effective portfolio management and oversight. 

STANDARDS: 

A Nornlally ensures that all USTRANSCOM IT policies are effectively maintained current related to both internal 
and external policy influences. 

B. In most cases, promptly responds to both internal and external coordination data calls to ensure timely staffing of 
all policy and portfolio management related actions. 

C. Coordinates, schedules, and conducts appropriate level meetings to ensure that IT policy, JCIDS, and portfolio 
management goals and objectives are attained with rare exception. 
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D. Consistently communicates effectively, both orally and in written communications to ensure that the fundamental 
themes ofIT policy, JCIDS actions, and portfolio management are understood. Typically maintains effective working 
relationships both internally and with other external organizations. 

KSA: All 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Mastery knowledge of, and skill in applying, government policies, directives, and other regulatory memorandum 
concerning IT and PfM compliance, utilization, technological advances, and standardization of C4S principles, 
concepts, methods, standards, practices, and processes. 

2. Expert knowledge of Clinger-Cohen Act, National Defense Authorization Act, and various associated directives, 
regulations, practices and policies aligned with DOD, Joint Staff, Services, and Agencies. 

3. Expert knowledge of, and skill in evaluating the application of the principles of the DOD Architecture Framework 
associated with interoperability and supportability of IT systems. 

4. Ability to apply extensive knowledge of the current CIO IT investment and PfM processes,and the OSD Investment 
Review Boards as it relates to technical assessments and certification recommendations. 

5. Ability to plan. organize, prioritize, and delegate daily workload to meet changing deadlines and rapidly changing 
circumstances. 

6. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and 
statements prepared for senior military, government, and civilian officials. Skill and ability to present technical briefings, 
chair meetings, and prepare reports. 

CLASSIFICATION CRITERIA: 

Factor 1, Knowledge Required By The Position Level 1-8 1550 Points 

Mastery of, and skill in applying, advanced knowledge ofIT and PfM concepts, methods, standards, and practices in 
order to serve as an Architecture authority for enterprise programs/systems development, implementation, and 
migration. Performs a key role in very difficult assigmnents, such as identifying duplicative efforts or gaps that 
minimize broader enterprise interoperability solutions and have wide-spread mission impact. Includes an in-depth 
knowledge of a wide range of IT and PfM methods, advancements, systems concepts, analysis, design, development, 
and testing of applications for both hardware and software. 

Mastery knowledge of IT policies and principles, such as Clinger-Cohen Act and the National Defense Authorization 
Act, to enforce compliance regarding system design, development and implementation solutions combined with a 
broad knowledge of IT systems data, data flow, interfaces, and interactions. 

Expert knowledge on the Chief Information Officer (CIO) IT investment and Pt1vf processes as it relates to various 
assessments against mission capabilities, technical standards, systems development, and financial exhibits. 

Mastery knowledge of program management and IT Pt1vl concepts and practices associated with DOD Architecture 
Framework and compliance process for developing, evaluating, and approving IT products and applications. Provide 
expert technical advice, guidance, and recommendations to upper management. Implements new concepts and 
methodologies to better manage oversight and control previously unsolvable problems. 
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Expert knowledge of IT and PiM principles, methods and practices combined with an extensive understanding of the 
analytical and administrative methods and techniques required to evaluate enterprise-wide programs for effectiveness 
and efficiencies associated with interoperability and supportability standards and guidance. 

Skill and ability to develop new or modified approaches and work methods, establish innovative techniques, and 
identify measurement and evaluative criteria to determine program effectiveness and to analyze and resolve highly 
complex problems. Utilizes various methods to resolve or scope workforce issues associated with IT 
programlinitiatives. 

Factor 2, Supervisory Controls Level 2-4 450 Points 

The supervisor outlines assignments in general terms and defines the overall objectives. Within these general areas 
of direction the employee has responsibility for planning, designing and carrying out objectives and assignments, and 
for coordinating, as a peer, with experts both within and outside the organization. The employee independently 
resolves problems, determines the best approach and methodology to be used, coordinates work with others, as 
necessary, interprets policies, and apprises the supervisor about progress, potentially controversial matters, or far
reaching implications. In performing the work, the employee makes technical judgments in deciding which analytical 
and technical decisions lead to, or help form, decisions on operational policy. Review is made for adherence to 
policies, attainment of objectives, and, ultimately, for effectiveness in predicting the resources needed to accomplish 
the work. 

Factor 3, Guidelines Level 3-4 450 Points 

Guidelines primarily consist ofPublic Law, Federal, DOD, and Joint Staff policies, and local regulations, policies, 
standards, and precedents that provide general guidance. Guidelines specific to assignments are often very general or 
have gaps in specificity that require considerable interpretation and adaptation for application to issues or problems. 
Judgment, initiative, and resourcefulness are required in deviating from established methods to modify, adapt, and/or 
refine broader guidelines to resolve specific complex and/or intricate issues and problems; treat specific issues or 
problems; research trends and patterns; develop new methods and criteria; and/or propose new policies and practices. 

Factor 4, Complexity Level 4-5 325 Points 

The employee makes determinations and plans actions to develop and implement new methods, techniques, policies, 
and architectural and PfM requirements for C4 business systems. Project assignments involve a variety of duties, 
projects, studies, and/or evaluations requiring an in-depth analysis ofIT or acquisition issues characterized by the 
need for significant departures from established practices. Decisions concerning what needs to be done are 
complicated by conflicting or insufficient data that must be analyzed to determine the applicability of established 
methods Although precedent studies and programs are helpful, they are usually untried at the scale proposed. A 
number of approaches to accomplish the work are possible and decisions regarding the approach are complicated by 
the extensive coordination required between the various users, other IT staff and supporting Command staff, e.g., 
legal review. The work requires developing criteria where numerous conditions, options, and conflicting user needs 
must be considered. Incumbent must also consider probable areas of future changes in policy affecting enterprise
wide designs, hardware and software developments, or comparable aspects of assigned projects in order to resolve 
complex technical issues, and plan for user requirements and emerging technology. 

Factor 5, Scope and Effect Level 5-5 325 Points 

The work involves isolating and defining issues or conditions, resolving critical problems in enterprise-wide systems, 
and lor developing new approaches and techniques for use by others, and monitoring testing/implementation of new 
technologies. The employee serves as an IT and PM consultant and enterprise advisor in controlling a common 
direction to which the overall enterprise architecture and various supporting IT applications are deemed 
interoperable. Advice, guidance, or results of the work affect development of major aspects of mission-related 
business systems and technologies used throughout the agency. 
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Factor 6, Personnel Contacts and Factor 7, Purpose of Contacts Leve13C 180 Points 

Regular contacts are with USTRA.t\fSCOM leadership, USTRANSCOM component commands' information 
technology leadership, Services and Agencies, Joint Staff, Office of the Secretary of Defense, various directorate 
level and functional points of contact within USTRANSCOM, contractors, vendors, and professional associations 
and interest groups. Frequently contacts are at the General Officer or equivalent level, and with contractors at the 
Project Manager level. Contacts occur in scheduled and unscheduled meetings, in formal and informal settings, 
briefings, negotiating sessions, workshops, conferences, and TDY's requiring incumbent's technical familiarity with 
complex IT and PfM issues. Timelines, appointments, coordination, and reporting are all extremely difficult due to 
the level of approval contact that is required. The employee must vary methods and approaches for achieving results 
based on the broad nature of contacts. 

Contacts involve influencing others to utilize panicular technical methods and procedures, or to persuade them to 
cooperate in meeting objectives and deadlines when there are problems securing cooperation. The persons contacted 
have diverse viewpoints, goals or objectives; consequently, requires the ability to bring parties to compromise, or 
develop suitable alternatives. 

Factor 8, Physical Demands 	 Level 8-1 5 Points 

The work requires no special physical demands and is sedentary in nature. The work may involve some walking and 
standing in conjunction with travel to and attendance at meetings and conferences away from the work site. May 
carry light items such as documents, books, laptops, and/or drive a motor vehicle. 

Factor 9, Work Environment 	 Level 9-1 5 Points 

The work is performed in a typical office setting with visits to various other buildings or offices to support projects. 
The work environment involves everyday risks or discomforts that require normal safety precautions. 

Other significant facts pertaining to this position are: 

• 	 Incumbent may be required to travel by regularly scheduled passenger, military, or commercial aircraft in the 
perfornlance of temporary duty assignments. 

• The employee must obtain and maintain a Secret security clearance. 

• This position may require the employee to work other than normal duty hours, which may include overtime. 

• Incumbent may act as Branch Chief when required. 

CLASSIFICAnON SUMMARY: 

CLASSIFICATION STANDARD(S) USED: 

OPM Job Family Position Classification Standard for Administrative Work in the Information Technology Group, 
GS-2200, covering the GS-221 0, Information Technology Management Series, May 2001. 

CLASSIFICATION REMARKS: 

The job incumbent(s) serves as a technical expert where IT knowledge is paramount for perfonl1ance of the work. 
The job clearly meets the definition of the GS-2210 series as contained in referenced guide above. The appropriate 
title is Information Technology Specialist, with the parenthetical title ofPLCYPLN since the duties and 
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responsibilities revolve around the enterprise system and architecture management responsibilities. The factor level 
credited are as follows, as evident in the Factor Level descriptions contained above in the position description: 

Factor Levels are as follows: FL 1-8, 1550 points; FL 2-4, 450 points; FL 3-4, 450 points; FL 4-5,325 points; 
FL 5-5, 325 points; FL 6-3, 7-C, 180 points; 8-1, 5 points; 9-1, 5 points. . 

GS-13 Point Range: 3155-3600 
Total Points: 3290 
Grade: GS-13 

Final Determination: Information Technology Specialist (pLCYPLN), GS-2210-13 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 


POSITION AND HIRING INFORMATION 
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_N ~ E SCFR 651 207 DoD-ZlAF·1_YES..LNO 71 12 (bXl) 

14 KEYIEMERGeNCY 15. MOBIlIZATION INDICATOR 16 ENVIRONMENTALJHAZARD 17 CERTIFICATION REQUIRED
eSSENTIAl.. C - PO$IIIOll rc:qu'Rd mpcacCllme and DIFFERENTIAL. 

I 

NOIHo U])O!I mobd,zatJon I YES X NO I 
18 POSITIVE EDUCATION REQUIREMeNTS 1'9 lANGUAGE REQUIRED, ) 20 LANGUAGE IDENTIFIER 
_ YES-LNO _YES..,2LNO . NfA 
21 FINANCIAL STATEMENTS REQUIRED 23 PAY POOL IDENTIFIER122 POSITION SENSmVITY \24 UlUTENSERGlSMITH 

AMENDMENT 
i ..LYES_NO 

Cntlcal Sensl~ve i YES-LNO 
26 DUTIES Plans, organizes. and dtrects the ac1lvrtJes of the branch, ensunng that the branch complies With legal and 
regulatory reqUlrements Develops goals and objectIVes that mtegrate orgaluzanon and objectiVes for enterpClSe 
architecture for USTRANSCOM validated and/or proposed IDformatlOn technology (IT) systems and programs mcludmg 
Jomt Staff directed prognuns and systems Researches, mterprets, ana~s and apphes DOD, Jomt, Combatant 
Commands, and non-DOD strategies, poliCIes, regulations and gUidelines Plans and schedules work ill a manner that 
promotes a smooth flow and even distrIbution Represents the DIVISion WIth the Defense logistiCs commumty and natIOnal 
partners Estabbshes, develops, and mamtams effective workmg relatIOnships With representatives of USTRANSCOM, 
OSD (LogtstlCS), Jomt Staff, Combatant Commands, mlhtary services, component commands. and commercial 
transportation mdustry partners. Serves as a USTRANSCOM enterprise technical and systems expert and consultant In the 
areas of archItecture, mtegratlon, and mteroperablhty Assures understandmg of technical and systems requirements, 
obJectIVes, specificatiOns, and products by all concerned actiVities ReViews, evaluates, and ensures IDteroperabthty and 
supportablhty of procedures, techmques, and po11cles with those of other Illterfacmg IT organizations Conducts 
mteroperablilty and supportability assessments across the enterpTlse to ensure that systems are deSigned and developed m 
accordance With the concepts, pohCles, and standards defined by the enterpnse architecture Establtshes evaluatlon cTltena, 
and develops updates, and executes techmcal assessment studies PnontJzes and assigns work 10 subordlDate employees 
based on miSSion needs, difficulty of asSignments, and the capabdltles of employees, proVides resource management 
oversight, develops performance standards and rates employees, mtervlews candIdates fur sUbordmate poSitions, 
recommends hlrmg, promotton or reassignments, takes dlsclplmary measures, such as warntng and reprimands, identifies 
developmental and trrumng needs of employees, and proVideS and/or arranges for needed development IlI1d tralDlDg 
ProVides a work environment that IS free from all forms of dlscnlDlDatlon, harassment, and retaltatlon Addresses 
subordmates' concerns, whether perceIVed or real, and follows up WIth approprtate action to correct or ehmmate tension In 

the workplace Supports the agency's BEO program 
26 POSmON'S ORGANIZATION 
USTRANSCOM TCJ6 

27 POSmON OCCUPIED 28 " DUTY STATION (City - County - State Or OVerseas Localton) 
Scott AFB/ST Clalrnlllnol8 

Compellltve 
b _~GRAPHICAL LOCATION CODe 
177835183 

29. Cora CompetencieS 
Air Force Skill Codes. 

Percentage Sk,IICod. Shred Subshred LIteral Trall$labon 
40% CPA MIS programm~ntlntomllibon S~tems 
35% APM PlR Computer S and Requlremenq 
26% APM ZAF Cornf!!.lle\' S ManalJllment 

I 
DO FORM 2918. Jul 2006 
AIr Force Automated Form - Jul 2006 PO Number 9SN0917 



NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 

J Mastery knowledge of IT mvestment prlllclples, POllCICS, and practices ofsubstantIve value to the command miSSIOn, 
functions, programs and actiVItIes, poliCies, goals and obJectives, management prlnclples and processes 
2 Expert knowledge of a Wlde range ofquahtatJve and/or quantItative IT mvestment methods for the assessment and 
Improvement ofJomt IT transitIOn plans, programs, and strategtc initiatives 
3 Expert knowledge of, and skill III applymg government polrCles, dll'ectlVes, and other regulatory memorandum 
ooncemmg program management compliance, utlhzatton, technological advances, and standardizatIOn ofC4S prinCIples, 
roncepts, methods. standards, practlces, and processes 
4 Professional skill and abliity to commUnIcate effectively, both orally and In wntmg, complex techmca!lssues and 
statements prepared for semor mllitary,government, and clvihan offiCials Skills and ablbty to present techDlcal briefings, 
chIllI" meetmgs. and prepare reports 
5 Expert knowledge ofClmger-Cohen Act and vanous assoCIated dU'llCtlves, regulatlons, pracnces, and poitcles ahgned 
With DOD, Jomt Staff, Mlhtary ServiCes, and Federal AgenCIes 
6 Ablhty to plan, organize, and lead others l/l team studies and prOjects andto negottate effectIVely With management to 
accept and Implement recommendations, where proposals IIlvolve substanttal resources, and reqUlfeS extensIve changes In 

established concepts and procedures. 

I Incumbent may be reqUITed to travel by regularly scheduled passenger, mIlitary, or commercial all'Craft in the 
perfOrmance of temporary duty aSSIgnments 

2 The employee must obtain and mamtam a Secret secunty clearance 

3 ThIs poslhon may require the employee to work other than normal duty hours, which may Include overtime 

DO FORM 2918. Ju12006 
Air Force Automated Form - Jut 2006 PO Number 9SN0917 



EVALUATION STATEMENT 

Bal:kground 
RPA 080CT9SLAWREN0416913 was submitted on 16 Oct 08 as a PositIOn Review 
action for a SUperviSOry InformatlOn Technology (PLCYFLN), YC-221 0-02 'Dus 
posItIOn will supefVIse one Program Analyst, YA-0343-02, and one IT Specialist 
(PLCYPLN), YA-2210-02 

Grade Determination 
TIlls poSition IS a mIxed pOSitIOn performmg nonsupervlSOry and supervisory work Both 
sets of duties were evaluated separately 

Nonsupervisory Work EvaluatIOn 

Plans, orgamzes, and dIrects the actlVltJes of the branch, ensunng that the branch 
complIes With legal and regulatory rcqulrements Develops goals and objectives that 
mtegrate organIzatIon and obJecuves for enterpnse architecture for USTRANSCOM 
valIdated and/or proposed mformatlOn technology (IT) systems and programs mcludmg 
Jomt Staff dtrected programs and systems Researches, mterprets, analyzes and appbes 
DOD, Jomt, Combatant Commands. and non-DOD strategies, pohCICS, regulattons and 
gUIdelInes Plans and schedules work In a manner that promotes a smooth flow and even 
dIstributIOn Represents the DIVISion wllh the Defense logistics commUlllty and natIOnal 
partners EstablIshes, develops, and mamtams etfectlve working relatlOnshlps With 
representatives of USTRANSCOM, OSD (logIstiCS), Jomt Staff, Combatant Commands, 
mIlitary servIces, component commands, and commerCial transportatIOn mdustry 
partners Serves as a USTRANSCOM enterpnse techmcal and systems expert and 
consultant m the areas of architecture, mtegratlOn, and mteroperablhty Assures 
understandmg of technleal and systems reqUirements, obJectIves, speCIficatIOns, and 
products by all concerned actlVltles ReVIews, evaluates, and ensures mteroperablhty and 
supportability of procedures, teclnilques, and polICies With those of other mterfacmg IT 
organizatIOns Conduets mteroperablhty and supportabilIty assessments across the 
enterpnse to ensure that systems are deSigned and developed ill accordance WIth the 
concepts, poliCIes, and standards defined by the enterpnse architecture EstablIshes 
evaluation cntena, and develops updates, and executes technIcal assessment studIes 

Nonsupervlsory dutIes are classified as YA-221 0-02 

Supervisory Work Evaluation 
To be classIfied as an nnmedlate supervIsor and aSSigned a pay band In the 
SupervlsorlManager Standard Pay Schedule (PS), the posItion must 

ASSign work to subordmates based on pnontIes, difficulty of aSSignments, and the 
capabJ!ltles of the employees, 
PrOVide techmcal oversight, 
Develop performance plans and rate employees, 



Interview candidates for subordInate positIOns, recommend hmng, promotion, or 
reassignments 
Take dlsclplmary measures, such as warmngs and repnmands, 
Identtfy developmental and trammg needs of employees, prOVide and/or arranges 
for needed development and trammg 

This pOSitIOn meets the above requirements for an Immediate level supervisor under 
NSPS 

Base Level of Work 
This positIOn supervises two (2) clYlhan employees, all at Y A·02 Refemng to the 
classlficatton cntena found In SC1920 for Standard Career Group, SupervlsorlManager 
Pay Schedule, the base level ofwork IS detenmned to be Techmclan/Support, Pay Band 
02 Applymg the supervisory level conversIOn chart found m SC 1920 for the 
SupervlsorlManager Pay Schedule (PS, SUperviSOry pay band IS 02 IS asSigned 

Supervisory dl.lnes are clasSified as YC-22 10-02 

Title Determination 
Supervisory pOSItions are titled usmg AppendiX 4, NSPS OccupatIOnal DefimtlOns, 
Codes and Titles POSitIOns that meet the mllllmwn requirements for coverage are titled 
as SUperviSOry even If the SUpervISOry work IS not the basiS for pay schedule and pay 
band determmatlon The title Supervisory InformatIOn Technology Specla!tst 
(PLCYPLN) IS assigned 

Summary 
This posItion performs supervIsory work at YC-22IO-02 and nonsupervlsory work at 
YA-221 0-02 SUpervISOry poSItions that also Include nonsupervlsory work are claSSified 
In the pay schedule and pay band With the hIghest rate range and thus may be clasSIfied In 

a nonsupervtsory pay schedule, but WIth a supervIsory title 

Final Classification SUperviSOry InformatJ()U Technology Speclahst(PLCYPLN), 
YC-221O-02. 

Deborah SmIth 

Hwnan Resources SpecialIst (ClassificatIOn) 
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• 




TO:210 565 3175 JUL-15-2006 08:45 FROM: 

AIR FORCE STANDARD CORE PERSONNEL DOCl:JMENT (SCPD) 

OROANlZ.ATION: USTCrrCJ6.1J,.1i scro NUMBER; ~Q~'tS\'1\..1 
SUPV LEVEL CODE~ L COMP 1...B\IEf~ CODE: K4SA 
TARGF.lT GRADE: 14 FLSA: Exempt 
DRU.G TEST; NA CAREER FJELO lD: 2 
SEs"lSITIVIT"{: CriticaJ S«l1$llive C£.\lTRA.Lt.Y MANAGED TYPE; E 
EMERGENCY ESS; NA BOS: 8588 
KEY POSfnON; NA POSITION HJST: New 

CLASSIFTCATION: SllpcrviSOry Information Technology Specialist (pLCYPLN), GS·221().,14 
DUTY T.l11.e: Chief. S;<!N:til!i·~ Tec;1Jlloro&.ji MClri'll::l::ltbt!: Branch U.d 'ilL" '1.1 ",T"T'
.::;:::·1"'/"Di.It:..! ., :F;JlJesrq~,()7 nTT,'&i p(§n{i.'vr 

ORO 8t. FUNe COD& DP'Y 
1ST SKILL CODE: 40% CPAMJS ProQammtf AnalystIMtmagemenl Information S)'$tems 
2NDSKlLLCOD.B: 35% APMPLR Computer SpecialistIPlm'lS &. ReqUi.rements 
JRD SKIU~CODE; 25% APMZAF Computet SpeqiwistlPrograll'i Mll.nagemeni 

scPD DEVELOPED AND ciAsSIFIFJ) BY; 

CLASSlFICAnON C~'nFICAnON: SCPD adequ/lte.l;y ;tnd ac.c,ur3l:dy retleclS the local WQrk situation to meet 

ctus.<;ificntion, lItaffing, and pcrlomJaDce ml'lM.gemem purposes. 


____Carol S Wt'llter_____________ 

CLASSIFIER:'S SIGNJcrlm.B· 


SUPERVISOR'S CERTIFICATION: I celtify that this SCP.D is an. fl,¢l;urate stat.eOicmt of the m:ljor dl1ties. 
know{cdges, skills, and llbilities, teGpOnsiblli(ies. physical <:1'00 performance requiremenrs of this posItion and its 
organizatioua] relationships. The pOllitio'l is neccssw)' to carry Out government funetions fur wb:ich I am resJ)On,;ible. 
This cenineruiools I1UIde with the knowledge t!tat lhi~ information is to be used for statutory PlIlPOSd relating co 
:rppoincmenr :lnd payment urpublic funds and that fulNe or misleading &tatements mny constitute, viol!ltions of such 
smtu[es or their impkmenting regula cion:>. 

__Virginia L Wil!iamsolL 
...-~.--------

SUPER VlSOR'S SIGNATURE 

PERFORMANCE PLAN CERTIFICAllON' 

AP .f!orm Hl03 APR 00 (COMPUTER GENURAlliD) 

: I'IlItorn:)'upv, 

[) II (0 

R Q 11 tow 9' 

D tll~ 

-
E JT\ P '("niHI • 

D /I t6 

- -
"'SJgmuur.c acknowledges recClpr. £t d(lcs not mdkme aglcCm(;f1Udlsngrecmcllt. 

http:1"'/"Di.It
http:Tec;1Jlloro&.ji


. 
TO:210 565 3175 P.2/6JUL-15-2006 08:45 FROM: 

STMl12ABD CORE PEMOlfm£.l)OCUMENT 

PURPOSE OFPOSmON AND ORGANl7...A1'IONAL tOCATION: 

The primary purpose. of this position is: to se(Ve as :\ fiBt level supervisor, providing planning, dit~ting. ...,.. PtJt. f 
organizing. Md c:\ercisiog control over l1on..,upervisoty employees I!nisncdto thc~111J IIUctTt;d1tm!dID" 7· 1/.(("r 
.Agllil!eO{tR Br3.lll:n. &tai:>limes and Jt'IAintalTh.'l sC(I.ndnrdprofi!e;: for InfOtm:.\tion "fc:ehnology (IT) $)"$t.crn.s. ':J:AJ't7"i ~ p 
Reconciles IT llysrt!mS functions with process i:lI.p:tbmtic&. Develops and manuges the Corpornle Resource 
I.nform.:l.l:ion Sol.lr<:e (CRrs) df!.t8b;!se. Develops, direcu and performs technic.1ll llSSe.s5ma'lt for:ill TtlltlSpOrtation 
Wor~ng Ca.piUll Fwtds (I"WCF) IT systems. Suppot($ portfolio Illl.l.Mgc.r$ in thepc:rftm'nll~ oftc::.h:nical n:v1tlW11:. 
Performs conflguratl{'m managcmcm for·llll systems ~ te:dmic:ru view products- Pafonm. data c&lta for a.:IllT 
systems. Pr.iorfll,-,a and de:velops rronHnd appl.iealiQnlO cruS. 

'IlIe orgmlimUonalloeation or thi~ pOsitioab: Uniled Statc3 Tr~nsport4tion Command, Command~ COQWJ. 
Commurucnttons .:tnd. Computer Sy.starns Directorate. Deputy Dit.ec.tor for Distribution Portf'olio l'obnagell:leol;.J;met'f;!rise 
A1ehi.ttCt\fi.!e .oj1Q,;iQA, SystelM .~a:l!:el~l\it"lH1'L'tBJ'tInIlh" 

O.RCANIZATIONAL GOALS OK OBJECTIVES: 

TisI:' ol"pllixatiorW gomS' 0'(' objeetl,,'1$ of ibis po"tttonare! dcYelops, implemenlS, aod ens.UTCS aompliaru;e wi th 
plans. policies. IItnlt(lards. iJ,J'mstr~lctures> and enterprise. archite¢tu1c framework II,) <:tl8UI'Cl iTiteropetabitiry and 
suppormblli(), 31l1On& oJ! enlerprise ·IntQ1"l'lltltion TeclmolollY (IT) systems. P~lJitates, coordinMes, and illteg:rotei the 
dcv¢lopmenr and evolution 01 USTRANSCOM'lJ~~ . 1~&.9r multiple. views (opw.arlonaJ, 
s)'stczns. And t«hnic:::l1 mwt:) that promote iJnero: ty SUpporiiOI j UdprollCS undt:m.anding. 
eo~sons~ :tnd relatiOT1Shtps 't!CJoI$'"()rpnizationaland joim ~e..'j. -- _....... . 

D1.JTY I: Crit.ic;Ql 
~r POtAOI 4- tAl\} ~r.. nnt.,c,T YhtHJPI....:,t{7n(~-r 

P'lnns, arg.llDj~ nod directs the ac.tivities of th. s,steUl& And reMoYogy)\1 thittc.tatt Brancli. Developl> 
goals and objectives lbul intccrate orlJ.lU'tization IUld objtl;tives for c:ruetpNseIlTCbitecllue for USTRANSCOM 
vaUdilled and/or proposed pcograms inctudi.ns Joint SUlffdkected programs ;md sy.;tems. RCSCIlTChes. intcrpras. ~ 
a~l~ and appli~" DOD,.1?int.. Combatal'ti Com.mm7ds. ~ non·nOD 5tmlc~es, polir;;ies, rel'1l!ati:~ ti-::t',uvE l¢;.Iv" 
guideJu:u:s.. Eslabhdtl':tpoliClCSWpl1)(;'Cdure:s for ~$hm.ent of the mtSS1l)ll. of the: Sy$I~ . BY /tlf,v1l6 ,~nr 
tItD~hirtclU(e Br:mch. Pl:ul1l:and schedules WOt1c. in a manoc:t lruu promotes a smooth tiowo.nG evC1t dj$llibuti,on. 81:t t 
Coordin3.tcS plans tlnd schc:d\dc:s with other organization mtl..t1li~ n.M eu.'Il.(Jm~ a... appropriate. lclcntifics needs 
for changes ln priori fi~ :tnd take:! action to :implemerll. PIlOO changes. PlaN works to be .nccomplis.hed by r 
subordinates., sets £I.M adjusts shoJ1«wnn prior,j.ti", lIndFrep~s scbedules. AS;DgTlS work:. to subordinate emp/,oyees 
based on orgllnil..1lttOn priorities and con.~ide.nmon of diffICUlty aDd requirements of a:.l.l!ignments sur!! that. the 
expcr.ic:uce. traul1ng. IUId abilities (it.\It.aff~ effectively utmzc:d 1.0 l1)Cet orgunization fmd cl.ISrometnccds..B~I:lnces 
wQrkload and pro.... ldes advi!$e. eul~ cmd direc.dOt1Oll a wide l1In&e of teehniQ} and adminiSlflUh-c issues.. 
Slru~ assignments to crCll.~ ei'rectivc and economical. posi~i·on8" Coordinates with other org:miU.UCD m~ 
·and cw;tnmeril as uppropriate. Reviev.1; o~itation mi~<;i(ln. fult(;dons.. and rtll1nmng. Identifies re:quiJ1:mfmCS and 
initia:te.s requests for ruiditionll.t rQ:O~ indurling p<:'f$()1lnei, overtime.. equipment. supplies. aDd space 10 efI;$Ure 

:lUC(;e,':s in meetlnz goo.ls rmd; objectives. Provide.~ Ildvi~ to supervt~or of significant issues. and·prublems rel:lted to 
work I1cc:omplishments. &t:tblLsbC$ metrics. and analy-.Gt:S 'systems to ensure. processes arc: mc:edng mLical 
reqlltr~f\1S. Accepts, :lIneoo:/.. or reject!: wort presonted bysubordlll:lles. PerfOI.tlll> self.inspecdoll.:tnd prt#nlS 
dtl1ailed and compre.hens:ive report with nny Cat:r(lctt've action t.'tktm 1'0 SUjlcr.Viror. FoJ!ows-up to e.n$l.llecompl:e:e 

\and qualify rcsolll;tku'l of disctepAncies. ~ and. relfll1CS polkie:; Md procedure!> :u needed to find WIlYS to 
improve qU:lhly. li.metin.~. and efficiCDCY ofv.'Or.k:. 

\ 

I 
A. PI:lonillg, otganizin;. :tnd directing efforts typically comp.ly with hig.her tU!.<ldquacteIs guidanc.o lind achieve IOl"g:miUllilln and l.."\IS·l(.\ffier needs. . I 

I 
IB" !~n:\sernl!nt of re.SlJurt;:CS ncrlIUiUy meet$ (he needs of fhe st;lff and customers ::dcqulltely and effectively. I 

C. Methods e.'\tu.bhshed to review action" m-e usually t:ffective:md ensure lcg::d ::I.nd reg1.l1l.ltory compliance issl.let 
and/or cus:mm:-r COlleenl.!! llre promptly i.dclnifiOO and addressed.. 

DATE: 5/]0100 Page '1. 

http:prior,j.ti
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. TO:210 565 3175 JUL-15-2006 08:46 FROM: 

\ 
STANDARD CORS t§RSONNEL.DQC!JMmfI' Number: 2S! " 

!<SA! 1,2,3.4 

l 
DUTY 2: Critical t 
ExeN::iscs $u~rvisory personnel management respousibilltie5. AdYises and pro....ides counsel to employees re~tding 
policies. procedures, and di~tlyes of management. Selects Or I'eco~ selections of candidates for v~lldes. 
promoti"ns, delllil~. und teaSsigrunenlS Ulkjns into consideration Ski.'lI!! and qu;ajjfications, mission reqlJir$mellt,s, ~aitd 
EEO and diversity objectives. Develops. modifies, and/or interprets perfol'"l\'l.Qnc~ standards. Explains pertofm:l e 
expectations to enlployces and provides regular feedback: on strengths and weaknesses. Holds employees respons ble 
fot S<.lll!:factory completion of work: issi~rs, Appt;116eS !>1iOOrdinale workers' ptrt'orm:mcc ensuring consisti:.OFY and 
equity in rnting t¢cillliques. ReCOll)ll1ends awards when lIpproprlote a.nd appro\fes with.in-gra.de iru:rensos. Heaf$ apd 
I"¢s.;,ives employee t;Qmplllints and refer8 serious um.esolved complaints to hlglu:t level management lnit,lllte$ :l:ctiPIl to 
corrc:t:t perfonnance or conduct problems. Effects minor disciplinary ll1.e;ISure8 such as warnings and reprimands lind 
recommends action in more serious aiscipJinary matters. Prepares documentatiQn to support IIctiOf\S taken. Identiflc."S 
cmpJoye~ developmeotill needs and prQvides or recommends for tr:lining (formal and on-the.j(il.>~ to maintain and ~ 
improve .lob per(ormllnee. Eucourag~ sdf-4e;vclopmcnt. Appro'o'C$ master level schedule OS&llf1og adequate coverage 
for ~k worldQ.llds and traditionaiftoliday vacation time. Deroonstr.1tes sensitivily to id.eas of subordinates. Pro~ote5 
.tlJ:l environment in ·wbich employe~ are empowered to participl1te in and conlril>ute to ~ff«tive mission I 
accomplishment. .Discbarges secur.il)" I'~onsibi.lities by ensuring educatiOn and compUnrn::e with securily directives foy 
employeeS with <lCcess [0 classified or scml.th't: material. Recogm~ and. takes action [0 correct :;itutttions posing ~ 

._._~~ti""..~.~:."h~~_t:~or ~de~_~:,~I~![~i~~~.~_~!!esf_.~~p"-~i~~~ ~fUid~::_t~;atlperp.:(J_~~.:naI~~~:~~nt . ___ 
.... Lv~.s.·lIn'" uOOUlt....ns. au en............ ill personnel Ill .... TeUo.pu In a manner uIX: 0 rt«:tll:nm......Otl. c::rIUl,l.I..a.y revle~ 

position descr.lptiOllfl to cn.o;ure accuracy and tbe mQ:;teffeclive utiH~ation of personnel teSOl.!1Ces. Explains . 
elos$.ification determiMtion to subordinate cmployeell, 

stANDARDS·: 

A. P"""nnei m'n',,,,,,"" ,ctio.' WOOled or, ll'l'i..Uy _.,,_........ wcJJ "".,idoted in """'" 01 mi,,1o I 
legal. regulatory, and EEO objec.tiv~. . i 
B. Tedmlc~1 aDd administrative guidance provided to $Ubotdinilte8 is almost always timeJy and soubsrantive, and \ 
promotes oevetopment of individual skills and abilities. l 

\ 
c. Consi&tClltly observe;; ond complies wilh beal,tb. wety, aM s«urity directives. I 

I 
l 

KSA: 1. 5, 6, 7 I
i'" f ,-

DUlY): . { l'\ r+ r J. erhical Irr·P,~;·f ,C~j <L 't,HS4·/".{oM.."'t""d),t1 1'0 '1"0 t 0 'fl/tt..}4i(),.(;!fl'l"itrtf 
R~p~cnts Ole ~tCi pme Arehit~ .Divisi:oD with tbe. .Defense logisties cOlllmtlnlty and nationalpDt1:ners! 
Establishes, develops, and malmains otl'cetive working retationships with representatives of the Ofiic.e of Secretary I 
of Def¢ll.'le (Logistic5-). j.(Jint Staff, ~-:Olllbatl.m1 Commanal\. services, Agcncie...~, components ~omm:mds.> and I 
commerct:\l indu~tf)' panns:r::. Mc:cls with fum;tional proponnnt.", key customers, and coordim1ting officials to asse~·J 
(;ustomer satisfru;;tiol'l. cx.plain Qrg::mizarion poli'!Y ami p.l"\)Cedures:. find resolve unusual problemI' fhat ari&t:. Pro~'i~ 
or en8ur~. thar subordill:1tes provide (:Ustomer guida.nce and trailling. Participl)tes i.n ~pccia.1 projt(!Ul and inlti4ti vea t 
mld periorm special a.ssignmem.s. Identifies the nt.cd ror special projeclli and initiates milestort.c:-s and gonlll. t 
E'laitl.ates reports by annlyzing factS Ul'1U perfonning appropriate r~ill"Chill\d prepares del.:l.ikd response.s_ i 
Determines IlpprQp,riine recommendations foJ'" ur.U"eSOlved o,r queStion.3.ble probJems. and en.o;ures fQUO.W-uP action is \ 
taken. Researches and dctel'mil)t!8 or rocommtnd!l npprupriate acti.o:ns or inter~(lltion of i;5,.<;ues ril,\! may imp;lct 
ot.SaniulI:1<tn. command. ll.ge~y. comrner~ial or MtI()I~l interest.. . 

STAI'.'DARDS: 

A. I.'nleracti()fll' with intemill and cx;t.erolll o.fficials :md/nr cuslotnent :.u-c usually diplamllrlc. convincing, prOfeS'jonai~ 
:md promote dTe-:! i lie working relationshIp:;. T 
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.liHmbtr; 

B. Recommendations ~e 3,EmoS! alwn)'l1 thoroughly researebcd and rulJilyzed to en~c aU WIlt:S are properly . 
nddr¢S$cd. 

C Typically ensures partloiptltion and olltoomes of S{,¢::Jttl projects result in positive irnpllet()n the organization 
and/or improves quality., 

KSA: 1.4.5,6. 7 

DUTY 4: Cr.iticnl 

Servcs as a 1J~SCOM e?tetprise f.ec'llukal and :;ystems expert IUSd co~tant in.tIle arto..~ of I 
Qn::hUecture,mtegraUon, and mteropel'u:bUhy. As~-u.res und~nc:Hna of tecbmcal ttlld $)'$t~ reqU1TCmtJ11s, 
objectives. spc:cif1CatiOtIJ, and products by IlU concerned ac.tivities. Re'li~ ,evaluates and ensures in~biUtyl 
ll.ntl O:!iPporiabilily 9fprooedures, tcebniques.:md polki.cs with those of QIb:::t jntcr.Caclng IT' organizations. Providesf 
guid~ on sl4Sndurdl'l to ~ivU.ian, miUt:n'Y. and contratlUr personnel. MailltAins filtison wilt! internal f 
US~ANSCOM 11M e:ttern;1l org.a.nizatioN in. order to anticiplJ.te the fut.ure direction <lilT l1Yitem~ and ru;quisiu<ln t 
pol!.¢ICS and regulatory reqUlt~ts. As. r,«IUlrcd. serves,as ~eComro.ctlng Offi~' R~esenwtive (COR) for I· 

assigned programs and pcrfotms ~ dllUes !lad ~ponS1bUmes in a:cc0'1'daricc Wilb oegonated contractual 
tC(Juirctn¢Jl~. &1sists in StntCI!Jl:ntof Worle prep:lr8ti~)n 8~ CSfabli$bmt:nl ofpedOtmlln(:O rcquiretnentt. Requires 
review 400 application of te:cilnica:l eoutrDcrulll Rlgulations lUId polic:ics. and visits witb otbcr &O~t agencies I' 

and contraclQl'$ to keep abreast with die current trends in IT 4l)'stems and progmms, security risk and In.unagemeor, 
current vendor services, and evolving lcchoo!Qgle.s. . ; I

'1 -
STANIMlWS; 

A, Provides technical and sysre:ms >ldvice and poiicy interpretation to diw::t'SCi highly skilled, operational. lCChnical.\ 
and systems experta in pursuit of ortpnizatioaal goals that is acrurat.e in mOst~. Typically It.llI:b. 4e-velops, I 
encourages, inlprove..~. and evaluates :tsI'igned govemmC1'il<tnd cootrat:mr resources in an accurnte mAnner. . 

B. Coordinates vnrlOUS ofJ;aniUltiQIlS output ~lting in spectficprOOUCU for $'$lio'r le!tdei'ship and customer 
support ~"l.ew and approval that ~re genen\Uy ~treehvc. 

C Most ofren consistt:~)' mamtairls tetbnkal proficiency. Stays abreast of DOD and US'fRANSCOM standards 
and ensures proper prcteetion of cllUIsifiw mat~ri;ll with few exceptions, 

DUTY!: Cdtk:tl 

Co!:l.du~. interopcrablJity and supportability ~meats across tile enterprl~ to ensure that systc:r:ns are 
deslgnQd IUld de'!lelGpen In lU::c:orVUtlc:e with tbe ctmccpts, polklcsj and standu.rds defined by the cnterprlRe I 
nrchitt:(hn-e. EStablishes cVl.duation cr.lterill, and de.velops, updAtes. and e.'I(ccutes technicAl DGSC:Ssment studies. I 
.E:stnbl~~ forum to di~t11ir.l~hn~<:al issueWl;lQtlCerl.'lS nnd if) cmu:re sound 'IT pZ'Ograns management through a~ \ 
cvnluauon of the tcdlmcal fcaslbUlty and solvency of each Usr.RANSCOM systcmIprogram. hsul~ ~.re COOSldered, 
durir,1g bro!lder IT tnvestmc:l:lt analYJi& process in eVIlI~ting the ovemil program vi3biHry, in!eroperabi!n,Y. ~nd . 
Supportabitity age.inst limitod IT resources lind progr:ull cunstl1lints. P'indmJ;s m evalumcd and rceo~!lda.lions 
pl'Ovidc:ato both the program rrmnager 1i:nd the CIO Pro,gt:.m Review Proc~s (CPRP}. Provides technical guldante 
and cnllfates mileBlones for fe3~ibjlify. Iccnlllcnl integTation. and irrterope:rClbUity of sJ!lteO'lS:u:rd subsysterm. 
ProvidC!l tecimkal guidRI.lCe (0 <;'ivltiall. military. and conmtc:tQr personnel. 

STANDARDS: I 
. I 

~. TypicaHy.pc:rlbrfll$ accu:ate. and timely lSS¢$~~en(s of test fll~ns, qpetatiulJ c:nvirorunent, $Crvice aSSUlifnCC!. data I 
lmeri';u;es., d:ttal)Mie sl.flndnrdl.1.tUlOO, scbedule and tlmelll1e5. secumy dooumentatJon, security technlcal. 
iruplenwntatian. tedmical sohltir.:ms.il.tld St::t.ndnrds compllam;;e. 

B. Comxmrnicares professiOnally and effectively, both cmilly and in writing, in mo&J cases. 
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KSA: 1~ lA. 6 

RECRUlTMEt'l'l' KNOWLEDGES, SKlLLS, AND ABrUTIFS (KSA): 

], Expert knowledg-e of. Il!1d skill in applying, govcmrnent policies, directives. and other regulatory memorandum 
concerning prosr.unmll11l1gemerlt eompllimce. urllizntioo. technologi.ca} advano:s, and stmdardizali1m of CAS 
principles.. conccpts, me.thQid.s. Standal'l1s, practices. and proce,sscs. 

2, Knowledge ofsafety and securhy regulllUoJ]8., practices. and procedUl'"CS, 

3. Ability to plan, organize. and direct the fUl.'lCtk)oS and staffOf;'\ small to medium sized organiwll)n. 

4. Proftssional skill and ability to communic<lte effectivel)'. both or:lllyand. in writing. complex. techni~l issues. B.nd . 
statemerns prep~red for senior miUur.ry. f!ovcmm:nl~ :\tid civilian offiei:1ls. Skill end ability 10 present tcchnicali:lriefrn!S. 
chair meetings, nndprepure reports. 

5, Ktl4jwlcdge Qf m:anngement tlnd pernQru.'lel practices WIth rl::;pec~ to Department ofDefens.e working 

9~~ I 
6 Bxpert knowledge of CIlnger-Coheo Aet :md varioull ASSQCiatcd !jire('ti ves, regul~o~. J'T3.'1i~ and pott-ties aligned 
with 000. Joint Staff. Suvic~ 4,lnd Agcru:ies. 

7. Expei-tmowledge'or.-:iiiirsldn iIiapplying;noO M=lij~rureFiimcwork'assoc1itted wTth intetoperabiifryand 
suppottabiliry oHf s.ystems. I 

S, Ability to upply ~teasive baawfedSC o.f tho. cum:nt CIO IT inve5nncnt process and C4S Mvi~ Board asi[ rela4 to 
technical assessment and ~~mmwda.tiOns. 

SUPERVlSORYCONl'ROLS: ]:T PotlO,j i- Dd·f,.. dou, 10;-'\ o( 10 
Wl)rics under the gener~1 supervision of the ~~gi..J~Till: empto)':e in~nde:ntly 
plam>. orgnmzes. lind d:trects the wod; of the • ~ .. TlI.IlCh 10 ~bieve goob and 
objecti yes aM e~ compliance to I.c;aul and reg.ullluny n:qui.rements, Work is reviewed in l.enns of ovenU 
m,is-sion auppon llnd attAinment ofot§flnWluomU aM Department goals" 

CLASSIFICA,'ION CRlTElUA.! 

F::act-orl r Progrnm.$eopeQ;nd Effef:t Levell·] SSOPQinlS 
!
I 

Thl; purpo..<;e ot the work,is t.o pro"'i~ command and DOD ildvk~ aud guidance 01') tlIterprise, architecture i$sues 
&<lSOtia:t.ed wItb cnd·to--en4 :>upply and traal>pOrtation opt:tation:tl PrQCC$sC$ and aJlsupportinglogistics infl)rtl1fStion 
systems. The employee t:ypicnHy SJ:I"VCS !ill 4 .so:mor expert -and <XIn$\lltant regnrdi.ng l:lU issues llSSlxiate(i with 

II 
! 

developing, rn:.tinlll.ini.ng. :tliWlln& and illflueneing ch:mge thrOI,l.;n enterprise architectures, OvetSee,.,; the facllibtion ftJq 
integrating (l Vfifitt)' ()f logisti'CS Pl'lOCegs ac:tMties and. SUPJXlrting logistic:> systems inlO nsc:ric:s ofcompn::!leflSive ! 
!r~n!l.fQnnatio!] plltll!), Ensures subQrdtlUUe emplQyees monitor progress lowtlId meeting tbe-plMS.Din:~ts studies and 
cJ.;I!'CUletl' W(lfkshops 10 unalyze atC:hire~:.ture infunnauon .and esmhl ish inr:egrated :interrelations between opet"3nonaJ 
logistlcs procc&<;e.s and supporting.IT <lpj>licaUoml. Evaluates m::w devdcpIllCnts ~n lot:hnQlogy: and anatyzes fJQtentiaj 
impacts on supply chain environments. Efforts gcner31ly c'Ut ac:ross serVice compon.ents, agencies and global 
~e(}gr-nphjc re&ion.~, WQTk al30 invOlvCG the analysi& o.f operational rcqutremenl$ for logl.~ties in1orlWltioli s:'sterns to 
include data. :mtomntion poUcie$; teg~ns~:l.nd proc~dW'C5 l:i;l detcrmlne their impacts on op01!ri(l~1 JllQC.C:SSet> :rod 
mis:Iions, 

Factor Z. Organl1.atiOnlll Setting UY'C:12-2 250 PoinlS 

Tbe e.mployee ill :Jcoountllble to the El1terpri~e Architecture Di\'i.1>loi'l Chief who is ¢J'l¢ reporting IQvl;.\ below the tint 
SES or gc:nerol1)fficer. equivalcnl in the di.re!;lliUparvWOry r;:hain 

450 Points 
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The incumbent £1Ssignli Clnd reviews works. Wiilw'ing W::CW'Bcy rC(JulrcmCflrs are met and approves leave. 'The 
inc~bcnt al,S,o,: p~s and. schedules Work to.be IlCcoID?li~hed by SUQOrdi,•nates; 6e!$ lI.rui adjusts short-term PriOriti,'l 
3l\SlgTIS work III C'OlIInderntlon of employee skills andnuss!<lo reqwrcments, develops performance standards and . 
rates suoorolMxos' perform:.t.nCe;, advis~ employees on work and administrative matters; implements methods and 
procedures [0 improve organi~tion:l.1 pettorm:m~e~ ~nd identifies and provides for employee training aDd i 
development The employee Illso: l'CQolDfllCtlds selecido[l of ca.ndidatcll for fJ06itiOflS: reco.mrnends posirion structure 
ch:mgc:l: takes disciplinary Ilcri6ns. an.d heat,. and reso!v.e.'1. f~rmal employee complaints nnd ~rieva.nce.~ B~ delegated \ 
by ttlgherlevl:l manngemenl; and assesses and re.Yl5eS polu:aes and procedures as needed to 1u:ui W:I)'s to lmprovc 
quality, timel inca:!, and cfficiefl('yof work. II 

Facto( 4. Personal Clinta£,ts 

Sabfuctor 4A.. Nature of Comacts L~e] 4A.3' 75 Points. I[ 

ReguiaT COtl1..llCts :lre with USTRANSCOM leadership, r;STRANSCOM ccEtlpone,n{ commlu\c!s' inlQrmnuon 
rli:chnQ)Qgy leadership, ServIces and Agencies, ,Joint Staff; Office of the Secretary of Defense, various directi)rllfc I 
level and fuootional points of contaCt wi.thill. TJSTRANSGOM, ronrtaCIOt'S, vendon;, noo professi<:lntil associations 
am' interest groups, FreqU(;ody r;Outl;;ts are "'.t the General Officer or ~uivalent I(wel. :U\d with contractors at \be \ 
p(oj~t Manager level. Contacts occur In schoduled and un!lCht4u1ed meetings, in cannal and. informal settings. . 
briet.'ings, lleg.oti:tringsessi.ons, workshops, {'onf~~nee.'1, ~no roY's requiring incwnbenl'S techniciU fruni.Uarlt)' with I 
complex IT Issues. Timelines, nppointn:lentS, coordination. and reponing are an e.xtreme)y difficult due to me level 
of approval contner !hat is roquirW. The employee m\JSt vary methods and. npp!'Qachesio.r8c~jcvjng r~l1!ft'l b~~gll;_
th6 orond'-natureorcon~cis.'-' --,---..~,---.-.------.-,-,-' 1 
Subfuctor 4B. hrpose of Contacts l..evel4B-3 100 Points t 
Contacts involve i.nflu.cncil'lg othea to utilize particular tech.nit;;tl :mothQds Ilnd procedures, or to p<:n.UI!de thc,mto 
CClOpcmte in meeting objective!! nnd dea1ilines wheo theft:: are problems s«uril1& cooperation. The persons eontQ~ted' 
have diverse vlewpoims, goals or obJoctlv~: conscqll'tnt1y. lequire:; the ability to bring parties to compromise, or 
develop suit3ble 111t.enu1,ti ves. 

}'acl:Ol" S, Difficulty or Typical W(}t'k DirecCed Le\'el S-~ 1030 Points 

The posltiun ia: ri:Sp0l1.o;ib!e for provldins direction nnd $upervision 0.\'(:( work at the GS~ 13 level whiCbbestl 
dlnr.:)clerizcs the nature of the baslc, mission ori~ntcd, nonsupervisory work pcrfol'l:'lled in tbe organizatk>n. and Wbkb I 
cOllstitutCli 25 percent or more of th.e worldoad (not pos.itions or employees) of (he ol'glll1b::rtion. . 

Factor 6, Other Conditions Level 6-5 122,SPoints 

The work supervised 01' OvetS<;l;tI hm»ves complex !ectmical aDd administrative work comp:u:able to OS-13 level 
work. The \york involves devO!Qping innovative :lolutioll3 :md implementing new poiie.ies, procedures and 
methodologiC$ U,IU WiU impact.aIl usen of DoD transportation S1ttVt¢.eS. E~\cnsive aU:liysEs f(r;'Id eva.luation of 
cXislin.g (100 pro.posc(:l proCesses are. neceS&Dry ilnd requires scaff memf;).crr. to interpret brolld guidelines :lind use 
s011nd Judamcl1t when r.<:commcndiog actions. 

Oth:el' ~gnit'ieant tB'cts pertaining tn thls position ~re: 
I. W(lrk may OCCMion:dJy require trove1 away from the norma! dl,lly station Oil military OJ' C/Jmmtrcial :tin;:rnft. 
2. \n-:umbent will be fel:)ll,ired (0 perform lomlX">rary duty (TOY) 10 moet mission needs lIr1d to useg{)ve:rnment 
qUllrter:;. 

- ,
CLAs'.,IFICA'fIQN SUMMARl'. 

ClASSIFICATION STANDAJli:){S) USBD: US OPM PCS fat' General S~hedule. Supervisory Otlh:le.. TS~123. April I 
1993, revised in April 1998: a.nd DOD Supplementary Guide to the ossa, June 1993 (HRCD-7, Jul.y 1999). \ 

OS~ 14 Point Rnnse: 3605-4050 i 
TOla! Pl1ints: 3680 !\. 

Grade: GS-14 
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SUPV LEVEL CODE: 2 COMP LEVEL CODE: 
TARGET GRADE: '-68=-n- l (... '-.::;;. FLSA: Exempt 
DRt1GTEST: No cAitE~R FIElD ID: f 
SENSITIVITY: . Critical Sensitive CENTRALL Y MANAGED TYPE: 2 
EMERGENCY ESS: No BUS: . 8888 
KEY POSITION: No POSITION HIST: Replaces 42224 

. '. . . (PIL'tPI (~ .' " .. 4,. 

ORG & FUNC CODE: DPY 
1ST SKILL CODE: 50% APMDBM Computer Specialist, Data Base Management 
2ND SKILL CODE: 25% APMYYB Computer Specialist, Acquisition 
3RD SKILL CODE: 25% APMPLR Computer Specialist, Plans and Requirements 

SCPD DEVELOPED AND CLASSIFIED BY: 

CLASSIFICATION CERTIFICATION: SCPD adequately and accurately reflects the local work situation to meet 
classification, staffing, anp performance management purposes. ," 

{L~dl{4..d.r- . ~-
CLASSIFIER'S SIGNATURE 

SUPERVISOR'S CERTIFICATION: I certify that this SCPD is an accurate statement ofthe major duties, 
knowledges, skills, and abilities, responsibilities, physical and performance requirements of this position and its 
organizational relationships. The position is necessary to carry out government functions for which I am responsible. 
This certification is made with the knowledge that this information is to be used for statutory purposes relating to 
appointment and payment ofpublic funds and that false or misleading statements may constitute violations of such 

s~~~.tes ~r th~ir im~leme~ting. regul~tions. 

\1 '''Rf''Aa ~ [1 U~~ ·Vl41l4c-- ,
SUPE ISOR'S S NATURE . 

PERFORMANCE PLAN CERTIFICATION' 

RaterlSupv. 

o a Ie
I 

I Reviewer 
I 
I o a Ie 


Employee" 


o a Ie 

*Signature acknowledges receipt. It does not indicate agreement/disagreement. 

, BUS CODE: Position is excluded from the 
bargaining unit lAW Cllapter 71 supervisoryw 

L17'- 1~11-t)G 
AF Fonn 1003 APR 90 (COMPUTER GENERATED) 



STANDARP CORE PERSONNEL DOCUMENT Number: 9S159 

PURPOSE OF POSITION AND ORGANIZATIONAL LOCATION: 

The primary purpose of this position is: to exercise second level supervisory and managerial authorities as the Division 
Chief of the Information Technology (IT) Policy and Distribution Portfolio Management (DPfM) Division. As the senior 
technical analyst, establishes policies and investment standards and analyzes C4 systems, networks, and f~ciiities for which 
USTRANSCOM is responsible. Expert on interagency investment processes, to include portfolio management practices, 
transition plans and investment review boards. Provides policies, procedures, and oversight to supporting program 
managers with IT investment services at all panels, boards, and councils which meet to discuss Information Technology 
Investment and result in balanced IT budget arid Program Objective Memorandum. Objective owner of Distribution 
Portfolio Management initiatives in command strategic plan. Responsible for ensuring orderly and efficient policy and IT 
. investment planning, development, and implementation of information technology capabilities. . 

The organizational location of this position is: U.S. Transportation Command, Command, Control, 
Communications, and Computer Systems Directorate, IT Policy and DPflVI Division, Scott Air Force Base, Illinois. 

ORGANIZATIONAL GOALS OR OBJECTIVES: 

The organizational goals or objectives of this position are: to provide integrated and interoperable Defense 
Transportation and Distribution Systems support to USTRANSCOM's mission and customers world-wide, by establishing 
an enterprise architecture, monitoring migration and testing for compliance, driving information technology investment, and 
providing engineering services and support from the data-level, through the applications level, and ending at the net-centric 
level. 

DUTY 1: Critical 

Plans, organizes, and oversees the activities of the IT Policy and DPfM Division. Develops goals and objectives 
that integrate C4S interoperability concerns with current and ongoing transportation, deployment, and in transit 
visibility operational concerns. Establishes, revises, or reviews policies, procedures, mission objectives, and 
organization design for the staff, as necessary to eliminate work problems or barriers to mission accomplishment, 
promote team building, implement quality improve;ments, or in response to concerns with regulatory compliance 
and/or customer requirements. Plans work for accomplishment by subordinate units, sets and adjusts short-term 
priorities, and prepares schedules based on consideration of difficulty of requirements and assignments such that the 
experience, training, and abilities of the staff are effectively utilized to meet organization and customer needs. 
Provides subordinate supervisors and staff with direction and advice regarding policies, procedures, and guidelines. 
Reviews and adjusts organization to optimize use of resources and maximize efficiency and effectiveness. Balances 
workload and provides overall direction and vision to the subordinate unit chiefs on a wide range of transportation 
information technology concerns and administrative issues. Establishes metric and analysis systems for units 
managed to assess efficiency, effectiveness, and compliance with regulatory procedures. Evaluates requirements for 
additional resources submitted by subordinate supervisors, and balances organization needs with overall mission 
requirements and resource interests. Identifies need for change in organization priorities and takes action to 
implement such changes. Plans and schedules work in such a mauner that promotes a smooth flow and even 
distribution and ensures effective use of organization resources to achieve organization goals and objectives as well 
as installation customer needs. Establishes review systems for the organization that make certain government needs 
are met and validated, and that economy and quality ofoperations are maintained or improved. Accepts, amends, or 
rejects work of subordinate supervisors. Reviews work and management techniques of subordinate supervisors. As 
a second level supervisor, is held accountable for actions of and advice provided by staff of subordinate units. 
Makes decisions on work problems presented by subordinate supervisors. Directs self-assessment activities of 
subordinate supervisors. Reviews training reconunended by subordinate supervisors to assure it is proper and 
promotes effective operation of the organization as a whole. 

STANDARDS: 

A. Planning, organizing, and directing efforts typically comply with TCJ6, command and higher headquarters 
guidance and achieve organization and customer needs. 

B. Management of resources normally meets the needs of the staff and customers adequately and effectively. 
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C. Methods established to review actions of subordinate supervisors are usually effective and ensure legal and 
regulatory compliance issues and/or customer concerns are promptly identified and addressed. 

KSA: 1,2,3,4,5 

DUTY 2: Critical 

Exercises supervisory personnel manag~ment responsibilities. As the Chiefof the IT Policy & DPtM Division, 
directs, coordinates, and oversees work through subordinate supervisors. Advises staff regarding policies, 
procedures, and directives of higher-level management or headquarters. Selects candidates for subordinate non
supervisory positions and recommends selections for subordinate supervisory positions taking into consideration 
skills and qualifications, mission requirements, and EEO and diversity objectives. Ensures reasonable equity among 
units ofperformance standards developed, modified, and/or interpreted and rating techniques developed by 
subordinate supervisors. Explains performance expectations to subordinate supervisors and employees directly 
supervised and provides regular feedback on strengths and weaknesses. Appraises performance of subordinate 
supervisors and other employees directly supervised and serves as reviewing official on evaluation of non
supervisory employees rated by subordinate supervisors. Approves expenses comparable to within-grade increases, 
extensive overtime, and employee travel. Recommends awards for non-supervisory persormel and changes in 
position classifi9ation to higher-level managers. Hears and resolves group grievances and employee complaints 
referred by subqrdinate supervisors and employees. Initiates action to correct performance or conduct problems of 
employees directly supervised and reviews and/or approves serious disciplinary actions (e.g. suspensions, removals) 
involving non-supervisory subordinates. Ensures documentation prepared to support actions is proper and complete. 
Reviews developmental needs of subordinate supervisors and non-supervisory employees and makes decisions on 
non-routine, costly or controversial training needs and/or requests for unit employees. Encourages self-development. 
Approves leave for subordinate supervisors and ensures adequate coverage in organization through peak workloads 
and traditional holiday vacation time. Demonstrates sensitivity t~ ideas of subordinates. Ensures actions taken 
directly as well as those by subordinate supervisors promote an environment in which employees are empowered to 
participate in and contribute to effective mission accomplishment. Reliably discharges security responsibilities by 
ensuring education and compliance with security directives for employees with access to classified or sensitive 
material. Recognizes and takes appropriate action to correct situations posing a threat to the health or safety of 
subordinates. Applies EEO principles and requirements to all persormel management actions and decisions, and 
ensures all persormel are treated in a marmer free of discrimination. Explains classification determinations to 
subordinate employees. 

STANDARDS: 

A. Persormel management initiated is typically accurate, timely, and well considered in ternlS of mission, legal, 
regulatory, and EEO objectives. 

B. Technical and administrative guidance provided to subordinates is almost always timely and substantive, and 
promotes development of individual skills and abilities. 

C. Consistently observes and complies with health, safety, and security directives. 

KSA: 1,2,3,4,5 

DUTY 3: Critical 

Represents USTRANSCOM with a variety of installation imd functional area organizations. Establishes, 
develops, and maintains effective working relationships with !;he Office of Secretary of Defense (Logistics), Joint 
Staff, Combatant Commands, Services, Agencies, component commands, and commercial industry partners. Meets 
with key customers and coordinating officials to assess customer satisfaction, explain organization Portfolio 
Management policy and IT investment procedures, and resolves significant problems that arise. Represents the 
Director on boards, committees, and other groups composed of peers within OSD, DOD, other federal agencies, and 
professional groups. Ensures subordinate units provide customer guidance and training. Participates in special 

DATE: 5/10/00 Page 3 



STANDARD CORE PERSONNEL DOCUMENT Number: 9S159 

projects and initiatives and performs special assignments. Identifies the need for special projects and initiates 
milestones and goals. Evaluates reports by analyzing facts and performing appropriate research and prepares 
detailed responses. Determines appropriate recommendations for unresolved or questionable problems and performs 
follow-up. Researches and determines or recommends appropriate a<;tions or interpretation of issues that impact 
organization, installation, command, or agency. . 

STANDARDS: 

A. Interactions with internal and external officials andlor customers are normally diplomatic, convincing, 
professional, and promote effective working relationships, and protect the interests of the Government. 

B. Recommendations are almost always thoroughly researched and analyzed to ensure all issues are properly 
addressed. 

C. Typically ensures participation and outcomes of special projects result in positive impact on the organization 
andlor improves quality. 

KSA: 1,5 

DUTY 4: Critical 

Directs, reviews, and submits Investment Review Board requirements for gfobal Supply/Transportation 
logistics systems. Oversees development, reviews and compliance activities of distribution-related IT investments 
across the Department of Defense. Ensures both supply and transportation operational activities and investments are 
mapped, documented, and information is stored and readily assessable through aligned architecture repositories .. 
Monitors periodic data calls ensuring information is updated with all applicable Defense-wide logistics information 
systems. Monitors inventory of systems and distributes information for national military and congressional inquiries. 
conducts periodic compliance reviews and reports [mdings and recommendations through senior investment review 
boards. Promotes a single logistics architecture reference model capable ofproviding a common framework for. 
aligning independent architectures across the Department Acknowledges supply chain practices and ensures 
effective and efficient procedures are incorporated, as applicable, into the enterprise architecture framework. 
Encourages primary threads are established and transcribed reflecting essential activities and associated systems for 
executing deployment and distribution missions. Fosters'use of portfolio management principles and maintains a 
coordinated/approved listing of mission-based capabilities for logistics and distribution. 

STANDARDS: 

A. Normally ensures members of the logistics community at large are in strict compliance with portfolio 
management and IT Investment policies and promptly notifying any observed or identified violations in accordance 
with established guidelines. 

B. Fosters a portfolio management work environment to improved communication and better understanding of 
the principals regarding interoperability, costs and performance in most cases. 

C. Typically develops appropriate metrics to examine customer feedback, trend analysis, and timeliness of 
·investment updates. 

KSA: 1,2,4,5,6,7,8,9, 10 

---~--------- ~---.--.--- --_. 

DUTY 5: Critical 

Acts as the command lead for the Chief Information Officer to controlling information technology capital 
investment. Oversees the portfolio management process and acts as the Secretariat for the Chief lnfornlation Officer 
Program Review Process. Ensures optimal allocation of information technology funds and ensures that potential 
redundancies, overlaps and gaps in capability are addressed. Ensures that the pertinent assessments are 
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accomplished prior to the Board, Panel and Council, addressing technical issues, viability of sustaining the system, 
and mission analysis. 

STANDARDS: 

A. The Chief Information Officer Program Review Process successfully delivers a balanced information technology 
budget and Program Objective Memorandum in most cases. 

B. Normally the Board, Panel and Council meetings are successfully conducted and process improvements are 
evaluated and implemented as needed. 

C. Technical assessments are generally efficiently conducted and feedback provided to program managers in a 
timely manner. Other assessments are normally scheduled and outputs are captured and evaluated effectively. 

KSA: 1,2,5,8,10 

RECRUITMENT KNOWLEDGES, SKILLS, AND ABILITIES (KSA): 

1. Mastery of knowledge of IT systems design, development, IT technology, and the implementation methodologies 
combined with a broad knowledge ofIT systems data, data flow, interfaces and interactions to analyze/develop new 
IT systems, and to analyze existing IT systems at USTRANSCOM and the Transportation Component Commands 
(TCCs). 

2. Mastery knowledge in planning advanced IT systems projects and ofleading task forces for resolving critical 

problems in existing systems which require innovative solutions in many aspects of the proj ect. 


3. Knowledge of safety and security regulations, practices, and procedures. 

4. Ability to plan, organize, and direct the functions and mentor, motivate, and appraise the staff of an organization. 

5. Professional skill and ability to communicate effectively, both orally and in writing, complex technical issues and 
statements prepared for senior military, government, and civilian officials. Ability to give briefings, chair meetings, 
and prepare reports. 

6. Broad knowledge ofDTS systems including methods, systems, applications, and management principles. 
Extensive knowledge of Fedel:al ADP, Joint Service, Commercial Carrier, GSA, DTS components, DLA, and JCS 
directives, regulations, practices, policies, and procedures. . 

7. Detailed knowledge and experience with communication and IT technology disciplines as it relates to operating 
systems, database management (DBM) systems, telecommunications, inter-operability, configuration management 
(CM);integration, Life Cycle Management (LCM), software metrics, Electronic Data Interchange (EDI), modeling, 
simulation, requisitioning, logistical supply/resupply, transportation, .database administration, and contract 
administration. 

8. A comprehensive knowledge of08D, DOD, JCS, DLA, Services, USTRANSCOM and Component command's 
transportation IT system requirements, ability to articulate highly complex and critical interagency command and 
control, logistics, acquisition, and operational processes. The abilitY to plan and coordinate large scale interagency 
IT system is required. 

9. Ability to apply state-of-the-art IT and communication technologies in an optimum fashion to support the 
enhancement of and/or development of DTS computer systems. 

10. Comprehensive knowledge of Federal Acquisition Regulations "(FAR), and laws government the administration, 
acquisition, and management of contracts. 

CLASSIFICATION CRITERIA: 
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SUPERVISORY CONTROLS: 

The supervisor provides administrative direction with assignments in terms of broadly defined missions or functions. 
Within these broad areas of direction the employee has responsibility for planning, designing, and carrying out 
studies or projects and for coordinating, as a peer, with experts both within and outside the organization. In 
performing the work, the employee makes extensive unreviewed technical judgments concerning the development, 
interpretation and implementation of the DTS enterprise architecture. The employee is regarded as the leading 
technical authority and expert on DOD-wide C4ISR architecture matters. The supervisor usually accepts the 
employee's recommendations without change. Result~ of work are considered technically authoritative and are 
normally accepted without significant change. 

CLASSIFICATION CRITERIA: 

Factor 1, Program Scope and Effect Level 1-3 550 Points 

Scope: The incumbent serves as Chief, IT Policy and DPill Division. The work involves providing integrated and 
interoperable Defense Transportation Systems (DTS) support to USTRANSCOM's mission and DTS customers 
world-wide. Establishes enterprise architecture, monitors migration and testing for compliance, drives information 
technology investment, and provides engineering services and support from the data-level, through applications level 
and ending at the net-centric level. 

Effect: The work produced under this Division Chiefs supervision impacts the structure of the Defense 
Transportation System and the information technology backbone and services provided to support that system. 
Additionally, the formulation of future information technology programs' and funding streams is dependent on the 
products produced under the supervision of the incumbent. 

Factor 2, Organizational Setting Level 2-3 350 Points 

This position is accountable to the Director ofCommand, Control, Communication and Computer Systems 
Directorate which is a general/flag officer position. . 

Factor 3, Supervisory and Managerial Authority Exercised Level 3-3 775 Points 

Plans, coordinates, and directs work. Sets and adjusts long and short-term goals, priorities, and prepares schedules 
for task completion. Assigns work to subordinate supervisors based on priorities, selective consideration of the 
requirements of assignments, and capabilities of employees. Makes decisions on work problems presented by 
subordinate supervisors, team leaders or similar personnel. Develops performance standards for subordinate 
supervisors, evaluates subordinate supervisors, and serves as reviewing official on evaluations of non-supervisory 
employees rated by subordinate supervisors. Assures reasonable equity of performance standards and rating 
techniques developed by subordinate supervisors. Provides guidance and instruction to employees on both work and 
administrative matters. Makes or approves selections for subordinate supervisory positions and for group leader, or 
project leader positions responsible for coordinating the work of others, and similar positions. Hears and resolves 
group grievance or serious employee complaints. Reviews and approves serious disciplinary actions involving non
supervisory subordinates. Approves expenses comparable to within-grade increases, extensive overtime, and 
employee travel. Recommends awards or bonuses for subordinates and recommends changes in position 
classification, when necessary. 

Factor 4, Personal Contacts 

Sub factor 4A- Nature of Contacts Level4A-4 100 Points 
The incumbent has frequent contacts are with influential individuals or organized groups from outside the employing 
agency; major defense contractors, SES, flag or general officers, executive level heads of bureaus and higher level 
organizations in other Federal agencies. 

Sub factor 4B- Purpose of Contacts Level4B-4 125 Points 
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Negotiates and defends distribution issues to USTRANSCOM Commander, Component Commanders, commercial 
CEO's, and Congressional Subcommittees in response to legislative inquiries. The incumbent will frequently be 
required to justify, defend, negotiate, persuade, and convince senior government and civilian officials of the 
feasibility and benefits of implementing controversial IT systems, or new approaches to solving highly significant 
matters such as distribution problems that substantiate modifications to existing processes and involve large 
expenditures of resources. 

Factor 5, Difficulty of Typical Work Directed Level 5-8 1030 Points 
The position is responsible for providing direction and supervision over work performed in subordinate units at the 
GS-13-1evel which best characterizes the nature of the basic, mission oriented, nonsupervisory work performed in the 
organization and which constitutes 2S percent or more of the workload (not positions or employees) of the 
organization. 

Factor 6, Other Conditions Level 6-5 1225 Points 
Supervision and oversight requires significant and extensive coordination and integration of a number of important 
projects'and program segments of technical and administrative work the majority of which is comparable to the GS
13 leveL This requires the incumbent to make major reconmlendations that have a direct and substantial effect on 
the organization and projects managed. The employee is responsible for significant internal and external program 
and policy issues affecting enterprise architectures within the distribution community ensuring functional integration 
and intermodal interoperability through coordination with OSD, JCS, DLA and the Services. 

Special Situations: None. 

Other significant facts pertaining to this position are: 
1. Work requires frequent travel away from the normal duty station on military or commercial aircraft. 
2. Work requires ability·to brief senior officials up to and including 4 star and SES-5 level. 
3. Must be ~ble to obtain and maintain a Top Secret Clearance. 

CLASSIFICATION SUMMARY: 

CLASSIFICATION STANDARD(S) USED: 

US OPM PCS for General Schedule Supervisory Guide, TS-123, April 1993, revised in April 1998; and DOD 

Supplementary Guide to the GSSG, June 1993 (HRCD-7, July 1999). 


GS-IS Point Range: 40S5 and up 

Total Points: 4155 

Grade: GS-IS 


Final Classification: GS-221O-1S, Supervisory Information Technology Specialist 


AFPC Free Flow Format 
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NATIONAL SECURITY PERSONNEL SYSTEM (NSPS) POSITION DESCRIPTION 

POSITION AND HIRING INFORMATION 

1. POSlliON NUMBER 12. POSITION TITLE 3. OCCUPATIONAL CODE 

9S43()38 . IT SPECIALIST (PLCYPLN) 2210 
4. ORGANIZATIONAL TITLE 5. CAREER 6. PAY 7. PAY 8. TARGET 9. OPM FUNCTIONAL 

GROUP SCHEDULE BAND PAY BAND CODE 

Standard YA 03 03 NA 
10. DRUG TEST r 11. BUS CODe 112. FAIR LABOR STANDARDS ACT I 13. DOD SUPERViSORY 

8868·5USC CH I STATUS & AF SL 
YES X NO : 71 12(b)(1) : __N _X_ E .5 CFR 551.206 DOD stAF 5 

14. KEY/EMERGENCY 15. MOBILIZATION INDICATOR I 16. ENVIRONMENTAUHAZARD 17. CERTIFICATION REQUIRED
ESSENTIAL DIFFERENTIAL YES _x_ NO-

NA C - Position required in No
mobilization and peacetime 

16. POSITIVE EDUCATION REQUIREMENTS 19. LANGUAGE REQUIRED 20. LANGUAGE IDENTIFIER 
- YES ~NO - YES--.X NO NA 

21. FINANCIAL STATEMENTS REQUIRED 22. POSITION SENSITIVITY I 23. PAY POOL IDENTIFIER 24. LAUTENBERGfSMITH 
AMENDMENT 

YES _x_ NO- Critical Sensitive YES _x_ NO-
25. DUTIeS 
Serves as a subject matter expert technical advisor to the Command, Control. Communications. and Computer Systems Directorate. 
Provides technical guidance and direction to thc staff on establishing standards and evaluating C4 systems, networks, and facilitics for 
which USTRANSCOM is responsible, to include fLxed (garrison) and combat (deployed) assets. space or terrestrial assets. APD or 
~Iecommunications assets, and government owned or leasecj assets for compliance. Provides expert guidance and oversight in the 
;sign. development. and modification ofthc federated :1rciliteclures supporting USTRANSCOM and includes how the Command will 

mteroperate with the DOD Scrvices and Agencies. Tracks emerging technologics that pertain to information technology systems, 
implementing new technologies when warranted. Ensures that all systems are operational and capable of supporting 
USTRANSCOM's mission. Establishes, develops. and maintains effective working relationships with the Office of Secretary of 
Defense (Logistics), Joint Staff, Combatant Commands. Services, Agencies. component commands. and commercial industry partners. 
Contributes to the development and direction of research programs. Represents the Directorate at national and international forums 
conccl'lled with technical aspects of Command mission. Researches andlor analyzes problcms. issues. or program requirements. 
Identifies and resolves problems related to Command programs or sen'Ices. The incumbent plays a major leadership role in organizing. 
managing and strengthening a comprehensive information technology infrastructure that will support and transform the administrative 
and business areas of the Command. Develops specifications for information technology (IT) contracts and programs involving 
hardware. software. components. systems. subsystems. and/or services. Prepares statements of work (SOWs). requests for Information 
(RFls). and requests for proposals (RFPs). Evaluates computer requirements. Develops evaluation plans. Participates on proposal 
evaluation teams. Evaluates vendor proposals tor adequacy in terms of vendor ability to perform desired actions and produce proper 
results. Conducts an organizationallransrormation of IT Lo ensure that the strategic objectives of the Command can be adequately 
supported and delivered through the use of cutting edge technology. Creates an Information Technology Project Management structure 
that will effectively and efficiently ensure that projects are well documented. effectively planned with appropriate resources, and 
successfully brought to completion. Such a structure will provide the necessary project management and oversight controls. tools and 
resources analysis required for all IT projects. from conceptual design through implemematioll and delivery. Recommends long-range 
and short-range management information systems plans. budgets and potential funding sources. 

26. POSITtON'S ORGANIZATION 
USTCrrCJ6·AD 

27. POSITION OCCUPIED 26. a. DUTY STATION (City County State Or Overseas Location) 

I 
Competitive Scott AFB, Belleville, 5t Clair Coun~. IL 

b. GEOGRAPHICAL LOCATION CODE 
177835163 
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. ir Force Skill Codes: 

1. Mastery knowledge of IT systems design, development IT technology. and implementation methodologies combined 

with a broad knowledge of IT systems data. data flow. interfaces and interactions to analyze/develop new IT systems and 

to analyze existing IT systems at USTRANSCOIVl and U18 Transportation Component Commands (TCCs). 

2. Mastery knOwledge of, and skill in planning advanced IT systems project; and leading task forces for resolving critical 

problems in existing systems which require innovative solutions in many aspects of the project. 

3, Professional skill and ability to commUnicate effectively. both orally and In writing, complex technical issues and 

statements prepared for senior military, government. and civilian officials. Skill and ability to present technical briefings. 

chalf meetings. and prepare reports. 


Expert knowledge of, and skl'l in applying, DOD Architecture Framev{ork associated with interop2rability and 
.ipportability of IT systems. 

~ 5. Detailed knowledge and expe~ience with communications and IT technology disciplines as it relates to operating 
systems, database management (DBM) systems, telecommunications, inter· operability. configuration management (eM). 

integration, Life Cycle Management (LCM), software metrics, Electronic Data Interchange (ED!), modeling, Simulations, 

requisitioning. logistical supply/resupply, transportation, database' administration, and contract administration. 

6, A comprehensive knowledge of OSO, DOD, JCS, DLA. Services, USTR?NSCOM and Component Command's . 

transportation IT system requirements and the ability to articulate highly complex and critical interagency command and 

control. logistics. acquisition, and operational processes, The ability 10 plan and coordinate large scale interagency IT 

systems is recuired 


I 7 Abwty to apply state·of-the-art IT and communication technologies in an optimum fashion to support lhe enhancement 
i of and/or development of DTS computer systems. .
I 8. Comprel1ensive knowledge of Federal Acquisition Regulations (FAR) anc) laws governing the administration, 

i~;qEb~~~;o~9i3~; !r~~%7~;~~k~g~~~~i~NIFICAN:f"FACTff-~---~--'--~-----.--..-------,-~-.". "'-------.--,,~.-- -.~-----.-~-~-..; 
i 1. Work requires frequent travel avo/ay from the 110rmal duty station on military or commercial aircraft I 

2. The employee must obtain and maintain a top secret security clearance . 

.' 
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